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1 Overview

This document lists all the changes needed to correct problems in the TTCN implementation of test case cases 8.1.7.1, which are part of the RRC test suite. Only essential changes to the TTCN are applied and documented in section 4.

With these changes applied the test case can be demonstrated to run with one or more 3G UEs 
(see section 6). Execution log files are provided as evidence. 
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3 Verification Test Summary

Test Case:
TC_8_1_7_1 

Test Group:
RRC_SecurityModeCtrl

ATS Version:
iWD-TVB2003-03_D04wk26 + essential modification
System Simulator used:
Anite CT

UE used:
Nokia 7600 and Motorola A835

Verification Status:
PASS
4 Corrections required for test cases 8.1.7.1

4.1 Introduction

This section describes the changes required to make test cases 8.1.7.1 run correctly with a 3G UE. The ATS version used as basis was RRC_wk26r2.mp, which is part of the iWD-TVB2003-03_D04wk26 release.

4.2 Change 1

	Local Tree and Test step
	Tc_8_1_7_1 

	Reason for change
	line#48 of test case 8_1_7_1, is “ts_CMAC_DL_CipherCfg”. This configures only DL MAC ciphering. UL MAC ciphering also needs to be configured.



	Summary of change
	line#48 of test case 8_1_7_1 is replaced to “ts_CMAC_UL_DL_CipherCfg”

	Source of change
	New change
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4.3 Change 2

	Local Tree and Test step
	cs_RRC_SecModeCmdOMIT

	Reason for change
	1. In Step 4 of test case 8_1_7_1 invalid security mode command is transmitted. As per 25.331 in the security mode command, IE “UE system specific security capability” is included if the IE "Inter-RAT UE radio access capability" was included in RRC CONNECTION SETUP COMPLETE message. But in security mode command (step 4),  IE “UE system specific security capability” is not present.

	Summary of change
	1. cs_RRC_SecModeCmdOMIT is modified to include UE system specific security capability in the message

2. Step 4 is modified to transmit the modified security mode command. 

	Source of change
	New change
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4.4 Change 3

	Local Tree and Test step
	TC_8_1_7_1

	Reason for change
	1. In Step 4 of test case 8_1_7_1 invalid security mode command is transmitted. As per 25.331 in the security mode command, IE “UE system specific security capability” is included if the IE "Inter-RAT UE radio access capability" was included in RRC CONNECTION SETUP COMPLETE message. But in security mode command (step 4),  IE “UE system specific security capability” is not present.
Refer to ANITE T1-24 CR T1-041157

	Summary of change
	1. Step 4 is modified to transmit the modified security mode command. 

	Source of change
	New change
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New local test step added:
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4.5 Change 4

	Local Tree and Test step
	TC_8_1_7_1

	Reason for change
	2. In Step 9 of test case 8_1_7_1 the received security mode complete message is checked for the ciphering activation time for RB20. This is a CS mode test and RB20 is not present.

	Summary of change
	1. New constraint “cr_CipheringActTimeSRB_Any” is defined which does not check the ciphering activation time for RB20.

2. This new constraint is used in step 9 of TC_8_1_7_1

	Source of change
	New change
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Branches executed in test case 8.1.7.1

The test case 8_1_7_1 implementation executed the PS branch with integrity activated and ciphering enabled.

5 Execution Log Files

5.1 Nokia 3G UE 7600

The Nokia 7600 passed this test case on the Anite CT system. The documentation below is enclosed as evidence of the successful test case run [1]:

5.2 Motorola 3G UE A835

The Motorola A835 passed this test case on the Anite CT system. The documentation below is enclosed as evidence of the successful test case run [2]:

6 References

	[1]
	This archive comprises text format execution log file with Nokia UE and the TTCN MP file.


	[2]
	This archive comprises text format execution log file with Motorola UE and the TTCN MP file.
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