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11.1.1.1
Attach initiated by context activation/QoS Offered by Network is the QoS Requested

11.1.1.1.1
Definition 

11.1.1.1.2
Conformance requirement

SM procedures for identified access can only be performed if a GMM context has been established between the UE and the network. If no GMM context has been established, the MM sublayer has to initiate the establishment of a GMM context by use of the GMM procedures as described in chapter 4, 3GPP TS 24.008. After GMM context establishment, SM uses services offered by GMM (see 3GPP TS 24.007). Ongoing SM procedures are suspended during GMM procedure execution.

In UMTS only, integrity protected signalling (see 3GPP TS 24.008 clause 4.1.1.1.1) and in general, see 3GPP TS 33.102) is mandatory. In UMTS only, all protocols shall use integrity protected signalling. Integrity protection of all SM signalling messages is the responsibility of lower layers. It is the network which activates integrity protection. This is done using the security mode control procedure (TS 25.331).

In order to request a PDP context activation, the UE sends an ACTIVATE PDP CONTEXT REQUEST message to the network, enters the state PDP-ACTIVE-PENDING and starts timer T3380. The message contains the selected NSAPI, PDP type, requested QoS and, if the UE requests a static address, the PDP address. 

Upon receipt of an ACTIVATE PDP CONTEXT REQUEST message, the network selects a radio priority level based on the QoS negotiated and may reply with an ACTIVATE PDP CONTEXT ACCEPT message. Upon receipt of the message ACTIVATE PDP CONTEXT ACCEPT the UE shall stop timer T3380, shall enter the state PDP-ACTIVE.

If the QoS offered by the network is the same as the QoS requested by the UE, the UE shall accept the negotiated QoS.

In UMTS, both the network and the UE shall store the LLC SAPI and the radio priority in the PDP context. If a UMTS to GSM system change is performed, the new SGSN shall initiate establishment of the logical link using the negotiated QoS profile, the negotiated LLC SAPI, and selected radio priority level stored in the PDP context as in a GSM to GSM Routing Area Update.

A UE, which is capable of operating in both GSM and UMTS, shall use a valid LLC SAPI, while a UE which is capable of operating only in UMTS shall indicate the LLC SAPI value as "LLC SAPI not assigned" in order to avoid unnecessary value range checking and any other possible confusion in the network.

NOTE 1:
The radio priority level and the LLC SAPI parameters, though not used in UMTS, shall be included in the messages, in order to support handover between UMTS and GSM networks.

Reference

3GPP TS 24.008 clauses 6.1.1 and 6.1.3.1.1.

11.1.1.1.3
Test purpose

To check that the UE initiates a PS attach, if one is not already active, when PDP context activation is requested. 

To test the behaviour of the UE when SS responds to the PDP context activation request with the requested QoS.

11.1.1.1.4
Method of test

Initial conditions

System Simulator:


1 cell, default parameters.

User Equipment:


The UE is in GMM-state "GMM-REGISTERED, normal service" with valid P-TMSI and CKSN.

Related ICS/IXIT statements

-
PS Supported
yes/no

-
Auto Attach supported 
yes / no

-
Method of context activation

Test procedure

 The UE is attached, then the Detach Request is originated from the UE indicating "GPRS detach without switching off". The SS responds with a Detach Accept after completing the security mode procedures. A PDP context activation is then requested by the user. The PS attach (ATTACH REQUEST) is then indirectly caused by a requested PDP context activation. The SS returns the ATTACH ACCEPT message to the UE. Now session management can proceed with PDP context activation.

On receipt of the ACTIVATE PDP CONTEXT REQUEST message an ACTIVATE PDP CONTEXT ACCEPT is returned by the SS with the same requested QoS. The contents of the ACTIVATE PDP CONTEXT REQUEST message shall then be checked. The SS then waits for T3380 seconds to ensure T3380 has been stopped and no more ACTIVATE PDP CONTEXT REQUEST messages are sent by the UE. 
Expected sequence

	Step
	Direction
	Message
	Comments

	
	UE
	SS
	
	

	0a
	UE
	
	Detach is performed by the UE using MMI or AT Commands

	0
	SS
	
	SS checks that the IE "Establishment cause" in the received RRC CONNECTION REQUEST message is set to "Detach".

	1
	( 
	DETACH REQUEST
	

	1a
	SS
	
	The SS starts integrity protection.

	2
	(
	DETACH ACCEPT
	SS sends Detach Accept message.

	2a
	SS
	
	The SS releases the RRC connection.

	3
	UE
	
	Initiate a context activation

	3a
	SS
	
	SS checks that the IE "Establishment cause" in the received RRC CONNECTION REQUEST message is set to "Registration".

	4
	(
	ATTACH REQUEST
	Request attach with Follow-on request pending

	4a
	SS
	
	The SS starts ciphering and integrity protection.

	5
	(
	ATTACH ACCEPT
	Accept attach 

Negotiated Ready timer value IE should not be included

Force to standby IE set to “Force to standby not indicated”

	6
	(
	ACTIVATE PDP CONTEXT REQUEST
	Request a PDP context activation (with static PDP address)

	6a
	SS
	
	The SS establishes the RAB.

	7
	(
	ACTIVATE PDP CONTEXT ACCEPT
	Accept the PDP context activation

	8
	SS
	
	Wait for T3380 seconds to ensure no further activate request messages come from the UE

	 9
	
	
Void
	

	10
	
	
Void
	

	11
	SS
	
	SS releases the RRC connection due to inactivity (no user data transferred) 


Specific message contents

None.

11.1.1.1.5
Test requirements

At step 0 the UE shall send an RRC CONNECTION REQUEST message with the IE Establishment cause set to "Detach".

At step 3a the UE shall send an RRC CONNECTION REQUEST message with the IE Establishment cause set to "Registration".

When requesting a PDP context activation, the UE shall:

-
initiate a PS ATTACH if one is not already active;

· when the SS responds to a PDP context activation request, initiated by the UE, with the requested QoS, the UE shall complete the PDP context activation procedure. 
11.1.1.1a
Attach initiated by context activation/QoS Offered by Network is the QoS Requested/Correct handling of QoS extensions for rates above 8640 kbps
11.1.1.1a.1
Definition and applicability

UEs which support HS-PDSCH and supporting rates above 8640 kbps (UE Category 7 and UE Category 10).

11.1.1.1a.2
Conformance requirement

1.
SM procedures for identified access can only be performed if a GMM context has been established between the UE and the network. If no GMM context has been established, the MM sublayer has to initiate the establishment of a GMM context by use of the GMM procedures as described in chapter 4. After GMM context establishment, SM uses services offered by GMM (see 3GPP TS 24.007). Ongoing SM procedures are suspended during GMM procedure execution.

In UMTS only, integrity protected signalling (see 3GPP TS 24.008 clause 4.1.1.1.1) and in general, see 3GPP TS 33.102) is mandatory. In UMTS only, all protocols shall use integrity protected signalling. Integrity protection of all SM signalling messages is the responsibility of lower layers. It is the network which activates integrity protection. This is done using the security mode control procedure (TS 25.331).

2.
In order to request a PDP context activation, the UE sends an ACTIVATE PDP CONTEXT REQUEST message to the network, enters the state PDP-ACTIVE-PENDING and starts timer T3380. The message contains the selected NSAPI, PDP type, requested QoS and, if the UE requests a static address, the PDP address. The UE shall ensure that the selected NSAPI is not currently being used by another Session Management entity in the MS.

Upon receipt of an ACTIVATE PDP CONTEXT REQUEST message, the network selects a radio priority level based on the QoS negotiated and may reply with an ACTIVATE PDP CONTEXT ACCEPT message. Upon receipt of the message ACTIVATE PDP CONTEXT ACCEPT the UE shall stop timer T3380, shall enter the state PDP-ACTIVE. If the offered QoS parameters received from the network differ from the QoS requested by the MS, the MS shall either accept the negotiated QoS or initiate the PDP context deactivation procedure.

……

In UMTS, both the network and the UE shall store the LLC SAPI and the radio priority in the PDP context. If a UMTS to GSM system change is performed, the new SGSN shall initiate establishment of the logical link using the negotiated QoS profile, the negotiated LLC SAPI, and selected radio priority level stored in the PDP context as in a GSM to GSM Routing Area Update.

A UE, which is capable of operating in both GSM and UMTS, shall use a valid LLC SAPI, while a UE which is capable of operating only in UMTS shall indicate the LLC SAPI value as "LLC SAPI not assigned" in order to avoid unnecessary value range checking and any other possible confusion in the network.

NOTE 1:
The radio priority level and the LLC SAPI parameters, though not used in UMTS, shall be included in the messages, in order to support handover between UMTS and GSM networks.

3.
The quality of service is a type 4 information element with a minimum length of 14 octets and a maximum length of 16 octets. The QoS requested by the MS shall be encoded both in the QoS attributes specified in octets 3-5 and in the QoS attributes specified in octets 6-14.

In the UE to network direction and in the network to UE direction the following applies:

-
Octets 15 and 16 are optional. If octet 15 is included, then octet 16 shall also be included.

-
A QoS IE received without octets 6-16, without octets 14-16, or without octets 15-16 shall be accepted by the receiving entity.

NOTE:
This behavior is required for interworking with entities supporting an earlier version of the protocol, or when the Maximum bit rate for downlink is negotiated to a value lower than 8700 kbps.


…….

	8
	7
	6
	5
	4
	3
	2
	1
	

	Quality of service IEI
	octet 1

	Length of quality of service IE
	Octet 2

	0
0
spare
	Delay
class
	Reliability
class
	octet 3

	Peak 
throughput
	0
spare
	Precedence
class
	octet 4

	0
0
0
spare
	Mean
throughput
	octet 5

	Traffic Class
	Delivery order
	Delivery of erroneous SDU
	Octet 6

	Maximum SDU size
	Octet 7

	Maximum bit rate for uplink
	Octet 8

	Maximum bit rate for downlink
	Octet 9

	Residual BER
	SDU error ratio
	Octet 10

	Transfer delay
	Traffic Handling priority
	Octet 11

	
Guaranteed bit rate for uplink
	Octet 12

	Guaranteed bit rate for downlink
	Octet 13

	0
0
0
spare
	Signal-ling Indicat-ion
	Source Statistics Descriptor
	Octet 14

	Maximum bit rate for downlink (extended)
	Octet 15

	Guaranteed bit rate for downlink (extended)
	Octet 16


…..

Maximum bit rate for downlink, octet 9 (see 3GPP TS 23.107)

Coding is identical to that of Maximum bit rate for uplink.

If the sending entity wants to indicate a Maximum bit rate for downlink higher than 8640 kbps, it shall set octet 9 to ”11111110”, i.e. 8640 kbps, and shall encode the value for the Maximum bit rate in octet 15.

…..

Maximum bit rate for downlink (extended), octet 15
Bits
8 7 6 5 4 3 2 1
In MS to network direction and in network to MS direction:
0 0 0 0 0 0 0 0
Use the value indicated by the Maximum bit rate for downlink in octet 9.

0 0 0 0 0 0 0 1
Ignore the value indicated by the Maximum bit rate for downlink in octet 9. The maximum bit 

rate is
0 1 0 0 1 0 1 0
8600 kbps + ((the binary coded value in 8 bits) * 100 kbps), giving a range of values from 

8700 kbps to 16000 kbps in 100 kbps increments.
Reference

3GPP TS 24.008 clauses 6.1.1, 6.1.3.1.1 and 10.5.6.5.

11.1.1.1a.3
Test purpose

To check that the UE initiates a PS attach, if one is not already active, when PDP context activation is requested. 

To check that the UE performs correct handling of QoS extensions for rates above 8640 kbps.

To check the UE successfully completes the PDP context activation when the SS responds to the PDP context activation request with the requested QoS.

11.1.1.1a.4
Method of test
Initial conditions

System Simulator:


1 cell, default parameters.

User Equipment:


The UE is in GMM-state "GMM-REGISTERED, normal service" with valid P-TMSI and CKSN.

Related ICS/IXIT statements

-
PS Supported
yes/no

-
Auto Attach supported 
yes / no

-
Method of context activation

-
Supported downlink rates above 8640 kbps
yes/no

Test procedure

Table 11.1.1.1a.1 Test execution test parameters

	Execution
	Maximum bit rate for downlink



	1
	Value supported by the UE which is less than 8640 kbps

	2
	Value supported by the UE which is bigger than 8640 kbps


 The UE is attached, then the Detach Request is originated from the UE indicating "GPRS detach without switching off". The SS responds with a Detach Accept after completing the security mode procedures. A PDP context activation is then requested. The IE “Maximum bit rate for downlink” is selected according to Table 11.1.1.1a.1 for execution=1. The PS attach (ATTACH REQUEST) is then indirectly caused by a requested PDP context activation. The SS returns the ATTACH ACCEPT message to the UE. Now session management can proceed with PDP context activation.

On receipt of the ACTIVATE PDP CONTEXT REQUEST message an ACTIVATE PDP CONTEXT ACCEPT is returned by the SS with the same requested QoS. The contents of the ACTIVATE PDP CONTEXT REQUEST message shall then be checked. The SS then waits for T3380 seconds to ensure T3380 has been stopped and no more ACTIVATE PDP CONTEXT REQUEST messages are sent by the UE. 
The test case is repeated with test parameters according to Table 11.1.1.1a.1 for execution=2. 

Expected sequence

	Step
	Direction
	Message
	Comments

	
	UE
	SS
	
	

	0a
	UE
	
	Detach is performed by the UE using MMI or AT Commands

	0
	SS
	
	SS checks that the IE "Establishment cause" in the received RRC CONNECTION REQUEST message is set to "Detach".

	1
	( 
	DETACH REQUEST
	

	1a
	SS
	
	The SS starts integrity protection.

	2
	(
	DETACH ACCEPT
	SS sends Detach Accept message.

	2a
	SS
	
	The SS releases the RRC connection.

	3
	UE
	
	Initiate a context activation with a requested “Maximum bit rate for downlink” according to Table 11.1.1.1a.1 

	3a
	SS
	
	SS checks that the IE "Establishment cause" in the received RRC CONNECTION REQUEST message is set to "Registration".

	4
	(
	ATTACH REQUEST
	Request attach with Follow-on request pending

	4a
	SS
	
	The SS starts ciphering and integrity protection.

	5
	(
	ATTACH ACCEPT
	Accept attach 

Negotiated Ready timer value IE should not be included

Force to standby IE set to “Force to standby not indicated”

	6
	(
	ACTIVATE PDP CONTEXT REQUEST
	Request a PDP context activation (with static PDP address)

	6a
	SS
	
	The SS establishes the RAB.



	7
	(
	ACTIVATE PDP CONTEXT ACCEPT
	Accept the PDP context activation

	8
	SS
	
	Wait for T3380 seconds to ensure no further activate request messages come from the UE

	 9
	
	
Void
	

	10
	
	
Void
	

	11
	SS
	
	SS releases the RRC connection due to inactivity (no user data transferred) 


The test sequence is repeated according to Table 11.1.1.1a.1. 

Specific message contents

None.

11.1.1.1a.5
Test requirements

At step 0 the UE shall send an RRC CONNECTION REQUEST message with the IE Establishment cause set to "Detach";

At step 3a the UE shall send an RRC CONNECTION REQUEST message with the IE Establishment cause set to "Registration";

At step 4 the UE shall initiate a PS ATTACH if not already active;

At step 6 the UE shall send an ACTIVE PDP CONTEXT REQUEST message with the IE Requested QoS and Maximum bit rate for downlink set to value according to Table 11.1.1.1a.1;
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