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9.1
Default Message Contents for Signalling
9.1.1
Default RRC Message Contents (FDD)
<<< Start of modified section >>>
Contents of CELL UPDATE message: TM 

	Information Element
	Value/remark

	Message Type
	

	U-RNTI
	Checked to see if it is set to the following values

	        - SRNC identity
	0000 0000 0001B

	        - S-RNTI
	0000 0000 0000 0000 0001B

	RRC transaction identifier
	Checked to see if it is absent

	Integrity check info
	

	     - Message authentication code
	This IE is checked to see if it is present.  The value is compared against the XMAC-I value computed by SS. The first/ leftmost bit of the bit string contains the most significant bit of the MAC-I.

	     - RRC Message sequence number
	This IE is checked to see if it is present.  The value is used by SS to compute the XMAC-I value.

	START List
	Checked to see if the 'CN domain identity' and 'START' IEs are present for all CN domains supported by the UE (if Ciphering is ON).

	        - CN domain identity
	Checked to see if it is one of the supported CN domains

	        - START
	Check the presence if ciphering is on. The first/ leftmost bit of the bit string contains the most significant bit of the START.

	AM_RLC error indication (RB2, RB3 or RB4)
	Checked to see if it is set to 'FALSE'

	AM_RLC error indication (RB>4)
	Checked to see if it is set to 'FALSE'

	Cell update cause
	See the test content

	Failure cause
	Checked to see if it is absent

	RB timer indicator
	

	        - T314 expired
	Checked to see if it is set to 'FALSE'

	        - T315 expired
	Checked to see if it is set to 'FALSE'

	Measured results on RACH
	Not checked


<<< End of modified section >>>

<<< Start of modified section >>>

Contents of INITIAL DIRECT TRANSFER message: AM 

	Information Element
	Value/remark

	Message Type
	

	Integrity check info
	

	     - Message authentication code
	This IE is checked to see if it is present.  The value is compared against the XMAC-I value computed by SS. The first/ leftmost bit of the bit string contains the most significant bit of the MAC-I.

	     - RRC Message sequence number
	This IE is checked to see if it is present. The value is used by SS to compute the XMAC-I value.

	CN domain identity
	Checked to see if set to supported CN domain as specified in the IXIT statements.

	Intra Domain NAS Node Selector 
	

	     - CHOICE version
	R99

	          - CHOICE CN type
	GSM-MAP

	               - CHOICE Routing basis
	Local (P)TMSI

	                    - Routing parameter
	If the IE "CN domain identity" is equal to "CS domain", this bit string is set to to bits b14 through b23 of the TMSI.

If the IE "CN domain identity" is equal to "PS domain", this bit string is set to to bits b14 through b23 of the P-TMSI.

The TMSI/P-TMSI consists of 4 octets (32bits). This can be represented by a string of bits numbered from b0 to b31, with bit b0 being the least significant

The "Routing parameter" bit string consists of bits b14 through b23 of the TMSI/ PTMSI.

The first/ leftmost/ most significant bit of the bit string contains bit b23 of the TMSI/ PTMSI.

	               - Entered parameter
	Not checked

	NAS message
	Set according to that indicated in specific message content for each test case

	START
	Not checked (if ciphering is OFF), check the presence if ciphering is ON.

	Measured results on RACH
	Not checked


<<< End of modified section >>>

<<< Start of modified section >>>

Contents of PHYSICAL CHANNEL RECONFIGURATION COMPLETE message: AM

	Information Element
	Value/remark

	Message Type
	

	RRC transaction identifier
	Checked to see if it's set to identical value of the same IE in the downlink PHYSICAL CHANNEL RECONFIGURATION message

	Integrity check info
	

	     - Message authentication code
	This IE is checked to see if it is present.  The value is compared against the XMAC-I value computed by SS. The first/ leftmost bit of the bit string contains the most significant bit of the MAC-I.

	     - RRC Message sequence number
	This IE is checked to see if it is present.  The value is used by SS to compute the XMAC-I value.

	Uplink integrity protection activation info
	Not checked

	CHOICE mode
	FDD

	COUNT-C activation time
	Not checked

	Radio bearer uplink ciphering activation time info
	Not checked

	Uplink counter synchronisation info
	Not present


<<< End of modified section >>>

<<< Start of modified section >>>

Contents of RADIO BEARER SETUP COMPLETE message: AM

	Message Type
	

	RRC transaction identifier
	Checked to see if the value is identical to the same IE in the downlink RADIO BEARER SETUP message.

	Integrity check info
	

	     - Message authentication code
	This IE is checked to see if it is present. The value is compared against the XMAC-I value computed by SS. The first/ leftmost bit of the bit string contains the most significant bit of the MAC-I.

	     - RRC Message sequence number
	This IE is checked to see if it is present. The value is used by SS to compute the XMAC-I value. 

	Uplink integrity protection activation info
	Not checked.

	CHOICE mode
	FDD

	START
	Not checked (if ciphering is OFF), check the presence if ciphering is ON.

	COUNT-C activation time
	The UE shall include this IE if the following two conditions are fulfilled: (a) The RADIO BEARER SETUP message did not contain the IE "Ciphering activation time for DPCH" and (b) The RADIO BEARER SETUP message established the first RB(s) mapped to RLC-TM for a CN domain. Else, this IE is absent.

	Radio bearer uplink ciphering activation time info
	Not checked

	Uplink counter synchronisation info
	Not present

	
	


<<< End of modified section >>>

<<< Start of modified section >>>

Contents of RADIO BEARER RECONFIGURATION COMPLETE message: AM

	Information Element
	Value/remark

	Message Type
	

	RRC transaction identifier
	Checked to see if the value is identical to the same IE in the downlink RADIO BEARER RECONFIGURATION COMPLETE message

	Integrity check info
	

	     - Message authentication code
	This IE is checked to see if it is present.  The value is compared against the XMAC-I value computed by SS.

The first/ leftmost bit of the bit string contains the most significant bit of the MAC-I.

	     - RRC Message sequence number
	This IE is checked to see if it is present.  The value is used by SS to compute the XMAC-I value.

	Uplink integrity protection activation info
	Not checked

	CHOICE mode
	FDD

	COUNT-C activation time
	Not checked

	Radio bearer uplink ciphering activation time info
	Not checked

	Uplink counter synchronisation info
	Not present


<<< End of modified section >>>

<<< Start of modified section >>>

Contents of RADIO BEARER RELEASE COMPLETE message: AM

	Message Type
	

	RRC transaction identifier
	Checked to see the value is identical to the same IE in the downlink RADIO BEARER RELEASE message.

	Integrity check info
	

	     - Message authentication code
	This IE is checked to see if it is present.  The value is compared against the XMAC-I value computed by SS. The first/ leftmost bit of the bit string contains the most significant bit of the MAC-I.

	     - RRC Message sequence number
	This IE is checked to see if it is present. The value is used by SS to compute the XMAC-I value. 

	Uplink integrity protection activation info
	Not checked.

	CHOICE mode
	FDD

	COUNT-C activation time
	Not checked

	Radio bearer uplink ciphering activation time info
	Not checked

	Uplink counter synchronisation info
	Not present

	
	


<<< End of modified section >>>

<<< Start of modified section >>>

Contents of RRC CONNECTION SETUP COMPLETE message: AM 

	Information Element
	Value/remark

	Message Type
	

	RRC transaction identifier
	The value of this IE is checked to see that it matches the value of the same IE transmitted in the downlink RRC CONNECTION SETUP message.

	START list
	Not checked (if ciphering is OFF), check the presence if ciphering is ON.

	UE radio access capability
	Not checked

	UE radio access capability extension
	Not checked

	UE system specific capability
	Not checked


<<< End of modified section >>>

<<< Start of modified section >>>

Contents of TRANSPORT CHANNEL RECONFIGURATION COMPLETE message: AM

	Information Element
	Value/remark

	Message Type
	

	RRC transaction identifier
	Checked to see if the value is identical to the same IE in the downlink TRANSPORT CHANNEL RECONFIGURATION message

	Integrity check info
	

	     - Message authentication code
	This IE is checked to see if it is present.  The value is compared against the XMAC-I value computed by SS. The first/ leftmost bit of the bit string contains the most significant bit of the MAC-I.

	     - RRC Message sequence number
	This IE is checked to see if it is present.  The value is used by SS to compute the XMAC-I value.

	Uplink integrity protection activation info
	Not checked

	CHOICE mode
	FDD

	COUNT-C activation time
	Not checked

	Radio bearer uplink ciphering activation time info
	Not checked

	Uplink counter synchronisation info
	Not present


<<< End of modified section >>>

<<< Start of modified section >>>

Contents of UTRAN MOBILITY INFORMATION CONFIRM message: AM 

	Information Element
	Value/remark

	Message Type
	

	RRC transaction identifier
	Checked to see if it matches the value of the same IE in downlink UTRAN MOBILITY INFORMATION message

	Integrity check info
	

	     - Message authentication code
	This IE is checked to see if it is present.  The value is compared against the XMAC-I value computed by SS. The first/ leftmost bit of the bit string contains the most significant bit of the MAC-I.

	     - RRC Message sequence number
	This IE is checked to see if it is present.  The value is used by SS to compute the XMAC-I value.

	Uplink integrity protection activation info
	Not checked

	COUNT-C activation time
	Not checked

	Radio bearer uplink ciphering activation time info
	Not checked

	Uplink counter synchronisation info
	Not present


<<< End of modified section >>>

9.1.2
Default Message Contents for Signalling (TDD)
<<< Start of modified section >>>
Contents of UTRAN MOBILITY INFORMATION CONFIRM message: AM 
	Information Element
	Value/remark

	Message Type
	

	RRC transaction identifier
	Checked to see if it matches the value of the same IE in downlink UTRAN MOBILITY INFORMATION message

	Integrity check info
	

	
- Message authentication code
	This IE is checked to see if it is present.  The value is compared against the XMAC-I value computed by SS. The first/ leftmost bit of the bit string contains the most significant bit of the MAC-I.

	
- RRC Message sequence number
	This IE is checked to see if it is present.  The value is used by SS to compute the XMAC-I value.

	Uplink integrity protection activation info
	Not checked

	COUNT-C activation time
	Not checked

	Radio bearer uplink ciphering activation time info
	Not checked

	Uplink counter synchronisation info
	Not present


<<< End of modified section >>>

<<< Start of modified section >>>

Contents of TRANSPORT CHANNEL RECONFIGURATION COMPLETE message: AM (1.28 Mcps TDD)

	Information Element
	Value/remark

	Message Type
	

	RRC transaction identifier
	Checked to see if the value is identical to the same IE in the downlink TRANSPORT CHANNEL RECONFIGURATION message

	Integrity check info
	

	     - Message authentication code
	This IE is checked to see if it is present.  The value is compared against the XMAC-I value computed by SS. The first/ leftmost bit of the bit string contains the most significant bit of the MAC-I.

	     - RRC Message sequence number
	This IE is checked to see if it is present.  The value is used by SS to compute the XMAC-I value.

	Uplink integrity protection activation info
	Not checked

	CHOICE mode
	TDD

	    CHOICE TDD option
	1.28 Mcps TDD

	COUNT-C activation time
	Not checked

	Radio bearer uplink ciphering activation time info
	Not checked

	Uplink counter synchronisation info
	Not present


<<< End of modified section >>>

<<< Start of modified section >>>

Contents of CELL UPDATE message: TM

	Information Element
	Value/remark

	Message Type
	

	U-RNTI
	Checked to see if it is set to the following values

	        - SRNC identity
	0000 0000 0001B

	        - S-RNTI
	0000 0000 0000 0000 0001B

	RRC transaction identifier
	Checked to see if it is absent

	Integrity check info
	

	
- Message authentication code
	This IE is checked to see if it is present.  The value is compared against the XMAC-I value computed by SS. The first/ leftmost bit of the bit string contains the most significant bit of the MAC-I.

	
- RRC Message sequence number
	This IE is checked to see if it is present.  The value is used by SS to compute the XMAC-I value.

	START List
	Checked to see if the 'CN domain identity' and 'START' IEs are present for all CN domains supported by the UE (if Ciphering is ON).

	        - CN domain identity
	Checked to see if it is one of the supported CN domains

	        - START
	Check the presence if ciphering is on. The first/ leftmost bit of the bit string contains the most significant bit of the START.

	AM_RLC error indication (RB2, RB3 or RB4)
	Checked to see if it is set to 'FALSE'

	AM_RLC error indication (RB>4)
	Checked to see if it is set to 'FALSE'

	Cell update cause
	See the test content

	Failure cause
	Checked to see if it is absent 

	RB timer indicator
	

	        - T314 expired
	Checked to see if it is set to 'FALSE'

	        - T315 expired
	Checked to see if it is set to 'FALSE'

	Measured results on RACH
	Not checked


<<< End of modified section >>>

<<< Start of modified section >>>

Contents of PHYSICAL CHANNEL RECONFIGURATION COMPLETE message: AM (1.28 Mcps TDD)

	Information Element
	Value/remark

	Message Type
	

	RRC transaction identifier
	Checked to see if it's set to identical value of the same IE in the downlink PHYSICAL CHANNEL RECONFIGURATION message

	Integrity check info
	

	     - Message authentication code
	This IE is checked to see if it is present.  The value is compared against the XMAC-I value computed by SS. The first/ leftmost bit of the bit string contains the most significant bit of the MAC-I.

	     - RRC Message sequence number
	This IE is checked to see if it is present.  The value is used by SS to compute the XMAC-I value.

	Uplink integrity protection activation info
	Not checked

	CHOICE mode
	TDD

	    CHOICE TDD option
	1.28 Mcps TDD

	COUNT-C activation time
	Not checked

	Radio bearer uplink ciphering activation time info
	Not checked

	Uplink counter synchronisation info
	Not present


<<< End of modified section >>>

<<< Start of modified section >>>

Contents of RADIO BEARER RECONFIGURATION COMPLETE message: AM (1.28 Mcps TDD)
	Information Element
	Value/remark

	Message Type
	

	RRC transaction identifier
	Checked to see if the value is identical to the same IE in the downlink RADIO BEARER RECONFIGURATION message

	Integrity check info
	

	     - Message authentication code
	This IE is checked to see if it is present.  The value is compared against the XMAC-I value computed by SS.

The first/ leftmost bit of the bit string contains the most significant bit of the MAC-I.

	     - RRC Message sequence number
	This IE is checked to see if it is present.  The value is used by SS to compute the XMAC-I value.

	Uplink integrity protection activation info
	Not checked

	CHOICE mode
	TDD

	 - CHOICE TDD option
	1.28 Mcps TDD  (No data)

	COUNT-C activation time
	Not checked

	Radio bearer uplink ciphering activation time info
	Not checked

	Uplink counter synchronisation info
	Not present


<<< End of modified section >>>

<<< Start of modified section >>>

Contents of RADIO BEARER SETUP COMPLETE message: AM

	Message Type
	

	RRC transaction identifier
	Checked to see if the value is identical to the same IE in the downlink RADIO BEARER SETUP message.

	Integrity check info
	

	     - Message authentication code
	This IE is checked to see if it is present. The value is compared against the XMAC-I value computed by SS. The first/ leftmost bit of the bit string contains the most significant bit of the MAC-I.

	     - RRC Message sequence number
	This IE is checked to see if it is present. The value is used by SS to compute the XMAC-I value. 

	Uplink integrity protection activation info
	Not checked.

	CHOICE mode
	TDD

	START
	Not checked (if ciphering is OFF), check the presence if ciphering is ON.

	COUNT-C activation time
	The presence of this IE depends on the following 2 factors: (a) There exists RB(s) mapped to RLC-TM and (b) UE is transiting to CELL_DCH state after the RB establishment procedure. Else, this IE is absent.

	Radio bearer uplink ciphering activation time info
	If ciphering is not activated in RADIO BEARER SETUP message, this IE must be absent. Else, SS checks this IE for the presence of activation times of all ciphered uplink RLC-UM and RLC-AM RBs.

	Uplink counter synchronisation info
	Not present

	
	


<<< End of modified section >>>

<<< Start of modified section >>>

Contents of RADIO BEARER RELEASE COMPLETE message: AM (1.28 Mcps TDD)

	Message Type
	

	RRC transaction identifier
	Checked to see the value is identical to the same IE in the downlink RADIO BEARER RELEASE message.

	Integrity check info
	

	     - Message authentication code
	This IE is checked to see if it is present.  The value is compared against the XMAC-I value computed by SS. The first/ leftmost bit of the bit string contains the most significant bit of the MAC-I.

	     - RRC Message sequence number
	This IE is checked to see if it is present. The value is used by SS to compute the XMAC-I value. 

	Uplink integrity protection activation info
	Not checked.

	CHOICE mode
	TDD

	 - CHOICE TDD option
	1.28 Mcps TDD (no data)

	COUNT-C activation time
	The presence of this IE depends on the following 2 factors: (a) There exists RB(s) mapped to RLC-TM and (b) UE is transiting to CELL_DCH state after the RB release procedure. Else, this IE is absent.

	Radio bearer uplink ciphering activation time info
	If ciphering is not activated in RADIO BEARER RELEASE message, this IE must be absent. Else, SS checks this IE for the presence of activation times of all ciphered uplink RLC-UM and RLC-AM RBs.

	Uplink counter synchronisation info
	Not present

	
	


<<< End of modified section >>>

<<< Start of modified section >>>

Contents of RRC CONNECTION SETUP COMPLETE message: AM 

	Information Element
	Value/remark

	Message Type
	

	RRC transaction identifier
	The value of this IE is checked to see that it matches the value of the same IE transmitted in the downlink RRC CONNECTION SETUP message.

	START list
	Not checked (if ciphering is OFF), check the presence if ciphering is ON.

	UE radio access capability
	Not checked

	UE radio access capability extension
	Not checked

	UE system specific capability
	Not checked


<<< End of modified section >>>

�PAGE \# "'Page: '#'�'"  �� � HYPERLINK "http://www.3gpp.org/ftp/Information/DocNum_FTP_structure_V3.zip" ��Document numbers� are allocated by the Working Group Secretary.  


�PAGE \# "'Page: '#'�'"  �� Enter the specification number in this box. For example, 04.08 or 31.102. Do not prefix the number with anything . i.e. do not use "TS", "GSM" or "3GPP" etc.


�PAGE \# "'Page: '#'�'"  �� Enter the CR number here. This number is allocated by the 3GPP support team.  It consists of at least three digits, padded with leading zeros if necessary.


�PAGE \# "'Page: '#'�'"  �� Enter the revision number of the CR here. If it is the first version, use a "-".


�PAGE \# "'Page: '#'�'"  �� Enter the version of the specification here. This number is the version of the specification to which the CR will be applied if it is approved. Make sure that the latest version of the specification (of the relevant release) is used when creating the CR. If unsure what the latest version is, go to � HYPERLINK "http://www.3gpp.org/3G_Specs/3G_Specs.htm" ��� � HYPERLINK "http://www.3gpp.org/specs/specs.htm" ��http://www.3gpp.org/specs/specs.htm�.


�PAGE \# "'Page: '#'�'"  �� For help on how to fill out a field, place the mouse pointer over the special symbol closest to the field in question.


�PAGE \# "'Page: '#'�'"  �� Mark one or more of the boxes with an X.


�PAGE \# "'Page: '#'�'"  �� SIM / USIM / ISIM applications.


�PAGE \# "'Page: '#'�'"  �� Enter a concise description of the subject matter of the CR. It should be no longer than one line.  Do not use redundant information such as "Change Request number xxx to 3GPP TS xx.xxx".


�PAGE \# "'Page: '#'�'"  �� Enter the source of the CR. This is either (a) one or several companies or, (b) if a (sub)working group has already reviewed and agreed the CR, then list the group as the source.


�PAGE \# "'Page: '#'�'"  �� Enter the acronym for the work item which is applicable to the change. This field is mandatory for category F, B & C CRs for release 4 and later. A list of work item acronyms can be found in the 3GPP work plan. See � HYPERLINK "http://www.3gpp.org/ftp/information/work_plan/" ��http://www.3gpp.org/ftp/information/work_plan/� .�The list is also included in a MS Excel file included in the zip file containing the CR cover sheet template.


�PAGE \# "'Page: '#'�'"  �� Enter the date on which the CR was last revised.  Format to be interpretable by English version of MS Windows ® applications, e.g. 19/02/2002.


�PAGE \# "'Page: '#'�'"  �� Enter a single letter corresponding to the most appropriate category listed below. For more detailed help on interpreting these categories, see the Technical Report � HYPERLINK "http://www.3gpp.org/ftp/Specs/archive/21_series/21.900/" ��21.900� "TSG working methods".


�PAGE \# "'Page: '#'�'"  �� Enter a single release code from the list below.


�PAGE \# "'Page: '#'�'"  �� Enter text which explains why the change is necessary.


�PAGE \# "'Page: '#'�'"  �� Enter text which describes the most important components of the change. i.e. How the change is made.


�PAGE \# "'Page: '#'�'"  �� Enter here the consequences if this CR was to be rejected. It is necessary to complete this section only if the CR is of category "F" (i.e. correction).


�PAGE \# "'Page: '#'�'"  �� Enter the number of each clause which contains changes.


�PAGE \# "'Page: '#'�'"  �� Tick "yes" box if any other specifications are affected by this change.  Else tick "no".  You MUST fill in one or the other.


�PAGE \# "'Page: '#'�'"  �� List here the specifications which are affected or the CRs which are linked.


�PAGE \# "'Page: '#'�'"  �� Enter any other information which may be needed by the group being requested to approve the CR. This could include special conditions for it's approval which are not listed anywhere else above.


�PAGE \# "'Page: '#'�'"  �� This is an example of pop-up text.





CR page 1

