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MAC test method and architecture

Figure 1 illustrates a typical realisation of the MAC ATS. 
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Figure 1: MAC ATS single party test method

The single party test method is used for MAC testing. 

Separation of TTCN test cases from the configuration of the tester and initialisation of the UE is achieved by using test steps. For each MAC test case, common test steps will be used to perform the configuration of the tester and the appropriate generic setup procedures as described in 3GPP TS 34.108. These test steps will make use of PCOs AM, UM, TM, CRLC, CMAC, and CPHY.

Three PCOs are provided at the top of the RLC emulation in the tester, one corresponding to each of the available RLC modes: acknowledged, unacknowledged, and transparent. Routing information for different radio bearers used at these PCOs will be provided in ASP parameters.

The queues shown in the RLC emulation in figure 1 indicate that normal RLC transmit and receive buffering will be used to isolate the TTCN test suite from the real time issues involved if messages are sent directly to the MAC layer. 

A flag is required within the CMAC Config Req to indicate that the SS MAC emulation must not add or remove any MAC header information, even if header fields should be present according to the configured channels. This flag shall allow control of the MAC header on a per logical channel basis. For example, it shall be possible to configure 4 DCCHs and a DTCH mapped to a DCH, such that the MAC will add / remove header information for the DCCHs, but not for the DTCH.

The MAC TTCN test cases make also use of the NAS TTCN test steps in order to bring UE to Idle state. The NAS test steps, which are called by the MAC test cases or steps, interface with the Dc PCO.

Current status of MAC test cases

This clause summarises all of the MAC layer test cases currently specified in clause 7.1 of 3G TS 34.123-1, including theCRs accepted during the T1 SIG meeting in Melbourne (T1S-010115r1 from Anritsu, and T1S-010080 from GBT). A brief description of the test procedure is provided for each test, along with a description of any new requirements for the SS to allow execution of the test. A discussion of any problems or suggestions for each test case is given, followed by a proposal for the best way forward for each test case. 

A summary table is provided first, followed by a more detailed description of each test case. The headings for the MAC test cases were proposed a long time ago, and the MAC specification has evolved considerably since then, so a number of tests have become redundant, or are already covered in other testing areas (e.g. RF conformance tests or RB tests). It is therefore proposed that before any TTCN test cases are written, the prose specifications should be renumbered, and / or regrouped to provide a more up to date structure. This will reduce the number of ‘Void’ clauses present in the specification, and ensure that similar tests (e.g. RACH procedures) are kept together.

5 test cases for DTCH mapped to RACH / FACH, or DCH (similar to test cases 7.1.8.2 to 7.1.8.5, and 7.1.8.8) can also be added easily at this stage. These tests will activate the RB test mode, establish an AM RAB on DTCH, send data using various valid and invalid MAC headers, and ensure that the RLC STATUS PDUs indicate that only the valid PDUs were received. Note that it is not necessary to close the test loop for these tests.

Test case status summary

	Clause
	Description
	Status
	Proposal

	7.1.1
	Permission to access the network
	Test case is TBD
	May be covered in RF conformance suite (requires further study)

	7.1.2.1
	Selection and control of Power Level
	Requires ASP modifications and special test modes for AICH and RACH in SS
	Move to RF conformance suite if appropriate (requires further study)

	7.1.2.2
	Correct application of Dynamic Persistence
	Test purpose not possible
	Update prose and / or move to RF conformance suite if appropriate (requires further study)

	7.1.2.3
	Correct Selection of RACH parameters
	SS physical layer must discard any RACH transmissions with invalid ASC parameters.
	Implement in TTCN, or move to RF conformance suite if appropriate (requres further study)

	7.1.3
	Dynamic Radio Bearer Control
	Test case is TBD
	Remove (covered in 7.1.9.1) 

	7.1.4
	RACH/FACH transmission and retransmission
	Test case is TBD
	Remove (covered in 7.1.12.2)

	7.1.5
	MAC Access Control Function
	Test case is TBD
	Remove (covered in 7.1.12.1)

	7.1.6
	Void
	N/A
	Remove

	7.1.7
	Inband identification of UE on DSCH
	Test case is TBD
	Remove (covered in 7.1.8.6)

	7.1.8.1
	CCCH mapped to RACH/FACH / Invalid TCTF
	Requires TTCN implementation of segmented RRC connection setup message (either hand coded or using TSOs).
	Implement in TTCN

	7.1.8.2
	DTCH or DCCH mapped to RACH/FACH / Invalid TCTF
	Requires TTCN implementation of segmented NAS message in RRC DT message in RLC message (either hand coded or using TSOs).
	Implement in TTCN

	7.1.8.3
	DTCH or DCCH mapped to RACH/FACH / Invalid C/T Field
	Same as 7.1.8.2
	Same as 7.1.8.2

	7.1.8.4
	DTCH or DCCH mapped to RACH/FACH / Invalid UE ID Type Field
	Same as 7.1.8.2
	Same as 7.1.8.2

	7.1.8.5
	DTCH or DCCH mapped to RACH/FACH / Incorrect UE ID
	Same as 7.1.8.2
	Same as 7.1.8.2

	7.1.8.6 
	DTCH or DCCH mapped to DSCH or USCH
	Update required.
	The prose should be updated after further study

	7.1.8.7
	DTCH or DCCH mapped to CPCH
	Update required.
	Implement in TTCN

	7.1.8.8
	DTCH or DCCH mapped to DCH  / Invalid C/T Field
	Same as 7.1.8.2
	Same as 7.1.8.2

	7.1.9.1
	Selection of Transport Format depending on instantaneous source rate
	Update required.
	The prose should be updated after further study, or removed if this is already covered in the RB test cases

	7.1.10.1
	Priority handling between data flows of one UE
	Update required.
	The prose should be updated after further study, or removed if this is already covered in the RB test cases

	7.1.11.1
	Ciphering
	A pair of TSOs will be required to allow ciphering and deciphering of MAC SDUs.
	Implement in TTCN, or remove if this is already tested in RB test cases using ciphering

	7.1.12.1
	Access Service class selection for RACH transmission
	Similar to 7.1.2.3. Update required.
	The prose should be updated after further study

	7.1.12.2
	Control of RACH transmissions for FDD mode
	Test purpose not achievable.
	The prose should be updated after further study

	7.1.13.1
	Control of CPCH transmissions for FDD
	Some aspects of the test procedure are not achievable.
	The prose should be updated and separated into several smaller tests after further study


7.1.2.1 Selection and control of Power Level

Summary of test procedure

Page UE repeatedly and measure PRACH preamble power. Do not provide acknowledgement (or negative acknowledgement) on AICH, and measure the preamble power for each subsequent attempt as the UE performs it’s preamble ramping procedure. Repeat the procedure with negative acknowledgements on AICH.

SS requirements

· Measurement of received power on PRACH. 

· Control of AICH to specify no acknowledgement or negative acknowledgement of RACH transmissions.

Discussion

This test is very similar to some of the RF tests specified in 34.121 (e.g. clause 5.4.1, and 5.5.2). However, the existing tests do not include any preamble ramping procedures. (Note: Table 5.5.2.1 in 34.121 already describes the measurement tolerances for ramping procedures)

The measurements should also be made in accordance with the ‘global in channel Tx-test’ procedures defined in Annex B of 34.121 (E.g. filters to be used etc).

A discussion of the modifications to the ASPs required to support this test is given in Annex A.
Proposal

Move to RF conformance test suite (34.121) if appropriate (requires further study).

7.1.2.2 Correct application of Dynamic Persistence

Summary of test procedure

Set PRACH dynamic persistance to 0, page UE repeatedly and ensure that no RACH transmissions are sent by the UE.

SS requirements

Set dynamic persistence to 0 in SIB7.

Discussion

Note: all references in this clause are to 25.331 unless otherwise specified.

The persistence value Pi is used by the MAC to decide whether or not to commence the L1 PRACH transmission procedure during a given radio frame. Pi is derived (as shown in clause 8.5.12) from the dynamic persistence level for the PRACH (signalled in SIB7, ref clause 10.3.6.35), and the scaling factor for the selected ASC (signalled in SIB5, ref clause 10.3.6.48).

The intention of this test is to set the dynamic persistence to 0, which will result in the UE MAC always choosing not to commence the L1 PRACH transmission procedure. Thus the SS should observe no random access attempts.

This test is not achievable according to the current test purpose, because the signalled dynamic persistence is a value between 1 and 8 inclusive, which is converted to a dynamic persistence P(N) according to the formula P(N) = 2-(N-1) , which has a range of 0.0078 through to 1. Even when multiplied by the minimum possible scaling factor of 0.2, there is still a chance (0.15%) that the UE will perform a valid random access attempt, and fail the test.

Proposal

This test should either be removed, or re-designed such that the test is repeated for several dynamic persistance values, and the number of UE random access attempts is measured to ensure that it is within certain statistical limits (TBD). This may also involve defining verdict confidence levels (i.e. probabilities of passing a bad unit, and failing a good unit). 

Summary: Redefine and move to RF conformance suite if appropriate (requires further study).

7.1.2.3 Correct Selection of RACH parameters
Summary of test procedure

Page UE and receive random access attempt with correct ASC parameters (RACH sub-channel and PRACH preamble signature)

SS requirements

SS must discard (at the physical layer) any random access transmissions that are not allowed according to the configured access service classes.

Discussion

The requirement that the SS must discard any invalid RACH transmissions must be clearly stated, and understood by all SS manufacturers, otherwise an SS that does not meet this requirement may pass a bad UE.

Proposal

This test can be implemented in TTCN based on the current SS architecture. The PRACH test mode described in Annex A may be able to support a more thorough implementation of this test. It may be more appropriate to move this test to the RF conformance suite (requires further study)

7.1.8.1 CCCH mapped to RACH/FACH / Invalid TCTF
Summary of test procedure

Page UE and wait for RRC connection request (at this stage the MAC header of the UL message could also be checked). Respond with valid, segmented RRC connection setup message, but use various invalid TCTF headers. Finally, send the message with a valid TCTF field. The RRC connection complete message should only be received after sending the PDU using the valid TCTF.

SS requirements

Implementation of correct segmentation and UM header for complete RRC Connection Setup message in TTCN! This may require TSOs to encode and segment the message.

Discussion

Test suite operations may be required to allow existing RRC connection setup constraints to be PER encoded, and segmented into several RRC UM messages. Alternatively, this message could be encoded by hand, but this will be a difficult task, and will make maintenance difficult. It may be possible to send only a small part of the RRC connection setup message, and only check the AM STATUS PDUs from the UE to ensure that all messages with invalid MAC headers have been discarded.

Proposal

Implement in TTCN.

7.1.8.2 - 5 DTCH or DCCH mapped to RACH/FACH / Invalid MAC header
Summary of test procedure

Perform generic procedure to get to state 6-2 (CS-CELL_FACH_INITIAL) Wait for the paging response (check TCTF), and reply with DownlinkDirectTransfer on AM DCCH containing an authentication request. Use various invalid MAC headers, and ensure that RLC negatively acknowledges these PDUs. Finally, use correct TCTF and verify that an authentication response is received.

SS requirements

These tests will require implementation of the RLC AM header, the PER encoded RRC direct transfer message, and the direct encoded NAS message in TTCN! This will either require a set of TSOs for various parts of the encoding and segmenting, or a handcoded message, which will be difficult to create and maintain.

Discussion

A hand coded authentication request will almost certainly be rejected by the UE at the NAS level, but will be suitable to stimulate the UE to transmit the required RLC AM STATUS PDUs. The test case should accept, but ignore the NAS message part of any Initial Direct Transfer, or Uplink Direct Transfer messages.

Proposal

Implement in TTCN.

7.1.8.6  DTCH or DCCH mapped to DSCH or USCH
Summary of test procedure

Send a 'certain block' to UE, and check MAC header on looped back data. Reconfigure for MAC multiplexing and repeat the process (to verify correct application of C/T field).

SS requirements

There are no additional requirements for SS.

Discussion

The prose specification as specified is not generic across both TDD and FDD. This test should be split into two parts, one for FDD, and one for TDD.

For FDD, only the DSCH is supported, so the test should send various invalid MAC headers on the DSCH, and ensure that no data is looped back on the corresponding DCH. Finally, the data should be sent with a valid MAC header, and the SS should ensure that data is looped back on the corresponding DCH. 

For TDD, both DSCH and USCH are supported, so a configuration should be devised that allows data sent on the DSCH to be looped back on the USCH. The details of this test have not been investigated yet.

Proposal

The prose specification for this test should be updated after further study.

7.1.8.7 DTCH or DCCH mapped to CPCH
Summary of test procedure

Send CPCH configuration in SIB7,8, and 9. Send a 'certain block' to UE, and check MAC header on looped back data. Reconfigure for MAC multiplexing and repeat the process (to verify correct application of C/T field).

SS requirements

There are no additional requirements for SS.

Discussion

This test can be implemented in TTCN based on the current SS architecture.

Proposal

Implement in TTCN.

7.1.8.8 DTCH or DCCH mapped to DCH  / Invalid C/T Field
Summary of test procedure

Similar to 7.1.8.2, but SRBs are mapped to DCH. Receive PAGING RESPONSE, and check C/T field. Respond with invalid C/T values, and ensure that RLC AM NACKs are received. Send valid C/T field, and check that Auth Resp is received

SS requirements

Same as 7.1.8.2

Discussion


Same as 7.1.8.2

Proposal

Same as 7.1.8.2

7.1.9.1 Selection of Transport Format depending on instantaneous source rate

Summary of test procedure

Send data and check TFCI on looped back transport blocks.

SS requirements

The SS requirements for this test need further investigation. See discussion.

Discussion

This test is not specified clearly, and the test purpose is not achieved. The following example illustrates the intention of this test.

Consider a transport channel with the following TFS:

0x168, 1x168, 2x168

The intention of this test is to loop back enough data at the RLC layer to ensure that the 2x168 TF must be selected for the looped back data, and then reduce the data rate such that 1x168 is used. 

However, this is difficult to control and observe from the TTCN, and extra information may be required in the ASPs to ensure that multiple TBs are sent in the same TTI, and also to indicate which slot each transport block was received in. Alternatively, it may be possible to specify a special ASP that will return the TFCI used, along with the data content.
Proposal

The prose specification for this test should be updated after further study, or removed if this test purpose is already covered in the RB tests.

7.1.10.1 Priority handling between data flows of one UE
Summary of test procedure

Send data and check the TFCI data on looped back transport blocks.

SS requirements

The SS requirements for this test need further investigation. See discussion.

Discussion

This test is also not clearly specified, and the test purpose is not achieved. The intention is to verify the algorithm in 25.321 clause 11.4. This algorithm defines a set of rules that must be used to select the TFC to be used each TTI. This test may require a special configuration to support this testing, and will require careful control of data on multiple channels to achieve the test purpose.

In general, the algorithm is defined such that high priority data will be used first, and then if there is a TFC that allows some lower priority data to be sent as well (without reducing the amount of high priority data) it will be used instead. This test may require a special TFCS configuration to allow this algorithm to be checked. 

For example, consider the following configuration:

	DTCH1; MLP 1
	DTCH2; MLP 3
	DTCH3; MLP 2

	DCH1; TFS = {0x75, 1x75, 1x50 }
	DCH2; TFS = {0x50, 1x50}

	DPCH1; TFCS (DCH1, DCH2) = {(0,0), (1,0), (0,1), (2,1)}


· If there is data pending on both DTCH 1 and DTCH 2, all data on DTCH1 must be sent before any data is sent on DTCH2. In other words, DTCH 2 data will be blocked until the DTCH 1 queue is empty.

· If there is data pending on both DTCH 1 and DTCH 3, TFC 2 (1x75 + 0x50) must be used, since TFC 4 (1x50 + 1x50) would reduce the number of high priority bits transmitted (even though the total number of bits transmitted would be greater)

· If there is data pending on both DTCH 2 and DTCH3, TFC 4 (1x50 + 1x50) must be selected, since this maximises the number of highest priority bits, and maximises the number of bits from the next lower priority logical channel. TFC 3 (0x75 + 0x50) cannot be used, since another TFC (TFC 4) exists that will allow more data to be transmitted in the lower priority logical channel, without reducing the amount of data sent on the high priority logical channel.

Proposal

The prose specification for this test should be updated after further study, or removed if this test purpose is already covered in the RB tests.

7.1.11.1 Ciphering
Summary of test procedure

Send ciphered data and check that looped back data is identical.

SS requirements

A pair of TSOs will be required to allow ciphering and deciphering of MAC SDUs.

Discussion

This test is used to check that ciphering is performed correctly by the MAC when a transparent RLC entity is used. This will require a pair of TSOs to cipher and decipher the content of each MAC PDU (the header is not ciphered). 

Proposal

Implement in TTCN, or remove if this is already tested implicitly in RB test cases using ciphering.

7.1.12.1 Access Service class selection for RACH transmission
Summary of test procedure

Send data on RB with ASC 4, and check looped back data. Send data on RB with ASC other than 4 and check that no data is looped back. Repeat for MAC logical channel priority 3,2,1 & SS ASC 3,2,1

SS requirements

SS must discard (at the physical layer) any random access transmissions that are not allowed according to the configured access service classes.

Discussion

The specified test procedure does not cover the conformance requirement. The intention is that the UE uses the appropriate ASC depending on the MAC logical channel priority (MLP) for the RB. For example, if the set of available ASCs are 1 – 4, an RB with MLP 1 should use ASC 1, an RB with MLP 4 should use ASC 4, and an RB with MLP 5 should use ASC 4.

The conformance requirement also specifies that if a transport block set contains transport blocks with different priorities, the ASC corresponding to the transport block with the minimum MAC logical channel priority shall be selected. This part of the conformance requirement is not currently tested.

Note: This test is almost a superset of 7.1.2.3, except that it is performed on DTCH with the UE in connected mode, whereas 7.1.2.3 is performed on CCCH with the UE in idle mode.

The PRACH test mode described in Annex A may be able to support a more thorough implementation of this test.

Proposal

The prose specification for this test should be updated after further study.

7.1.12.2 Control of RACH transmissions for FDD mode
Summary of test procedure

Send Sysinfo with RACH Mmax set to 0, Send data, and ensure that UE does not respond

SS requirements

Set Mmax in SIB5 to 0.

Discussion

This test sets the Mmax RACH transmission parameter to 0, then sends data to the UE, and ensures that the data is not returned. There are 2 problems with this test:

1. The valid range for Mmax is 1..32, so zero cannot be specified.

2. This test would pass even if the UE was turned off.

Proposal

The prose specification for this test should be updated after further study.

7.1.13.1 Control of CPCH transmissions for FDD
Summary of test procedure

1. Configure CPCH, send data on FACH, and check looped back data. 

2. Reconfigure RB and set N_access_fails to 0. Send data and ensure it is not looped back.

3. Reconfigure RB, and set NF_max to 0. Send data and ensure it is not looped back.

4. Reconfigure RB, send CSICH information with PCA1 = PCA2 = NOT AVAILABLE. Send data and ensure it is not looped back.

5. Reconfigure RB, send CSICH information with PCA1 = PCA2 = AVAILABLE, and send CPCH emergency stop command on associated DPCCH. Send data and ensure it is not looped back.

6. Reconfigure RB, set CPCH persistence levels in SIB9 to 8. Send data and ensure it is not looped back.

7. Reconfigure RB, set CPCH persistence levels in SIB9 to 1. Send data, and ensure it is looped back.

SS requirements

Set N_access_fails and NF_max to 0. This is not possible given the current RRC type definitions.

Discussion

Part 2 and 3 of this test are similar to 7.1.12.2, but for CPCH transmissions. Again, the required parameters N-AccessFails and NF-max cannot be set to zero as required in the test, because their minimum values are 1.

Part 5 may require an additional ASP to allow control of the CPCH control command field on the associated DPCCH.

This test is testing a large number of conformance requirements at once. It may be easier to manage if it is split into several tests, each related to a simple, well-defined conformance requirement.

Proposal

The prose specification for this test should be updated and separated into several smaller tests (requires further study).

Annex A - ASP modifications required to support PRACH measurements and AICH control.

To implement test 7.1.2.1 in TTCN will require special test modes to be implemented for the AICH and PRACH physical channels. These test modes may also be useful to support the tests specified in 7.1.2.3 and 7.1.12.1. Some initial requirements have been outlined for each of these test modes. The details will require further study.

The AICH test mode will allow the AICH to be configured in the following three modes:

1. Normal operation. The AICH will operate as normal, and acknowledge or negatively acknowledge UE random access attempts when appropriate.

2. Do not acknowledge any RACH transmissions. The AICH shall not acknowledge or negatively acknowledge any RACH transmissions from the UE. I.e. AIs (Ref 25.211 clause 5.3.3.7) shall be set to 0 for all signatures s at all times.

3. .Negatively acknowledge all RACH transmissions. TheAICH shall negatively acknowledge all RACH transmissions received from the UE. I.e. if a UE attempts a random access using PRACH preamble signature s, AIs shall be set to –1.

The PRACH test mode will allow the PRACH to be configured in the following two modes:

1. Normal operation: The PRACH will operate as normal, No PRACH preamble indications will be sent to the TTCN.

2. PRACH Preamble Indication: Each time the UE performs a random access procedure (successful or otherwise), a CPHY_PRACH_PreambleMeasurementInd will be sent to the TTCN indicating:

· The number of PRACH preambles observed.

· For each PRACH preamble observed:

· The power level (measured as specified in 34.121 Annex B).

· The preamble signature used.

· The RACH sub-channel (or access slot) used.

These test modes remain active until the channel is reconfigured for an alternative test mode.
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