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Radio Resource Control RRC
8.1
RRC Connection Management Procedure

8.1.1
Paging

8.1.1.1
Paging for Connection in idle mode

8.1.1.1.1
Definition

8.1.1.1.2
Conformance requirement

A UE in idle mode, CELL_PCH state or URA_PCH state shall receive the paging information for all its monitored paging occasions. For an UE in idle mode, the paging occasions are specified in [25.304] and depend on the IE "CN domain specific DRX cycle length coefficient", as specified in subclause 8.6.3.1a. For a UE in CELL_PCH state or URA_PCH state, the paging occasions depend also on the IE "UTRAN DRX cycle length coefficient" and the IE "RRC State Indicator", as specified in subclauses 8.6.3.2 and 8.6.3.3 respectively.

When the UE receives a PAGING TYPE 1 message, it shall perform the actions as specified below.

If the UE is in idle mode, for each occurrence of the IE "Paging record" included in the message the UE shall:
1>
if the IE "Used paging identity" is a CN identity:

2>
compare the IE "UE identity" with all of its allocated CN UE identities:
2>
if one match is found:

3>
indicate reception of paging; and

3>
forward the IE "CN domain identity", the IE "UE identity" and the IE "Paging cause" to the upper layers.
1>
otherwise:

2>
ignore that paging record.
:

In the UE, the initial direct transfer procedure shall be initiated, when the upper layers request establishment of a signalling connection. This request also includes a request for the transfer of a NAS message.

Upon initiation of the initial direct transfer procedure when the UE is in idle mode, the UE shall:

1>
set the variable ESTABLISHMENT_CAUSE to the cause for establishment indicated by upper layers;

1>
perform an RRC connection establishment procedure, according to subclause 8.1.3;

1>
if the RRC connection establishment procedure was not successful:

2>
indicate failure to establish the signalling connection to upper layers and end the procedure.

1>
when the RRC connection establishment procedure is completed successfully:

2>
continue with the initial direct transfer procedure as below.

Upon initiation of the initial direct transfer procedure when the UE is in CELL_PCH or URA_PCH state, the UE shall:

1>
perform a cell update procedure, according to subclause 8.3.1, using the cause "uplink data transmission";

1>
when the cell update procedure completed successfully:

2>
continue with the initial direct transfer procedure as below.

The UE shall, in the INITIAL DIRECT TRANSFER message:

1>
set the IE "NAS message" as received from upper layers; and

1>
set the IE "CN domain identity" as indicated by the upper layers; and

1>
set the IE "Intra Domain NAS Node Selector" as follows:

2>
derive the IE "Intra Domain NAS Node Selector" from TMSI/PMTSI, IMSI, or IMEI; and

2>
provide the coding of the IE "Intra Domain NAS Node Selector" according to the following priorities:

1.
derive the routing parameter for IDNNS from TMSI (CS domain) or PTMSI (PS domain) whenever a valid TMSI/PTMSI is available;

2.
base the routing parameter for IDNNS on IMSI when no valid TMSI/PTMSI is available;

3.
base the routing parameter for IDNNS on IMEI only if no (U)SIM is inserted in the UE.
1>
calculate the START according to subclause 8.5.9 for the CN domain as set in the IE "CN Domain Identity"; and

1>
include the calculated START value for that CN domain in the IE "START".
In CELL_FACH state, the UE shall:

1>
include a measurement report in the IE "Measured results on RACH", as specified in the IE "Intra-frequency reporting quantity for RACH reporting" and the IE "Maximum number of reported cells on RACH" in System Information Block type 12 (or "System Information Block Type 11" if "System Information Block Type 12" is not being broadcast);

1>
include in the IE "Measured results on RACH" all requested reporting quantities for cells for which measurements are reported.
The UE shall:

1>
transmit the INITIAL DIRECT TRANSFER message on the uplink DCCH using AM RLC on signalling radio bearer RB3;

1>
when the INITIAL DIRECT TRANSFER message has been submitted to lower layers for transmission:

2>
confirm the establishment of a signalling connection to upper layers; and

2>
add the signalling connection with the identity indicated by the IE "CN domain identity" in the variable ESTABLISHED_SIGNALLING_CONNECTIONS.

1>
when the successful delivery of the INITIAL DIRECT TRANSFER message has been confirmed by RLC:

2>
the procedure ends.

Reference

3GPP TS 25.331 clause 8.1.2 and 8.1.8, 3GPP TS 25.211 clause 5.3.3.10 (FDD), 3GPP TS25.221 (TDD), 3GPP TS 25.304 clause 8.

8.1.1.1.3
Test purpose

To confirm that the UE establishes an RRC connection after it receives a PAGING TYPE 1 message which includes IE "UE identity"(in IE "Paging Record") set to the IMSI of the UE, and responds with a correct INITIAL DIRECT TRANSFER message.

8.1.1.1.4
Method of test

Initial Condition

System Simulator: 1 cell

UE: Idle state (state 2 or state 3 or state 7) as specified in clause 7.4 of TS 34.108 with a CN UE identity (set to IMSI), depending on the CN domain(s) supported by the UE.
Test Procedure

SS transmits SYSTEM INFORMATION BLOCK TYPE 1 or 13 messages, depending on the CN type supported by the UE. The SS transmits a PAGING TYPE 1 message, which includes an unmatched CN UE identity for the UE in the idle state. The UE shall not change its state. The SS transmits a PAGING TYPE 1 message, which includes a matched CN UE identity for the UE in the idle state. During transmission of PAGING TYPE 1 messages, SS selects the correct paging indicator on the PICH in order to allow the UE to respond to paging. Then the UE transmits an RRC CONNECTION REQUEST to the SS, the SS transmits an RRC CONNECTION SETUP to the UE. When the UE receives this message, the UE establishes an RRC connection and transmits an RRC CONNECTION SETUP COMPLETE message and an INITIAL DIRECT TRANSFER message on the uplink DCCH.
NOTE: 
For UEs supporting GSM-MAP CN type only, SYSTEM INFORMATION TYPE 1 messages are to be sent by SS in this test case. On the other hand, SS transmits SYSTEM INFORMATION TYPE 13 messages if the UE under test supports only ANSI-41 CN type.

Expected sequence

	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1
	(
	SYSTEM INFORMATION BLOCK TYPE 13 or SYSTEM INFORMATION BLOCK TYPE 1


	Transmit these messages on the BCCH, in addition to the normal BCCH transmissions. See specific message contents.

	2
	(
	PAGING TYPE 1
	The SS transmits the message, which includes an unmatched identity (incorrect IMSI), and the UE does not change its state.

	3
	(
	PAGING TYPE 1
	The SS transmits the message, which includes a matched identity (test-SIM IMSI).

	4
	(
	RRC CONNECTION REQUEST
	

	5
	(
	RRC CONNECTION SETUP
	SS assigns DPCH resources to allow UE to establish an RRC connection.

	6
	(
	RRC CONNECTION SETUP COMPLETE
	

	7
	(
	INITIAL DIRECT TRANSFER
	


Specific Message Contents

SYSTEM INFORMATION BLOCK TYPE 1 (Step 1) – for UEs supporting GSM-MAP core networks

	Information Element
	Value/remark

	CN common GSM-MAP NAS system information

CN domain system information list

     - CN domain system information

      - CN domain identity

      - CHOICE CN Type

      - CN domain specific NAS system information

      - CN domain specific DRX cycle length coefficient

UE Timers and constants in idle mode

     - T300

     - N300

     - T312

     - N312
	LAC

Only 1 entry

Supported Domain (PS Domain or CS Domain)
GSM-MAP

1E 01(CS) or 00 00(PS)
7

4000 milliseconds

7

10 seconds

1


SYSTEM INFORMATION TYPE 13 (Step 1) – for UEs supporting ANSI-41 core networks

	Information Element
	Value/remark

	CN domain system information list

CN domain system information

      - CN domain identity

      - CHOICE CN Type

      - CN domain specific NAS system information

      - CN domain specific DRX cycle length coefficient

UE Timers and constants in idle mode

      - T300

      - N300

      - T312

      - N312
	Only 1 entry

Supported Domain (PS Domain or CS Domain) 

ANSI-41
Default

7

4000 milliseconds
7

10 sec

1


PAGING TYPE 1 (Step 2)

	Information Element
	Value/remark

	Message Type

Paging record list

Paging record

CHOICE Used paging identity
     - Paging cause

     - CN domain identity

     - CHOICE UE Identity

      - IMSI 

BCCH modification info
	Only 1 entry

CN identity
Terminating Call with one of the supported services Registered Domain  (PS Domain or CS Domain)

IMSI

Set to an arbitrary octet string of length 7 bytes which is different from the IMSI value stored in the TEST USIM card.

Not Present


PAGING TYPE 1 (Step 3)

	Information Element
	Value/remark

	Message Type

Paging record list

Paging record

CHOICE Used paging identity
     - Paging cause

     - CN domain identity

     - CHOICE UE Identity

      - IMSI 

BCCH modification info
	Only 1 entry

CN identity
Terminating Call with one of the supported services Registered Domain  (PS Domain or CS Domain )

IMSI 
Set to the same octet string as in the IMSI stored in the TEST USIM card

Not Present


RRC CONNECTION REQUEST (Step 4)

	Information Element
	Value/remark

	Message type

Initial UE identity

Establishment Cause

Protocol Error Indicator

Measured results on RACH
	Same as the IMSI stored in the TEST USIM card, or the registered TMSI or P-TMSI

Check to see if it is set to the same value as "Paging Cause" IE in the PAGING TYPE 1 message transmitted on step 3.

Check to see if it is set to FALSE

Not checked.


INITIAL DIRECT TRANSFER (Step 7) – for UEs supporting GSM-MAP core networks
	Information Element
	Value/remark

	Message Type
	

	Integrity check info
	Not present

	CN domain identity
	CS domain or PS domain

	Intra Domain NAS Node Selector 
	

	     - CHOICE version
	R99

	          -- CHOICE CN type
	GSM-MAP

	              --- CHOICE Routing basis
	IMSI (response to IMSI paging)

	                 ---- Routing parameter
	Bit string (10) consisting of DecimalToBinary [(IMSI div 10) mod 1000]. The bits of the result are numbered from b0 to b9, with bit b0 being the least significant..

	              --- Entered parameter
	False

	NAS message
	Not checked

	START
	Not checked

	Measured results on RACH
	Not checked


INITIAL DIRECT TRANSFER (Step 7) – for UEs supporting ANSI-41 core networks
	Information Element
	Value/remark

	Message Type
	

	Integrity check info
	Not present

	CN domain identity
	CS domain or PS domain

	Intra Domain NAS Node Selector 
	

	     - CHOICE version
	ANSI-41 : Bitstring(14), all bits set to 0

	NAS message
	Not checked

	START
	Not checked

	Measured results on RACH
	Not checked


8.1.1.1.5
Test requirement

After step 2 the UE shall not transmit on the uplink CCCH in order to establish a RRC connection.

After step 5 the UE shall have an RRC connection based on dedicated physical channel resources and transmit an RRC CONNECTION SETUP COMPLETE message and INITIAL DIRECT TRANSFER message on the uplink DCCH.

8.1.1.2
Paging for Connection in connected mode (CELL_PCH)

8.1.1.2.1
Definition

8.1.1.2.2
Conformance requirement

A UE in idle mode, CELL_PCH state or URA_PCH state shall receive the paging information for all its monitored paging occasions. For an UE in idle mode, the paging occasions are specified in [25.304] and depend on the IE "CN domain specific DRX cycle length coefficient", as specified in subclause 8.6.3.1a. For a UE in CELL_PCH state or URA_PCH state, the paging occasions depend also on the IE "UTRAN DRX cycle length coefficient" and the IE "RRC State Indicator", as specified in subclauses 8.6.3.2 and 8.6.3.3 respectively.

When the UE receives a PAGING TYPE 1 message, it shall perform the actions as specified below.

:

If the UE is in connected mode, for each occurrence of the IE "Paging record" included in the message the UE shall:
1>
if the IE "Used paging identity" is a UTRAN identity and if this U-RNTI is the same as the U-RNTI allocated to the UE:

2>
if the optional IE "CN originated page to connected mode UE" is included:

3>
indicate reception of paging; and

3>
forward the IE "CN domain identity", the IE "Paging cause" and the IE "Paging record type identifier" to the upper layers.

2>
otherwise:

3>
perform a cell update procedure with cause "paging response" as specified in subclause 8.3.1.2.

2>
ignore any other remaining IE "Paging record" that may be present in the message.

1>
otherwise:

2>
ignore that paging record.
If the CELL UPDATE CONFIRM message:

-
does not include "RB information elements"; and

-
does not include "Transport channel information elements"; and

-
does not include "Physical channel information elements"; and

-
includes "CN information elements"; or

-
includes the IE "Ciphering mode info"; or

-
includes the IE "Integrity protection mode info"; or

-
includes the IE "New C-RNTI"; or

-
includes the IE "New U-RNTI":

the UE shall:

1>
transmit a UTRAN MOBILITY INFORMATION CONFIRM as response message using AM RLC.

Reference

3GPP TS 25.331 clause 8.1.2, 8.3.1.7.

8.1.1.2.3
Test purpose

To confirm that the UE enters the CELL_FACH state after it receives a PAGING TYPE 1 message which indicates that the paging has originated from UTRAN. To verify that the UE performs cell update procedure after entering the CELL_FACH state.

8.1.1.2.4
Method of test

Initial Condition

System Simulator: 1 cell

UE: CELL_PCH state (state 6-12) as specified in clause 7.4 of TS 34.108, with a valid U-RNTI already assigned by the SS.
Test Procedure

SS transmits SYSTEM INFORMATION BLOCK TYPE 1 or 13 messages, depending on the CN type supported by the UE. The SS transmits a PAGING TYPE 1 message, which includes an unmatched U-RNTI. The UE does not change its state. Then SS transmits a PAGING TYPE 1 message with a matched identifier but originates from the CN instead of UTRAN. The UE shall not change state after receiving this message. The SS transmits a PAGING TYPE 1 message, which includes a matched U-RNTI. Then the UE enters the CELL_FACH state and performs the cell updating procedure.

NOTE: 
For UEs supporting GSM-MAP CN type only, SYSTEM INFORMATION TYPE 1 messages are to be sent by SS in this test case. On the other hand, SS transmits SYSTEM INFORMATION TYPE 13 messages if the UE under test supports only ANSI-41 CN type.

Expected sequence

	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1
	(
	SYSTEM INFORMATION BLOCK TYPE 13 or SYSTEM INFORMATION BLOCK TYPE 1


	Transmit these messages on the BCCH, in addition to the normal BCCH transmissions. See specific message contents

	2
	(
	PAGING TYPE 1
	The SS transmits a message including an unmatched identifier. UE shall not respond to the paging.

	3
	(
	PAGING TYPE 1
	The SS transmits a message includes a matched identifier but with the used paging identity being a CN identity, UE shall not respond to the paging.

	4
	(
	PAGING TYPE 1
	The SS transmits the message with used paging identity being a UTRAN identity and including the UE's assigned U-RNTI 

	5
	(
	CELL UPDATE
	The UE enters the CELL_FACH state. UE performs cell updating procedure. The CELL UPDATE message shall contain the value "Cell Update Cause" set to "paging response".

	6
	(
	CELL UPDATE CONFIRM
	See message content.

	7
	(
	UTRAN MOBILITY INFORMATION CONFIRM
	


Specific Message Contents

PAGING TYPE 1 (Step 2)

	Information Element
	Value/remark

	Message Type

Paging record list

Paging record

     - CHOICE Used paging identity
       - U-RNTI

        - SRNC Identity

        - S-RNTI
       - CN originated page to connected mode UE

BCCH modification info
	Only 1 entry

UTRAN identity
Set to an arbitrary 16-bit string which is different from the SRNC identity assigned.

Set to an arbitrary 20-bit string which is different from the S-RNTI assigned.
Not Present

Not Present


PAGING TYPE 1 (Step 3)

Same as the PAGING TYPE 1 message as in step 3 of clause 8.1.1.1.4.

PAGING TYPE 1 (Step 4)

	Information Element
	Value/remark

	Message Type

Paging record list

Paging record

     - CHOICE Used paging identity
      - U-RNTI

       - SRNC Identity

       - S-RNTI
      - CN originated page to connected mode UE

BCCH modification info
	Only 1 entry

UTRAN identity
Set to the same SRNC identity as previously assigned.

Set to the same S-RNTI as previously assigned.

Not Present

Not Present


SYSTEM INFORMATION BLOCK TYPE 13

Use the same SYSTEM INFORMATION BLOCK TYPE 13 message as specified in clause 8.1.1.1.4.

SYSTEM INFORMATION BLOCK TYPE 1

Use the same SYSTEM INFORMATION BLOCK TYPE 1 message as specified in clause 8.1.1.1.4.

CELL UPDATE CONFIRM (Step 6)

Use the message sub-type in default message content defined in [9] (TS 34.108) Clause 9, with the following exceptions.

	Information Element
	Value/Remarks

	New C-RNTI
	'1010 1010 1010 1010'


UTRAN MOBILITY INFORMATION CONFIRM (Step 7)

Only the message type is checked.

8.1.1.2.5
Test requirement

After step 2 the UE shall not respond to the PAGING TYPE 1 message sent in step 2.
After step 3 the UE shall not respond to the PAGING TYPE 1 message sent in step 3.

After step 4 the UE shall enter the CELL FACH state and send a CELL UPDATE message with "Cell Update Cause" IE set to "paging response".

After step 6 the UE shall be in the CELL_FACH state and shall transmit UTRAN MOBILITY INFORMATION CONFIRM message.
8.1.1.3
Paging for Connection in connected mode (URA_PCH)

8.1.1.3.1
Definition

8.1.1.3.2
Conformance requirement

A UE in idle mode, CELL_PCH state or URA_PCH state shall receive the paging information for all its monitored paging occasions. For an UE in idle mode, the paging occasions are specified in [25.304] and depend on the IE "CN domain specific DRX cycle length coefficient", as specified in subclause 8.6.3.1a. For a UE in CELL_PCH state or URA_PCH state, the paging occasions depend also on the IE "UTRAN DRX cycle length coefficient" and the IE "RRC State Indicator", as specified in subclauses 8.6.3.2 and 8.6.3.3 respectively.

When the UE receives a PAGING TYPE 1 message, it shall perform the actions as specified below.

:

If the UE is in connected mode, for each occurrence of the IE "Paging record" included in the message the UE shall:
1>
if the IE "Used paging identity" is a UTRAN identity and if this U-RNTI is the same as the U-RNTI allocated to the UE:

2>
if the optional IE "CN originated page to connected mode UE" is included:

3>
indicate reception of paging; and

3>
forward the IE "CN domain identity", the IE "Paging cause" and the IE "Paging record type identifier" to the upper layers.

2>
otherwise:

3>
perform a cell update procedure with cause "paging response" as specified in subclause 8.3.1.2.

2>
ignore any other remaining IE "Paging record" that may be present in the message.

1>
otherwise:

2>
ignore that paging record.
If the CELL UPDATE CONFIRM message:

-
does not include "RB information elements"; and

-
does not include "Transport channel information elements"; and

-
does not include "Physical channel information elements"; and

-
includes "CN information elements"; or

-
includes the IE "Ciphering mode info"; or

-
includes the IE "Integrity protection mode info"; or

-
includes the IE "New C-RNTI"; or

-
includes the IE "New U-RNTI":

the UE shall:

1>
transmit a UTRAN MOBILITY INFORMATION CONFIRM as response message using AM RLC.

Reference

3GPP TS 25.331 clause 8.1.2, 8.3.1.7.

8.1.1.3.3
Test purpose

To confirm that the UE enters the CELL_FACH state after it receives a PAGING TYPE 1 message in which the IE "Used paging identity" is set to "UTRAN identity", and the UE takes the U-RNTI value assigned to it in the IE "U-RNTI".
8.1.1.3.4
Method of test

Initial Condition

System Simulator: 1 cell.

UE: URA_PCH state (state 6-13) as specified in clause 7.4 of TS 34.108, with a valid U-RNTI assigned by the SS.

Test Procedure

The SS transmits a PAGING TYPE 1 message, which includes an unmatched U-RNTI. The UE does not change its current state. The SS transmits a PAGING TYPE 1 message which includes a matched U-RNTI. Then the UE listens to it and enters the CELL_FACH state to transmit a CELL UPDATE message using uplink CCCH in respond to the paging.
Expected sequence

	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1
	(
	PAGING TYPE 1
	The SS transmits the message that includes an unmatched identifier, but UE does not change its state.

	2
	(
	PAGING TYPE 1
	The SS transmits the message that includes a matched identifier.

	3
	(
	CELL UPDATE
	The UE enters the CELL_FACH state.

	4
	(
	CELL UPDATE CONFIRM
	See message content.

	5
	(
	UTRAN MOBILITY INFORMATION CONFIRM
	


Specific Message Contents

PAGING TYPE 1 (Step 1)

	Information Element
	Value/remark

	Message Type

Paging record list

Paging record

     - CHOICE Used paging identity
       - U-RNTI

        - SRNC Identity

        - S-RNTI

       - CN originated page to connected mode UE

BCCH modification info
	Only 1 entry

UTRAN identity
Set to an unused SRNC identity which is different from the SRNC identity assigned. 
Set to an arbitrary 20-bit string which is different from the S-RNTI assigned.
Not Present
Not Present


PAGING TYPE 1 (Step 2)

	Information Element
	Value/remark

	Message Type

Paging record list

Paging record

     - CHOICE Used paging identity
       - U-RNTI

        - SRNC Identity

       - S-RNTI

      - CN originated page to connected mode UE

BCCH modification info
	Only 1 entry

UTRAN identity
Set to the previously assigned SRNC identity

Set to previously assigned S-RNTI

Not Present

Not Present


CELL UPDATE CONFIRM (Step 4)

Use the message sub-type in default message content defined in [9] (TS 34.108) Clause 9, with the following exceptions.

	Information Element
	Value/Remarks

	New C-RNTI
	'1010 1010 1010 1010'


UTRAN MOBILITY INFORMATION CONFIRM (Step 5)

Only the message type is checked.

8.1.1.3.5
Test requirement

After step 1 the UE shall not respond to the paging.

After step 2 the UE shall enter the CELL FACH state, and transmit CELL UPDATE message to initiate the cell updating procedure with the paging cause set to "paging response".
After step 4 the UE shall be in the CELL_FACH state and shall transmit UTRAN MOBILITY INFORMATION CONFIRM message.
8.1.1.4
Paging for notification of BCCH modification in idle mode 

8.1.1.4.1
Definition

8.1.1.4.2
Conformance requirement

A UE in idle mode state shall receive the paging information for all its monitored paging occasions. For an UE in idle mode, the paging occasions are specified in TS 25.304 and depend on the IE "CN domain specific DRX cycle length coefficient”. 

When the UE receives a PAGING TYPE 1 message, it shall perform the actions as specified below.

…

If the IE "BCCH modification info" is included, any UE in idle mode state shall perform the actions as specified in TS 25.331 subclause 8.1.1 in addition to any actions caused by the IE "Paging record" occurrences in the message.

The UE shall:

1>
compare the value of IE "MIB value tag" in the IE "BCCH modification info" with the value tag stored for the master information block in variable VALUE_TAG.

1>
if the value tags differ:

2>
read the master information block on BCH;

2>
if the value tag of the master information block in the system information is the same as the value in IE "MIB value tag" in "BCCH modification info" but different from the value tag stored in the variable VALUE_TAG:

3>
perform actions as specified in TS 25.331 subclause 8.1.1.5.

…

Upon reception of the master information block, the UE shall:

1>
compare the value tag in the master information block with the value tag stored for this cell and this PLMN in the variable VALUE_TAG;

1>
if the value tags differ:

2>
store the value tag into the variable VALUE_TAG for the master information block;

2>
read and store scheduling information included in the master information block.

….

For all system information blocks or scheduling blocks that are supported by the UE referenced in the master information block or the scheduling blocks, the UE shall perform the following actions:

1>
for all system information blocks with area scope "PLMN" or "Equivalent PLMN" that use value tags:

2>
compare the value tag read in scheduling information for that system information block with the value stored within the variable VALUE_TAG for that system information block;

2>
if the value tags differ:

3>
store the value tag read in scheduling information for that system information block into the variable VALUE_TAG;

3>
read and store the IEs of that system information block.

…


Reference

3GPP TS 25.331 clause 8.1.1, 8.1.2.

8.1.1.4.3
Test purpose

To confirm that the UE checks the new value tag of the master information block and reads the updated SYSTEM INFORMATION BLOCK messages after it receives a PAGING TYPE 1 message which includes the IE "BCCH Modification Information".
8.1.1.4.4
Method of test

Initial Condition

System Simulator: 1 cell.

UE: Idle state (state 2 or state 3 or state 7) as specified in clause 7.4 of TS 34.108 with a CN UE identity, depending on the CN domain(s) supported by the UE.
Test Procedure

The SS transmits a PAGING TYPE 1 message. This message addresses the UE using its IMSI and the "paging cause" IE set to a terminating call type that is supported by the UE. The UE shall respond with RRC CONNECTION REQUEST message. Then SS shall transmit RRC CONNECTION REJECT message to UE.

The SS transmits a PAGING TYPE 1 message on the paging occasions assigned to the UE. The message shall include the IE "BCCH Modification Information" indicating the time when the first modified master information block is available. Before the starting time, SS continuously broadcast the original MASTER INFORMATION BLOCK and various types of SYSTEM INFORMATION BLOCK on the BCCH mapped to BCH transport channel. SS maintains this status until the SFN which corresponds to the modification time is reached. Then it transmits the new master information block followed by the new SYSTEM INFORMATION BLOCK TYPE 5 message. In the new SIB TYPE 5 message, the IE "Available Signature" is different when compared to the original SIB TYPE 5 message. 

At the paging occasion, SS transmits a new PAGING TYPE 1 message. This message addresses the UE using its IMSI and the "paging cause" IE set to a terminating call type that is supported by the UE. The UE shall respond with RRC CONNECTION REQUEST message. Then SS shall transmit RRC CONNECTION REJECT message to UE.

Expected sequence

	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1
	(
	PAGING TYPE 1
	SS starts to transmit this message on the PCCH at the correct paging occasion.

	1a
	(
	RRC CONNECTION REQUEST
	

	1b
	(
	RRC CONNECTION REJECT
	

	2
	(
	PAGING TYPE 1
	SS transmits the message including the IE "BCCH Modification Information", with the "Value Tag" changed from the "MIB Value Tag" of the current Master Information Block. Also the BCCH modification time is set to 2048 radio frames from the current SFN. SS continues to broadcast the original MASTER INFORMATION BLOCK and various types of SYSTEM INFORMATION BLOCK on BCCH.

	3
	(
(
	MASTER INFORMATION BLOCK

SYSTEM INFORMATION BLOCK TYPE 5
	At the SFN indicated by the BCCH modification time, SS starts to transmit the MIB with the "MIB Value Tag" IE different from the original setting.

At the same time, SS starts to transmit the affected SIB TYPE 5 messages continuously. The IE "Available Signature" is changed from "0000 0000 1111 1111(B)" to "1111 1111 0000 0000(B)".



	4
	(
	PAGING TYPE 1
	SS starts to transmit this message continuously on the PCCH at the correct paging occasion.

	5
	
	RRC CONNECTION REQUEST
	

	6
	(
	RRC CONNECTION REJECT
	


Specific Message Contents

PAGING TYPE 1 (Step 1 and 4)

	Information Element
	Value/remark

	Message Type

Paging record list

Paging record

      - CHOICE Used paging identity
       - Paging Cause

       - CN Domain Identity

       - CHOICE UE Identity

        - IMSI 

BCCH modification info
	Only 1 entry

CN identity
Terminating Call with one of the supported services Supported Domain (PS Domain or CS Domain)

TMSI 

Same as registered TMSI or P-TMSI
Not Present


RRC CONNECTION REJECT (Step 1b)

Use the same message type found in [9] TS 34.108 clause 9.

PAGING TYPE 1 (Step 2)

	Information Element
	Value/remark

	Message Type

Paging record list

BCCH modification info

MIB Value Tag

BCCH Modification time
	Not Present

2

Set to (current SFN + 2048)


MASTER INFORMATION BLOCK (Step 3)

	Information Element
	Value/remark

	MIB Value tag
	2


SYSTEM INFORMATION BLOCK TYPE 5 (Step 3) 

Use the same message type found in clause 6.1 of TS 34.108, with the following exception.

	Information Element
	Value/remark

	- PRACH system information
	

	- PRACH info
	

	     - CHOICE mode
	FDD

	   - Available Signature
	'1111 1111 0000 0000'B


RRC CONNECTION REJECT

Use the same message type found in TS 34.108, clause 9.

8.1.1.4.5
Test requirement

After step 1 the UE shall transmit RRC CONNECTION REQUEST messages in response to the PAGING TYPE 1 messages sent in step 1, using an allowed signature according to original IE "Available signature" in SYSTEM INFORMATION BLOCK TYPE 5.

After step 4 the UE shall transmit RRC CONNECTION REQUEST messages in response to the PAGING TYPE 1 messages sent in step 4, using an allowed signature according to modified IE "Available signature" in SYSTEM INFORMATION BLOCK TYPE 5.

8.1.1.5
Paging for notification of BCCH modification in connected mode (CELL_PCH) 
8.1.1.5.1
Definition

8.1.1.5.2
Conformance requirement

A UE in CELL_PCH state shall receive the paging information for all its monitored paging occasions. For a UE in CELL_PCH state, the paging occasions depend also on the IE "UTRAN DRX cycle length coefficient" and the IE "RRC State Indicator", as specified in TS 25.331 subclauses 8.6.3.2 and 8.6.3.3 respectively.

When the UE receives a PAGING TYPE 1 message, it shall perform the actions as specified below.

…

If the IE "BCCH modification info" is included, any UE in CELL_PCH state shall perform the actions as specified in TS 25.331 subclause 8.1.1 in addition to any actions caused by the IE "Paging record" occurrences in the message.

The UE shall:

1>
compare the value of IE "MIB value tag" in the IE "BCCH modification info" with the value tag stored for the master information block in variable VALUE_TAG.

1>
if the value tags differ:

2>
read the master information block on BCH;

2>
if the value tag of the master information block in the system information is the same as the value in IE "MIB value tag" in "BCCH modification info" but different from the value tag stored in the variable VALUE_TAG:

3>
perform actions as specified in TS 25.331 subclause 8.1.1.5.

…

Upon reception of the master information block, the UE shall:

1>
compare the value tag in the master information block with the value tag stored for this cell and this PLMN in the variable VALUE_TAG;

1>
if the value tags differ:

2>
store the value tag into the variable VALUE_TAG for the master information block;

2>
read and store scheduling information included in the master information block.

….

For all system information blocks or scheduling blocks that are supported by the UE referenced in the master information block or the scheduling blocks, the UE shall perform the following actions:

1>
for all system information blocks with area scope "PLMN" or "Equivalent PLMN" that use value tags:

2>
compare the value tag read in scheduling information for that system information block with the value stored within the variable VALUE_TAG for that system information block;

2>
if the value tags differ:

3>
store the value tag read in scheduling information for that system information block into the variable VALUE_TAG;

3>
read and store the IEs of that system information block.

…


Reference

3GPP TS 25.331 clause 8.1.1, 8.1.2.

8.1.1.5.3
Test purpose

To confirm that the UE, in addition to any actions caused by the IE "Paging record" occurrences in the PAGING TYPE 1 message, checks the new value tag of the master information block, and read the SYSTEM INFORMATION messages after it receives a PAGING TYPE 1 message which includes the IE "BCCH Modification Information".
8.1.1.5.4
Method of test

Initial Condition

System Simulator: 1 cell.

UE: CELL_PCH state (state 6-12) as specified in clause 7.4 of TS 34.108 with valid a U-RNTI assigned to it.
Test Procedure

The SS transmits a PAGING TYPE 1 message on the paging occasions assigned to the UE. The paging identity is equal to the U-RNTI assigned earlier. The UE shall respond with a CELL UPDATE message and set IE "cell update cause" to "paging response". The PAGING TYPE 1 message shall also include the IE "BCCH Modification Information" indicating the time when the first modified master information block is available. Before the starting time, SS continuously broadcast the original MASTER INFORMATION BLOCK and various types of SYSTEM INFORMATION BLOCK on the BCCH mapped to BCH transport channel. SS maintains this status until the SFN, which corresponds to the modification time, is reached. Then it transmits the new master information block followed by the new SYSTEM INFORMATION BLOCK TYPE 6 message. In the new SIB TYPE 6 message, the IE "Available Signature" is different when compared to the original SIB TYPE 6 message. At the paging occasion, SS transmits a new PAGING TYPE 1 message. This message addresses the UE using its U-RNTI. The UE shall respond with a CELL UPDATE message and set IE "cell update cause" to "paging response". The SS shall transmit a CELL UPDATE CONFIRM message.

Expected sequence

	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1
	
	Void
	

	2
	(
	PAGING TYPE 1
	SS transmits the paging message which comprises IE "BCCH Modification Information", with the "Value Tag" changed from the "MIB Value Tag" of the current Master Information Block. Also the modification time is set to 2048 radio frame from the current SFN. SS continuously broadcast the same MASTER INFORMATION BLOCK and various types of SYSTEM INFORMATION BLOCK on BCCH.

	2a
	(
	CELL UPDATE
	

	2b
	(
	CELL UPDATE CONFIRM
	

	3
	(
(
	MASTER INFORMATION BLOCK

SYSTEM INFORMATION BLOCK TYPE 6
	At the SFN indicated by the BCCH modification time, SS starts to transmit the MIB with the "MIB Value Tag" IE different from the original setting.

At the same time, SS starts to transmit the affected SIB TYPE 6 continuously. The value of IE "Available Signature" is changed from "0000 0000 1111 1111(B)" to "1111 1111 0000 0000(B)".



	4
	(

	PAGING TYPE 1


	SS transmits this message continuously on the PCCH at the correct paging occasion.

	5
	(
	CELL UPDATE
	

	6
	(
	CELL UPDATE CONFIRM
	See message content.


Specific Message Contents

PAGING TYPE 1 (Step 2)

	Information Element
	Value/remark

	Message Type

Paging record list

Paging record

      - CHOICE Used paging identity
       - U-RNTI

        - SRNC Identity

        - S-RNTI
       - CN originated page to connected mode UE

BCCH modification info

      - MIB Value Tag

      - BCCH Modification time
	Only 1 entry

UTRAN identity
Equal to the U-RNTI assigned earlier.

Not Present

2 

Set to (current SFN + 2048)


CELL UPDATE (Step 2a)

Check to see if the same message type found in Annex A[9] (TS 34.108) Clause 9 is received, with the following exceptions:
	Information Element
	Value/remark

	U-RNTI
	Checked to see if it is set to the same values as in step 2

	        - SRNC identity
	

	        - S-RNTI
	

	Cell update cause
	Paging response


CELL UPDATE CONFIRM (Step 2b)

Use the same message type found in clause Annex A[9] (TS 34.108) Clause 9., with the following exception:

	Information Element
	Value/remark

	RRC State indicator
	CELL_PCH

	UTRAN DRX cycle length coefficient
	3


MASTER INFORMATION BLOCK (Step 3) 

	Information Element
	Value/remark

	MIB Value tag
	2


SYSTEM INFORMATION BLOCK TYPE 6 (Step 3)

Use the same message type found in clause 6.1 of TS 34.108, with the following exception.

	Information Element
	Value/remark

	- PRACH system information
	

	- PRACH info
	

	     - CHOICE mode
	FDD

	   - Available Signature
	'1111 1111 0000 0000'B


PAGING TYPE 1 (Step 4)

	Information Element
	Value/remark

	Message Type

Paging record list

Paging record

       - CHOICE Used paging identity
        - U-RNTI

         - SRNC Identity

         - S-RNTI
        - CN originated page to connected mode UE

BCCH modification info
	Only 1 entry

UTRAN identity
Equal to the U-RNTI assigned earlier.

Not Present

Not Present


CELL UPDATE (Step 5)

Check to see if the same message type found in TS 34.108, clause 9 is received, with the following exceptions:
	Information Element
	Value/remark

	U-RNTI
	Checked to see if it is set to the same values as in step 4

	        - SRNC identity
	

	        - S-RNTI
	

	Cell update cause
	Paging response


CELL UPDATE CONFIRM (Step 6)

Use the same message type found in Annex A[9] (TS 34.108) Clause 9., with the following exception:

	Information Element
	Value/remark

	RRC State indicator
	CELL_PCH

	UTRAN DRX cycle length coefficient
	3


8.1.1.5.5
Test requirement

After step 2 the UE shall transmit a CELL UPDATE message with IE "cell update cause" set to "paging response", using an allowed signature according to original IE "Available signature" in SYSTEM INFORMATION BLOCK TYPE 6. 

After step 4 the UE shall transmit a CELL UPDATE message with IE "cell update cause" set to "paging response", using an allowed signature according to modified IE "Available signature" in SYSTEM INFORMATION BLOCK TYPE 6. 

8.1.1.6
Paging for notification of BCCH modification in connected mode (URA_PCH) 

8.1.1.6.1
Definition

8.1.1.6.2
Conformance requirement

A UE in URA_PCH state shall receive the paging information for all its monitored paging occasions. For a UE in URA_PCH state, the paging occasions depend also on the IE "UTRAN DRX cycle length coefficient" and the IE "RRC State Indicator", as specified in TS 25.331 subclauses 8.6.3.2 and 8.6.3.3 respectively.

When the UE receives a PAGING TYPE 1 message, it shall perform the actions as specified below.

…

If the IE "BCCH modification info" is included, any UE in URA_PCH state shall perform the actions as specified in TS 25.331 subclause 8.1.1 in addition to any actions caused by the IE "Paging record" occurrences in the message as specified above.

The UE shall:

1>
compare the value of IE "MIB value tag" in the IE "BCCH modification info" with the value tag stored for the master information block in variable VALUE_TAG.

1>
if the value tags differ:

2>
read the master information block on BCH;

2>
if the value tag of the master information block in the system information is the same as the value in IE "MIB value tag" in "BCCH modification info" but different from the value tag stored in the variable VALUE_TAG:

3>
perform actions as specified in subclause 8.1.1.5.

…

Upon reception of the master information block, the UE shall:

1>
compare the value tag in the master information block with the value tag stored for this cell and this PLMN in the variable VALUE_TAG;

1>
if the value tags differ:

2>
store the value tag into the variable VALUE_TAG for the master information block;

2>
read and store scheduling information included in the master information block.

….

For all system information blocks or scheduling blocks that are supported by the UE referenced in the master information block or the scheduling blocks, the UE shall perform the following actions:

1>
for all system information blocks with area scope "PLMN" or "Equivalent PLMN" that use value tags:

2>
compare the value tag read in scheduling information for that system information block with the value stored within the variable VALUE_TAG for that system information block;

2>
if the value tags differ:

3>
store the value tag read in scheduling information for that system information block into the variable VALUE_TAG;

3>
read and store the IEs of that system information block.

…


Reference

3GPP TS 25.331 clause 8.1.1, 8.1.2.

8.1.1.6.3
Test purpose

To confirm that the UE checks the included new value tag of the master information block and reads the relevant SYSTEM INFORMATION block(s) after it receives a PAGING TYPE 1 message which includes the IE "BCCH Modification Information".

8.1.1.6.4
Method of test

Initial Condition

System Simulator: 1 cell

UE: URA_PCH state (state 6-13) as specified in clause 7.4 of TS 34.108 with a valid U-RNTI assigned.
Test Procedure

The SS transmits a PAGING TYPE 1 message on the paging occasions assigned to the UE. The message shall include the IE "BCCH Modification Information" indicating the time when the first modified master information block is available. Before the starting time, SS continuously broadcast the original MASTER INFORMATION BLOCK and various types of SYSTEM INFORMATION BLOCK on the BCCH mapped to BCH transport channel. SS maintains this status until the SFN which corresponds to the modification time is reached. Then it transmits the new master information block followed by the new SYSTEM INFORMATION BLOCK TYPE 6 message. In the new SIB TYPE 5 message, the IE "Available Signature" is different when compared to the original SIB TYPE 6 message. At the next paging occasion, SS transmits a new PAGING TYPE 1 message. This message addresses the UE using its U-RNTI and the "paging cause" IE set to a terminating call type that is supported by the UE. The UE shall respond with a CELL UPDATE message and set IE "cell update cause" to "paging response". The SS shall transmit a CELL UPDATE CONFIRM message.

Expected sequence

	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1
	
	Void
	

	2
	  (
	PAGING TYPE 1
	SS transmits the paging message which comprises IE "BCCH Modification Information", with the "Value Tag" changed from the "MIB Value Tag" of the current Master Information Block. Also the modification time is set to 2048 radio frame from the current SFN. SS continuously broadcast the same MASTER INFORMATION BLOCK and various types of SYSTEM INFORMATION BLOCK on BCCH.

	3
	(
(
	MASTER INFORMATION BLOCK

SYSTEM INFORMATION BLOCK TYPE 6
	At the SFN indicated by the BCCH modification time, SS starts to transmit the MIB with the "MIB Value Tag" IE different from the original setting.

At the same time, SS starts to transmit the affected SIB TYPE 6 message continuously. The value of IE "Available Signature" is changed from "0000 0000 1111 1111(B)" to "1111 1111 0000 0000(B)".



	4
	(
	PAGING TYPE 1
	SS transmits this message continuously on the PCCH at the correct occasion.

	5
	(
	CELL UPDATE
	

	6
	(
	CELL UPDATE CONFIRM
	See message content.


Specific Message Contents
PAGING TYPE 1 (Step 2)

	Information Element
	Value/remark

	Message Type

Paging record list

BCCH modification info

      - MIB Value Tag

      - BCCH Modification time
	Not Present

2

Set to (current SFN + 2048)


MASTER INFORMATION BLOCK (Step 3)

	Information Element
	Value/remark

	MIB Value tag
	2


SYSTEM INFORMATION BLOCK TYPE 6 (Step 3)

Use the same message type found in clause 6.1 of TS 34.108, with the following exception.

	Information Element
	Value/remark

	- PRACH system information
	

	- PRACH info
	

	     - CHOICE mode
	FDD

	   - Available Signature
	'1111 1111 0000 0000'B


PAGING TYPE 1 (Step 4)

	Information Element
	Value/remark

	Message Type

Paging record list

Paging record

       - CHOICE Used paging identity
        - U-RNTI

         - SRNC Identity

         - S-RNTI

        - CN originated page to connected mode UE

BCCH modification info
	Only 1 entry

UTRAN identity
Equal to the U-RNTI assigned earlier.

Not Present

Not Present


CELL UPDATE (Step 5)

Check to see if the same message type found in TS 34.108, clause 9 is received, with the following exceptions:
	Information Element
	Value/remark

	U-RNTI
	Checked to see if it is set to the same values as in step 4

	        - SRNC identity
	

	        - S-RNTI
	

	Cell update cause
	Paging response


CELL UPDATE CONFIRM (Step 6)

Use the same message type found in TS 34.108, clause 9 with the following exceptions.

	Information Element
	Value/Remarks

	RRC State indicator
	URA_PCH

	UTRAN DRX cycle length coefficient
	3


8.1.1.6.5
Test requirement

After step 4, the UE shall transmit a CELL UPDATE message with IE "cell update cause" set to "paging response", using an allowed signature according to modified IE "Available signature" in SYSTEM INFORMATION BLOCK TYPE 6.

8.1.1.7
Paging for Connection in connected mode (CELL_DCH)
8.1.1.7.1
Definition

8.1.1.7.2
Conformance requirement

When the UE receives a PAGING TYPE 2 message, it shall not affect the state of any other ongoing RRC procedures, when not stated otherwise elsewhere.

The UE shall:

1>
indicate reception of paging; and

1>
forward the IE "Paging cause" and the IE "Paging record type identifier" to upper layers.

…

In the UE, the initial direct transfer procedure shall be initiated, when the upper layers request establishment of a signalling connection. This request also includes a request for the transfer of a NAS message.

The UE shall, in the INITIAL DIRECT TRANSFER message:

…

The UE shall:

1>
transmit the INITIAL DIRECT TRANSFER message on the uplink DCCH using AM RLC on signalling radio bearer RB3;

1>
when the INITIAL DIRECT TRANSFER message has been submitted to lower layers for transmission:

2>
confirm the establishment of a signalling connection to upper layers; and

2>
add the signalling connection with the identity indicated by the IE "CN domain identity" in the variable ESTABLISHED_SIGNALLING_CONNECTIONS.

1>
when the successful delivery of the INITIAL DIRECT TRANSFER message has been confirmed by RLC:

2>
the procedure ends.



Reference

3GPP TS 25.331 clause 8.1.8.2, 8.1.11.

8.1.1.7.3
Test purpose

To confirm that the UE responds to a PAGING TYPE 2 message which includes the IE "Paging Cause" and the IE "Paging Record Type Identifier".
To confirm that the UE responds with a RRC STATUS message after it has received an invalid PAGING TYPE 2 message.
8.1.1.7.4
Method of test

Initial Condition

System Simulator: 1 cell. 

UE: CELL_DCH state (state 6-9 or state 6-10) as specified in clause 7.4 of TS 34.108, depending on the CN domain(s) supported by the UE, after executing a location registration or attach procedure followed by the release of the TMSI of P-TMSI allocated. The UE has been registered in both CS and PS domains.
Test Procedure

The SS transmits an invalid PAGING TYPE 2 message. UE shall respond by transmitting a RRC STATUS message on the uplink DCCH using RLC-AM mode. Finally, SS transmits a PAGING TYPE 2 message, which includes a matched Paging Record Type Identifier. Then the UE shall responds to this message by the transmission of an INITIAL DIRECT TRANSFER message.
Expected sequence

	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1
	
	Void
	

	2
	(
	PAGING TYPE 2
	See message content.

	3
	(
	RRC STATUS
	The UE shall respond by reporting the protocol error to the SS. 

	4
	(
	PAGING TYPE 2
	SS pages the UE with a matched identifier and with a valid "paging cause" IE from a new CN Domain.

	5
	(
	INITIAL DIRECT TRANSFER
	The UE shall respond to the paging message sent in step 4. 


Specific Message Contents

PAGING TYPE 2 (Step 2) 

SS sends a message containing a protocol error causing the UE to perform  procedure specific error handling. 
	Information Element
	Value/remark

	Message Type
	

	RRC transaction identifier
	Arbitrarily selects an integer between 0 and 3

	Integrity check info
	The presence of this IE is dependent on IXIT statements in TS 34.123-2.  If integrity protection is indicated to be active, this IE is present with the values of the sub IEs as stated below.  Else, this IE and the sub-IEs are omitted.

	     - Message authentication code
	SS calculates the value of MAC-I for this message and writes to this IE.

	     - RRC Message sequence number
	SS provides the value of this IE, from its internal counter.

	Paging Cause
	Set to value "Spare"

	CN Domain Identity
	CS

	Paging Record Type Identifier
	Set to "IMSI (GSM-MAP)" for UEs supporting GSM-MAP core network type or "IMSI (DS-41)" for UEs supporting ANSI-41 core network type.


RRC STATUS (Step 3)

Use the same message type found in TS 34.108, clause 9, with the following exception.

	Information Element
	Value/remark

	Identification of received message

       - Received message type

       - RRC transaction identifier 

Protocol error information

        - Protocol Error Cause
	PAGING TYPE 2

Checked to see if the value is identical to the same IE in the PAGING TYPE 2 message.
Information element value not comprehended


PAGING TYPE 2 (Step 4)

Use the same message type found in TS 34.108, clause 9, with the following exception.

	Information Element
	Values/Remarks

	Paging cause
CN domain identity

Paging record type identifier
	Terminating Call supported by the UE
Domain supported by the UE
Set to "IMSI (GSM-MAP)" for UEs supporting GSM-MAP core network type or "IMSI (DS-41)" for UEs supporting ANSI-41 core network type. 


INITIAL DIRECT TRANSFER (Step 5) – for UEs supporting GSM-MAP core networks

	Information Element
	Value/remark

	Message Type
	

	Integrity check info
	The presence of this IE is dependent on IXIT statements in TS 34.123-2.  If integrity protection is indicated to be active, this IE is present with the values of the sub IEs as stated below.  Else, this IE and the sub-IEs are omitted.

	     - Message authentication code
	This IE is checked to see if it is present.  The value is compared against the XMAC-I value computed by SS.

	     - RRC Message sequence number
	This IE is checked to see if it is present. The value is used by SS to compute the XMAC-I value.

	CN domain identity
	CS domain or PS domain

	Intra Domain NAS Node Selector 
	

	     - CHOICE version
	R99

	          -- CHOICE CN type
	GSM

	              --- CHOICE Routing basis
	IMSI (response to IMSI paging)


	                 ---- Routing parameter
	Bit string (10) consisting of DecimalToBinary [(IMSI div 10) mod 1000]. The bits of the result are numbered from b0 to b9, with bit b0 being the least significant.

	              --- Entered parameter
	FALSE

	NAS message
	Not checked

	START
	Not checked

	Measured results on RACH
	Not checked


INITIAL DIRECT TRANSFER (Step 5) – for UEs supporting ANSI-41 core networks
	Information Element
	Value/remark

	Message Type
	

	Integrity check info
	The presence of this IE is dependent on IXIT statements in TS 34.123-2.  If integrity protection is indicated to be active, this IE is present with the values of the sub IEs as stated below.  Else, this IE and the sub-IEs are omitted.

	     - Message authentication code
	This IE is checked to see if it is present.  The value is compared against the XMAC-I value computed by SS.

	     - RRC Message sequence number
	This IE is checked to see if it is present. The value is used by SS to compute the XMAC-I value.

	CN domain identity
	CS domain or PS domain

	Intra Domain NAS Node Selector 
	

	     - CHOICE version
	ANSI-41 : Bitstring(14), all bits set to 0

	NAS message
	Not checked

	START
	Not checked

	Measured results on RACH
	Not checked


8.1.1.7.5
Test requirement

After step 2 the UE shall respond to the paging message by transmitting RRC STATUS on the DCCH, stating the protocol error as " Information element value not comprehended ". 

After step 4 the UE shall respond to the paging message by transmitting an INITIAL DIRECT TRANSFER message on the uplink DCCH.

8.1.1.8

Paging for Connection in connected mode (CELL_FACH)

8.1.1.8.1
Definition

8.1.1.8.2
Conformance requirement

When the UE receives a PAGING TYPE 2 message, it shall not affect the state of any other ongoing RRC procedures, when not stated otherwise elsewhere.

The UE shall:

1>
indicate reception of paging; and

1>
forward the IE "Paging cause" and the IE "Paging record type identifier" to upper layers.

…

In the UE, the initial direct transfer procedure shall be initiated, when the upper layers request establishment of a signalling connection. This request also includes a request for the transfer of a NAS message.

The UE shall, in the INITIAL DIRECT TRANSFER message:

…

In CELL_FACH state, the UE shall:

1>
include a measurement report in the IE "Measured results on RACH", as specified in the IE "Intra-frequency reporting quantity for RACH reporting" and the IE "Maximum number of reported cells on RACH" in System Information Block type 12 (or "System Information Block Type 11" if "System Information Block Type 12" is not being broadcast);

1>
include in the IE "Measured results on RACH" all requested reporting quantities for cells for which measurements are reported.
The UE shall:

1>
transmit the INITIAL DIRECT TRANSFER message on the uplink DCCH using AM RLC on signalling radio bearer RB3;

1>
when the INITIAL DIRECT TRANSFER message has been submitted to lower layers for transmission:

2>
confirm the establishment of a signalling connection to upper layers; and

2>
add the signalling connection with the identity indicated by the IE "CN domain identity" in the variable ESTABLISHED_SIGNALLING_CONNECTIONS.

1>
when the successful delivery of the INITIAL DIRECT TRANSFER message has been confirmed by RLC:

2>
the procedure ends.


Reference

3GPP TS 25.331 clause 8.1.8.2, 8.1.11.

8.1.1.8.3
Test purpose

To confirm that the UE responds to a PAGING TYPE 2 message, which includes a matching value for IE "Paging Record Type Identifier".
8.1.1.8.4
Method of test

Initial Condition

System Simulator: 1 cell.

UE: CELL_FACH state (state 6-11) as specified in clause 7.4 of TS 34.108. The UE has been registered in both CS and PS domains.

Test Procedure

The SS transmits a PAGING TYPE 2 message. Then the UE shall respond by transmitting an upper layer message to answer this page.
Expected sequence

	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1
	
	Void
	

	2
	(
	PAGING TYPE 2
	The SS transmits the message includes a matched identifier.

	3
	(
	INITIAL DIRECT TRANSFER
	The UE responds by sending an upper layer message.


Specific Message Content

PAGING TYPE 2 (Step 2)

Use the same message type found in [9] (TS 34.108) Clause 9, with the following exception.

	Information Element
	Values/Remarks

	Paging cause
CN domain identity

Paging record type identifier
	Terminating Call supported by the UE
CS

Set to "IMSI (GSM-MAP)" for UEs supporting GSM-MAP core network type or "IMSI (DS-41)" for UEs supporting ANSI-41 core network type. 


INITIAL DIRECT TRANSFER (Step 3) – for UEs supporting GSM-MAP core networks

Only the message type IE for this message is checked.

	Information Element
	Value/remark

	Message Type
	

	Integrity check info
	The presence of this IE is dependent on IXIT statements in TS 34.123-2.  If integrity protection is indicated to be active, this IE is present with the values of the sub IEs as stated below.  Else, this IE and the sub-IEs are omitted.

	     - Message authentication code
	This IE is checked to see if it is present.  The value is compared against the XMAC-I value computed by SS.

	     - RRC Message sequence number
	This IE is checked to see if it is present. The value is used by SS to compute the XMAC-I value.

	CN domain identity
	CS domain 

	Intra Domain NAS Node Selector 
	

	     - CHOICE version
	R99

	          -- CHOICE CN type
	GSM

	              --- CHOICE Routing basis
	Local (P)TMSI


	                 ---- Routing parameter
	The TMSI/P-TMSI consists of 4 octets (32bits). The bits are numbered from b0 to b31, with bit b0 being the least significant

The "Routing parameter" bit string consists of bits b14 through b23 of the TMSI/ PTMSI where bit b14 is the least significant.

	              --- Entered parameter
	FALSE

	NAS message
	Not checked

	START
	Not checked

	Measured results on RACH
	Not checked


INITIAL DIRECT TRANSFER (Step 3) – for UEs supporting ANSI-41 core networks
	Information Element
	Value/remark

	Message Type
	

	Integrity check info
	The presence of this IE is dependent on IXIT statements in TS 34.123-2.  If integrity protection is indicated to be active, this IE is present with the values of the sub IEs as stated below.  Else, this IE and the sub-IEs are omitted.

	     - Message authentication code
	This IE is checked to see if it is present.  The value is compared against the XMAC-I value computed by SS.

	     - RRC Message sequence number
	This IE is checked to see if it is present. The value is used by SS to compute the XMAC-I value.

	CN domain identity
	CS domain

	Intra Domain NAS Node Selector 
	

	     - CHOICE version
	ANSI-41 : Bitstring(14), all bits set to 0

	NAS message
	Not checked

	START
	Not checked

	Measured results on RACH
	Not checked


8.1.1.8.5
Test requirement

After step 2 the UE shall respond to the PAGING TYPE 2 message by transmitting an INITIAL DIRECT TRANSFER message on the uplink DCCH.

8.1.2
RRC Connection Establishment

8.1.2.1
RRC Connection Establishment in CELL_DCH state: Success 

8.1.2.1.1
Definition

8.1.2.1.2
Conformance requirement

The UE shall initiate the procedure when upper layers in the UE requests the establishment of a signalling connection and the UE is in idle mode (no RRC connection exists).

Upon initiation of the procedure, the UE shall:

…

1>
set the contents of the RRC CONNECTION REQUEST message according to TS 25.331 subclause 8.1.3.3;

1>
set CFN in relation to SFN of current cell according to TS 25.331 subclause 8.5.15;

1>
perform the mapping of the Access Class to an Access Service Class as specified in TS 25.331 subclause 8.5.13, and apply the given Access Service Class when accessing the RACH;

1>
submit the RRC CONNECTION REQUEST message for transmission on the uplink CCCH;

1>
set counter V300 to 1; and

1>
start timer T300 when the MAC layer indicates success or failure to transmit the message;

1>
select a Secondary CCPCH according to TS 25.304;

1>
start receiving all FACH transport channels mapped on the selected Secondary CCPCH.

The UE shall, in the transmitted RRC CONNECTION REQUEST message:

1>
set the IE "Establishment cause" to the value of the variable ESTABLISHMENT_CAUSE;

1>
set the IE "Initial UE identity" to the value of the variable INITIAL_UE_IDENTITY;

…

The UE shall compare the value of the IE "Initial UE identity" in the received RRC CONNECTION SETUP message with the value of the variable INITIAL_UE_IDENTITY.

If the values are different, the UE shall:

1>
ignore the rest of the message.

If the values are identical, the UE shall:

1>
stop timer T300, and act upon all received information elements as specified in TS 25.331 subclause 8.6, unless specified otherwise in the following:

2>
if the UE will be in the CELL_FACH state at the conclusion of this procedure:

…
1>
perform the physical layer synchronization procedure as specified in TS 25.214;

1>
enter UTRA RRC connected mode, in a state according to TS 25.331 subclause 8.6.3.3;

1>
submit an RRC CONNECTION SETUP COMPLETE message to the lower layers on the uplink DCCH after successful state transition per TS 25.331 subclause 8.6.3.3, with the contents set as specified below:

2>
set the IE "RRC transaction identifier" to:

3>
the value of "RRC transaction identifier" in the entry for the RRC CONNECTION SETUP message in the table "Accepted transactions" in the variable TRANSACTIONS; and

3>
clear that entry.

…

2>
retrieve its UTRA UE radio access capability information elements from variable UE_CAPABILITY_REQUESTED; and then

2>
include this in IE "UE radio access capability" and IE "UE radio access capability extension", provided this IE is included in variable UE_CAPABILITY_REQUESTED;

2>
retrieve its inter-RAT-specific UE radio access capability information elements from variable UE_CAPABILITY_REQUESTED; and then

2>
include this in IE "UE system specific capability".
When the RRC CONNECTION SETUP COMPLETE message has been submitted to lower layers for transmission the UE shall:

1>
consider the procedure to be successful;

And the procedure ends.



Reference 

3GPP TS 25.331 clause 8.1.3.

8.1.2.1.3
Test purpose

1. To confirm that the UE leaves the Idle Mode and correctly establishes signalling radio bearers on the DCCH. 
2. To confirm that the UE indicates the requested UE radio access capabilities and UE system specific capabilities (may be used by UTRAN e.g. to configure inter RAT- measurements).
8.1.2.1.4
Method of test

Initial Condition

System Simulator: 1 cell.

UE: Idle state (state 2 or state 3 or state 7) as specified in clause 7.4 of TS 34.108, depending on the CN domain(s) supported by the UE.
Test Procedure

The UE transmits an RRC CONNECTION REQUEST message to the SS on the uplink CCCH by attempting to make an outgoing call. After SS receives this message, it assigns the necessary radio resources and U-RNTI to be used by the UE. SS then transmits an RRC CONNECTION SETUP message containing an IE "Initial UE Identity" that does not match the IE "Initial UE Identity" in the most recent RRC CONNECTION REQUEST message sent by the UE. UE receives the RRC CONNECTION SETUP message before timer T300 expires but discards it due to a IE "Initial UE Identity" mismatch. UE shall wait for timer T300 to time out before re-transmitting a RRC CONNECTION REQUEST message to the SS. SS again assigns the necessary radio resources and U-RNTI. SS then transmits a RRC CONNECTION SETUP message containing an IE "Initial UE Identity" that matches the IE "Initial UE Identity" in the most recent RRC CONNECTION REQUEST sent by the UE. SS then waits for the UE to transmit an RRC CONNECTION SETUP COMPLETE message on the DCCH. SS calls for generic procedure C.3 to check that UE is in CELL_DCH state.
Expected sequence

	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1
	(
	RRC CONNECTION REQUEST
	By outgoing call operation. See specific message contents.

	2
	(
	RRC CONNECTION SETUP
	This message is not addressed to the UE. See specific message contents.

	3
	(
	RRC CONNECTION REQUEST
	UE shall re-transmit the request message again after a time out of T300 from step 1.

	4
	(
	RRC CONNECTION SETUP
	See specific message contents.

	5
	
	
	The UE configures the layer 2 and layer 1.

	6
	(
	RRC CONNECTION SETUP COMPLETE
	See specific message contents.

	7
	((
	CALL C.3
	If the test result of C.3 indicates that UE is in CELL_DCH state, the test passes, otherwise it fails.


Specific Message Content

System Information Block type 11 (FDD)

Use the default system information block with the same type specified in clause 9 of TS 34.108, with the following exceptions:

	Information Element
	Value/remark

	- Intra-frequency reporting quantity for RACH Reporting
	

	    - SFN-SFN observed time difference reporting indicator
	No report

	    - CHOICE mode
	

	        - FDD
	

	            - Reporting quantity
	CPICH Ec/N0

	            - Maximum number of reported cells on RACH
	current cell


RRC CONNECTION REQUEST (Step 1)

Use the default message with the same message type specified in clause 9 of TS 34.108, with the following exceptions:
	Information Element
	Value/remark

	Measured results on RACH
	Check to see if set in accordance with the IE "Intra-frequency reporting quantity for RACH Reporting" included in SYSTEM INFORMATION BLOCK Type 11

	- Measurement result for current cell
	

	 - CHOICE mode
	

	   - FDD
	

	    - CHOICE measurement quantity
	

	     - CPICH Ec/N0
	The actual reported value is not checked


RRC CONNECTION SETUP (Step 2)

Use the same message type found in clause 9 of TS 34.108, with the following exception.
	Information Element
	Value/remark

	Initial UE Identity
	Set to the same type as in the RRC CONNECTION REQUEST message but with a different value


RRC CONNECTION SETUP (Step 4)

Use the default message with the same message type and covering the scenario used in this test (Transition to CELL_DCH) specified in clause 9 of TS 34.108.
RRC CONNECTION SETUP COMPLETE (Step 6)

Use the default message with the same message type specified in clause 9 of TS 34.108 with the following exception.
	Information Element
	Value/remark

	UE Radio Access Capability

UE radio access capability extension

UE system specific Capability
	Checked to see if compatible with the stated capability in PIXIT/PICS statements.

Checked to see if compatible with the stated capability in PIXIT/PICS statements.

Checked to see if compatible with the stated capability in PIXIT/PICS statements.


8.1.2.1.5
Test requirement
After step 2 the UE shall re-transmit the RRC CONNECTION REQUEST message again in order to continue the RRC connection establishment procedure.

After step 6 the UE shall establish an RRC connection and continue the procedure of the outgoing call on the DCCH.

8.1.2.2
RRC Connection Establishment: Success after T300 timeout

8.1.2.2.1
Definition

8.1.2.2.2 
Conformance requirement

If the UE has not yet received an RRC CONNECTION SETUP message with the value of the IE "Initial UE identity" equal to the value of the variable INITIAL_UE_IDENTITY; and

if expiry of timer T300 occurs:

the UE shall:

1>
check the value of V300; and

2>
if V300 is equal to or smaller than N300:

3>
set the IEs in the RRC CONNECTION REQUEST message according to TS 25.331 subclause 8.1.3.3;

3>
submit a new RRC CONNECTION REQUEST message to lower layers for transmission on the uplink CCCH;

3>
increment counter V300;

3>
restart timer T300 when the MAC layer indicates success or failure to transmit the message.

2>
if V300 is greater than N300:

…




Reference 

3GPP TS 25.331 clause 8.1.3.5
8.1.2.2.3 
Test purpose

To confirm that the UE retries to establish the RRC connection until V300 is greater than N300 after the expiry of timer T300 when the SS transmits no response for an RRC CONNECTION REQUEST message. 

8.1.2.2.4 
Method of test

Initial Condition

System Simulator: 1 cell. SCCPCH configuration as specified in 6.1.1 of TS 34.108.

UE: Idle state (state 2 or state 3 or state 7) as specified in clause 7.4 of TS 34.108, depending on the CN domain(s) supported by the UE. 

NOTE:
This test requires that N300 is bigger than 0, which is the case (see default contents of SIB 1, specified in TS 34.108). Expiry of timer T300 is verified only for N300 values exceeding 1.
Test Procedure

Before the test starts, SYSTEM INFORMATION BLOCK TYPE 5 message is modified and this modification is notified to the UE.  An internal counter K in SS is initialized to a value = 0. Following this, the UE shall transmit an RRC CONNECTION REQUEST message to the SS on the uplink CCCH by use of selected PRACH from the available PRACH No.1 and PRACH No.2, after the operator attempts to make an outgoing call. SS ignores this message, increments K every time such a message is received and waits for T300 timer to expire. This cycle is repeated until K reaches N300. When K is equal to N300, the SS transmits an RRC CONNECTION SETUP message containing an unexpected critical message extension as specified in step 6 to the UE. The UE shall send another RRC CONNECTION REQUEST message on the uplink CCCH. SS replies with a valid RRC CONNECTION SETUP message. The UE shall then acknowledge the establishment of RRC connection by sending the RRC CONNECTION SETUP COMPLETE message on uplink DCCH.
Expected sequence

	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1
	  (
	PAGING TYPE 1
	SS transmits the paging message which comprises IE "BCCH Modification Information", with the "Value Tag" different from the "MIB Value Tag" of the current Master Information Block. Also the modification time is set to 2048 radio frames from the current SFN. SS continuously broadcast the same MASTER INFORMATION BLOCK and various types of SYSTEM INFORMATION BLOCK on BCCH. See specific message contents.

	1a
	(
	MASTER INFORMATION BLOCK

SYSTEM INFORMATION BLOCK TYPE 5


	SS starts to transmit the MIB with the "MIB Value Tag" IE different from the original setting.

At the same time, SS starts to transmit the affected SIB TYPE 5 messages. See specific message contents.

	2
	
	
	SS initializes counter K to 0. Operator is asked to make an outgoing call and SS starts to wait for RRC CONNECTION REQUEST on uplink CCCH.

	3
	(
	RRC CONNECTION REQUEST
	See the clause 9 in TS 34.108 on default message content

	4
	
	
	SS increments K.

	5
	
	
	SS checks to see if K is equal to N300. If so, goes to step 6. Else, continues to execute step 3.

	6
	(
	RRC CONNECTION SETUP
	Use an invalid message in ASN.1. See specific message contents for this message.

	7
	(
	RRC CONNECTION REQUEST
	See specific message contents.

	8
	(
	RRC CONNECTION SETUP
	This is a legal message. See the clause 9 in TS 34.108 on default message content for RRC.

	9
	
	
	The UE configures the layer 1 and layer 2.

	10
	(
	RRC CONNECTION SETUP COMPLETE
	See clause 9 in TS 34.108 on default message content


Specific Message Contents

PAGING TYPE 1 (Step 1)

	Information Element
	Value/remark

	Message Type

Paging record list

BCCH modification info

      - MIB Value Tag

      - BCCH Modification time
	Not present

2

Set to (current SFN + 2048)


SYSTEM INFORMATION TYPE 5 (Step 1a) - (FDD) 

Use the default parameter values for the system information block with the same type specified in clause 6.1.1 of TS 34.108, with the following exceptions:
	- PRACH system information
	2PRACHs

	 - PRACH info (PRACH No.1)
	

	  - CHOICE mode
	FDD

	   - Available Signature
	'0000 0000 1111 1111'B

	   - Available SF
	64

	   - Preamble scrambling code number
	0

	   - Puncturing Limit
	1.00

	   - Available Sub Channel number
	'1111 1111 1111'B

	 - Transport Channel Identity
	15

	 - RACH TFS
	

	  - CHOICE Transport channel type
	Common transport channels

	  - Dynamic Transport format information
	

	   - RLC size
	168

	   - Number of TB and TTI List
	

	    - Number of Transport blocks
	1

	    - CHOICE Mode
	FDD

	   - CHOICE Logical Channel List
	Configured

	   - RLC size
	360

	   - Number of TB and TTI List
	

	    - Number of Transport blocks
	1

	    - CHOICE Mode
	FDD

	   - CHOICE Logical Channel List
	ALL

	  - Semi-static Transport Format information
	

	   - Transmission time interval
	20 ms 

	   - Type of channel coding
	Convolutional

	   - Coding Rate
	1/2

	   - Rate matching attribute
	150

	   - CRC size
	16

	 - RACH TFCS
	

	  - Normal
	

	   - TFCI Field 1 information 
	

	    - CHOICE TFCS representation
	Complete reconfiguration

	     - TFCS addition information 
	

	      - CHOICE CTFC Size
	2 bit

	       - CTFC information
	0

	       - Power offset information
	

	        - CHOICE Gain Factors
	Computed Gain Factor

	         - Reference TFC ID
	0

	        - CHOICE Mode
	FDD

	         - Power offset Pp-m
	0dB

	       - CTFC information
	1

	
	

	       - Power offset information
	

	        - CHOICE Gain Factors
	Signalled Gain Factor

	         - Gain factor ßc
	11

	         - Gain factor ßd
	15

	         - Reference TFC ID
	0

	        - CHOICE Mode
	FDD

	         - Power offset Pp-m
	0dB

	 - PRACH partitioning
	

	  - Access Service Class
	

	   - ASC Setting
	Not Present

	   - ASC Setting
	

	    - CHOICE mode
	FDD

	     - Available signature Start Index
	0 (ASC#1)

	     - Available signature End Index
	7 (ASC#1)

	     - Assigned Sub-channel Number
	'1111'B

	   - ASC Setting
	Not Present

	   - ASC Setting
	

	    - CHOICE mode
	FDD

	     - Available signature Start Index
	0 (ASC#3)

	     - Available signature End Index
	7 (ASC#3)

	     - Assigned Sub-channel Number
	'1111'B

	   - ASC Setting
	Not Present

	   - ASC Setting
	

	    - CHOICE mode
	FDD

	     - Available signature Start Index
	0 (ASC#5)

	     - Available signature End Index
	7 (ASC#5)

	     - Assigned Sub-channel Number
	'1111'B

	   - ASC Setting
	Not Present

	   - ASC Setting
	

	    - CHOICE mode
	FDD

	     - Available signature Start Index
	0 (ASC#7)

	     - Available signature End Index
	7 (ASC#7)

	     - Assigned Sub-channel Number
	'1111'B

	 - Persistence scaling factor
	

	  - Persistence scaling factor
	0.9 (for ASC#2)

	  - Persistence scaling factor
	0.9 (for ASC#3)

	  - Persistence scaling factor
	0.9 (for ASC#4)

	  - Persistence scaling factor
	0.9 (for ASC#5)

	  - Persistence scaling factor
	0.9 (for ASC#6)

	  - Persistence scaling factor
	0.9 (for ASC#7)

	 - AC-to-ASC mapping table
	

	  - AC-to-ASC mapping
	6 (AC0-9)

	  - AC-to-ASC mapping
	5 (AC10)

	  - AC-to-ASC mapping
	4 (AC11)

	  - AC-to-ASC mapping
	3 (AC12)

	  - AC-to-ASC mapping
	2 (AC13)

	  - AC-to-ASC mapping
	1 (AC14)

	  - AC-to-ASC mapping
	0 (AC15)

	CHOICE mode
	FDD

	 - Primary CPICH DL TX power
	31

	 - Constant value
	–10

	 - PRACH power offset
	

	  - Power Ramp Step
	3dB

	  - Preamble Retrans Max
	4

	 - RACH transmission parameters
	

	  - Mmax
	2

	  - NB01min
	3 slot

	  - NB01max
	10 slot

	 - AICH info
	

	  - Channelisation code
	3

	  - STTD indicator
	FALSE

	  - AICH transmission timing 
	0

	- PRACH info (PRACH No.2)
	

	  - CHOICE mode
	FDD

	   - Available Signature
	'0000 0000 1111 1111'B

	   - Available SF
	64

	   - Preamble scrambling code number
	1

	   - Puncturing Limit
	1.00

	   - Available Sub Channel number
	'1111 1111 1111'B

	 - Transport Channel Identity
	15

	 - RACH TFS
	

	  - CHOICE Transport channel type
	Common transport channels

	  - Dynamic Transport format information
	

	   - RLC size
	168

	   - Number of TB and TTI List
	

	    - Number of Transport blocks
	1

	    - CHOICE Mode
	FDD

	   - CHOICE Logical Channel List
	Configured

	   - RLC size
	360

	   - Number of TB and TTI List
	

	    - Number of Transport blocks
	1

	    - CHOICE Mode
	FDD

	   - CHOICE Logical Channel List
	Configured

	  - Semi-static Transport Format information
	

	   - Transmission time interval
	20 ms

	   - Type of channel coding
	Convolutional

	   - Coding Rate
	1/2

	   - Rate matching attribute
	150

	   - CRC size
	16

	 - RACH TFCS
	

	  - Normal
	

	   - TFCI Field 1 information 
	

	    - CHOICE TFCS representation
	Complete reconfiguration

	     - TFCS addition information 
	

	      - CHOICE CTFC Size
	2 bit

	       - CTFC information
	0

	       - Power offset information
	

	        - CHOICE Gain Factors
	Computed Gain Factor

	         - Reference TFC ID
	0

	        - CHOICE Mode
	FDD

	         - Power offset Pp-m
	0 dB

	       - CTFC information
	1

	         - Reference TFC ID
	0

	       - Power offset information
	

	        - CHOICE Gain Factors
	Signalled Gain Factor

	         - Gain factor ßc
	11

	         - Gain factor ßd
	15

	         - Reference TFC ID
	0

	        - CHOICE Mode
	FDD

	         - Power offset Pp-m
	0dB

	 - PRACH partitioning
	

	  - Access Service Class
	

	   - ASC Setting
	Not Present

	   - ASC Setting
	

	    - CHOICE mode
	FDD

	     - Available signature Start Index
	0 (ASC#1)

	     - Available signature End Index
	7 (ASC#1)

	     - Assigned Sub-channel Number
	'1111'B

	   - ASC Setting
	Not Present

	   - ASC Setting
	

	    - CHOICE mode
	FDD

	     - Available signature Start Index
	0 (ASC#3)

	     - Available signature End Index
	7 (ASC#3)

	     - Assigned Sub-channel Number
	'1111'B

	   - ASC Setting
	Not Present

	   - ASC Setting
	

	    - CHOICE mode
	FDD

	     - Available signature Start Index
	0 (ASC#5)

	     - Available signature End Index
	7 (ASC#5)

	     - Assigned Sub-channel Number
	'1111'B

	   - ASC Setting
	Not Present

	   - ASC Setting
	

	    - CHOICE mode
	FDD

	     - Available signature Start Index
	0 (ASC#7)

	     - Available signature End Index
	7 (ASC#7)

	     - Assigned Sub-channel Number
	'1111'B

	 - Persistence scaling factor
	

	  - Persistence scaling factor
	0.9 (for ASC#2)

	  - Persistence scaling factor
	0.9 (for ASC#3)

	  - Persistence scaling factor
	0.9 (for ASC#4)

	  - Persistence scaling factor
	0.9 (for ASC#5)

	  - Persistence scaling factor
	0.9 (for ASC#6)

	  - Persistence scaling factor
	0.9 (for ASC#7)

	 - AC-to-ASC mapping table
	

	  - AC-to-ASC mapping
	6 (AC0-9)

	  - AC-to-ASC mapping
	5 (AC10)

	  - AC-to-ASC mapping
	4 (AC11)

	  - AC-to-ASC mapping
	3 (AC12)

	  - AC-to-ASC mapping
	2 (AC13)

	  - AC-to-ASC mapping
	1 (AC14)

	  - AC-to-ASC mapping
	0 (AC15)

	CHOICE mode
	FDD

	 - Primary CPICH DL TX power
	31

	 - Constant value
	–10

	 - PRACH power offset
	

	  - Power Ramp Step
	3dB

	  - Preamble Retrans Max
	4

	 - RACH transmission parameters
	

	  - Mmax
	2

	  - NB01min
	3 slot

	  - NB01max
	10 slot

	 - AICH info
	

	  - Channelisation code
	4

	  - STTD indicator
	FALSE

	  - AICH transmission timing 
	0


SYSTEM INFORMATION TYPE 5 (Step 1a) – 3.84 Mcps TDD

	- PRACH system information
	2PRACHs

	 - PRACH info (PRACH No.1)
	

	  - CHOICE mode
	TDD

	   - CHOICE TDD option
	3.84 Mcps TDD

	     - Timeslot Number
	14

	     - PRACH Channelisation Code
	

	       - CHOICE SF
	8

	        - Channelisation Code List
	

	          - Channelisation Code
	8/1

	          - Channelisation Code
	8/2

	          - Channelisation Code
	8/3

	          - Channelisation Code
	8/4

	      - PRACH Midamble
	Direct

	   -PNBSCH allocation
	Not Present

	 - Transport Channel Identity
	15

	 - RACH TFS
	

	  - CHOICE Transport channel type
	Common transport channels

	  - Dynamic Transport format information
	

	   - RLC size
	168

	   - Number of TB and TTI List
	

	    - Transport Time Interval
	Not Present

	    - Number of Transport Blocks
	1

	   - CHOICE Logical Channel List
	ALL

	  - Semi-static Transport Format information
	

	   - Transmission time interval
	10 ms

	   - Type of channel coding
	Convolutional

	   - Coding Rate
	1/2

	   - Rate matching attribute
	150

	   - CRC size
	16

	 - RACH TFCS
	Not Present

	 - PRACH partitioning
	

	  - Access Service Class
	

	   - ASC Setting
	

	    - CHOICE mode
	TDD

	     - CHOICE TDD option
	3.84 Mcps TDD

	     - Available SYNC_UL codes indices
	'11110000'B (ASC#0)

	     - CHOICE subchannel size
	Size1

	   - ASC Setting
	

	    - CHOICE mode
	TDD

	     - CHOICE TDD option
	3.84 Mcps TDD

	     - Available SYNC_UL codes indices
	'11110000'B (ASC#1)

	     - CHOICE subchannel size
	Size1

	   - ASC Setting
	

	    - CHOICE mode
	TDD

	     - CHOICE TDD option
	3.84 Mcps TDD

	     - Available SYNC_UL codes indices
	'11110000'B (ASC#2)

	     - CHOICE subchannel size
	Size1

	   - ASC Setting
	

	    - CHOICE mode
	TDD

	     - CHOICE TDD option
	3.84 Mcps TDD

	     - Available SYNC_UL codes indices
	'11110000'B (ASC#3)

	     - CHOICE subchannel size
	Size1

	   - ASC Setting
	

	    - CHOICE mode
	TDD

	     - CHOICE TDD option
	3.84 Mcps TDD

	     - Available SYNC_UL codes indices
	'11110000'B (ASC#4)

	     - CHOICE subchannel size
	Size1

	   - ASC Setting
	

	    - CHOICE mode
	TDD

	     - CHOICE TDD option
	3.84 Mcps TDD

	     - Available SYNC_UL codes indices
	'11110000'B (ASC#5)

	     - CHOICE subchannel size
	Size1

	   - ASC Setting
	

	    - CHOICE mode
	TDD

	     - CHOICE TDD option
	3.84 Mcps TDD

	     - Available SYNC_UL codes indices
	'11110000'B (ASC#6)

	     - CHOICE subchannel size
	Size1

	   - ASC Setting
	

	    - CHOICE mode
	TDD

	     - CHOICE TDD option
	3.84 Mcps TDD

	     - Available SYNC_UL codes indices
	'11110000'B (ASC#7)

	     - CHOICE subchannel size
	Size1

	 - Persistence scaling factor
	

	  - Persistence scaling factor
	0.9 (for ASC#2)

	  - Persistence scaling factor
	0.9 (for ASC#3)

	  - Persistence scaling factor
	0.9 (for ASC#4)

	  - Persistence scaling factor
	0.9 (for ASC#5)

	  - Persistence scaling factor
	0.9 (for ASC#6)

	  - Persistence scaling factor
	0.9 (for ASC#7)

	 - AC-to-ASC mapping table
	

	  - AC-to-ASC mapping
	6 (AC0-9)

	  - AC-to-ASC mapping
	5 (AC10)

	  - AC-to-ASC mapping
	4 (AC11)

	  - AC-to-ASC mapping
	3 (AC12)

	  - AC-to-ASC mapping  
	2 (AC13)

	  - AC-to-ASC mapping  
	1 (AC14)

	  - AC-to-ASC mapping  
	0 (AC15)

	  - CHOICE mode
	TDD

	- PRACH info (PRACH No.2)
	

	  - CHOICE mode
	TDD

	   - CHOICE TDD option
	3.84 Mcps TDD

	     - Timeslot Number
	14

	     - PRACH Channelisation Code
	

	       - CHOICE SF
	8

	        - Channelisation Code List
	

	          - Channelisation Code
	8/5 where i denotes an unassigned code

	          - Channelisation Code
	8/6 where i denotes an unassigned code

	          - Channelisation Code
	8/7 where i denotes an unassigned code

	          - Channelisation Code
	8/8 where i denotes an unassigned code

	      - PRACH Midamble
	Direct

	   -PNBSCH allocation
	Not Present

	 - RACH TFS
	

	  - CHOICE Transport channel type
	Common transport channels

	  - Dynamic Transport format information
	

	   - RLC size
	168

	   - Number of TB and TTI List
	

	    - Transport Time Interval
	Not Present

	    - Number of Transport Blocks
	1

	   - CHOICE Logical Channel List
	ALL

	  - Semi-static Transport Format information
	

	   - Transmission time interval
	10 ms

	   - Type of channel coding
	Convolutional

	   - Coding Rate
	1/2

	   - Rate matching attribute
	150

	   - CRC size
	16

	 - RACH TFCS
	Not Present

	 - PRACH partitioning
	

	  - Access Service Class
	

	   - ASC Setting
	

	    - CHOICE mode
	TDD

	     - CHOICE TDD option
	3.84 Mcps TDD

	     - Available SYNC_UL codes indices
	'00001111'B (ASC#0)

	     - CHOICE subchannel size
	Size1

	   - ASC Setting
	

	    - CHOICE mode
	TDD

	     - CHOICE TDD option
	3.84 Mcps TDD

	     - Available SYNC_UL codes indices
	'00001111'B (ASC#1)

	     - CHOICE subchannel size
	Size1

	   - ASC Setting
	

	    - CHOICE mode
	TDD

	     - CHOICE TDD option
	3.84 Mcps TDD

	     - Available SYNC_UL codes indices
	'00001111'B (ASC#2)

	     - CHOICE subchannel size
	Size1

	   - ASC Setting
	

	    - CHOICE mode
	TDD

	     - CHOICE TDD option
	3.84 Mcps TDD

	     - Available SYNC_UL codes indices
	'00001111'B (ASC#3)

	     - CHOICE subchannel size
	Size1

	   - ASC Setting
	

	    - CHOICE mode
	TDD

	     - CHOICE TDD option
	3.84 Mcps TDD

	     - Available SYNC_UL codes indices
	'00001111'B (ASC#4)

	     - CHOICE subchannel size
	Size1

	   - ASC Setting
	

	    - CHOICE mode
	TDD

	     - CHOICE TDD option
	3.84 Mcps TDD

	     - Available SYNC_UL codes indices
	'00001111'B (ASC#5)

	     - CHOICE subchannel size
	Size1

	   - ASC Setting
	

	    - CHOICE mode
	TDD

	     - CHOICE TDD option
	3.84 Mcps TDD

	     - Available SYNC_UL codes indices
	'00001111'B (ASC#6)

	     - CHOICE subchannel size
	Size1

	   - ASC Setting
	

	    - CHOICE mode
	TDD

	     - CHOICE TDD option
	3.84 Mcps TDD

	     - Available SYNC_UL codes indices
	'00001111'B (ASC#7)

	     - CHOICE subchannel size
	Size1

	 - Persistence scaling factor
	

	  - Persistence scaling factor
	0.9 (for ASC#2)

	  - Persistence scaling factor
	0.9 (for ASC#3)

	  - Persistence scaling factor
	0.9 (for ASC#4)

	  - Persistence scaling factor
	0.9 (for ASC#5)

	  - Persistence scaling factor
	0.9 (for ASC#6)

	  - Persistence scaling factor
	0.9 (for ASC#7)

	 - AC-to-ASC mapping table
	

	  - AC-to-ASC mapping
	6 (AC0-9)

	  - AC-to-ASC mapping
	5 (AC10)

	  - AC-to-ASC mapping
	4 (AC11)

	  - AC-to-ASC mapping
	3 (AC12)

	  - AC-to-ASC mapping
	2 (AC13)

	  - AC-to-ASC mapping
	1 (AC14)

	  - AC-to-ASC mapping
	0 (AC15)

	  - CHOICE mode
	TDD


SYSTEM INFORMATION TYPE 5 (Step 1a) – 1.28 Mcps TDD

	- PRACH system information
	2PRACHs

	 - PRACH info (PRACH No.1)
	

	  - CHOICE mode
	TDD

	   - CHOICE TDD option
	1.28 Mcps TDD

	     - SYNC_UL info
	

	       - SYNC_UL codes bitmap
	'11110000'B

	       - PRXUpPCHdes
	10

	       - Power Ramping Step
	3

	       - Max SYNC_UL Transmissions
	8

	       - Mmax
	32

	     - PRACH Definition
	

	      - Timeslot Number
	

	        - CHOICE TDD option
	1.28 Mcps TDD

	          - Timeslot number
	1

	     - PRACH Channelisation Code
	

	       - Channelisation Code List
	

	         - Channelisation Code
	8/1

	       - Midamble shift and burst type
	

	         - CHOICE TDD option
	1.28 Mcps TDD

	          - Midamble Allocation Mode
	Default

	          - Midamble Configuration
	8

	          - Midamble Shift
	Not Present

	       - FPACH info
	

	        - Timeslot number
	6

	        - Channelisation code
	16/16 

	        - Midamble Shift and burst type
	

	         - CHOICE TDD option
	1.28 Mcps TDD

	          - Midamble Allocation Mode
	Default

	          - Midamble Configuration
	16

	          - Midamble Shift
	Not Present

	         - WT
	4

	       - PNBSCH allocation
	Not Present

	 - Transport Channel Identity
	15

	 - RACH TFS
	

	  - CHOICE Transport channel type
	Common transport channels

	  - Dynamic Transport format information
	

	   - RLC size
	168

	   - Number of TB and TTI List
	

	    - Transport Time Interval
	Not Present

	    - Number of Transport Blocks
	1

	   - CHOICE Logical Channel List
	ALL

	  - Semi-static Transport Format information
	

	   - Transmission time interval
	10 ms

	   - Type of channel coding
	Convolutional

	   - Coding Rate
	½

	   - Rate matching attribute
	150

	   - CRC size
	16

	 - RACH TFCS
	Not Present

	 - PRACH partitioning
	

	  - Access Service Class
	

	   - ASC Setting
	

	    - CHOICE mode
	TDD

	     - CHOICE TDD option
	1.28 Mcps TDD

	     - Available SYNC_UL codes indices
	'11110000'B (ASC#0)

	     - CHOICE subchannel size
	Size1

	   - ASC Setting
	

	    - CHOICE mode
	TDD

	     - CHOICE TDD option
	1.28 Mcps TDD

	     - Available SYNC_UL codes indices
	'11110000'B (ASC#1)

	     - CHOICE subchannel size
	Size1

	   - ASC Setting
	

	    - CHOICE mode
	TDD

	     - CHOICE TDD option
	1.28 Mcps TDD

	     - Available SYNC_UL codes indices
	'11110000'B (ASC#2)

	     - CHOICE subchannel size
	Size1

	   - ASC Setting
	

	    - CHOICE mode
	TDD

	     - CHOICE TDD option
	1.28 Mcps TDD

	     - Available SYNC_UL codes indices
	'11110000'B (ASC#3)

	     - CHOICE subchannel size
	Size1

	   - ASC Setting
	

	    - CHOICE mode
	TDD

	     - CHOICE TDD option
	1.28 Mcps TDD

	     - Available SYNC_UL codes indices
	'11110000'B (ASC#4)

	     - CHOICE subchannel size
	Size1

	   - ASC Setting
	

	    - CHOICE mode
	TDD

	     - CHOICE TDD option
	1.28 Mcps TDD

	     - Available SYNC_UL codes indices
	'11110000'B (ASC#5)

	     - CHOICE subchannel size
	Size1

	   - ASC Setting
	

	    - CHOICE mode
	TDD

	     - CHOICE TDD option
	1.28 Mcps TDD

	     - Available SYNC_UL codes indices
	'11110000'B (ASC#6)

	     - CHOICE subchannel size
	Size1

	   - ASC Setting
	

	    - CHOICE mode
	TDD

	     - CHOICE TDD option
	1.28 Mcps TDD

	     - Available SYNC_UL codes indices
	'11110000'B (ASC#7)

	     - CHOICE subchannel size
	Size1

	 - Persistence scaling factor
	

	  - Persistence scaling factor
	0.9 (for ASC#2)

	  - Persistence scaling factor
	0.9 (for ASC#3)

	  - Persistence scaling factor
	0.9 (for ASC#4)

	  - Persistence scaling factor
	0.9 (for ASC#5)

	  - Persistence scaling factor
	0.9 (for ASC#6)

	  - Persistence scaling factor
	0.9 (for ASC#7)

	 - AC-to-ASC mapping table
	

	  - AC-to-ASC mapping
	6 (AC0-9)

	  - AC-to-ASC mapping
	5 (AC10)

	  - AC-to-ASC mapping
	4 (AC11)

	  - AC-to-ASC mapping  
	3 (AC12)

	  - AC-to-ASC mapping  
	2 (AC13)

	  - AC-to-ASC mapping  
	1 (AC14)

	  - AC-to-ASC mapping  
	0 (AC15)

	  - CHOICE mode
	TDD

	- PRACH info (PRACH No.2)
	

	  - CHOICE mode
	TDD

	   - CHOICE TDD option
	1.28 Mcps TDD

	     - SYNC_UL info
	

	       - SYNC_UL codes bitmap
	'11110000'B

	       - PRXUpPCHdes
	10

	       - Power Ramping Step
	1

	       - Max SYNC_UL Transmissions
	8

	       - Mmax
	32

	     - PRACH Definition
	

	      - Timeslot Number
	

	        - CHOICE TDD option
	1.28 Mcps TDD

	          - Timeslot number
	1

	     - PRACH Channelisation Code
	

	       - Channelisation Code List
	

	         - Channelisation Code
	8/2

	       - Midamble shift and burst type
	

	         - CHOICE TDD option
	1.28 Mcps TDD

	          - Midamble Allocation Mode
	Default

	          - Midamble Configuration
	8

	          - Midamble Shift
	Not Present

	       - FPACH info
	

	        - Timeslot number
	An available down-link timeslot

	        - Channelisation code
	16/15 

	        - Midamble Shift and burst type
	

	         - CHOICE TDD option
	1.28 Mcps TDD

	          - Midamble Allocation Mode
	Default

	          - Midamble Configuration
	16

	          - Midamble Shift
	Not Present

	         - WT
	4

	       - PNBSCH allocation
	Not Present

	 - RACH TFS
	

	  - CHOICE Transport channel type
	Common transport channels

	  - Dynamic Transport format information
	

	   - RLC size
	168

	   - Number of TB and TTI List
	

	    - Transport Time Interval
	Not Present

	    - Number of Transport Blocks
	1

	   - CHOICE Logical Channel List
	ALL

	  - Semi-static Transport Format information
	

	   - Transmission time interval
	10 ms

	   - Type of channel coding
	Convolutional

	   - Coding Rate
	½

	   - Rate matching attribute
	150

	   - CRC size
	16

	 - RACH TFCS
	Not Present

	 - PRACH partitioning
	

	  - Access Service Class
	

	   - ASC Setting
	

	    - CHOICE mode
	TDD

	     - CHOICE TDD option
	1.28 Mcps TDD

	     - Available SYNC_UL codes indices
	'00001111'B (ASC#0)

	     - CHOICE subchannel size
	Size1

	   - ASC Setting
	

	    - CHOICE mode
	TDD

	     - CHOICE TDD option
	1.28 Mcps TDD

	     - Available SYNC_UL codes indices
	'00001111'B (ASC#1)

	     - CHOICE subchannel size
	Size1

	   - ASC Setting
	

	    - CHOICE mode
	TDD

	     - CHOICE TDD option
	1.28 Mcps TDD

	     - Available SYNC_UL codes indices
	'00001111'B (ASC#2)

	     - CHOICE subchannel size
	Size1

	   - ASC Setting
	

	    - CHOICE mode
	TDD

	     - CHOICE TDD option
	1.28 Mcps TDD

	     - Available SYNC_UL codes indices
	'00001111'B (ASC#3)

	     - CHOICE subchannel size
	Size1

	   - ASC Setting
	

	    - CHOICE mode
	TDD

	     - CHOICE TDD option
	1.28 Mcps TDD

	     - Available SYNC_UL codes indices
	'00001111'B (ASC#4)

	     - CHOICE subchannel size
	Size1

	   - ASC Setting
	

	    - CHOICE mode
	TDD

	     - CHOICE TDD option
	1.28 Mcps TDD

	     - Available SYNC_UL codes indices
	'00001111'B (ASC#5)

	     - CHOICE subchannel size
	Size1

	   - ASC Setting
	

	    - CHOICE mode
	TDD

	     - CHOICE TDD option
	1.28 Mcps TDD

	     - Available SYNC_UL codes indices
	'00001111'B (ASC#6)

	     - CHOICE subchannel size
	Size1

	   - ASC Setting
	

	    - CHOICE mode
	TDD

	     - CHOICE TDD option
	1.28 Mcps TDD

	     - Available SYNC_UL codes indices
	'00001111'B (ASC#7)

	     - CHOICE subchannel size
	Size1

	 - Persistence scaling factor
	

	  - Persistence scaling factor
	0.9 (for ASC#2)

	  - Persistence scaling factor
	0.9 (for ASC#3)

	  - Persistence scaling factor
	0.9 (for ASC#4)

	  - Persistence scaling factor
	0.9 (for ASC#5)

	  - Persistence scaling factor
	0.9 (for ASC#6)

	  - Persistence scaling factor
	0.9 (for ASC#7)

	 - AC-to-ASC mapping table
	

	  - AC-to-ASC mapping
	6 (AC0-9)

	  - AC-to-ASC mapping
	5 (AC10)

	  - AC-to-ASC mapping
	4 (AC11)

	  - AC-to-ASC mapping
	3 (AC12)

	  - AC-to-ASC mapping
	2 (AC13)

	  - AC-to-ASC mapping
	1 (AC14)

	  - AC-to-ASC mapping
	0 (AC15)

	  - CHOICE mode
	TDD


RRC CONNECTION SETUP (Step 6) 

SS sends a message containing a critical extension not defined for the protocol release supported by the UE, as indicated in the IE "Access stratum release indicator":
	Information Element
	Value/remark

	RRC transaction identifier
	Arbitrarily selects an integer between 0 and 3

	Integrity check info
	The presence of this IE is dependent on IXIT statements in TS 34.123-2.  If integrity protection is indicated to be active, this IE is present with the values of the sub IEs as stated below.  Else, this IE and the sub-IEs are omitted.

	     - Message authentication code
	SS calculates the value of MAC-I for this message and writes to this IE.

	     - RRC Message sequence number
	SS provides the value of this IE, from its internal counter.

	Critical extensions
	'01'H


RRC CONNECTION REQUEST (Step 7)

Use the default message with the same message type specified in clause 9 of TS 34.108, with the following exceptions:
	Information Element
	Value/remark

	Protocol Error Indicator
	Check to see if set to TRUE


8.1.2.2.5
Test requirement

After step 2 the UE shall select either PRACH No.1 or PRACH No.2 and transmit an RRC CONNECTION REQUEST message.
After step 6 the UE shall re-send another RRC CONNECTION REQUEST message.

After step 9 the UE shall transmit an RRC CONNECTION SETUP COMPLETE message and establish an RRC connection on the DCCH logical channel.
8.1.2.7
RRC Connection Establishment in CELL_FACH state: Success

8.1.2.7.1
Definition

8.1.2.7.2 
Conformance requirement

The UE shall initiate the procedure when upper layers in the UE requests the establishment of a signalling connection and the UE is in idle mode (no RRC connection exists).

Upon initiation of the procedure, the UE shall:

…

1>
set the contents of the RRC CONNECTION REQUEST message according to TS 25.331 subclause 8.1.3.3;

1>
set CFN in relation to SFN of current cell according to TS 25.331 subclause 8.5.15;

1>
perform the mapping of the Access Class to an Access Service Class as specified in TS 25.331 subclause 8.5.13, and apply the given Access Service Class when accessing the RACH;

1>
submit the RRC CONNECTION REQUEST message for transmission on the uplink CCCH;

1>
set counter V300 to 1; and

1>
start timer T300 when the MAC layer indicates success or failure to transmit the message;

1>
select a Secondary CCPCH according to TS 25.304;

1>
start receiving all FACH transport channels mapped on the selected Secondary CCPCH.

The UE shall, in the transmitted RRC CONNECTION REQUEST message:

1>
set the IE "Establishment cause" to the value of the variable ESTABLISHMENT_CAUSE;

1>
set the IE "Initial UE identity" to the value of the variable INITIAL_UE_IDENTITY;

…

The UE shall compare the value of the IE "Initial UE identity" in the received RRC CONNECTION SETUP message with the value of the variable INITIAL_UE_IDENTITY.

If the values are different, the UE shall:

1>
ignore the rest of the message.

If the values are identical, the UE shall:

1>
stop timer T300, and act upon all received information elements as specified in TS 25.331 subclause 8.6, unless specified otherwise in the following:

2>
if the UE will be in the CELL_FACH state at the conclusion of this procedure:

3>
if the IE "Frequency info" is included:

4>
select a suitable UTRA cell according to TS 25.304 on that frequency;

3>
select PRACH according to TS 25.331 subclause 8.5.17;

3>
select Secondary CCPCH according to TS 25.331 subclause 8.5.19;

3>
ignore the IE "UTRAN DRX cycle length coefficient" and stop using DRX.

1>
perform the physical layer synchronization procedure as specified in TS 25.214;

1>
enter UTRA RRC connected mode, in a state according to TS 25.331 subclause 8.6.3.3;

1>
submit an RRC CONNECTION SETUP COMPLETE message to the lower layers on the uplink DCCH after successful state transition per TS 25.331 subclause 8.6.3.3, with the contents set as specified below:

2>
set the IE "RRC transaction identifier" to:

3>
the value of "RRC transaction identifier" in the entry for the RRC CONNECTION SETUP message in the table "Accepted transactions" in the variable TRANSACTIONS; and

3>
clear that entry.

2>
retrieve its UTRA UE radio access capability information elements from variable UE_CAPABILITY_REQUESTED; and then

2>
include this in IE "UE radio access capability" and IE "UE radio access capability extension", provided this IE is included in variable UE_CAPABILITY_REQUESTED;

2>
retrieve its inter-RAT-specific UE radio access capability information elements from variable UE_CAPABILITY_REQUESTED; and then

2>
include this in IE "UE system specific capability".
When the RRC CONNECTION SETUP COMPLETE message has been submitted to lower layers for transmission the UE shall:

1>
if the UE has entered CELL_FACH state:

2>
start timer T305 using its initial value if periodical update has been configured by T305 in the IE "UE Timers and constants in connected mode" set to any other value than "infinity" in system information block type 1.

1>
consider the procedure to be successful;

And the procedure ends.


Reference 

3GPP TS 25.331 clause 8.1.3.

8.1.2.7.3
Test Purpose

1. To confirm that the UE is able to enter CELL_FACH state and setup signalling radio bearers using common physical channels. 
2. To confirm that the UE indicates the requested UE radio access capabilities (used by UTRAN to decide which RAB to establish) and UE system specific capabilities (may be used by UTRAN to configure inter RAT- measurements).

8.1.2.7.4
Method of test

Initial Condition

System Simulator: 1 cell.

UE: Idle state (state 2 or state 3 or state 7) as specified in clause 7.4 of TS 34.108, depending on the CN domain(s) supported by the UE.
Test Procedure

The UE transmits an RRC CONNECTION REQUEST message to the SS on the uplink CCCH by attempting to make an outgoing call. After the SS receives this message, it assigns the necessary radio resources and U-RNTI to be used by the UE, and then transmits an RRC CONNECTION SETUP message to the UE within timer T300. SS then waits for the UE to transmit an RRC CONNECTION SETUP COMPLETE message on the DCCH. SS calls for generic procedure C.2 to check that UE is in CELL_FACH state.
Expected sequence

	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1
	(
	RRC CONNECTION REQUEST
	Test operator is requested to make an outgoing call. The UE shall transmit this message, indicating the correct establishment cause. See specific message contents.

	2
	(
	RRC CONNECTION SETUP
	See specific message contents.

	3
	
	
	The UE shall configure the layer 2 and layer 1.

	4
	(
	RRC CONNECTION SETUP COMPLETE
	UE shall send this message on the DCCH, carried by the assigned PRACH resources. See specific message contents. FDD

	5
	((
	CALL C.2
	If the test result of C.2 indicates that UE is in CELL_FACH state, the test passes, otherwise it fails.


Specific Message Content

RRC CONNECTION REQUEST

Use the same message type found in clause 9 of TS 34.108, with the following exception.

	Information Element
	Value/remark

	Initial UE identity

Establishment Cause
	Same as the IMSI stored in the TEST USIM card, or the registered TMSI or P-TMSI

Originating Interactive Call or Originating Background Call or Originating Streaming Call


RRC CONNECTION SETUP
For this message, the contents of the message to be used are basically identical to the message sub-type entitled "RRC CONNECTION SETUP message (Transition to CELL_FACH)" found in TS 34.108, clause 9 with the following exception:

	Information Element
	Value/remark

	Capability update requirement
   UE radio access FDD capability update requirement
UE radio access TDD capability update requirement

   System specific capability update requirement list
	TRUE 

FALSE

gsm


RRC CONNECTION SETUP COMPLETE

Use the same message type found in clause 9 of TS 34.108, with the following exception.

	Information Element
	Value/remark

	UE Radio Access Capability

UE radio access capability extension

UE system specific Capability
	Checked to see if compatible with the stated capability in PIXIT/PICS statements.

Checked to see if compatible with the stated capability in PIXIT/PICS statements.

Checked to see if compatible with the stated capability in PIXIT/PICS statements.


8.1.2.7.5
Test requirements

After step 3 the UE shall establish the RRC connection, and transmit RRC CONNECTION SETUP COMPLETE message on the DCCH using PRACH physical resource specified in system information block messages.
8.1.2.9
RRC Connection Establishment: Success after Physical channel failure and Failure after Invalid configuration
8.1.2.9.1
Definition

8.1.2.9.2 
Conformance requirement

If the UE failed to establish, per TS 25.331 subclause 8.5.4, the physical channel(s) indicated in the RRC CONNECTION SETUP message.

After having received an RRC CONNECTION SETUP message with the value of the IE "Initial UE identity" equal to the value of the variable INITIAL_UE_IDENTITY.

Before the RRC CONNECTION SETUP COMPLETE message is delivered to lower layers for transmission,

the UE shall:

1>
clear the entry for the RRC CONNECTION SETUP message in the table "Accepted transactions" in the variable TRANSACTIONS;

1>
check the value of V300, and:

2>
if V300 is equal to or smaller than N300:

3>
set CFN in relation to SFN of current cell according to TS 25.331 subclause 8.5.15;

3>
set the IEs in the RRC CONNECTION REQUEST message according to TS 25.331 subclause 8.1.3.3;

3>
perform the mapping of the Access Class to an Access Service Class as specified in TS 25.331 subclause 8.5.13, and apply the given Access Service Class when accessing the RACH;

3>
submit a new RRC CONNECTION REQUEST message to the lower layers for transmission on the uplink CCCH;

3>
increment counter V300; and

3>
restart timer T300 when the MAC layer indicates success or failure in transmitting the message.

2>
if V300 is greater than N300:

…

If the UE receives an RRC CONNECTION SETUP message which contains an IE "Initial UE identity" with a value which is identical to the value of the variable INITIAL_UE_IDENTITY; and

the variable INVALID_CONFIGURATION becomes set to TRUE due to the received RRC CONNECTION SETUP message:

the UE shall:

1>
clear the entry for the RRC CONNECTION SETUP message in the table "Accepted transactions" in the variable TRANSACTIONS and proceed as below;

1>
if V300 is equal to or smaller than N300:

2>
set the variable PROTOCOL_ERROR_INDICATOR to TRUE;

2>
set the IEs in the RRC CONNECTION REQUEST message according to TS 25.331 subclause 8.1.3.3;

2>
perform the mapping of the Access Class to an Access Service Class as specified in TS 25.331 subclause 8.5.13; and

2>
apply the given Access Service Class when accessing the RACH;

2>
submit a new RRC CONNECTION REQUEST message to the lower layers for transmission on the uplink CCCH;

2>
increment counter V300; and

2>
restart timer T300 when the MAC layer indicates success or failure in transmitting the message.

1>
if V300 is greater than N300:

…




Reference 

3GPP TS 25.331 clause 8.1.3.
8.1.2.9.3 
Test purpose

1. To confirm that the UE retries to establish the RRC connection until V300 is greater than N300 when a physical channel failure occurs because SS does not configure the physical channel that is specified in the transmitted RRC CONNECTION SETUP message.
2. To confirm that the UE retries to establish the RRC connection until V300 is greater than N300 when the transmitted RRC CONNECTION SETUP message causes invalid configuration in the UE. 
8.1.2.9.4 
Method of test

Initial Condition

System Simulator: 1 cell

UE: Idle state (state 2 or state 3 or state 7) as specified in clause 7.4 of TS 34.108, depending on the CN domain(s) supported by the UE
Test Procedure

Before the test starts, an internal counter K in SS is initialised to a value = 0. Following this, the UE shall transmit an RRC CONNECTION REQUEST message to the SS on the uplink CCCH, after the operator attempts to make an outgoing call. SS increments K every time such a message is received. Then, SS shall send a RRC CONNECTION SETUP message that contains an invalid configuration. UE shall then send RRC CONNECTION REQUEST message to SS again. This cycle is repeated until K reaches N300+1. When K is equal to N300+1, the SS again transmits an RRC CONNECTION SETUP message including an invalid configuration. Upon receiving this message the UE shall not send another RRC CONNECTION REQUEST message.

Next the SS re-initialises the internal counter K to value = 0, after which the operator attempts to make another outgoing call. Following this, the UE shall transmit an RRC CONNECTION REQUEST message to the SS on the uplink CCCH. SS increments K every time such a message is received. SS transmits an RRC CONNECTION SETUP message to make the UE configure the physical channel in order to communicate on the DCCH but SS does not configure the physical channel. Then the UE detects the physical channel failure and transmits an RRC CONNECTION REQUEST message. This cycle is repeated until K reaches N300+1. When K is equal to N300+1, the SS transmits the RRC CONNECTION SETUP message and configures the physical channel. The UE shall detect "in-sync" from physical layer and then acknowledge the establishment of RRC connection by sending the RRC CONNECTION SETUP COMPLETE message on uplink DCCH.
Expected sequence

	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1
	
	
	SS initialises counter K to 0. Operator is asked to make an outgoing call and SS starts to wait for RRC CONNECTION REQUEST on uplink CCCH.

	2
	(
	RRC CONNECTION REQUEST
	See specific message contents.

	2a
	
	
	SS increments K by 1 for every RRC CONNECTION REQUEST message received in step 2

	2b
	(
	RRC CONNECTION SETUP
	See specific message contents.

	3
	
	
	SS checks to see if K is equal to N300+1. If so, goes to step 3a. Else, continues to execute step 2.

	3a
	
	
	SS waits to verify that the UE does not send any further RRC connection REQUEST message

	3b
	
	
	SS re-initialises counter K to 0. Operator is asked to make another outgoing call and SS starts to wait for RRC CONNECTION REQUEST on uplink CCCH.

	3c
	(
	RRC CONNECTION REQUEST
	See specific message contents.

	3d
	
	
	SS increments K by 1 for every RRC CONNECTION REQUEST message received in step 3c

	3e
	
	
	SS checks to see if K is equal to N300+1. If so, goes to step 6. Else, continues to execute step 4

	4
	(
	RRC CONNECTION SETUP
	Use the default message with the same message sub-type specified in clause 9 in TS 34.108. SS does not configure the physical channel.

	5
	
	
	The next step is step 3c.

	6
	(
	RRC CONNECTION SETUP
	Use the default message with the same message sub-type specified in clause 9 in TS 34.108. SS configures the physical channel.

	7
	
	
	The UE configures the layer 1 and layer 2.

	8
	(
	RRC CONNECTION SETUP COMPLETE
	Use the default message with the same message sub-type specified in clause 9 in TS 34.108.


Specific Message Contents

RRC CONNECTION REQUEST (Step 2 & step 3c, K=0) 
The same message sub-type found in clause 9 of TS 34.108 applies, with the following exceptions:

	Information Element
	Value/remark

	Initial UE identity
	Same as the IMSI stored in the TEST USIM card, or the registered TMSI or P-TMSI

	Establishment Cause
	Originating Interactive Call or Originating Background Call or Originating Streaming Call


RRC CONNECTION REQUEST (Step 2 & step 3c, K>0) 
The same message sub-type found in clause 9 of TS 34.108 applies, with the following exceptions:

	Information Element
	Value/remark

	Initial UE identity
	Same as the IMSI stored in the TEST USIM card, or the registered TMSI or P-TMSI

	Establishment Cause
	Originating Interactive Call or Originating Background Call or Originating Streaming Call

	Protocol error indicator
	TRUE


RRC CONNECTION SETUP (Step 2b) 
Use the same message sub-type found in clause 9 of TS 34.108, with the following exceptions:

	Information Element
	Value/remark

	RRC State Indicator

Uplink DPCH info
	CELL_DCH

Not present


8.1.2.9.5
Test requirement

After step 3a the UE shall not send any further RRC CONNECTION REQUEST message.

After step 8 the UE shall transmit an RRC CONNECTION SETUP COMPLETE message and establish an RRC connection.
8.1.3
RRC Connection Release 

8.1.3.1
RRC Connection Release in CELL_DCH state: Success
8.1.3.1.1
Definition

8.1.3.1.2
Conformance requirement 

1.
The UE shall receive and act on an RRC CONNECTION RELEASE message in states CELL_DCH and CELL_FACH. Furthermore this procedure can interrupt any ongoing procedures with the UE in the above listed states.

When the UE receives the first RRC CONNECTION RELEASE message, it shall:

…
-
in state CELL_DCH:

-
initialise the counter V308 to zero;

…

-
submit an RRC CONNECTION RELEASE COMPLETE message to the lower layers for transmission using UM RLC on the DCCH to the UTRAN;

…

-
start timer T308 when the RRC CONNECTION RELEASE COMPLETE message is sent on the radio interface.

2.
When in state CELL_DCH and the timer T308 expires, the UE shall:

-
increment V308 by one;

-
if V308 is equal to or smaller than N308:

-
retransmit the RRC CONNECTION RELEASE COMPLETE message, without incrementing "Uplink RRC Message sequence number" for signalling radio bearer RB1 in the variable INTEGRITY_PROTECTION_INFO;

-
if V308 is greater than N308:

-
release all its radio resources;

…

-
enter idle mode;

-
perform the actions specified in TS 25.331 clause 8.5.2 when entering idle mode;

-
and the procedure ends.

Reference

3GPP TS 25.331 clause 8.1.4.3, 8.1.4.6
8.1.3.1.3
Test purpose

To verify:

1.
that the UE when receiving an RRC CONNECTION RELEASE message transmits N308+1 RRC CONNECTION RELEASE COMPLETE messages before release of radio resources and entering into idle mode

2.
that the time between UE transmissions of the RRC CONNECTION RELEASE COMPLETE message is equal to the value of the T308 timer.

8.1.3.1.4
Method of test

Initial Condition

System Simulator: 1 cell

UE: CELL_DCH state (state 6-1 or state 6-3) as specified in clause 7.4 of TS 34.108, depending on the CN domain(s) supported by the UE
Test Procedure

The UE is brought to the CELL_DCH state by prompting the operator to initiate an outgoing call. After the DCCH is established, SS transmits an RRC CONNECTION RELEASE message to the UE to disconnect the connection. SS then waits for the UE to transmit an RRC CONNECTION RELEASE COMPLETE message using unacknowledged mode. SS checks to see if UE re-transmit this message at each expiry of T308 timer and if N308+1 RRC CONNECTION RELEASE COMPLETE message have been received. SS calls for generic procedure C.1 to check that UE is in Idle Mode state.
Expected sequence

	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1
	   
	
	The UE is in the CELL_DCH state after a successful RRC connection establishment by virtue of the operator making an outgoing call. 

	2
	(
	RRC CONNECTION RELEASE
	SS disconnect the connection established. The value in IE "N308" is arbitrarily chosen from 1 to 8.

	3
	(
	RRC CONNECTION RELEASE COMPLETE
	SS waits for the arrival of N308 + 1 such message with an interarrival time of T308, using unacknowledged mode.

	4
	   
	
	SS verifies that the UE release its L2 signalling radio bearer and dedicated resources and enters idle mode.

	5
	((
	CALL C.1
	If the test result of C.1 indicates that UE is in Idle Mode state, the test passes, otherwise it fails.


Specific Message Content

RRC CONNECTION RELEASE (Step 2)
Use the same message type found in clause 9 of TS 34.108, with the following exceptions:
	Information Element
	Value/remark

	N308
	Arbitrarily chosen between 1 and 8


8.1.3.1.5
Test requirement

After step 2 the UE shall transmit N308 + 1 RRC CONNECTION RELEASE COMPLETE messages. The time between the transmissions shall be equal to the T308 timer value. 
After step 3 the UE shall initiate the release of the L2 signalling radio bearer and dedicated resources and enter idle mode.
8.1.3.3
RRC Connection Release using on CCCH in CELL_FACH state: Success
8.1.3.3.1
Definition

8.1.3.3.2
Conformance requirement

The UE shall receive and act on an RRC CONNECTION RELEASE message in states CELL_DCH and CELL_FACH. Furthermore this procedure can interrupt any ongoing procedures with the UE in the above listed states.

When the UE receives the first RRC CONNECTION RELEASE message; and

1>
if the message is received on the CCCH, and IE "U-RNTI" is present and has the same value as the variable U_RNTI; or

1>
if the message is received on DCCH:

the UE shall:

…

1>
in state CELL_FACH:

…

2>
if the RRC CONNECTION RELEASE message was received on the CCCH:

3>
release all its radio resources;

3>
indicate the release of the established signalling connections (as stored in the variable ESTABLISHED_SIGNALLING_CONNECTIONS) and established radio access bearers (as stored in the variable ESTABLISHED_RABS) to the upper layers;

3>
clear any entry for the RRC CONNECTION RELEASE message in the tables "Accepted transactions" and "Rejected transactions" in the variable TRANSACTIONS;

3>
clear the variable ESTABLISHED_SIGNALLING_CONNECTIONS;

3>
clear the variable ESTABLISHED_RABS;

3>
pass the value of the IE "Release cause" received in the RRC CONNECTION RELEASE message to upper layers;

3>
enter idle mode;

3>
perform the actions specified in TS 25.331 subclause 8.5.2 when entering idle mode;

3>
and the procedure ends.


Reference

3GPP TS 25.331 clause 8.1.4.3
8.1.3.3.3
Test purpose

To confirm that the UE releases all its radio resources upon the reception of a RRC CONNECTION RELEASE message on the downlink CCCH, without transmitting RRC CONNECTION RELEASE COMPLETE message on the uplink.

8.1.3.3.4
Method of test

Initial Condition

System Simulator: 1 cell.

UE: CELL_FACH state (state 6-2 or state 6-4) as specified in clause 7.4 of TS 34.108, depending on the CN domain(s) supported by the UE.
Test Procedure

The UE is brought to an initial state of CELL_FACH. After the successful establishment of the RRC connection, SS transmits an RRC CONNECTION RELEASE message on the downlink CCCH. The UE shall terminate the RRC connection and release all radio resources allocated to it. SS monitors the uplink DCCH and CCCH to verify that no transmission is detected. SS calls for generic procedure C.1 to check that UE is in Idle Mode state.
Expected sequence

	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1
	
	
	The UE is brought to the CELL_FACH state.

	2
	(
	RRC CONNECTION RELEASE
	SS transmits this message with the contents identical to that found in TS 34.108 clause 9 on downlink CCCH.

	3
	
	
	SS waits for a period equivalent to 60 seconds. The UE shall not send any response message on uplink direction during this period. It shall release the radio resources allocated and return to idle mode.

	4
	((
	CALL C.1
	If the test result of C.1 indicates that UE is in Idle Mode state, the test passes, otherwise it fails.


Specific Message Contents

None.

8.1.3.3.5
Test requirement

After step 2 the UE shall release all its radio resources, return to idle mode, without transmitting RRC CONNECTION RELEASE COMPLETE message on the uplink direction.
8.1.5
UE capability

8.1.5.1
UE Capability in CELL_DCH state: Success

8.1.5.1.1
Definition

8.1.5.1.2
Conformance requirement

The UE shall initiate the UE capability update procedure in the following situations:

1>
the UE receives a UE CAPABILITY ENQUIRY message from the UTRAN;

…

If the UE CAPABILITY INFORMATION message is sent in response to a UE CAPABILITY ENQUIRY message, the UE shall:

1>
include the IE "RRC transaction identifier"; and

1>
set it to the value of "RRC transaction identifier" in the entry for the UE CAPABILITY ENQUIRY message in the table "Accepted transactions" in the variable TRANSACTIONS;

1>
retrieve its UTRA UE radio access capability information elements from variable UE_CAPABILITY_REQUESTED; and

1>
include this in IE "UE radio access capability" and in IE "UE radio access capability extension", provided this IE is included in variable UE_CAPABILITY_REQUESTED;

1>
retrieve its inter-RAT-specific UE radio access capability information elements from variable UE_CAPABILITY_REQUESTED; and

1>
include this in IE "UE system specific capability".

The UE RRC shall submit the UE CAPABILITY INFORMATION message to the lower layers for transmission on the uplink DCCH using AM RLC. When the message has been delivered to lower layers for transmission the UE RRC shall start timer T304 and set counter V304 to 1.

Upon reception of a UE CAPABILITY INFORMATION CONFIRM message, the UE shall:

1>
stop timer T304;

…

1>
and the procedure ends.

If the UE receives a UE CAPABILITY INFORMATION CONFIRM message, which contains a protocol error causing the variable PROTOCOL_ERROR_REJECT to be set to TRUE according to TS 25.331 clause 9, the UE shall perform procedure specific error handling as follows:

1>
stop timer T304;

1>
transmit an RRC STATUS message on the uplink DCCH using AM RLC;

1>
include the IE "Identification of received message"; and

1>
set the IE "Received message type" to UE CAPABILITY INFORMATION CONFIRM; and

1>
set the IE "RRC transaction identifier" to the value of "RRC transaction identifier" in the entry for the UE CAPABILITY INFORMATION CONFIRM message in the table "Rejected transactions" in the variable TRANSACTIONS; and

1>
clear that entry;

1>
include the IE "Protocol error information" with contents set to the value of the variable PROTOCOL_ERROR_INFORMATION;

1>
when the RRC STATUS message has been submitted to lower layers for transmission:

2>
restart timer T304 and continue with any ongoing procedures or processes as if the invalid UE CAPABILITY INFORMATION CONFIRM message has not been received.

…

If the UE receives an RRC message on the DCCH, or addressed to the UE on the CCCH or on the SHCCH, or sent via a radio access technology other than UTRAN, containing an undefined critical message extension, the UE shall:

1>
set the variable PROTOCOL_ERROR_REJECT to TRUE;

1>
set the IE "Protocol error cause" in the variable PROTOCOL_ERROR_INFORMATION to "Message extension not comprehended";

1>
if the IE "Message Type" of the received message is not present in the table "Rejected transactions" in the variable TRANSACTIONS:

2>
store the IE "Message type" of the received message in the table "Rejected transactions" in the variable TRANSACTIONS; and

2>
set the IE "RRC transaction identifier" to zero in that table entry.

1>
perform procedure specific error handling according to TS 25.331 clause 8.




Reference 

3GPP TS 25.331 clauses 8.1.6 and 8.1.7.9.3b
8.1.5.1.3
Test purpose

1. To confirm that the UE transmits a UE CAPABILITY INFORMATION message after it receives a UE CAPABILITY ENQUIRY message from the SS. 
2. To confirm that the UE indicates an invalid message reception when invalid UE CAPABILITY ENQUIRY and UE CAPABILITY INFORMATION CONFIRM messages are received. The UE shall transmit RRC STATUS message with the correct error cause value to SS.

8.1.5.1.4
Method of test

Initial Condition

System Simulator: 1 cell.

UE: CELL_DCH state (state 6-9 or state 6-10) as specified in clause 7.4 of TS 34.108, depending on the CN domain(s) supported by the UE.
Test Procedure

The UE is brought to the CELL_DCH state after a successful outgoing call attempt. The SS transmits a UE CAPABILITY ENQUIRY message containing an unexpected critical message extension. After receiving such a message, the UE shall report the error using RRC STATUS message with the appropriate error cause specified. Then SS transmits a correct UE CAPABILITY ENQUIRY message, the UE receives this message and transmits a UE CAPABILITY INFORMATION message on the uplink DCCH which includes the requested capabilities. The SS transmits a UE CAPABILITY INFORMATION CONFIRM message to the UE to complete the UE capability enquiry procedure. 
Then SS initiates another UE capability enquiry procedure. The UE shall reply with a UE CAPABILITY INFORMATION message on the uplink DCCH. When SS receives this message, it transmits a UE CAPABILITY INFORMATION CONFIRM message containing an unexpected critical message extension. The UE shall detect an error and send an RRC STATUS message to report this event. After submitting this message to lower layers for transmission, the UE shall re-transmit a UE CAPABILITY INFORMATION message on the uplink DCCH after the expiry of restarted T304. SS then transmits an error-free UE CAPABILITY INFORMATION CONFIRM message similar to the message sent in step 6.

Expected sequence

	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1
	
	
	The UE is brought to CELL_DCH state after an outgoing call has been established successfully.

	2
	  (
	UE CAPABILITY ENQUIRY
	See specific message contents for this message

	3
	  (
	RRC STATUS
	See specific message contents for this message

	4
	  (
	UE CAPABILITY ENQUIRY
	See specific message contents for this message.

	5
	   (
	UE CAPABILITY INFORMATION
	See specific message contents for this message.

	6
	  (
	UE CAPABILITY INFORMATION CONFIRM
	Use default message.

	7
	  (
	UE CAPABILITY ENQUIRY
	Same as in step 4.

	8
	  (
	UE CAPABILITY INFORMATION
	Shall be the same message content as in step 5.

	9
	  (
	UE CAPABILITY INFORMATION CONFIRM
	See specific message contents for this message

	10
	  (
	RRC STATUS
	UE shall detect an error and then transmit this message.

	11
	  (
	UE CAPABILITY INFORMATION
	UE shall re-transmit this message after the restarted T304 expires.

	12
	  (
	UE CAPABILITY INFORMATION CONFIRM
	SS sends an error-free message to acknowledge the receipt of the uplink message.


Specific Message Contents

UE CAPABILITY ENQUIRY (Step 2) 

SS sends a message containing a critical extension not defined for the protocol release supported by the UE, as indicated in the IE "Access stratum release indicator":
	Information Element
	Value/remark

	Message Type
	

	RRC transaction identifier
	Arbitrarily selects an integer between 0 and 3

	Integrity check info
	The presence of this IE is dependent on IXIT statements in TS 34.123-2.  If integrity protection is indicated to be active, this IE is present with the values of the sub IEs as stated below.  Else, this IE and the sub-IEs are omitted.

	     - Message authentication code
	SS calculates the value of MAC-I for this message and writes to this IE.

	     - RRC Message sequence number
	SS provides the value of this IE, from its internal counter.

	Critical extensions
	'01'H


RRC STATUS (Step 3)

Check to see if the same message type found in TS 34.108, clause 9 is received, with the following exceptions:
	Information Element
	Value/remark

	Identification of received message

       - Received message type

- RRC transaction identifier

Protocol Error Information

       - Protocol Error Cause
	UE Capability Enquiry

Checked to see if the value is identical to the same IE in the downlink UE CAPABILITY ENQUIRY message.
 Message extension not comprehended


UE CAPABILITY ENQUIRY (Steps 4)
Use the UE CAPABILITY ENQUIRY message as defined in [9] (TS 34.108) Clause 9, with the following exceptions:

	Information Element
	Value/remark

	Capability update requirement
           - UE radio access FDD capability update requirement

           - UE radio access TDD capability update requirement

           - System specific capability update requirement list 
	TRUE
FALSE

Gsm


UE CAPABILITY INFORMATION (Step 5)

Check to see if the same message type found in [9] (TS 34.108) Clause 9 is received, with the following exceptions:
	Information Element
	Value/remark

	UE system specific capability
	Presence and value will be checked. Stated capability must be compatible with 34.123-2 (ICS statements) and the user settings


UE CAPABILITY INFORMATION CONFIRM (Step 9) 

SS sends a message containing a critical extension not defined for the protocol release supported by the UE, as indicated in the IE "Access stratum release indicator". Use the UE CAPABILITY INFORMATION CONFIRM message as defined in [9] (TS 34.108) Clause 9, with the following addition:
	Information Element
	Value/remark

	Critical extensions
	'01'H


RRC STATUS (Step 10)

Check to see if the same message type found in TS 34.108, clause 9 is received, with the following exceptions:
	Information Element
	Value/remark

	Identification of received message

       - Received message type

       - RRC transaction identifier 

Protocol Error Information

        - Protocol Error Cause
	UE Capability Information Confirm

Checked to see if the value is identical to the same IE in the downlink UE CAPABILITY INFORMATION CONFIRM message.
Message extension not comprehended 


8.1.5.1.5
Test requirement

After step 2, the UE shall transmit a RRC STATUS message on the uplink DCCH, reporting the error with protocol error cause set to "Message extension not comprehended" correct transaction identifier.

After step 4 and 7 the UE shall transmit a UE CAPABILITY INFORMATION message on the uplink DCCH to respond to the UE CAPABILITY ENQUIRY message with correct contents.
After step 9, the UE shall transmit a RRC STATUS message on the uplink DCCH. The protocol error cause shall be set to "Message extension not comprehended" and the transaction identifier set to the same value as used in the UE CAPABILITY ENQUIRY message of step 7.

After step 10, the UE shall re-transmit the UE CAPABILITY INFORMATION message with a similar content as in step 8 after the expiry of restarted T304.

8.1.5.4
UE Capability in CELL_FACH state: Success
8.1.5.4.1

Definition

8.1.5.4.2 
Conformance requirement

The UE shall initiate the UE capability update procedure in the following situations:

1>
the UE receives a UE CAPABILITY ENQUIRY message from the UTRAN;

…

If the UE CAPABILITY INFORMATION message is sent in response to a UE CAPABILITY ENQUIRY message, the UE shall:

1>
include the IE "RRC transaction identifier"; and

1>
set it to the value of "RRC transaction identifier" in the entry for the UE CAPABILITY ENQUIRY message in the table "Accepted transactions" in the variable TRANSACTIONS;

1>
retrieve its UTRA UE radio access capability information elements from variable UE_CAPABILITY_REQUESTED; and

1>
include this in IE "UE radio access capability" and in IE "UE radio access capability extension", provided this IE is included in variable UE_CAPABILITY_REQUESTED;

1>
retrieve its inter-RAT-specific UE radio access capability information elements from variable UE_CAPABILITY_REQUESTED; and

1>
include this in IE "UE system specific capability".

The UE RRC shall submit the UE CAPABILITY INFORMATION message to the lower layers for transmission on the uplink DCCH using AM RLC. When the message has been delivered to lower layers for transmission the UE RRC shall start timer T304 and set counter V304 to 1.

Upon reception of a UE CAPABILITY INFORMATION CONFIRM message, the UE shall:

1>
stop timer T304;

…

1>
and the procedure ends.

If the UE receives a UE CAPABILITY INFORMATION CONFIRM message, which contains a protocol error causing the variable PROTOCOL_ERROR_REJECT to be set to TRUE according to TS 25.331 clause 9, the UE shall perform procedure specific error handling as follows:

1>
stop timer T304;

1>
transmit an RRC STATUS message on the uplink DCCH using AM RLC;

1>
include the IE "Identification of received message"; and

1>
set the IE "Received message type" to UE CAPABILITY INFORMATION CONFIRM; and

1>
set the IE "RRC transaction identifier" to the value of "RRC transaction identifier" in the entry for the UE CAPABILITY INFORMATION CONFIRM message in the table "Rejected transactions" in the variable TRANSACTIONS; and

1>
clear that entry;

1>
include the IE "Protocol error information" with contents set to the value of the variable PROTOCOL_ERROR_INFORMATION;

1>
when the RRC STATUS message has been submitted to lower layers for transmission:

2>
restart timer T304 and continue with any ongoing procedures or processes as if the invalid UE CAPABILITY INFORMATION CONFIRM message has not been received.

…

If the UE receives an RRC message on the DCCH, or addressed to the UE on the CCCH or on the SHCCH, or sent via a radio access technology other than UTRAN, containing an undefined critical message extension, the UE shall:

1>
set the variable PROTOCOL_ERROR_REJECT to TRUE;

1>
set the IE "Protocol error cause" in the variable PROTOCOL_ERROR_INFORMATION to "Message extension not comprehended";

1>
if the IE "Message Type" of the received message is not present in the table "Rejected transactions" in the variable TRANSACTIONS:

2>
store the IE "Message type" of the received message in the table "Rejected transactions" in the variable TRANSACTIONS; and

2>
set the IE "RRC transaction identifier" to zero in that table entry.

1>
perform procedure specific error handling according to TS 25.331 clause 8.




Reference 

3GPP TS 25.331 clauses 8.1.6 and 8.1.7.9.3b
8.1.5.4.3 
Test purpose

1. To confirm that the UE transmits a UE CAPABILITY INFORMATION message after it receives a UE CAPABILITY ENQUIRY message from the SS. 
2. To confirm that the UE indicates an invalid message reception when invalid UE CAPABILITY ENQUIRY and UE CAPABILITY INFORMATION CONFIRM messages are received. The UE shall transmit RRC STATUS message with the correct error cause value to SS.

8.1.5.4.4 
Method of test

Initial Condition

System Simulator: 1 cell.

UE: CELL_FACH state (state 6-11) as specified in clause 7.4 of TS 34.108.
Test Procedure

The UE is brought to the CELL_FACH state after a successful outgoing call attempt.The SS transmits a UE CAPABILITY ENQUIRY message containing an unexpected critical message extension. After receiving such a message, the UE shall report an error using RRC STATUS message with the appropriate error cause specified. Then SS transmits a UE CAPABILITY ENQUIRY message which includes the IE "Capability update requirement". After UE receives this message, it transmits a UE CAPABILITY INFORMATION message on the uplink DCCH, which includes the requested capabilities. The SS transmits a UE CAPABILITY INFORMATION CONFIRM message to the UE to complete the UE capability enquiry procedure. 
Then SS initiates another UE capability enquiry procedure. The UE shall reply with a UE CAPABILITY INFORMATION message on the uplink DCCH. When SS receives this message, it transmits a UE CAPABILITY INFORMATION CONFIRM message containing an unexpected critical message extension. The UE shall detect an error and send an RRC STATUS message to report this event. After submitting this message to lower layers for transmission, the UE shall re-transmit a UE CAPABILITY INFORMATION message on the uplink DCCH upon the expiry of restarted T304. SS completes this test by sending an error-free UE CAPABILITY INFORMATION CONFIRM message similar to the message sent in step 6.

Expected sequence

	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1
	
	
	The UE is brought to CELL_FACH state after an outgoing call has been established successfully.

	2
	  (
	UE CAPABILITY ENQUIRY
	See specific message contents for this message

	3
	  (
	RRC STATUS
	See specific message contents for this message.

	4
	  (
	UE CAPABILITY ENQUIRY
	Use default message.

	5
	   (
	UE CAPABILITY INFORMATION
	Use default message.

	6
	  (
	UE CAPABILITY INFORMATION CONFIRM
	Use default message.

	7
	  (
	UE CAPABILITY ENQUIRY
	Same as in step 4.

	8
	  (
	UE CAPABILITY INFORMATION
	The message content shall be the same as in step 5.

	9
	  (
	UE CAPABILITY INFORMATION CONFIRM
	See specific message contents for this message

	10
	  (
	RRC STATUS
	UE shall detect an error and then transmit this message on uplink DCCH.

	11
	  (
	UE CAPABILITY INFORMATION
	UE shall re-transmit this message after the restarted T304 expires.

	12
	  (
	UE CAPABILITY INFORMATION CONFIRM
	SS sends an error-free message to acknowledge the receipt of the uplink message.


Specific Message Contents

UE CAPABILITY ENQUIRY (Step 2) 

Use the UE CAPABILITY ENQUIRY message as defined in [9] (TS 34.108) Clause 9, with the following exceptions:
	Information Element
	Value/remark

	Message Type
	

	RRC transaction identifier
	Arbitrarily selects an integer between 0 and 3

	Integrity check info
	The presence of this IE is dependent on IXIT statements in TS 34.123-2.  If integrity protection is indicated to be active, this IE is present with the values of the sub IEs as stated below.  Else, this IE and the sub-IEs are omitted.

	     - Message authentication code
	SS calculates the value of MAC-I for this message and writes to this IE.

	     - RRC Message sequence number
	SS provides the value of this IE, from its internal counter.

	Critical extensions
	'01'H


RRC STATUS (Step 3)

Check to is the same message type found in TS 34.108, clause 9 is received, with the following exceptions:

	Information Element
	Value/remark

	Identification of received message

       - Received message type

· RRC transaction identifier 

Protocol Error Information

       - Protocol Error Cause
	UE Capability Enquiry

Checked to see if the value is identical to the same IE in the downlink UE CAPABILITY ENQUIRY message.
Message extension not comprehended


UE CAPABILITY INFORMATION CONFIRM (Step 9) 

SS sends a message containing a critical extension not defined for the protocol release supported by the UE, as indicated in the IE "Access stratum release indicator". Use the UE CAPABILITY INFORMATION CONFIRM message as defined in [9] (TS 34.108) Clause 9, with the following addition:
	Information Element
	Value/remark

	Critical extensions
	'01'H


RRC STATUS (Step 10)

Check to see if the same message type found in TS 34.108, clause 9 is received, with the following exceptions:

	Information Element
	Value/remark

	Identification of received message

       - Received message type

       - RRC transaction identifier 

Protocol Error Information

        - Protocol Error Cause
	UE Capability Information Confirm

Checked to see if the value is identical to the same IE in the downlink UE CAPABILITY INFORMATION CONFIRM message.
Message extension not comprehended


8.1.5.4.5
Test requirement

After step 2, the UE shall transmit a RRC STATUS message on the uplink DCCH, reporting the error with protocol error cause set to "Message extension not comprehended" correct transaction identifier.

After step 4 and 7 the UE shall transmit a UE CAPABILITY INFORMATION message on the uplink DCCH to respond to the downlink UE CAPABILITY ENQUIRY message with correct contents.
After step 9, the UE shall transmit a RRC STATUS message on the uplink DCCH. The protocol error cause shall be set to "Message extension not comprehended" and the transaction identifier set to the same value as used in the UE CAPABILITY ENQUIRY message of step 7.

After step 10, the UE shall re-transmit the UE CAPABILITY INFORMATION message with a similar content as in step 8 upon the expiry of restarted T304.
8.1.7
Security mode command
8.1.7.1
Security mode command in CELL_DCH state (CS Domain)

8.1.7.1.1
Definition

8.1.7.1.2
Conformance requirement

1.
This procedure is used to trigger or start of ciphering or to command the restart of ciphering with the new ciphering configuration for the signalling radio bearers and any radio bearers of a particular CN Domain. It is also used to start integrity protection or modify integrity protection configuration for the signalling radio bearers.

2.
When the UE receives a SECURITY MODE COMMAND message from the UTRAN, which indicates a downlink activation time for each effected SRB and RB, and new ciphering mode configuration, the UE shall apply the old ciphering configuration, for a particular SRB or RB, before the stated downlink activation time. It shall start to decipher using the new ciphering configuration at the downlink activation time.

3.
After the UE has transmitted a SECURITY MODE COMPLETE message using the new integrity protection configuration which includes uplink activation time, it shall start to cipher transmission in the uplink using the new configuration at the respective uplink activation time for each SRB or RB. 

Reference

3GPP TS 25.331 clauses 8.1.12, 8.6.3.4, 8.6.3.5.
8.1.7.1.3
Test purpose

To confirm that the UE activates the new ciphering configurations after the stated activation time. To confirm that after the UE receives a SECURITY MODE COMMAND message, it transmits a SECURITY MODE COMPLETE message to the UTRAN using the old ciphering configuration together with the application of the new integrity protection configuration. To confirm that UE send SECURITY MODE FAILURE message when SS transmits a SECURITY MODE COMMAND message that causes an invalid configuration. To confirm that the UE sends a SECURITY MODE FAILURE message when the UE receives an invalid SECURITY MODE COMMAND message.

8.1.7.1.4
Method of test

Initial Condition

System Simulator: 1 cell.

UE: CELL_DCH (state 6-9) as specified in clause 7.4 of TS 34.108.
Test Procedure

The UE is in CELL_DCH state. The SS initiates an Authentication procedure, which will result in the generation of a new security keyset (CK/IK). The SS transmits a SECURITY MODE COMMAND message which contains an unexpected critical message extension. The UE shall respond by sending SECURITY MODE FAILURE message on the DCCH. Then SS transmits a SECURITY MODE COMMAND message with IE's "Ciphering mode info" and "Integrity protection mode info both omitted". Again the UE shall not trigger any ciphering algorithm and it shall respond by sending SECURITY MODE FAILURE message on the DCCH. Next, the SS transmits a valid SECURITY MODE COMMAND message which includes the correct downlink activation times and "Integrity check info" IE. Then the UE shall check the integrity check info and shall start to configure ciphering in downlink according to the first valid SECURITY MODE COMMAND message. The UE shall transmit a SECURITY MODE COMPLETE message which contains the correct uplink activation times and also "Integrity check info" IE using the new integrity protection configuration. The SS records the uplink ciphering activation time for RB 2. Next, the SS transmits UE CAPABILITY ENQUIRY message repeatedly on the downlink DCCH using RLC-AM mode. The UE shall respond to each downlink message with a UE CAPABILITY INFORMATION message on the uplink DCCH using RLC-AM. SS then send UE CAPABILITY INFORMATION CONFIRM message to the UE. This cycle repeats itself until both the uplink and downlink ciphering activation time for RB 2 has elapsed. SS checks all uplink UE CAPABILITY INFORMATION messages are integrity-protected by UIA algorithm, and that the messages contain the correct values for "Integrity check info" IE. This can be verified in the SS through the reception of a correctly ciphered and integrity-protected UE CAPABILITY INFORMATION message.
Expected sequence

	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1
	
	
	RRC connected state on DCH_state. 

	1a
	   (
	AUTHENTICATION REQUEST
	MM message which will result in the generation of a new security keyset

	1b
	   (
	AUTHENTICATION RESPONSE
	MM 

	2
	   (
	SECURITY MODE COMMAND
	See message content.

	3
	   (
	SECURITY MODE FAILURE
	IE "Failure Cause" shall be set to "Protocol Error" and IE "Protocol Error Information" shall be set to "Message extension not comprehended".

	4
	   (
	SECURITY MODE COMMAND
	 See message content.

	5
	   (
	SECURITY MODE FAILURE
	IE "Failure Cause" shall be set to "invalid configuration".

	6
	   (
	SECURITY MODE COMMAND
	See specific message contents. 

	7
	
	Void
	

	8
	
	Void
	

	9
	   (
	SECURITY MODE COMPLETE
	SS verifies that this message is sent using the old ciphering configuration. SS records the uplink ciphering activation time for RB 2.

	10
	  (
	UE CAPABILITY ENQUIRY
	SS repeats step 10, 11 and 12 until its internal uplink and downlink RLC SN have both surpassed the uplink and downlink ciphering activation time specified for RB2. This message is sent on the downlink DCCH using RLC-AM. 

	11
	   (
	UE CAPABILITY INFORMATION
	UE shall send this message on the uplink DCCH using RLC-AM. SS verifies that the last UE CAPABILITY INFORMATION message is both integrity-protected and ciphered correctly.

	12
	(
	UE CAPABILITY INFORMATION CONFIRM
	


Specific Message Contents

SECURITY MODE COMMAND (Step 2)
	Information Element
	Value/remark

	Integrity check info
     Message authentication code
     RRC Message sequence number
Critical extensions
	Calculated result in SS

Next RRC SN

'01'H


SECURITY MODE FAILURE (Step 3)

The same message found in TS 34.108, clause 9 shall be transmitted by the UE on the uplink DCCH, with the exception of the following IEs:

	Information Element
	Value/remark

	Failure cause

   Failure cause

   Protocol error information

     Protocol error cause
	Protocol error

Message extension not comprehended


SECURITY MODE COMMAND (Step 4)
	Information Element
	Value/remark

	RRC transaction identifier 
Integrity check info
     Message authentication code
     RRC Message sequence number
Security Capability
Ciphering mode info
  - Ciphering mode command

Integrity protection mode info
CN domain identity
	0

Calculated result in SS
Next RRC SN

Same as originally sent by UE (and stored in SS)

Not Present

Not Present

CS Domain


SECURITY MODE FAILURE (Step 5)

The same message found in TS 34.108, clause 9 shall be transmitted by the UE on the uplink DCCH, with the exception of the following IEs:

	Information Element
	Value/remark

	Failure cause

   Failure cause
	Invalid configuration


SECURITY MODE COMMAND (Step 6)
See notes below for the value of Y.

	Information Element
	Value/remark

	RRC transaction identifier 
Integrity check info
     Message authentication code
     RRC Message sequence number
Security Capability
Ciphering mode info
     Ciphering mode command
     Ciphering algorithm
     Activation time for DPCH
     Radio bearer downlink ciphering activation time info
         RB Identity
         RLC sequence number
         RB Identity
         RLC sequence number
         RB Identity
         RLC sequence number
         RB Identity
         RLC sequence number
Integrity protection mode info
         Integrity protection mode command
         Downlink integrity protection activation info
         Integrity protection algorithm
CN domain identity
	X

Calculated result in SS
Next RRC SN
Same as originally sent by UE (and stored in SS)
Start/restart

UEA1
(256+CFN-(CFN MOD 8 + 8))MOD 256
1

Current RLC SN + Y

2
Current RLC SN + 4
3

Current RLC SN + Y

4

Current RLC SN + Y

Modify

Current RRC SN for SRB0 + 2

Current RRC SN for SRB1 + 2

Current RRC SN for SRB2 + 2

Current RRC SN for SRB3 + 2

Current RRC SN for SRB4 + 2

UIA1

CS Domain


Note
X = 0 (Step 6), and
Y= 1 (Step 6)
SECURITY MODE COMPLETE (Step 9)

	Information Element
	Value/remark

	RRC transaction identifier 

Integrity check info

- Message Authentication code
- RRC Message sequence number
Uplink integrity protection activation info

           - RRC message sequence number list

Radio bearer uplink ciphering activation info

           - RB Identity other than RB2

           - RB Identity

           - RLC sequence number
	0

Checked to see if present

Checked to see if present

Check to see if the RRC SN for RB 0 to RB 4 are present

Check to see if the RLC SN for RB1, 3 and 4 are present

2

SS records this value. See step 10 in 'expected sequence'


8.1.7.1.5
Test requirement

After step 2 the UE shall transmit a SECURITY MODE FAILURE message to report the protocol error detected in the first SECURITY MODE COMMAND message. 

After step 4 the UE shall transmit a SECURITY MODE FAILURE message to report on the invalid configuration detected in the second SECURITY MODE COMMAND message. 

After step 8 the SS checks that the SECURITY MODE COMPLETE message is received ciphered using the old configuration and that the calculated "integrity check info" IE is correct.

After step 9 SS verifies that all uplink signalling messages on RB2 are integrity protected with UIA1 algorithm.

After uplink ciphering activation time has lapsed, SS verifies that the UE CAPABILITY INFORMATION message received is integrity protected with UIA algorithm and ciphered with the new ciphering configuration and algorithm indicated in the SECURITY MODE COMMAND (Step 6) message.

After downlink ciphering activation time has lapsed, SS shall apply ciphering to all downlink messages using the new configuration. At least one more cycle between step 10 and step 12 shall be repeated correctly after activation time on both directions has lapsed and the messages on both direction shall be ciphered and integrity protected..

8.1.7.1b
Security mode command in CELL_DCH state (PS Domain)

8.1.7.1b.1
Definition

8.1.7.1b.2
Conformance requirement

1.
This procedure is used to trigger the start of ciphering or to command the restart of ciphering with the new ciphering configuration for the signalling radio bearers and any radio bearers of a particular CN Domain. It is also used to start integrity protection or modify integrity protection configuration for the signalling radio bearers.

2.
When the UE receives a SECURITY MODE COMMAND message from the UTRAN, which indicates a downlink activation time for each effected SRB and RB, and new ciphering mode configuration, the UE shall apply the old ciphering configuration, for each particular SRB or RB, before the stated downlink activation time. It shall start to decipher using the new ciphering configuration at the downlink activation time.

3.
After the UE has transmitted a SECURITY MODE COMPLETE message using the new integrity protection configuration which includes uplink activation time, it shall start to cipher transmission in the uplink using the new configuration at the respective uplink activation time for each SRB or RB. 

Reference

3GPP TS 25.331 clauses 8.1.12, 8.6.3.4, 8.6.3.5.
8.1.7.1b.3
Test purpose

To confirm that the UE activates the new ciphering configurations after the stated activation time. To confirm that after the UE receives a SECURITY MODE COMMAND message, it transmits a SECURITY MODE COMPLETE message to the UTRAN using the old ciphering configuration together with the application of the new integrity protection configuration. To confirm that UE send SECURITY MODE FAILURE message when SS transmits a SECURITY MODE COMMAND message that causes an invalid configuration. To confirm that the UE sends a SECURITY MODE FAILURE message when UE receives an invalid SECURITY MODE COMMAND message.

8.1.7.1b.4
Method of test

Initial Condition

System Simulator: 1 cell.

UE: CELL_DCH (state 6-10) as specified in clause 7.4 of TS 34.108.
Test Procedure

The UE is in CELL_DCH state. The SS initiates an Authentication and Ciphering procedure, which will result in the generation of a new security keyset (CK/IK).  The SS transmits a SECURITY MODE COMMAND message which contains an unexpected critical message extension . The UE shall respond by sending SECURITY MODE FAILURE message on the DCCH. Then SS transmits a SECURITY MODE COMMAND message with IEs "Ciphering mode info" and "Integrity protection mode info both omitted". Again the UE shall not trigger any ciphering algorithm and it shall respond by sending SECURITY MODE FAILURE message on the DCCH. Next, the SS transmits a valid SECURITY MODE COMMAND message which includes the correct downlink activation times and "Integrity check info" IE. Following that, the SS immediately transmits another valid SECURITY MODE COMMAND message to the UE. Then the UE shall check the integrity check info and shall start to configure ciphering in downlink according to the first valid SECURITY MODE COMMAND message. Then UE shall transmit a SECURITY MODE COMPLETE message which contains the correct uplink activation times and also "Integrity check info" IE using the new integrity protection configuration. SS records the uplink ciphering activation time for RB 2. Next, the SS transmits UE CAPABILITY ENQUIRY message repeatedly on the downlink DCCH using RLC-AM mode. The UE shall respond to each downlink message with a UE CAPABILITY INFORMATION message on the uplink DCCH using RLC-AM. SS then send UE CAPABILITY INFORMATION CONFIRM message to the UE. This cycle repeats itself until both the uplink and downlink ciphering activation time for RB 2 has elapsed. SS checks all uplink UE CAPABILITY INFORMATION messages are integrity-protected by UIA algorithm, and that the messages contain the correct values for "Integrity check info" IE. This can be verified in the SS through the reception of a correctly ciphered and integrity-protected UE CAPABILITY INFORMATION message.
Expected sequence

	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1
	
	
	RRC connected state on DCH_state. 

	1a
	   (
	AUTHENTICATION AND CIPHERING REQUEST
	GMM message which will result in the generation of a new security keyset

	1b
	   (
	AUTHENTICATION AND CIPHERING RESPONSE
	GMM

	2
	   (
	SECURITY MODE COMMAND
	See message content.

	3
	   (
	SECURITY MODE FAILURE
	IE "Failure Cause" shall be set to "Protocol Error" and IE "Protocol Error Information" shall be set to "Message extension not comprehended".

	4
	   (
	SECURITY MODE COMMAND
	See message content.

	5
	   (
	SECURITY MODE FAILURE
	IE "Failure Cause" shall be set to "invalid configuration".

	6
	   (
	SECURITY MODE COMMAND
	See specific message contents. 

	7
	   (
	SECURITY MODE COMPLETE
	SS verifies that this message is sent using the old ciphering configuration. SS records the uplink ciphering activation time for RB 2.

	8
	  (
	UE CAPABILITY ENQUIRY
	SS repeats step 8, 9 and 10 until its internal uplink and downlink RLC SN have both surpassed the uplink and downlink ciphering activation time specified for RB2. This message is sent on the downlink DCCH using RLC-AM. 

	9
	   (
	UE CAPABILITY INFORMATION
	UE shall send this message on the uplink DCCH using RLC-AM. SS verifies that the last UE CAPABILITY INFORMATION message is both integrity-protected and ciphered correctly.

	10
	(
	UE CAPABILITY INFORMATION CONFIRM
	


Specific Message Contents

SECURITY MODE COMMAND (Step 2)
	Information Element
	Value/remark

	Integrity check info
     Message authentication code
     RRC Message sequence number
Critical extensions
	Calculated result in SS

Next RRC SN

'01'H


SECURITY MODE FAILURE (Step 3)

The same message found in [9] (TS 34.108) Clause 9 shall be transmitted by the UE on the uplink DCCH, with the exception of the following IEs:

	Information Element
	Value/remark

	Failure cause

   Failure cause

   Protocol error information

     Protocol error cause
	Protocol error

Message extension not comprehended


SECURITY MODE COMMAND (Step 4)
	Information Element
	Value/remark

	RRC transaction identifier 
Integrity check info
     Message authentication code
     RRC Message sequence number
Security Capability
Ciphering mode info
Integrity protection mode info
CN domain identity
	0

Calculated result in SS
Next RRC SN

Same as originally sent by UE (and stored in SS)

Not Present 

Not Present 

PS Domain


SECURITY MODE FAILURE (Step 5)

The same message found in [9] (TS 34.108) Clause 9 shall be transmitted by the UE on the uplink DCCH, with the exception of the following IEs:

	Information Element
	Value/remark

	Failure cause

   Failure cause
	Invalid configuration


SECURITY MODE COMMAND (Step 6 )
See notes below for the value of Y.

	Information Element
	Value/remark

	RRC transaction identifier 
Integrity check info
     Message authentication code
     RRC Message sequence number
Security Capability
Ciphering mode info
     Ciphering mode command
     Ciphering algorithm
     Activation time for DPCH
     Radio bearer downlink ciphering activation time info
         RB Identity
         RLC sequence number
         RB Identity
         RLC sequence number
         RB Identity
         RLC sequence number
         RB Identity
         RLC sequence number
         RB Identity
         RLC sequence number
Integrity protection mode info
         Integrity protection mode command
         Downlink integrity protection activation info
         Integrity protection algorithm
CN domain identity
	X

Calculated result in SS
Next RRC SN
Same as originally sent by UE (and stored in SS)
Start/restart

UEA1
Not Present 
1

Current RLC SN + Y

2
Current RLC SN + 4
3

Current RLC SN + Y

4

Current RLC SN + Y

20

Current RLC SN + Y

Modify

Current RRC SN for SRB0 + 2

Current RRC SN for SRB1 + 2

Current RRC SN for SRB2 + 2

Current RRC SN for SRB3 + 2

Current RRC SN for SRB4 + 2

UIA1

PS Domain


Note

X = 0 (Step 6), and Y=1  (Step 6), 

SECURITY MODE COMPLETE (Step 7)

	Information Element
	Value/remark

	RRC transaction identifier 

Integrity check info

- Message Authentication code
- RRC Message sequence number
Uplink integrity protection activation info

           - RRC message sequence number listRadio bearer uplink ciphering activation info

           - RB Identity other than RB2

           - RB Identity

           - RLC sequence number
	0

Checked to see if present

Checked to see if present

Check to see if the RRC SN for RB 0 to RB 4 are present

Check to see if the RLC SN for RB1, 3, 4 and 20 are present

2

SS records this value. See step 8 in 'expected sequence'


8.1.7.1b.5
Test requirement

After step 2 the UE shall transmit a SECURITY MODE FAILURE message to report the protocol error detected in the first SECURITY MODE COMMAND message. 

After step 4 the UE shall transmit a SECURITY MODE FAILURE message to report on the invalid configuration detected in the second SECURITY MODE COMMAND message. 

At step 7 SS checks that the SECURITY MODE COMPLETE message is received ciphered using the old configuration and that the calculated "integrity check info" IE is correct.

After step 7 SS verifies that all uplink signalling messages on RB2 are integrity protected with UIA1 algorithm.

After uplink ciphering activation time has lapsed, SS verifies that the UE CAPABILITY INFORMATION message received is integrity protected with UIA algorithm and ciphered with the new ciphering configuration and algorithm indicated in the SECURITY MODE COMMAND (Step 6) message.

After downlink ciphering activation time has lapsed, SS shall apply ciphering to all downlink messages using the new configuration.  At least one more cycle between step 8 and step 10 shall be repeated correctly after activation time on both directions has lapsed and the messages on both direction shall be ciphered and integrity protected.

8.1.7.2
Security mode command in CELL_FACH state
8.1.7.2.1
Definition

8.1.7.2.2
Conformance requirement
1.
This procedure is used to trigger the start of ciphering, or to command the restart of ciphering with the new ciphering configuration for the signalling radio bearers and any radio bearers of a particular CN Domain. It is also used to start integrity protection or modify integrity protection configuration for signalling radio bearers.

2.
When the UE receives a SECURITY MODE COMMAND message from the UTRAN, which indicates the downlink activation time for each effected SRB and RB, and new ciphering mode configuration, the UE shall apply the old ciphering configuration, for a particular SRB or RB, before the stated downlink activation time. It shall start to decipher using the new ciphering configuration at the downlink activation time.

3.
The UE shall transmit SECURITY MODE COMPLETE message using the new integrity protection configuration stated in the received SECURITY MODE COMMAND message. The SECURITY MODE COMPLETE message shall include the ciphering uplink activation time. The UE shall start to apply the new ciphering configuration on the uplink direction, after the uplink activation time has elapsed respectively for each SRB or RB.

Reference

3GPP TS 25.331 clauses 8.1.12, 8.6.3.4, 8.6.3.5.

8.1.7.2.3
Test purpose
To confirm that after the UE receives a SECURITY MODE COMMAND message, it transmits a SECURITY MODE COMPLETE message to the UTRAN using the old ciphering configuration together with the application of the new integrity protection configuration. To confirm that the UE applies the old ciphering configuration in the downlink prior to the activation time; and uses the new ciphering configuration on and after the activation time. To confirm that the UE starts to cipher its uplink transmissions after the uplink activation time stated in SECURITY MODE COMPLETE message is reached.  To confirm that the UE sends a SECURITY MODE FAILURE message when the UE receives an invalid SECURITY MODE COMMAND message.

8.1.7.2.4
Method of test

Initial Condition

System Simulator: 1 cell.

UE: CELL_FACH (state 6-11) as specified in clause 7.4 of TS 34.108.
Test Procedure
The UE is in CELL_FACH state. The SS initiates an Authentication and Ciphering procedure, which will result in the generation of a new security keyset (CK/IK). The SS transmits a SECURITY MODE COMMAND message which contains an unexpected critical message extension. The UE shall respond by sending SECURITY MODE FAILURE message on the DCCH. Next, SS transmits a valid SECURITY MODE COMMAND message which includes the correct downlink activation times and IE "Integrity check info". The UE shall check the integrity check info. It shall start to configure ciphering in downlink and transmit a SECURITY MODE COMPLETE message, which contains the correct uplink activation times using the new integrity protection configuration. This message shall contain the IE "Integrity check info". SS records the uplink ciphering activation time for RB 2. Next, SS transmits UE CAPABILITY ENQUIRY message repeatedly on the downlink DCCH using RLC-AM mode. The UE shall respond to each downlink message with a UE CAPABILITY INFORMATION message on the uplink DCCH using RLC-AM. SS checks all uplink messages are integrity-protected by UIA1 algorithm, and that the messages contain the correct values for "Integrity check info" IE by sending a UE CAPABILITY INFORMATION CONFIRM. This cycle repeats itself until both the uplink and downlink ciphering activation time for RB 2 have elapsed. After both the uplink and downlink ciphering activation time for RB 2 have passed, the UE shall be able to communicate with the SS using the new ciphering configurations. This can be verified in SS through the reception of a correctly ciphered and integrity-protected UE CAPABILITY INFORMATION message.

Expected sequence

	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1
	
	
	UE is initially in CELL_FACH state. 

	1a
	   (
	AUTHENTICATION AND CIPHERING REQUEST
	GMM message which will result in the generation of a new security keyset

	1b
	   (
	AUTHENTICATION AND CIPHERING RESPONSE
	GMM 

	2
	   (
	SECURITY MODE COMMAND
	See specific message content

	3
	   (
	SECURITY MODE FAILURE
	IE "Failure Cause" shall be set to "Protocol Error" and IE "Protocol Error Information" shall be set to "Message extension not comprehended".

	4
	
	Void
	

	5
	
	Void
	

	6
	
	Void
	

	7
	
	Void
	

	8
	  (
	SECURITY MODE COMMAND
	See specific message contents. 

	9
	   (
	SECURITY MODE COMPLETE
	SS verifies that this message is sent using the old ciphering configuration. SS records the uplink ciphering activation time for RB 2.

	10
	  (
	UE CAPABILITY ENQUIRY
	SS repeats step 10,11 and 12 until its internal uplink and downlink RLC SN have both surpassed the uplink and downlink ciphering activation time specified for RB2. This message is sent on the downlink DCCH using RLC-AM. 

	11
	   (
	UE CAPABILITY INFORMATION
	UE shall send this message on the uplink DCCH using RLC-AM.  SS verifies that the last UE CAPABILITY INFORMATION message is both integrity-protected and ciphered correctly.

	12
	(
	UE CAPABILITY INFORMATION CONFIRM
	


Specific Message Contents

SECURITY MODE COMMAND (Step 2)
	Information Element
	Value/remark

	Integrity check info
     Message authentication code
     RRC Message sequence number
Critical extensions
	Calculated result in SS

Next RRC SN

'01'H


SECURITY MODE COMMAND (Step 8)
See notes below for the value of Y.

	Information Element
	Value/remark

	RRC transaction identifier

Integrity check info
     Message authentication code
     RRC Message sequence number
Security Capability
Ciphering mode info
     Ciphering mode command
     Ciphering algorithm
     Activation time for DPCH
     Radio bearer downlink ciphering activation time info
         RB Identity
         RLC sequence number
         RB Identity
         RLC sequence number
         RB Identity
         RLC sequence number
         RB Identity
         RLC sequence number
         RB Identity
         RLC sequence number
Integrity protection mode info
         Integrity protection mode command
         Downlink integrity protection activation info
        Integrity protection algorithm
CN domain identity
	0

Calculated result in SS
 Next RRC SN
Same as originally sent by UE (and stored in SS)
Start/restart

UEA1
Not Present
1

Current RLC SN + Y 

2
Current RLC SN + 4
3

Current RLC SN + Y 

4

Current RLC SN + Y 

20

Current RLC SN + Y 

Modify

Current RRC SN for SRB0 + 2

Current RRC SN for SRB1 + 2

Current RRC SN for SRB2 + 2

Current RRC SN for SRB3 + 2

Current RRC SN for SRB4 + 2

UIA1
PS Domain


Y=1  (Step 8)
SECURITY MODE COMPLETE (Step 9)

	Information Element
	Value/remark

	RRC transaction identifier

Integrity check info

- Message Authentication code
- RRC Message sequence number
Uplink integrity protection activation info

           - RRC message sequence number list

Radio bearer uplink ciphering activation info

           - RB Identity other than RB2

           - RB Identity

           - RLC sequence number
	0

Checked to see if present

Checked to see if present

Check to see if it the RRC SN for RB 0 to RB 4 are present

Check to see if the RLC SN for RB1, 3 and 4 are present

2

SS records this value. See step 10 in 'expected sequence'


8.1.7.2.5
Test requirement

After step 2 the UE shall transmit a SECURITY MODE FAILURE message to report the protocol error detected in the first SECURITY MODE COMMAND message. 

After step 8 the SS checks that the SECURITY MODE COMPLETE message is received ciphered using the old configuration and that the calculated MAC-I values in "integrity check info" IE is correct.

After step 9 SS verifies that all uplink signalling messages on RB2 are integrity protected with UIA1 algorithm.
After uplink ciphering activation time has lapsed, SS verifies that the UE CAPABILITY INFORMATION message received is integrity protected with UIA algorithm and ciphered with the new ciphering configuration and algorithm indicated in the SECURITY MODE COMMAND (Step 8) message.

After downlink ciphering activation time has lapsed, SS shall apply ciphering to all downlink messages using the new configuration. At least one more cycle between step 10 and step 12 shall be repeated correctly after activation time on both directions has lapsed and the messages on both directions shall be ciphered and integrity protected.
8.1.9
Signalling Connection Release Indication

8.1.9.1
Signalling Connection Release Indication ( Normal )

8.1.9.1.1
Definition

8.1.9.1.2
Conformance requirement 

The UE shall, on receiving a request to release (abort) the signalling connection from upper layers for a specific CN domain:

1>
if a signalling connection in the variable ESTABLISHED_SIGNALLING_CONNECTIONS for the specific CN domain identified with the IE "CN domain identity" exists:

2>
initiate the signalling connection release indication procedure.

1>
otherwise:

…

The UE shall:

1>
set the IE "CN Domain Identity" to the value indicated by the upper layers. The value of the IE indicates the CN domain whose associated signalling connection the upper layers are indicating to be released;

1>
remove the signalling connection with the identity indicated by upper layers from the variable ESTABLISHED_SIGNALLING_CONNECTIONS;

1>
transmit a SIGNALLING CONNECTION RELEASE INDICATION message on DCCH using AM RLC.

When the SIGNALLING CONNECTION RELEASE INDICATION message has been submitted to lower layers for transmission the procedure ends.


Reference

3GPP TS 25.331 clause 8.1.14.
8.1.9.1.3
Test purpose

To confirm that the UE transmits a SIGNALLING CONNECTION RELEASE INDICATION message after it fails to receive a response for the LOCATION UPDATING REQUEST message.

8.1.9.1.4
Method of test

Initial Condition

System Simulator: 1 cell.

UE: Switched off (state 1) as specified in clause 7.4 of TS 34.108.
Test Procedure

The UE is turned on and it shall find a suitable cell to camp on. The UE shall initiate a location updating procedure. The UE shall establish an RRC connection and transmit a ATTACH REQUEST message or a LOCATION UPDATING REQUEST message using the INITIAL DIRECT TRANSFER message depending on supported CN domain. The SS does not respond to this message, and the UE shall send a SIGNALLING CONNECTION RELEASE INDICATION message which includes the CN domain identity with the same value as that in the INITIAL DIRECT TRANSFER message.
Expected sequence

	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1
	   
	
	The UE is powered on. 

	2
	    (
	RRC CONNECTION REQUEST
	UE shall initiate the location updating procedure.

	3
	   (
	RRC CONNECTION SETUP
	

	4
	
	
	The UE configures the layer 2 and layer 1.

	5
	    (
	RRC CONNECTION SETUP COMPLETE
	

	6
	   (
	INITIAL DIRECT TRANSFER 
	Depending on supported CN  domain, includes ATTACH REQUEST message ( PS domain ) or LOCATION UPDATE REQUEST ( CS domain ) message is emdedded in INITIAL DIRECT TRANSFER message.

	7
	   
	
	The SS does not respond and waits until the timer for location update procedure or attach procedure expires.

	8
	   (
	SIGNALLING CONNECTION RELEASE INDICATION
	


Specific Message Content

SIGNALLING CONNECTION RELEASE INDICATION (Step 8)

	Information Element
	Value/remark

	CN domain identity
	Check to see if this value is the same as in the uplink INITIAL DIRECT TRANSFER message.


8.1.9.1.5
Test requirement

After step 1 the UE shall initiate the LOCATION UPDATING procedure or ATTACH procedure and establish an RRC connection. 

After step 7 the UE shall transmit a SIGNALLING CONNECTION RELEASE INDICATION message which includes the same CN domain identity as that found in the INITIAL DIRECT TRANSFER message.
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