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Contents of the Elementary Files (EF)
This clause specifies the EFs for the GSM session defining access conditions, data items and coding. A data item is a part of an EF which represents a complete logical entity, e.g. the alpha tag in a EFADN record.

EFs or data items having an unassigned value, or, which during the GSM session, are cleared by the ME, shall have their bytes set to 'FF'. After the administrative phase all data items shall have a defined value or have their bytes set to 'FF'. If a data item is 'deleted' during a GSM session by the allocation of a value specified in another GSM TS, then this value shall be used, and the data item is not unassigned; e.g. for a deleted LAI in EFLOCI the last byte takes the value 'FE' (TS 24.008 [47] refers).

EFs are mandatory (M) or optional (O). The file size of an optional EF may be zero. All implemented EFs with a file size greater than zero shall contain all mandatory data items. Optional data items may either be filled with 'F', or, if located at the end of an EF, need not exist.

When the coding is according to ITU-T T.50 [20], bit 8 of every byte shall be set to 0.

For an overview containing all files see figure 8.

10.3.2
EFIMSI (IMSI)

This EF contains the International Mobile Subscriber Identity (IMSI).

	Identifier: '6F07'
	Structure: transparent
	Mandatory

	File size: 9 bytes
	Update activity: low

	Access Conditions:


READ
CHV1


UPDATE
ADM


INVALIDATE
ADM


REHABILITATE
CHV1



	Bytes
	Description
	M/O
	Length

	1
	length of IMSI
	M
	1 byte

	2 to 9
	IMSI
	M
	8 bytes


-
length of IMSI

Contents: 


The length indicator refers to the number of significant bytes, not including this length byte, required for the IMSI.

Coding: according to TS 24.008 [47].

‑
IMSI

Contents: 


International Mobile Subscriber Identity.

Coding: 


This information element is of variable length. If a network operator chooses an IMSI of less than 15 digits, unused nibbles shall be set to 'F'.

Byte 2:

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	1

	
	
	
	
	
	
	
	
	
	
	0

	
	
	
	
	
	
	
	
	
	
	0

	
	
	
	
	
	
	
	
	
	
	Parity

	
	
	
	
	
	
	
	
	
	
	LSB of Digit 1

	
	
	
	
	
	
	
	
	
	
	:

	
	
	
	
	
	
	
	
	
	
	:

	
	
	
	
	
	
	
	
	
	
	MSB of Digit 1


For the parity bit, see TS 24.008 [47].

Byte 3:

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	LSB of Digit 2

	
	
	
	
	
	
	
	
	
	
	:

	
	
	
	
	
	
	
	
	
	
	:

	
	
	
	
	
	
	
	
	
	
	MSB of Digit 2

	
	
	
	
	
	
	
	
	
	
	LSB of Digit 3

	
	
	
	
	
	
	
	
	
	
	:

	
	
	
	
	
	
	
	
	
	
	:

	
	
	
	
	
	
	
	
	
	
	MSB of Digit 3


etc.

10.3.3
EFKc (Ciphering key Kc)

This EF contains the ciphering key Kc and the ciphering key sequence number n.

	Identifier: '6F20'
	Structure: transparent
	Mandatory

	File size: 9 bytes
	Update activity: high

	Access Conditions:


READ
CHV1


UPDATE
CHV1


INVALIDATE
ADM


REHABILITATE
ADM



	Bytes
	Description
	M/O
	Length

	1 to 8
	Ciphering key Kc
	M
	8 bytes

	9
	Ciphering key sequence number n
	M
	1 byte


‑
Ciphering key Kc

Coding: 


The least significant bit of Kc is the least significant bit of the eighth byte. The most significant bit of Kc is the most significant bit of the first byte.

‑
Ciphering key sequence number n

Coding:

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	n

	
	
	
	
	
	
	
	
	
	
	bits b4 to b8 are coded 0


NOTE:
TS 24.008 [47] defines the value of n=111 as "key not available". Therefore the value '07' and not 'FF' should be present following the administrative phase.

10.3.4
EFPLMNsel (PLMN selector)

This EF contains the coding for n PLMNs, where n is at least eight. This information determined by the user/operator defines the preferred PLMNs of the user in priority order.

	Identifier: '6F30'
	Structure: transparent
	Optional

	File size: 3n (n ( 8) bytes
	Update activity: low

	Access Conditions:


READ
CHV1


UPDATE
CHV1


INVALIDATE
ADM


REHABILITATE
ADM



	Bytes
	Description
	M/O
	Length

	1 to 3
	1st PLMN (highest priority)
	M
	3 bytes

	
	
	
	

	22 to 24
	8th PLMN
	M
	3 bytes

	25 to 27
	9th PLMN
	O
	3 bytes

	
	
	
	

	(3n‑2) to 3n
	nth PLMN (lowest priority)
	O
	3 bytes


‑
PLMN

Contents: 


Mobile Country Code (MCC) followed by the Mobile Network Code (MNC).

Coding: 


according to TS 24.008 [47].


If storage for fewer than the maximum possible number n is required, the excess bytes shall be set to 'FF'.


For instance, using 246 for the MCC and 81 for the MNC and if this is the first and only PLMN, the contents reads as follows:


Bytes 1‑3: '42' 'F6' '18'


Bytes 4‑6: 'FF' 'FF' 'FF'


etc.

10.3.14
EFBCCH (Broadcast control channels)

This EF contains information concerning the BCCH according to TS 44.018 [x].

BCCH storage may reduce the extent of a Mobile Station's search of BCCH carriers when selecting a cell. The BCCH carrier lists in an MS shall be in accordance with the procedures specified in TS 44.018 [x]. The MS shall only store BCCH information from the System Information 2 message and not the 2bis extension message.
	Identifier: '6F74'
	Structure: transparent
	Mandatory

	File size: 16 bytes
	Update activity: high

	Access Conditions:


READ
CHV1


UPDATE
CHV1


INVALIDATE
ADM


REHABILITATE
ADM



	Bytes
	Description
	M/O
	Length

	1 to 16
	BCCH information
	M
	16 bytes


‑
BCCH information

Coding: 


The information is coded as octets 2‑17 of the "neighbour cells description information element" in TS 44.018 [x].

10.3.16
EFFPLMN (Forbidden PLMNs)

This EF contains the coding for four Forbidden PLMNs (FPLMN). It is read by the ME as part of the SIM initialization procedure and indicates PLMNs which the MS shall not automatically attempt to access.

A PLMN is written to the EF if a network rejects a Location Update with the cause "PLMN not allowed". The ME shall manage the list as follows.

When four FPLMNs are held in the EF, and rejection of a further PLMN is received by the ME from the network, the ME shall modify the EF using the UPDATE command.  This new PLMN shall be stored in the fourth position, and the existing list "shifted" causing the previous contents of the first position to be lost.

When less than four FPLMNs exist in the EF, storage of an additional FPLMN shall not cause any existing FPLMN to be lost.

Dependent upon procedures used to manage storage and deletion of FPLMNs in the EF, it is possible, when less than four FPLMNs exist in the EF, for 'FFFFFF' to occur in any position.  The ME shall analyse all the EF for FPLMNs in any position, and not regard 'FFFFFF' as a termination of valid data.

	Identifier: '6F7B'
	Structure: transparent
	Mandatory

	File size: 12 bytes
	Update activity: low

	Access Conditions:


READ
CHV1


UPDATE
CHV1


INVALIDATE
ADM


REHABILITATE
ADM



	Bytes
	Description
	M/O
	Length

	1 to 3
	PLMN 1
	M
	3 bytes

	4 to 6
	PLMN 2
	M
	3 bytes

	7 to 9
	PLMN 3
	M
	3 bytes

	10 to 12
	PLMN 4
	M
	3 bytes


‑
PLMN

Contents: 


Mobile Country Code (MCC) followed by the Mobile Network Code (MNC).

Coding: 


according to TS 24.008 [47].


For instance, using 246 for the MCC and 81 for the MNC and if this is stored in PLMN 3 the contents is as follows:


Bytes 7‑9:
'42' 'F6' '18'


If storage for fewer than 4 PLMNs is required, the unused bytes shall be set to 'FF'.

10.3.17
EFLOCI (Location information)

This EF contains the following Location Information:

‑
Temporary Mobile Subscriber Identity (TMSI);

‑
Location Area Information (LAI);

‑
TMSI TIME;

‑
Location update status.

In the case when updating EFLOCI with data containing the TMSI value and the card reports the error '92 40' (Memory Problem), the ME shall terminate GSM operation.

	Identifier: '6F7E'
	Structure: transparent
	Mandatory

	File size: 11 bytes
	Update activity: high

	Access Conditions:


READ
CHV1


UPDATE
CHV1


INVALIDATE
ADM


REHABILITATE
CHV1



	Bytes
	Description
	M/O
	Length

	1 to 4
	TMSI
	M
	4 bytes

	5 to 9
	LAI
	M
	5 bytes

	10
	TMSI TIME
	M
	1 byte

	11
	Location update status
	M
	1 byte


‑
TMSI

Contents:
Temporary Mobile Subscriber Identity

Coding: 
according to TS 24.008 [47].

Byte 1: first byte of TMSI

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	

	
	
	MSB
	
	
	
	
	
	
	


‑
LAI 

Contents: 
Location Area Information

Coding: 
according to TS 24.008 [47].

Byte 5: first byte of LAI

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	

	
	
	MSB
	
	
	
	
	
	
	


‑
TMSI TIME

Contents: Current value of Periodic Location Updating Timer (T3212).


This byte is used by Phase 1 MEs, but it shall not be used by Phase 2 MEs.

‑
Location update status

Contents: status of location update according to TS 24.008 [47].

Coding:


Byte 11:

Bits:
b3
b2
b1


0
0
0
:
updated


0
0
1
:
not updated


0
1
0
:
PLMN not allowed


0
1
1
:
Location Area not allowed


1
1
1
:
reserved

Bits b4 to b8 are RFU (see clause 9.3).

10.3.30
EFCNL (Co-operative Network List) 

This EF contains the Co-operative Network List for the multiple network  personalization services defined in TS 22.022.

	Identifier: '6F32'
	Structure: transparent
	Optional

	File size: 6n bytes
	Update activity: low

	Access Conditions:


READ
CHV1


UPDATE
ADM


INVALIDATE
ADM


REHABILITATE
ADM



	Bytes
	Description
	M/O
	Length

	1 to 6
	Element 1 of co-operative net list
	O
	6 bytes

	
	
	
	

	6n‑5 to 6n
	Element n of co-operative net list
	O
	6 bytes


‑
Co-operative Network List

Contents:


PLMN network subset, service provider ID and corporate ID of co-operative networks. 

Coding: 


For each 6 byte list element

Byte 1 to 3 : PLMN (MCC + MNC) : according to TS 24.008 [47].

Byte 4:

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	LS bit of network subset digit 1

	
	
	
	
	
	
	
	
	
	
	 :

	
	
	
	
	
	
	
	
	
	
	 :

	
	
	
	
	
	
	
	
	
	
	MS bit of network subset digit 1

	
	
	
	
	
	
	
	
	
	
	LS bit of network subset digit 2

	
	
	
	
	
	
	
	
	
	
	 :

	
	
	
	
	
	
	
	
	
	
	 :

	
	
	
	
	
	
	
	
	
	
	MS bit of network subset digit 2


Byte 5:

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	LS bit of service provider digit 1

	
	
	
	
	
	
	
	
	
	
	 :

	
	
	
	
	
	
	
	
	
	
	 :

	
	
	
	
	
	
	
	
	
	
	MS bit of service provider digit 1

	
	
	
	
	
	
	
	
	
	
	LS bit of service provider digit 2

	
	
	
	
	
	
	
	
	
	
	 :

	
	
	
	
	
	
	
	
	
	
	 :

	
	
	
	
	
	
	
	
	
	
	MS bit of service provider digit 2


Byte 6:

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	LS bit of corporate digit 1

	
	
	
	
	
	
	
	
	
	
	 :

	
	
	
	
	
	
	
	
	
	
	 :

	
	
	
	
	
	
	
	
	
	
	MS bit of corporate digit 1

	
	
	
	
	
	
	
	
	
	
	LS bit of corporate digit 2

	
	
	
	
	
	
	
	
	
	
	 :

	
	
	
	
	
	
	
	
	
	
	 :

	
	
	
	
	
	
	
	
	
	
	MS bit of corporate digit 2


Empty fields shall be coded with 'FF'. 

The end of the list is delimited by the first MCC field coded 'FFF'.

10.3.31
EFNIA (Network's Indication of Alerting)

This EF contains categories and associated text related to the Network's indication of alerting in the MS service defined in TS 02.07 [3].

	Identifier: '6F51'
	Structure: linear fixed
	Optional

	Record length : X+1 bytes
	Update activity: low

	Access Conditions:


READ
CHV1


UPDATE
ADM


INVALIDATE
ADM


REHABILITATE
ADM



	Bytes
	Description
	M/O
	Length

	1
	Alerting category
	M
	1 byte

	2 to X+1
	Informative text
	M
	X bytes


‑
Alerting category

Contents:


category of alerting for terminating traffic. 

Coding:


according to TS 24.008 [47]. Value 'FF' means that no information on alerting category is available.

‑
Informative text

Contents:


text describing the type of terminating traffic associated with the category.

Coding:


see the coding of the Alpha Identifier item of the EFADN (clause 10.5.1). The maximum number of characters for this informative text is indicated in TS 02.07 [3].

10.3.32
EFKcGPRS (GPRS Ciphering key KcGPRS)

This EF contains the ciphering key KcGPRS and the ciphering key sequence number n for GPRS (see TS 23.060 [32]).

	Identifier: '6F52'
	Structure: transparent
	Optional

	File size: 9 bytes
	Update activity: high

	Access Conditions:


READ
CHV1


UPDATE
CHV1


INVALIDATE
ADM


REHABILITATE
ADM



	Bytes
	Description
	M/O
	Length

	1 to 8
	Ciphering key KcGPRS
	M
	8 bytes

	9
	Ciphering key sequence number n for GPRS
	M
	1 byte


‑
Ciphering key KcGPRS

Coding: 


The least significant bit of KcGPRS is the least significant bit of the eighth byte. The most significant bit of KcGPRS is the most significant bit of the first byte.

‑
Ciphering key sequence number n for GPRS

Coding:

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	n

	
	
	
	
	
	
	
	
	
	
	bits b4 to b8 are coded 0


NOTE:
TS 24.008 [47] defines the value of n=111 as "key not available". Therefore the value '07' and not 'FF' should be present following the administrative phase.

10.3.33
EFLOCIGPRS (GPRS location information)

This EF contains the following Location Information:

‑
Packet Temporary Mobile Subscriber Identity (P-TMSI);

‑
Packet Temporary Mobile Subscriber Identity signature value (P-TMSI signature value);

‑
Routing Area Information (RAI);

‑
Routing Area update status.

	Identifier: '6F53'
	Structure: transparent
	Optional

	File size: 14 bytes
	Update activity: high

	Access Conditions:


READ
CHV1


UPDATE
CHV1


INVALIDATE
ADM


REHABILITATE
ADM



	Bytes
	Description
	M/O
	Length

	1 to 4
	P-TMSI
	M
	4 bytes

	5 to 7
	P-TMSI signature value
	M
	3 bytes

	8 to 13
	RAI
	M
	6 bytes

	14
	Routing Area update status
	M
	1 byte


‑
P-TMSI

Contents: Packet Temporary Mobile Subscriber Identity

Coding: according to TS 24.008 [47].

Byte 1: first byte of P-TMSI

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	

	
	
	MSB
	
	
	
	
	
	
	


‑
P-TMSI signature value

Contents: Packet Temporary Mobile Subscriber Identity signature value

Coding: according to TS 24.008 [47].

Byte 5: first byte of P-TMSI signature value

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	

	
	
	MSB
	
	
	
	
	
	
	


‑
RAI 

Contents: Routing Area Information

Coding: according to TS 24.008 [47].

Byte 8: first byte of RAI

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	

	
	
	MSB
	
	
	
	
	
	
	


‑
Routing area update status

Contents: status of routing area update according to TS 24.008 [47].

Coding:


Byte 14:

Bits:
b3
b2
b1



0
0
0
:
updated



0
0
1
:
not updated



0
1
0
:
PLMN not allowed



0
1
1
:
Routing Area not allowed



1
1
1
:
reserved

Bits b4 to b8 are RFU (see clause 9.3).

10.4.1.2
EFSLL (SoLSA LSA List)

This EF contains information describing the LSAs that the user is subscribed to. This EF shall always be allocated if DFSoLSA is present.

Each LSA is described by one record that is linked to a LSA Descriptor file. Each record contains information of the PLMN, priority of the LSA, information about the subscription and may also contain a text string and/or an icon that identifies the LSA to the user. The text string can be edited by the user.

	Identifier: '4F31'
	Structure: linear fixed
	Optional

	Record length: X + 10 bytes
	Update activity: low 

	Access Conditions:


READ
CHV1


UPDATE
CHV1


INVALIDATE
ADM


REHABILITATE
ADM



	Bytes
	Description
	M/O
	Length

	1 to X
	LSA name
	O
	X bytes

	X+1
	Configuration parameters
	M
	1 byte

	X+2
	RFU
	M
	1 byte

	X+3
	Icon Identifier
	M
	1 byte

	X+4
	Priority
	M
	1 byte

	X+5 to X+7
	PLMN code
	M
	3 bytes

	X+8 to X+9
	LSA Descriptor File Identifier
	M
	2 byte

	X+10
	LSA Descriptor Record Identifier
	M
	1 byte


‑
LSA name


Contents: LSA name string to be displayed when the ME is camped in the corresponding area, dependant on the contents of the LSA indication for idle mode field. 

Coding: the string shall use either

-
the SMS default 7‑bit coded alphabet as defined in TS 23.038 [12] with bit 8 set to 0. The alpha identifier shall be left justified. Unused bytes shall be set to 'FF'; or

-
one of the UCS2 coded options as defined in annex B.

‑
Configuration parameters

Contents: Icon qualifier, control of idle mode support and control of LSA indication for idle mode.

Coding: 

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	Icon qualifier

	
	
	
	
	
	
	
	
	
	
	Idle mode support

	
	
	
	
	
	
	
	
	
	
	LSA indication for idle mode

	
	
	
	
	
	
	
	
	
	
	RFU


Icon qualifier:

Contents: The icon qualifier indicates to the ME how the icon is to be used.
b2, b1:
00: icon is not to be used and may not be present
01: icon is self-explanatory, i.e. if displayed, it replaces the LSA name
10: icon is not self-explanatory, i.e. if displayed, it shall be displayed together with the LSA name
11: RFU

Idle mode support:


Contents: The idle mode support is used to indicate whether the ME shall favour camping on the LSA cells in idle mode.

b3 = 0:
Idle mode support disabled
b3 = 1:
Idle mode support enabled

LSA indication for idle mode:


Contents: The LSA indication for idle mode is used to indicate whether or not the ME shall display the LSA name when the ME is camped on a cell within the LSA.
b4 = 0:
LSA indication for idle mode disabled
b4 = 1:
LSA indication for idle mode enabled

Bits b5 to b8 are RFU (see clause 9.3).

-
Icon Identifier

Contents:
The icon identifier addresses a record in EFIMG.

Coding: binary.

‑
Priority

Contents:
Priority of the LSA which gives the ME the preference of this LSA relative to the other LSAs.

Coding:

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	Priority

	
	
	
	
	
	
	
	
	
	
	RFU



'0' is lowest priority, 'F' is highest.

‑
PLMN code

Contents: MCC + MNC for the LSA.

Coding: according to GSM  24.008 [47] and EFLOCI.

-
LSA Descriptor File Identifier:

Contents: these bytes identify the EF which contains the LSA Descriptors forming the LSA.

Coding: byte X+8: high byte of the LSA Descriptor file;

  byte X+9: low byte of the LSA Descriptor file.

-
LSA Descriptor Record Identifier:

Contents: this byte identifies the number of the first record in the LSA Descriptor file forming the LSA.

Coding: binary.

10.4.1.3
LSA Descriptor files

Residing under DFSoLSA, there may be several LSA Descriptor files. These EFs contains one or more records again containing LSA Descriptors forming the LSAs. LSAs can be described in four different ways. As a list of LSA IDs, as a list of LAC + CIs, as a list of CIs or as a list of LACs. As the basic elements (LSA ID, LAC + CI, CI and LAC) of the four types of lists are of different length, they can not be mixed within one record. Different records may contain different kinds of lists within the EFs. Examples of codings of LSA Descriptor files can be found in annex F.

	Identifier: '4FXX'
	Structure: linear fixed
	Optional

	Record length: n*X+2 bytes
	Update activity: low

	Access Conditions:


READ
CHV1


UPDATE
ADM


INVALIDATE
ADM


REHABILITATE
ADM



	Bytes
	Description
	M/O
	Length

	1
	LSA descriptor type and number
	M
	1 byte

	2 to X+1
	1st LSA Descriptor
	M
	X bytes

	X+2 to 2X+1
	2nd LSA Descriptor
	M
	X bytes

	
	
	
	

	(n-1)*X+2 to n*X+1
	nth LSA Descriptor
	M
	X bytes

	n*X+2
	Record Identifier
	M
	1 byte


-
LSA descriptor type and number:


Contents: The LSA descriptor type gives the format of the LSA descriptor and the number of valid LSA Descriptors within the record.

Coding:

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	LSA descriptor type

	
	
	
	
	
	
	
	
	
	
	Number of LSA Descriptors


LSA descriptor type:

Contents: Gives the format of the LSA Descriptors. 

b2, b1:
00: LSA ID.
01: LAC + CI
10: CI
11: LAC

Number of LSA Descriptors:

Contents: Gives the number of valid LSA Descriptors in the record.

Coding: binary, with b8 as MSB and b3 as LSB leaving room for 64 LSA Descriptors per record.
‑
LSA Descriptor

Contents: Dependant of the coding indicated in the LSA descriptor type:

-
in case of LSA ID the field length 'X' is 3 bytes;

-
in case of LAC + CI the field length 'X' is 4 bytes;

-
in case of CI the field length 'X' is 2 bytes;

-
in case of LAC the field length 'X' is 2 bytes.

Coding: according to TS 24.008 [47].

-
Record Identifier:

Contents: This byte identifies the number of the next record containing the LSA Descriptors forming the LSA.

Coding: record number of next record. 'FF' identifies the end of the chain.

This file utilises the concept of chaining as for EFEXT1.

The identifier '4FXX' shall be different from one LSA Descriptor file to the other and different from the identifiers of EFSAI and EFSLL. For the range of 'XX', see clause 6.6.

10.5.1
EFADN (Abbreviated dialling numbers)

This EF contains Abbreviated Dialling Numbers (ADN) and/or Supplementary Service Control strings (SSC). In addition it contains identifiers of associated network/bearer capabilities and identifiers of extension records. It may also contain an associated alpha‑tagging.

	Identifier: '6F3A'
	Structure: linear fixed
	Optional

	Record length: X+14 bytes
	Update activity: low

	Access Conditions:


READ
CHV1


UPDATE
CHV1


INVALIDATE
CHV2


REHABILITATE
CHV2



	Bytes
	Description
	M/O
	Length

	1 to X
	Alpha Identifier
	O
	X bytes

	X+1
	Length of BCD number/SSC contents
	M
	1 byte

	X+2
	TON and NPI
	M
	1 byte

	X+3 to X+12
	Dialling Number/SSC String
	M
	10 bytes

	X+13
	Capability/Configuration Identifier
	M
	1 byte

	X+14
	Extension1 Record Identifier
	M
	1 byte


‑
Alpha Identifier

Contents:


Alpha‑tagging of the associated dialling number.

Coding:


this alpha‑tagging shall use either

-
the SMS default 7‑bit coded alphabet as defined in TS 23.038 [12] with bit 8 set to 0. The alpha identifier shall be left justified. Unused bytes shall be set to 'FF'; or

-
one of the UCS2 coded options as defined in annex B.

NOTE 1:
The value of X may be from zero to 241. Using the command GET RESPONSE the ME can determine the value of X.

‑
Length of BCD number/SSC contents

Contents: 


this byte gives the number of bytes of the following two data items containing actual BCD number/SSC information. This means that the maximum value is 11, even when the actual ADN/SSC information length is greater than 11. When an ADN/SSC has extension, it is indicated by the extension1 identifier being unequal to 'FF'. The remainder is stored in the EFEXT1 with the remaining length of the additional data being coded in the appropriate additional record itself (see clause 10.5.10).

Coding:


according to TS 24.008 [47].

‑
TON and NPI

Contents:


Type of number (TON) and numbering plan identification (NPI).

Coding:


according to TS 24.008 [47]. If the Dialling Number/SSC String does not contain a dialling number, e.g. a control string deactivating a service, the TON/NPI byte shall be set to 'FF' by the ME (see note 2).

NOTE 2:
If a dialling number is absent, no TON/NPI byte is transmitted over the radio interface (see TS 24.008 [47]). Accordingly, the ME should not interpret the value 'FF' and not send it over the radio interface.

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	NPI

	
	
	
	
	
	
	
	
	
	
	TON

	
	
	
	
	
	
	
	
	
	
	1


‑
Dialling Number/SSC String

Contents:


up to 20 digits of the telephone number and/or SSC information.

Coding:


according to TS 24.008 [47] , TS 22.030 [8] and the extended BCD‑coding (see table 12). If the telephone number or SSC is longer than 20 digits, the first 20 digits are stored in this data item and the remainder is stored in an associated record in the EFEXT1. The record is identified by the Extension1 Record Identifier. If ADN/SSC require less than 20 digits, excess nibbles at the end of the data item shall be set to 'F'. Where individual dialled numbers, in one or more records, of less than 20 digits share a common appended digit string the first digits are stored in this data item and the common digits stored in an associated record in the EFEXT1. The record is identified by the Extension 1 Record Identifier. Excess nibbles at the end of the data item shall be set to 'F'.

Byte X+3

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	LSB of Digit 1

	
	
	
	
	
	
	
	
	
	
	 :

	
	
	
	
	
	
	
	
	
	
	 :

	
	
	
	
	
	
	
	
	
	
	MSB of Digit 1

	
	
	
	
	
	
	
	
	
	
	LSB of Digit 2

	
	
	
	
	
	
	
	
	
	
	 :

	
	
	
	
	
	
	
	
	
	
	 :

	
	
	
	
	
	
	
	
	
	
	MSB of Digit 2


Byte X+4:

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	LSB of Digit 3

	
	
	
	
	
	
	
	
	
	
	 :

	
	
	
	
	
	
	
	
	
	
	 :

	
	
	
	
	
	
	
	
	
	
	MSB of Digit 3

	
	
	
	
	
	
	
	
	
	
	LSB of Digit 4

	
	
	
	
	
	
	
	
	
	
	 :

	
	
	
	
	
	
	
	
	
	
	 :

	
	
	
	
	
	
	
	
	
	
	MSB of Digit 4


etc.

‑
Capability/Configuration Identifier

Contents:


capability/configuration identification byte. This byte identifies the number of a record in the EFCCP containing associated capability/configuration parameters required for the call. The use of this byte is optional. If it is not used it shall be set to 'FF'.

Coding:


binary.

‑
Extension1 Record Identifier

Contents:


extension1 record identification byte. This byte identifies the number of a record in the EFEXT1 containing an associated called party subaddress or additional data. The use of this byte is optional. If it is not used it shall be set to 'FF'.


If the ADN/SSC requires both additional data and called party subaddress, this byte identifies the additional record. A chaining mechanism inside EFEXT1 identifies the record of the appropriate called party subaddress (see clause 10.5.10).

Coding:


binary.

NOTE 3:
As EFADN is part of the DFTELECOM it may be used by GSM and also other applications in a multi‑application card. If the non‑GSM application does not recognize the use of Type of Number (TON) and Number Plan Identification (NPI), then the information relating to the national dialling plan must be held within the data item dialling number/SSC and the TON and NPI fields set to UNKNOWN. This format would be acceptable for GSM operation and also for the non‑GSM application where the TON and NPI fields shall be ignored.

EXAMPLE:
SIM storage of an International Number using E.164 [19] numbering plan.



TON
NPI
Digit field

GSM application
001
0001
abc...

Other application compatible with GSM
000
0000
xxx...abc...

where "abc..." denotes the subscriber number digits (including its country code), and "xxx..." denotes escape digits or a national prefix replacing TON and NPI.

NOTE 4:
When the ME acts upon the EFADN with a SEEK command in order to identify a character string in the alpha‑identifier, it is the responsibility of the ME to ensure that the number of characters used as SEEK parameters are less than or equal to the value of X if the MMI allows the user to offer a greater number.

Table 12: Extended BCD coding

	BCD Value
	Character/Meaning

	'0'
	"0"

	...
	...

	'9'
	"9"

	'A'
	"*"

	'B'
	"#"

	'C'
	DTMF Control digit separator (TS 02.07 [3])

	'D'
	"Wild" value 

This will cause the MMI to prompt the user for a single digit (see TS 02.07 [3]).

	'E'
	Expansion digit ("Shift Key").

It has the effect of adding '10' to the following digit. The following BCD digit will hence be interpreted in the range of '10'‑'1E'. The purpose of digits in this range is for further study.

	'F'
	Endmark

e.g. in case of an odd number of digits


BCD values 'C', 'D' and 'E' are never sent across the radio interface.

NOTE 5:
The interpretation of values 'D', 'E' and 'F' as DTMF digits is for further study.

NOTE 6:
A second or subsequent 'C' BCD value will be interpreted as a 3 second PAUSE (see TS 02.07 [3]).

10.5.4.1
EFCCP (Capability configuration parameters)

This EF contains parameters of required network and bearer capabilities and ME configurations associated with a call established using an abbreviated dialling number, a fixed dialling number, an MSISDN, a last number dialled, a service dialling number or a barred dialling number.

For compatibility reasons, this file may be present for release 98 or earlier MEs in order  to support Capability Configuration Parameters service.

	Identifier: '6F3D'
	Structure: linear fixed
	Optional

	Record length: 14 bytes
	Update activity: low

	Access Conditions:


READ
CHV1


UPDATE
CHV1


INVALIDATE
ADM


REHABILITATE
ADM



	Bytes
	Description
	M/O
	Length

	1 to 10
	Bearer capability information element
	M
	10 bytes

	11 to 14
	Bytes reserved ‑ see below
	M
	4 bytes


‑
Bearer capability information element

Contents and Coding: 

-
see TS 24.008 [47]. The Information Element Identity (IEI) shall be excluded. i.e. the first byte of the EFCCP record shall be Length of the bearer capability contents.

‑
Bytes 11‑14 shall be set to 'FF' and shall not be interpreted by the ME.

10.5.10
EFEXT1 (Extension1)

This EF contains extension data of an ADN/SSC, an MSISDN, or an LND. Extension data is caused by:

‑
an ADN/SSC (MSISDN, LND) which is greater than the 20 digit capacity of the ADN/SSC (MSISDN, LND) Elementary File or where common digits are required to follow an ADN/SSC string of less than 20 digits. The remainder is stored in this EF as a record, which is identified by a specified identification byte inside the ADN/SSC (MSISDN, LND) Elementary File. The EXT1 record in this case is specified as additional data;

‑
an associated called party subaddress. The EXT1 record in this case is specified as subaddress data.

	Identifier: '6F4A'
	Structure: linear fixed
	Optional

	Record length: 13 bytes
	Update activity: low

	Access Conditions:


READ
CHV1


UPDATE
CHV1


INVALIDATE
ADM


REHABILITATE
ADM



	Bytes
	Description
	M/O
	Length

	1
	Record type
	M
	1 byte

	2 to 12
	Extension data
	M
	11 bytes

	13
	Identifier
	M
	1 byte


‑
Record type

Contents: type of the record

Coding: 

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	Called Party Subaddress

	
	
	
	
	
	
	
	
	
	
	Additional data

	
	
	
	
	
	
	
	
	
	
	RFU


b3‑b8 are reserved and set to 0;

a bit set to 1 identifies the type of record;

only one type can be set;

'00' indicates the type "unknown".


The following example of coding means that the type of extension data is "additional data":

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	

	
	
	0
	0
	0
	0
	0
	0
	1
	0


‑
Extension data

Contents: Additional data or Called Party Subaddress depending on record type.

Coding:

Case 1, Extension1 record is additional data:


The first byte of the extension data gives the number of bytes of the remainder of ADN/SSC (respectively MSISDN, LND). The coding of remaining bytes is BCD, according to the coding of ADN/SSC (MSISDN, LND). Unused nibbles at the end have to be set to 'F'. It is possible if the number of additional digits exceeds the capacity of the additional record to chain another record inside the EXT1 Elementary File by the identifier in byte 13. In this case byte 2 (first byte of the extension data) of all records for additional data within the same chain indicates the number of bytes ('01' to '0A') for ADN/SSC (respectively MSISDN, LND) within the same record unequal to 'FF'.

Case 2, Extension1 record is Called Party Subaddress:


The subaddress data contains information as defined for this purpose in TS 24.008 [47]. All information defined in TS 24.008 [47], except the information element identifier, shall be stored in the SIM. The length of this subaddress data can be up to 22 bytes. In those cases where two extension records are needed, these records are chained by the identifier field. The extension record containing the first part of the called party subaddress points to the record which contains the second part of the subaddress.

‑
Identifier

Contents: identifier of the next extension record to enable storage of information longer than 11 bytes.

Coding: record number of next record. 'FF' identifies the end of the chain.

EXAMPLE:
Of a chain of extension records being associated to an ADN/SSC. The extension1 record identifier (Byte 14+X) of EFADN is set to 3.




In this example ADN/SSC is associated to additional data (records 3 and 4) which represent the last 27 or 28 digits of the whole ADN/SSC (the first 20 digits are stored in EFADN) and a called party subaddress whose length is more than 11 bytes (records 6 and 1).

11.5.1
Dialling numbers

The following procedures may not only be applied to EFADN and its associated extension files EFCCP and EFEXT1 as described in the procedures below, but also to EFFDN, EFMSISDN, EFLND, EFBDN, EFSDN, EFMBDN and their associated extension files. If these files are not allocated and activated, as denoted in the SIM service table, the current procedure shall be aborted and the appropriate EFs shall remain unchanged.

As an example, the following procedures are described as applied to ADN.

Requirement:
Service n°2 "allocated and activated"


(Service n°3 for FDN, 


Service n°9 for MSISDN,


Service n°13 for LND,


Service n°18 for SDN,


Service n°31 for BDN,

Service n°53 for MBDN)

Update:
The ME analyses and assembles the information to be stored as follows (the byte identifiers used below correspond to those in the description of the EFs in clauses 10.5.1, 10.5.4 and 10.5.10):

i)
The ME identifies the Alpha‑tagging, Capability/Configuration Identifier and Extension1 Record Identifier.

ii)
The dialling number/SSC string shall be analysed and allocated to the bytes of the EF as follows:

‑
if a "+" is found, the TON identifier is set to "International";

‑
if 20 or less "digits" remain, they shall form the dialling number/SSC string;

‑
if more than 20 "digits" remain, the procedure shall be as follows:

Requirement:


Service n°10 "allocated and activated";


(Service n°10 applies also for MSISDN and LND;


Service n°11 for FDN;


Service n°19 for SDN;


Service n°32 for BDN;


Service n°53 for MBDN).


The ME seeks for a free record in EFEXT1. If an Extension1 record is not marked as "free", the ME runs the Purge procedure. If an Extension1 record is still unavailable, the procedure is aborted.


The first 20 "digits" are stored in the dialling number/SSC string. The value of the length of BCD number/SSC contents is set to the maximum value, which is 11. The Extension1 record identifier is coded with the associated record number in the EFEXT1. The remaining digits are stored in the selected Extension1 record where the type of the record is set to "additional data". The first byte of the Extension1 record is set with the number of bytes of the remaining additional data. The number of bytes containing digit information is the sum of the length of BCD number/SSC contents of EFADN and byte 2 of all associated chained Extension1 records containing additional data (see clauses 10.5.1 and 10.5.10).

iii)
If a called party subaddress is associated to the ADN/SSC the procedure shall proceed as follows:

Requirement:


Service n°10 "allocated and activated"


(Service n°10 applies also for MSISDN and LND;


Service n°11 for FDN;


Service n°19 for SDN;


Service n°32 for BDN;


Service n°53 for MBDN).


If the length of the called party subaddress is less than or equal to 11 bytes (see TS 24.008 [47] for coding):

-
the ME seeks for a free record in EFEXT1. If an Extension1 record is not marked as "free", the ME runs the Purge procedure. If an Extension1 record is still unavailable, the procedure is aborted;

-
the ME stores the called party subaddress in the Extension1 record, and sets the Extension1 record type to "called party subaddress".


If the length of the called party subaddress is greater than 11 bytes (see TS 24.008 [47] for coding):

-
the ME seeks for two free records in EFEXT1. If no such two records are found, the ME runs the Purge procedure. If two Extension1 records are still unavailable, the procedure is aborted;

-
the ME stores the called party subaddress in the two Extension1 records. The identifier field in the Extension1 record containing the first part of the subaddress data is coded with the associated EFEXT1 record number containing the second part of the subaddress data. Both Extension1 record types are set to "called party subaddress".

Once i), ii), and iii) have been considered the ME performs the updating procedure with EFADN. If the SIM has no available empty space to store the received ADN/SSC, or if the procedure has been aborted, the ME advises the user.

NOTE 1:
For reasons of memory efficiency the ME is allowed to analyse all Extension1 records to recognize if the additional or subaddress data to be stored is already existing in EFEXT1. In this case the ME may use the existing chain or the last part of the existing chain from more than one ADN (LND, MSISDN). The ME is only allowed to store extension data in unused records. If existing records are used for multiple access, the ME shall not change any data in those records to prevent corruption of existing chains.

Annex D (informative):
Suggested contents of the EFs at pre‑personalization

If EFs have an unassigned value, it may not be clear from the main text what this value should be. This annex suggests values in these cases.

	File Identification
	Description
	Value

	'2FE2'
	ICC identification
	operator dependant (see 10.1.1)

	'2F05'
	Extended Language preference
	'FF…FF'

	'6F05'
	Language preference
	'FF'

	'6F07'
	IMSI
	operator dependant (see 10.3.2)

	'6F20'
	Ciphering key Kc
	'FF...FF07'

	'6F30'
	PLMN selector
	'FF...FF'

	'6F31'
	HPLMN search period
	'FF'

	'6F37'
	ACM maximum value
	'000000' (see note 1)

	'6F38'
	SIM service table
	operator dependant (see 10.3.7)

	'6F39'
	Accumulated call meter
	'000000'

	'6F3E'
	Group identifier level 1
	operator dependant

	'6F3F'
	Group identifier level 2
	operator dependant

	'6F41'
	PUCT
	'FFFFFF0000'

	'6F45'
	CBMI
	'FF...FF'

	'6F46'
	Service provider name
	'FF...FF'

	'6F48'
	CBMID
	'FF...FF'

	'6F49'
	Service Dialling Numbers
	'FF...FF'

	'6F74'
	BCCH information
	'FF...FF'

	'6F78'
	Access control class
	operator dependant (see 10.3.15)

	'6F7B'
	Forbidden PLMNs
	'FF...FF'

	'6F7E
	Location information
	'FFFFFFFF xxxxxx 0000 FF 01'
(see note 2)

	'6FAD'
	Administrative data
	operator dependant (see 10.3.18)

	'6FAE'
	Phase identification
	see 10.3.16

	'6F3A'
	Abbreviated dialling numbers
	'FF...FF'

	'6F3B'
	Fixed dialling numbers
	'FF...FF'

	'6F3C'
	Short messages
	'00FF...FF'

	'6F3D'
	Capability configuration parameters
	'FF...FF'

	'6F40'
	MSISDN storage
	'FF...FF'

	'6F42'
	SMS parameters
	'FF...FF'

	'6F43'
	SMS status
	'FF...FF'

	'6F44'
	Last number dialled
	'FF...FF'

	'6F47'
	Short message status reports
	'00 FF…FF'

	'6F4A'
	Extension 1
	'00 FF...FF'

	'6F4B'
	Extension 2
	'00 FF...FF'

	'6F4C'
	Extension 3
	'00 FF...FF'

	'6F4D'
	Barred dialling numbers
	'FF...FF'

	'6F4E'
	Extension 4
	'00 FF...FF'

	'6F4F'
	Extended capability configuration parameters
	'FF...FF'

	'6F51'
	Network's indication of alerting
	'FF...FF'

	'6F52'
	GPRS Ciphering key KcGPRS
	'FF...FF07'

	'6F53'
	GPRS Location Information
	'FFFFFFFF FFFFFF xxxxxx 0000 FF 01'

(see note 2)

	'6F54'
	SetUpMenu Elements
	operator dependant (see 10.3.34)

	'6F58'
	Comparison method information
	'FF…FF'

	'6F60'
	User controlled PLMN Selector with Access Technology
	 'FFFFFF0000..FFFFFF0000'

	'6F61'
	Operator controlled PLMN Selector with Access Technology
	 'FFFFFF0000..FFFFFF0000'

	'6F62'
	HPLMN Selector with Access Technology
	 'FFFFFF0000..FFFFFF0000'

	'6F63'
	CPBCCH information
	'FF..FF'

	'6F64'
	Investigation Scan
	'00'

	
	
	

	Continued


	File Identification
	Description
	Value

	'4F20'
	Image data 
	'00FF...FF'

	'4F30'
	SoLSA Access Indicator)
	'00FF...FF'

	'4F31'
	SoLSA LSA List
	'FF...FF'

	'6FC5'
	PLMN Network Name
	Operator dependant

	'6FC6'
	Operator PLMN List
	Operator dependant

	'6FC7'
	Mailbox Dialling Numbers
	Operator dependant

	'6FC8'
	Extension 6
	'00 FF...FF'

	'6FC9'
	Mailbox Identifier
	Operator dependant

	'6FCA'
	Message Waiting Indication Status
	'00 00 00 00 00'

	'6FCB'
	Call Forwarding Indication Status
	'xx 00 FF...FF'

	'6FCC'
	Extension 7
	'00 FF...FF'

	'6FCD'
	Service Provider display Information
	'FF...FF'

	‘6FCE’
	MMS Notification
	’00 00 00 FF…FF’

	‘6FCF’
	Extension 8
	'00 FF...FF'

	‘6FD0’
	MMS Issuer Connectivity Parameters
	‘FF…FF’

	‘6FD1’
	MMS User Preferences
	‘FF…FF’

	‘6FD2’
	MMS User Connectivity Parameters
	‘FF…FF’


NOTE 1:
The value '000000' means that ACMmax is not valid, i.e. there is no restriction on the ACM. When assigning a value to ACMmax, care should be taken not to use values too close to the maximum possible value 'FFFFFF', because the INCREASE command does not update EFACM if the units to be added would exceed 'FFFFFF'. This could affect the call termination procedure of the Advice of Charge function.

NOTE 2:
xxxxxx stands for any valid MCC and MNC, coded according to TS 24.008 [47].
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