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10
Circuit Switched Call Control (CC)

10.1
Circuit switched Call Control (CC) state machine verification

10.1.1
General on CC state machine verification

The principle of checking the call control functions consists in the validation of each call control identified state.

State U0 as an initial state is not verified in the tests of 10.1.2 (establishment of an outgoing call).

State U0.1 is never verified.

The steps to be followed within each performed test are:

-
bring the UE into the required state;

-
trigger the tested event;

-
check the UE response and new state.

In clauses 10.1.2 and 10.1.3 different tables are defined to bring the UE into the required initial state. The exact table to be chosen is specified individually in clause "Initial conditions" of "Method of test" for each test case.

For each test, unless otherwise specified, a circuit switched basic service among those supported by the UE but excluding the emergency call teleservice shall be chosen arbitrarily, and the test shall be performed according to that basic service. If the only circuit switched basic service supported by the mobile is emergency call, then the incoming call tests shall not be performed and the other call control tests shall be performed with the EMERGENCY SETUP message replacing the SETUP message.

The initial states are to be checked through STATUS ENQUIRY messages sent by the SS, when feasible. This is not explicitly stated in the tables of expected sequences of signalling messages. The checking of final states are explicitly included into the expected sequences of signalling messages.

The following postamble may be used by the SS to bring UE back to idle mode in those test cases, in which it is not already included into expected sequence of signalling messages:

Table 10.1.1/1: A postamble to bring the UE back to idle mode.

	Step
	Direction
	Message
	Comments

	
	UE
	SS
	
	

	N
	<--
	RRC CONNECTION RELEASE
	

	n+1
	-->
	RRC CONNECTION RELEASE COMPLETE
	

	n+2
	UE
	
	the UE releases the RRC connection 


The postamble has not been included into the all of the tests in order to leave an option to concatenate the procedures in the future by using a final state of a test case as an initial state to another one.

For the special case of U0, the state is checked by sending STATUS ENQUIRY message with all possible values of transaction identifier (seven values) as U0 is the only state in which for every TI the UE will answer with release complete with cause #81. If U0 is to be verified when no RRC connection exists, first a mobile terminating radio connection must be established.

The UE responses are either call management messages received by the SS or lower layers functions activated within the UE or MMI actions (e.g. the buzzing of an alerting tone).

A time-out within the UE is triggered by the SS when it does not answer back an UE expected response.

The test sequences may be split in 3 main groups:

-
establishment and release of an outgoing call;

-
establishment and release of an incoming call;

-
in-call functions.

Some test cases use Basic Generic Procedures, "Mobile terminated establishment of Radio Resource Connection" and "Radio Bearer Setup Procedure" defined in TS34.108 clause 7.

General tolerance value on protocol timers defined in TS34.108 is used in some test cases if no specific tolerance on timer is defined in a test case.

Remark on verification of transient states

Some call control states of the user equipment may be transient, depending on implementation, configuration of the UE and previous messages.

If a test starts in a transient state, then the test is executed without verification of the starting state.

10.1.2
Establishment of an outgoing call

Initial conditions

As a minimum requirement the UE is updated and has been given a TMSI, a ciphering key and cipher key sequence number, and the layer 2, RRC and MM functionalities have been verified. 

There are as many CM initial conditions as states to be checked.

The tables below describe message exchanges which bring the UE in the requested initial states.

A state may be taken as initial only when all the states which lead to this initial states have been validated. The order followed in the test procedure will be U0, U0.1, U1, U3, U4, U10, U12, U19, U11 as seen in the table underneath.

The UE is brought again in the initial state starting with U0 at each new test performed.

Table 10.1.2/1: Establishment of an outgoing call, procedure 1 (late assignment)

	Step
	Direction
	Message
	Comments

	
	UE
	SS
	
	

	1
	
	Mobile Originated establishment of Radio Resource Connection
	Establishment cause: Originating Conversational Call

	2
	
	Void
	

	3
	
	Void
	

	4
	->
	CM SERVICE REQUEST
	U0.1

	5
	<-
	AUTHENTICATION REQUEST
	

	6
	->
	AUTHENTICATION RESPONSE
	

	7
	<-
	SECURITY MODE COMMAND
	

	8
	->
	SECURITY MODE COMPLETE
	

	9
	->
	SETUP
	U1

	10
	<-
	CALL PROCEEDING
	U3

	11
	<-
	ALERTING
	U4

	12
	
	Radio Bearer Setup Procedure
	See TS 34.108 clause 7.1.3

	13
	<-
	CONNECT
	

	14
	->
	CONNECT ACKNOWLEDGE
	U10

	A15
	<-
	DISCONNECT
	U12 (note 1)

	B15
	<-
	DISCONNECT
	U12 (note 2)

	B16
	->
	RELEASE
	U19

	C15
	
	
	MMI action, terminate call

	C16
	->
	DISCONNECT
	U11

	NOTE 1:
The Progress Indicator IE with progress description #8 "in band information or appropriate pattern now available" is included.

NOTE 2:
The Progress Indicator IE is not included.


Table 10.1.2/2: Void
Table 10.1.2/3: Establishment of an outgoing call, procedure 3

	Step
	Direction
	Message
	Comments

	
	UE
	SS
	
	

	1
	
	Mobile Originated establishment of Radio Resource ConnectionVoid
	Establishment cause: Originating Conversational Call

	2
	
	Void
	

	3
	
	Void
	

	4
	->
	CM SERVICE REQUEST
	U0.1

	4a
	<-
	AUTHENTICATION REQUEST
	

	4b
	->
	AUTHENTICATION RESPONSE
	

	5
	<-
	SECURITY MODE COMMAND
	

	6
	->
	SECURITY MODE COMPLETE
	

	7
	->
	SETUP
	U1

	8
	
	Void
	

	9
	
	Void
	

	10
	<-
	CALL PROCEEDING
	U3

	11
	
	Radio Bearer Setup Procedure
	See TS 34.108 clause 7.1.3

	12
	<-
	ALERTING
	U4

	13
	<-
	CONNECT
	

	14
	->
	CONNECT ACKNOWLEDGE
	U10

	A15
	<-
	DISCONNECT
	U12 (note 1)

	B15
	<-
	DISCONNECT
	U12 (note 2)

	B16
	->
	RELEASE
	U19

	C15
	
	
	MMI action, terminate call

	C16
	->
	DISCONNECT
	U11

	NOTE 1:
The Progress Indicator IE with progress description #8 "in band information or appropriate pattern now available" is included.

NOTE 2:
The Progress indicator IE is not included.


Table 10.1.2/4: Establishment of an outgoing call, procedure 4

	Step
	Direction
	Message
	Comments

	
	UE
	SS
	
	

	1
	
	Mobile Originated establishment of Radio Resource Connection
	Establishment cause: Originating Conversational Call

	2
	
	Void
	

	3
	
	Void
	

	4
	->
	CM SERVICE REQUEST
	U0.1

	5
	<-
	IDENTITY REQUEST
	

	6
	->
	IDENTITY RESPONSE
	

	6a
	<-
	AUTHENTICATION REQUEST
	

	6b
	->
	AUTHENTICATION RESPONSE
	

	7
	<-
	SECURITY MODE COMMAND
	

	8
	->
	SECURITY MODE COMPLETE
	

	9
	->
	SETUP
	U1

	10
	
	Radio Bearer Setup Procedure
	See TS 34.108 clause 7.1.3 (note 1)

	11
	<-
	CALL PROCEEDING
	U3

	12
	<-
	ALERTING
	U4

	13
	<-
	CONNECT
	

	14
	->
	CONNECT ACKNOWLEDGE
	U10

	A15
	<-
	DISCONNECT
	U12 (note 2)

	B15
	<-
	DISCONNECT
	U12 (note 3)

	B16
	->
	RELEASE
	U19

	C15
	
	
	MMI action, terminate call

	C16
	->
	DISCONNECT
	U11

	NOTE 1:
Assigned channel is appropriate for the chosen bearer capability (see 10.1).

NOTE 2:
The Progress Indicator IE with progress description #8 "in band information or appropriate pattern now available" is included.

NOTE 3:
The Progress Indicator IE is not included.


<Skip until first modified section>

<Start of first modified section>

10.1.2.2
Outgoing call / U0.1 MM connection pending

10.1.2.2.1
Outgoing call / U0.1 MM connection pending / CM service rejected

10.1.2.2.1.1
Definition

A request for MM connection is rejected by the SS. 

10.1.2.2.1.2
Conformance requirement

If a CM SERVICE REJECT message is received by the UE, timer T3230 shall be stopped, the requesting CM sublayer entity informed. Then the UE shall proceed as follows:

-
If the cause value is not #4 or #6 the MM sublayer returns to the previous state (the state where the request was received). Other MM connections shall not be affected by the CM SERVICE REJECT message.

-
If cause value #4 is received, the UE aborts any MM connection, deletes any TMSI, LAI and ciphering key sequence number in the SIM, changes the update status to NOT UPDATED (and stores it in the SIM according to clause 4.1.2.2), and enters the MM sublayer state WAIT FOR NETWORK COMMAND. If subsequently the RR connection is released or aborted, this will force the UE to initiate a normal location updating). Whether the CM request shall be memorized during the location updating procedure, is a choice of implementation.

-
If cause value #6 is received, the UE aborts any MM connection, deletes any TMSI, LAI and ciphering key sequence number in the SIM, changes the update status to ROAMING NOT ALLOWED (and stores it in the SIM according to clause 4.1.2.2), and enters the MM sublayer state WAIT FOR NETWORK COMMAND. The UE shall consider the SIM as invalid for non-GPRS services until switch-off or the SIM is removed.

References


TS 24.008, clause 4.5.1.1.

10.1.2.2.1.3
Test purpose

To verify that a CC entity of the UE in CC-state U0.1, "MM-connection pending", upon the UE receiving a CM SERVICE REJECT message, returns to CC state U0, "Null".

10.1.2.2.1.4
Method of test

Related ICS/IXIT statements

-
supported MO circuit switched basic services.

Initial conditions

System Simulator:


1 cell, default parameters.

User Equipment:


The UE is in MM-state "idle, updated" with valid TMSI and CKSN.


The UE is brought into the state U0.1 by using table 10.1.2/1.

Test procedure

An MO circuit switched basic service is selected that is supported by the UE; if the UE supports MO telephony, the selected basic service is telephony. If necessary, the UE is configured for that basic service. Then, the UE is made to initiate a call. When the SS receives CM SERVICE REQUEST, the contents of it shall be checked. The SS rejects it by CM SERVICE REJECT. The SS performs authentication and starts integrity. Then the SS will check the state of the UE by using STATUS ENQUIRY with all the relevant transaction identifiers.

Expected sequence

	Step
	Direction
	Message
	Comments

	
	UE
	SS
	
	

	1
	<-
	CM SERVICE REJECT
	

	1a
	<-
	AUTHENTICATION REQUEST
	

	1b
	->
	AUTHENTICATION RESPONSE
	

	1c
	
	
	SS starts integrity

	2
	<-
	STATUS ENQUIRY
	

	3
	->
	RELEASE COMPLETE
	cause shall be #81 (invalid TI value)

	4
	SS
	
	repeat steps 2‑3 to cover all the transaction identifiers from 000 ...110

	5
	<-
	
	The SS releases the RRC connection.


Specific message contents:

None.
10.1.2.2.1.5
Test requirements

After step 2 CC entities relating to all mobile originating transaction identifiers shall send RELEASE COMPLETE messages with cause value #81 (invalid TI value).

10.1.2.2.2
Outgoing call / U0.1 MM connection pending / CM service accepted

10.1.2.2.2.1
Definition

A CM request is accepted for the MM-connection by the SS. 

10.1.2.2.2.2
Conformance requirement

Having entered the "MM connection pending" state, upon MM connection establishment, the call control entity of the UE sends a setup message to its peer entity. This setup message is

-
a SETUP message, if the call to be established is a basic call.

It then enters the "call initiated" state.

References


TS 24.008 clause 5.2.1.

10.1.2.2.2.3
Test purpose

To verify that a CC entity of the UE in CC-state U0.1, "MM connection pending", after completion of the security mode control procedure, sends a SETUP message specifying the Called party BCD number that was entered into the UE and then enters CC state U1, "Call initiated".

10.1.2.2.2.4
Method of test

Related ICS/IXIT statements

-
supported MO circuit switched basic services.

Initial conditions

System Simulator:


1 cell, default parameters.

User Equipment:


The UE is in MM-state "idle, updated" with valid TMSI and CKSN.


The UE is brought into the state U0.1 by using table 10.1.2/1.

Test procedure

An MO circuit switched basic service is selected that is supported by the UE; if the UE supports MO telephony, the selected basic service is telephony. If necessary, the UE is configured for that basic service. Then, the UE is made to initiate a call. When the UE is requesting a MM-connection, the SS performs authentication and starts integrity. The UE shall respond with SETUP. Then the SS will check the state of the call control entity by STATUS ENQUIRY with the relevant transaction identifiers.

Expected sequence

	Step
	Direction
	Message
	Comments

	
	UE
	SS
	
	

	1
	<-
	Void
	

	1a
	<-
	AUTHENTICATION REQUEST
	

	1b
	->
	AUTHENTICATION RESPONSE
	

	1c
	
	
	SS starts integrity

	2
	->
	SETUP
	with called party BCD number.

	3
	<-
	STATUS ENQUIRY
	

	4
	->
	STATUS
	cause shall be #30 (response to enq.) and state U1 call initiated.


Specific message contents:

None.

10.1.2.2.2.5
Test requirements

After step 1 the UE shall send a SETUP message specifying the Called party BCD number that was entered into the UE and then enter CC state U1, "Call initiated".
<End of modified section>

<Start of next modified section>

10.1.2.9.2
Outgoing call / U19 release request / 2nd timer T308 time-out

10.1.2.9.2.1
Definition

The call control entity of the UE being in the state, U19, if no response is then received after timer T308 has expired two times in success at the UE. 

10.1.2.9.2.2
Conformance requirement

At second expiry of timer T308, the call control entity of the UE shall: release the MM connection; and return to the "null" state.

References

TS 24.008 clause 5.4.4.1.3.1.

10.1.2.9.2.3
Test purpose

1)
To verify that a CC-entity of the UE in CC-state U19, "Release Request", upon the 2nd expiry of the timer T308, enters the CC-state U0, "Null".

2)
To verify that subsequently the UE proceeds with releasing the MM-connection and enters the idle mode with the CC entities relating to the seven mobile originating transaction identifiers in state U0, "Null".

10.1.2.9.2.4
Method of test

Related ICS/IXIT statements

-
supported MO circuit switched basic services.

Initial conditions

System Simulator:


1 cell, default parameters.

User Equipment:


The UE is in MM-state "idle, updated" with valid TMSI and CKSN.


The UE is brought into the state U19 by using table 10.1.2/4.

Test procedure

An MO circuit switched basic service is selected that is supported by the UE; if the UE supports MO telephony, the selected basic service is telephony. If necessary, the UE is configured for that basic service. Then, the UE is made to initiate a call. The CC entity of the UE is brought to the state U19. The SS allows T308 expiry at the UE, and the UE shall repeat sending the RELEASE message and start timer T308 again. The SS allows again T308 expiry at the UE. The UE shall abort the RRC connection. The SS waits long enough to enable the UE to return to idle state listening to paging, and then pages UE to create RRC connection. The SS performs authentication and starts integrity. Finally, the SS will check the state of the UE by using STATUS ENQUIRY with the relevant transaction identifiers.

Expected sequence

	Step
	Direction
	Message
	Comments

	
	UE
	SS
	
	

	1
	SS
	
	SS waits until T308 expiry at the UE

	2
	->
	RELEASE
	

	3
	<-
	STATUS ENQUIRY
	

	4
	->
	STATUS
	cause #30, state U19

	5
	SS
	
	SS waits until the second T308 expiry at the UE

	6
	SS
	
	SS waits T3240 expiry at the UE

	7
	UE
	
	The SS releases the RRC connection

	8
	SS
	
	SS waits 10 s for the UE to return to listening to paging

	9
	
	Mobile terminated establishment of Radio Resource Connection
	See TS34.108

	9a
	->
	PAGING RESPONSE
	

	9b
	<-
	AUTHENTICATION REQUEST
	

	9c
	->
	AUTHENTICATION RESPONSE
	

	9d
	
	
	SS starts integrity

	10
	<-
	STATUS ENQUIRY
	

	11
	->
	RELEASE COMPLETE
	cause #81 (invalid TI value)

	12
	SS
	
	repeat steps 10‑11 to cover all the transaction identifiers from 000...110

	13
	
	
	The SS releases the RRC connection.


Specific message contents:

None.

10.1.2.9.2.5
Test requirements

After step 5 upon the 2nd expiry of the timer T308 the UE shall enter the CC-state U0, "Null".
After step 10 CC entities relating to all mobile originating transaction identifiers shall send RELEASE COMPLETE messages with cause value #81 (invalid TI value).

<End of modified section>
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