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7.1.8.3
DTCH or DCCH mapped to CPCH

7.1.8.3.1
Definition and applicability

All UEs which support CPCH.

7.1.8.3.2
Conformance requirement

UE-Id type field and UE-Id are included in the MAC header. The C/T field is included in the MAC header if multiplexing on MAC is applied.

Reference(s)
TS 25.321 sub-clause 9.2.1.1 and 11.3.

TS 25.214 clause 6.2.
TS 25.211 clause 5.3.3.11.

7.1.8.3.3
Test purpose

To verify when DTCH or DCCH mapped to CPCH, UE-Id type field and UE-Id are included in the MAC header. if multiplexing on MAC is applied, the C/T field is included in the MAC header, otherwise, C/T field is not included.  

7.1.8.3.4
Method of test
Initial conditions

System Simulator:


1 cell, default parameters, Ciphering Off.

User Equipment:


The UE shall operate under normal test conditions, Ciphering Off.


The Test-USIM shall be inserted.

The UE is in Connected mode and a connection is established as described in the TS 34.123-1, 7.3 PDCP testing, clause ”Setup a UE originated PS session using IP Header compression in UM RLC (using Loop back test mode 1).

Related ICS/IXIT Statement(s)
TBD

Foreseen Final State of the UE

Test procedure
     a) The SS sends SIBs 7, 8, and 9, sends CSICH information and waits 30 seconds. 

b)
The SS reconfigures its RLC mode to be in transparent mode RLC. Afterwards its sends a certain data block to the UE . 
c)
After having received the data block via configured mapped channels, the UE forwards the data to its Radio Bearer Loop Back entity. The received data shall be returned by the UE via its MAC configuration to the SS.

d)
The SS receives the returned data block and checks its MAC header, whether a UE-Id type and a UE-Id are included.

e)
The SS reconfigures its RLC mode to be in AM.

f)
The SS starts a Radio Bearer Reconfiguration procedure to be connected in RLC transparent mode and configures the Radio Bearer for multiplexing.

g)
The SS sends the next data block via its MAC entity with MAC header, including the UE-Id type as ”C-RNTI” and UE-Id as C-RNTI of the UE.C/T field.

h)
After having received the data block via configured mapped channels, the UE forwards the data to its Radio Bearer Loop Back entity. The received data shall be returned by the UE via its MAC configuration to the SS.

i)
The SS receives the returned data block and checks its MAC header, whether UE-Id type, UE-Id field are included and C/T field is applied or not.

Expected sequence

	Step
	Direction
	Message
	Comments

	
	UE
	SS
	
	

	1
	(
	SIBs 7, 8 and 9 and CSICH information
	Containing default settings for CPCH.

	2
	(
	DATA BLOCK
	The SS sends one data block with MAC header, sets UE-Id type as ”C-RNTI”, and UE-Id as C-RNTI of UE.

	3
	(
	LOOP BACK DATA BLOCK
	SS receives the loop back data block from the Uplink RB and checks the MAC header.

	4
	
	
	SS sends CMAC_MAC_HEADER_REQ with enable_mac_header and CRLC_CONFIG_REQ with RLC mode as ”AM mode”.

	5
	(
	RADIO BEARER RECONFIGURE
	Reconfigures the downlink and uplink radio bearer as multiplexing.

	6
	(
	RADIO BEARER RECONFIGURATION COMPLETE
	

	7
	
	
	SS sends CMAC_MAC_HEADER_REQ with disable_mac_header and CRLC_CONFIG_REQ with RLC mode as ”Transparent mode”.

	8
	(
	DATA BLOCK
	The SS sends one data block with MAC header, sets UE-Id type as ”C-RNTI”, and UE-Id as C-RNTI of UE.

	9
	(
	LOOP BACK DATA BLOCK
	SS receives the loop back data block from the Uplink RB and checks the MAC header.

	10
	
	
	SS sends CMAC_MAC_HEADER_REQ with enable_mac_header and CRLC_CONFIG_REQ with RLC mode as ”AM mode”.


Specific Message Contents

RADIO BEARER SET UP:

	Information Element
	Value/remark

	RLC info

    - RLC mode

RB mapping info

   -Downlink

- Number of logical channels

- Downlink transport channel type

  -Uplink

- Number of logical channels

- Uplink transport channel type

     
	AM RLC

1

FACH
1

CPCH




RADIO BEARER RECONFIGURE:

	Information Element
	Value/remark

	RLC info

    - RLC mode

RB mapping info

   -Downlink

- Number of logical channels

- Downlink transport channel type

  -Uplink

- Number of logical channels

- Uplink transport channel type


	AM RLC

2

FACH
2

CPCH




PRACH persistence level info in System Information Block type 7

	Information Element
	Value/Remark

	PRACHs listed in SIB 5
- Dynamic persistence level
PRACHs listed in SIB 6

   - Dynamic persistence level

	All set to 8, which maps to minimum persistence value, no access allowed 
All set to 8, which maps to minimum persistence value, no access allowed


CPCH parameters in System Information Block type 8

	Information Element
	Value/Remark

	Back off control parameters
· N_ap_retrans_max
· N_access_fails
· NF_bo_no aich
· NS_bo_busy
· NF_bo_all_busy
· NF_bo_mismatch
· T_CPCH
Power Control Algorithm

TPC step size

DL DPCCH BER

	15
15

15

15

15

15

0
algorithm 1

1

15




CPCH set info in System Information Block type 8

	Information Element
	Value/Remark

	AP preamble scrambling code
AP-AICH channelisation code
CD preamble scrambling code

CD/CA-ICH channelisation code

DeltaPp-m

UL DPCCH Slot Format

N_start_message

CPCH status indication mode
PCPCH Channel #1 info

· UL scrambling code

· DL channelisation code

· PCP length
· UCSM info

- Minimum spreading factor

        - NF_max

· AP signature
PCPCH Channel #2 info 

· UL scrambling code

· DL channelisation code

· PCP length

· UCSM info

- Minimum spreading factor

        - NF_max

· AP signature

  
	16

15

17

16

0

1

8

PA mode

18
15

8
64

64

15
19
14

8

64

64

14



PCPCH persistence level info in System Information Block type 9

	Information Element
	Value/Remark

	CPCH set persistence levels
- PCPCH persistence level
	Both set to 1, immediate access allowed




CSICH Information broadcast by SS PHY

	Information Element
	Value/Remark

	PCPCH  Channel Availability (PCA) :

   -PCA1

   -PCA2
	Available

Available


7.1.8.3.5
Test requirements

The UE-Id type and UE-Id field are included in the MAC header. When multiplexing on MAC is not applied, C/T field is included in the MAC header. Otherwise, C/T field is not included. 
7.1.13
Control of CPCH transmissions.

7.1.13.1
Control of CPCH transmissions for FDD

7.1.13.1.1
Definition and applicability

All Ues which support CPCH.

7.1.13.1.2
Conformance requirement

1.
If counter M is not less than N_access_fails, the UE shall execute an access failure error procedure and the CPCH access procedure ends. 

2.
If the sum of the Frame Count Transmitted counter plus the number of frames in the next TTI is larger than NF_max, the UE shall exit the CPCH transmission procedure.
3.  If the CSICH information indicates no PCPCH is available, the UE shall not attempt CPCH access.

4.  If the CPCH Persistency levels are all set to 8, the UE shall not attempt CPCH access.

5.  If the SS issues an immediate Emergency Stop command in the DL-DPCCH for CPCH, the UE shall abort CPCH access.
Reference(s) TS25.321 11.3

TS 25.214 clause 6.
TS 25.211 clause 5.3.3.11

7.1.13.1.3
Test purpose

To verify that the MAC entity control CPCH transmission correctly.

7.1.13.1.4
Method of test
Initial conditions
System Simulator:


1 cell, default parameters, Ciphering Off.

User Equipment:


The UE shall operate under normal test conditions, Ciphering Off.


The Test-USIM shall be inserted.

The UE is in Connected mode and a connection is established as described in the TS 34.123-1, 7.3 PDCP testing, clause ”Setup a UE originated PS session using IP Header compression in AM RLC (using Loop back test mode 1).

Related ICS/IXIT Statement(s)
TBD

Foreseen Final State of the UE

The same as the initial conditions.

Test procedure

a)
The SS ends SIBs 7, 8 and 9, sends CSICH information and waits 30 seconds.

b)
The SS configures its RLC entity for”Transparent Mode”
c)
The SS sends certain DATA BLOCKS to UE with UE-Id type and UE-Id field.

d)
After having received the data block via configured mapped channels, the UE forwards the data to its Radio Bearer Loop Back entity. The received data shall be returned by the UE via its MAC configuration to the SS.
e)
The SS receives returned DATA BLOCKS.

f)
The SS configures its RLC entity for”AM mode

g)
The SS starts the RB reconfiguration procedure by sending the RADIO BEARER RECONFIGURATION message 
h
After having received the UE confimation for the reconfiguration procedure, the SS configures its RLC entity for”Transparent Mode”
i) The SS sends SIB 8 on BCH with parameter : N_access_fails = 0 and waits 30 seconds.
j)
The SS sends certain DATA BLOCKS.

k)
The SS shall not receive any LOOP BACK DATA BLOCKS within 30s. 

l)
The SS configures its RLC entity for”AM mode”.

m)
The SS starts the RB reconfiguration procedure by sending the RADIO BEARER RECONFIGURATION message 
n
The SS receives RADIO BEARER RECONFIGURE COMPLETE.
o)
After having received the UE confimation for the reconfiguration procedure, the SS configures its RLC entity for”Transparent Mode”. 
p) 
The SS sends SIB 8 on BCH with parameter : NF_max = 0 and waits 30 seconds.
q)
The SS sends certain DATA BLOCKS.

r
The SS shall not receive any returned DATA BLOCKS within 30s. 
s)
The SS configures its RLC entity for”AM mode”.

t)
The SS starts the RB reconfiguration procedure by sending the RADIO BEARER RECONFIGURATION message.

u)
The SS receives RADIO BEARER RECONFIGURE COMPLETE.

v)
After having received the UE confimation for the reconfiguration procedure, the SS configures its RLC entity for”Transparent Mode”. 
w)
The SS sends SIB 8 on BCH and waits 30 seconds.

x)
The SS continuously sends CSICH information with PCA1=PCA2= NOT AVAILABLE.

y)
The SS sends certain DATA BLOCKS.

z)
The SS shall not receive any returned DATA BLOCKS within 30s. 

aa)
The SS configures its RLC entity for”AM mode”.

ab) The SS starts the RB reconfiguration procedure by sending the RADIO BEARER RECONFIGURATION message. 
cc)  The SS receives RADIO BEARER RECONFIGURE COMPLETE.
dd)
 After having received the UE confimation for the reconfiguration procedure, the SS configures its RLC entity for”Transparent Mode”. 
ee)
The SS sends CSICH information with PCA1=PCA2= AVAILABLE and the SS PHY is configured to send CPCH Emergency Stop message in all DL DPCCHs for CPCH after N_start_message frames.
ff)
The SS sends certain DATA BLOCKS.

gg)
The SS shall not receive any returned DATA BLOCKS within 30s. 

hh)
The SS configures its RLC entity for”AM mode”.

ii)
The SS starts the RB reconfiguration procedure by sending the RADIO BEARER RECONFIGURATION message.

jj)
The SS receives RADIO BEARER RECONFIGURE COMPLETE.

kk)
After having received the UE confimation for the reconfiguration procedure, the SS configures its RLC entity for”Transparent Mode”. 
al) The SS sends SIB 9 on BCH with the CPCH persistence levels set to 8, no access allowed.
mm)
The SS sends certain DATA BLOCKS
nn)
The SS shall not receive any returned DATA BLOCKS within 30s. 

oo)

The SS configures its RLC entity for”AM mode”.

pp)

The SS starts the RB reconfiguration procedure by sending the RADIO BEARER RECONFIGURATION message.

qq)
The SS receives RADIO BEARER RECONFIGURE COMPLETE.

ar) After having received the UE confimation for the reconfiguration procedure, the SS configures its RLC entity for”Transparent Mode”. 
as) The SS sends SIB 9 on BCH with the CPCH persistence levels set to 1, immediate access allowed.
tt)
The SS sends certain DATA BLOCKS.

uu)
The SS receives returned DATA BLOCKS.

vv)
The SS configures its RLC entity for”AM mode”.

Expected sequence

	Step
	Direction
	Message
	Comments

	
	UE
	SS
	
	

	1
	(
	SIBs 7, 8 and 9 and CSICH information
	Containing default settings for CPCH

	2
	
	
	SS sends CMAC_MAC_HEADER_REQ with disable_mac_header and CRLC_CONFIG_REQ with RLC mode as ”Transparent mode”.

	3
	(
	DATA BLOCKS 
	

	4
	(
	LOOP BACK DATA BLOCKS
	

	5
	
	
	SS sends CMAC_MAC_HEADER_REQ with enable_mac_header and CRLC_CONFIG_REQ with RLC mode as ”AM mode”.

	6
	(
	RADIO BEARER RECONFIGURATION 
	

	7
	(
	RADIO BEARER RECONFIGURATION COMPLETE
	

	8
	
	
	SS sends CMAC_MAC_HEADER_REQ with disable_mac_header and CRLC_CONFIG_REQ with RLC mode as ”Transparent mode”.

	9
	(
	SIB 8
	N_access_fails = 0

	10
	(
	DATA BLOCK
	

	11
	
	
	The SS can’t receive loop back data blocks from UE in 30s.

	12
	
	
	SS sends CMAC_MAC_HEADER_REQ with enable_mac_header and CRLC_CONFIG_REQ with RLC mode as ”AM mode”.

	13
	(
	RADIO BEARER RECONFIGURATION 
	

	14
	(
	RADIO BEARER RECONFIGURATION COMPLETE
	

	15
	
	
	SS sends CMAC_MAC_HEADER_REQ with disable_mac_header and CRLC_CONFIG_REQ with RLC mode as ”Transparent mode”.

	16
	(
	SIB 8
	NF_max = 0

	17
	(
	DATA BLOCK
	UE was trigged to send data block.

	18
	
	
	The SS can’t receive data from UE in 30s

	19
	
	
	SS sends CMAC_MAC_HEADER_REQ with enable_mac_header and CRLC_CONFIG_REQ with RLC mode as ”AM mode”.



	20
	(
	RADIO BEARER RECONFIGURATION
	

	21
	(
	RADIO BEARER RECONFIGURATION

COMPLETE
	

	22
	
	
	SS sends CMAC_MAC_HEADER_REQ with disable_mac_header and CRLC_CONFIG_REQ with RLC mode as ”Transparent mode”.

	23
	(
	SIB 8 and CSICH information
	PCA1=PCA2= NOT AVAILABLE

	24
	(
	DATA BLOCK
	

	25
	
	
	The SS can’t receive data from UE in 30s

	26
	
	
	SS sends CMAC_MAC_HEADER_REQ with enable_mac_header and CRLC_CONFIG_REQ with RLC mode as ”AM mode”.



	27
	(
	RADIO BEARER RECONFIGURATION
	

	28
	(
	RADIO BEARER RECONFIGURATION

COMPLETE
	

	29
	
	
	SS sends CMAC_MAC_HEADER_REQ with disable_mac_header and CRLC_CONFIG_REQ with RLC mode as ”Transparent mode”.

	30
	(
	SIB 8 and CSICH information
	PCA1=PCA2=AVAILABLE

	31
	
	
	SS sends a CPCH-Estop command in all DLDPCCHs for CPCH after N_start_message frames

	32
	(
	DATA BLOCK
	

	33
	
	
	The SS can’t receive data from UE in 30s

	34
	
	
	SS sends CMAC_MAC_HEADER_REQ with enable_mac_header and CRLC_CONFIG_REQ with RLC mode as ”AM mode”.

	35
	(
	RADIO BEARER RECONFIGURATION
	

	36
	(
	RADIO BEARER RECONFIGURATION

COMPLETE
	

	37
	
	
	SS sends CMAC_MAC_HEADER_REQ with disable_mac_header and CRLC_CONFIG_REQ with RLC mode as ”Transparent mode”.

	38
	(
	SIB 9
	CPCH Persistence levels set to 8; no access allowed

	39
	(
	DATA BLOCK
	

	40
	
	
	The SS can’t receive data from UE in 30s

	41
	
	
	SS sends CMAC_MAC_HEADER_REQ with enable_mac_header and CRLC_CONFIG_REQ with RLC mode as ”AM mode”.



	42
	(
	RADIO BEARER RECONFIGURATION
	

	43
	(
	RADIO BEARER RECONFIGURATION

COMPLETE
	

	44
	
	
	SS sends CMAC_MAC_HEADER_REQ with disable_mac_header and CRLC_CONFIG_REQ with RLC mode as ”Transparent mode”.

	45
	(
	SIB 9
	CPCH Persistence levels set to 1; immediate access allowed

	46
	(
	DATA BLOCK
	

	47
	(
	LOOP BACK DATA BLOCKS
	

	48
	
	
	SS sends CMAC_MAC_HEADER_REQ with enable_mac_header and CRLC_CONFIG_REQ with RLC mode as ”AM mode”.




Specific Message Contents

RADIO BEARER SET UP:

	Information Element
	Value/remark

	RLC info

    - RLC mode

RB mapping info

   -Downlink

- Number of logical channels

- Downlink transport channel type

  -Uplink

- Number of logical channels

- Uplink transport channel type


 
	AM RLC

1

FACH
1

CPCH





PRACH persistence level info in System Information Block type 7

	Information Element
	Value/Remark

	PRACHs listed in SIB 5

- Dynamic persistence level

PRACHs listed in SIB 6

   - Dynamic persistence level


	All set to 8, which maps to minimum persistence value, no access allowed

All set to 8,which maps to minimum persistence value, no access allowed


CPCH parameters in System Information Block type 8

	Information Element
	Value/Remark

	Back off control parameters

· N_ap_retrans_max
· N_access_fails
· NF_bo_no aich
· NS_bo_busy
· NF_bo_all_busy
· NF_bo_mismatch
· T_CPCH

Power Control Algorithm

TPC step size

DL DPCCH BER


	15

15

15

15

15

15

0

algorithm 1

1

15




CPCH set info in System Information Block type 8

	Information Element
	Value/Remark

	AP preamble scrambling code

AP-AICH channelisation code

CD preamble scrambling code

CD/CA-ICH channelisation code

DeltaPp-m

UL DPCCH Slot Format

N_start_message

CPCH status indication mode

PCPCH Channel #1 info

· UL scrambling code

· DL channelisation code

· PCP length

· UCSM info

- Minimum spreading factor

        - NF_max

· AP signature

PCPCH Channel #2 info 

· UL scrambling code

· DL channelisation code

· PCP length

· UCSM info

- Minimum spreading factor

        - NF_max

· AP signature

  
	16

15

17

16

0

1

8

PA mode

18
15

8

64

64

15

19
14

8

64

64

14




PCPCH persistence level info in System Information Block type 9

	Information Element
	Value/Remark

	CPCH set persistence levels

- PCPCH persistence level
	Both set to 1, immediate access allowed




CSICH Information broadcast by SS PHY

	Information Element
	Value/Remark

	PCPCH  Channel Availability (PCA) :

   -PCA1

   -PCA2
	Available

Available


7.1.13.1.5
Test requirements

The SS can’t receives data blocks from UE when N_access_fails or NF_max set as 0.
The SS can’t receives data blocks from UE when NF_max  set as 0.

The SS can’t receives data blocks from UE when CSICH info indicates channels not available.

The SS can’t receives data blocks from UE when CPCH Persistency level set to 8.

The SS can’t receives data blocks from UE when Emergency Stop message terminates access.
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