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A. Introduction

Documents  (Tdoc,  CRs, LSs) have not been handled very well in SA3-LI.

B. Discussion

Attached for discussion and action are some Annexes which are extracted from SA3#21 report.

C. Recommendations

Similar Annexes are maitained and to be attached to each SA3-LI meeting report, as they have been done in SA3.

Annex B:
List of documents

	TD number
	Title
	Source
	Agenda
	Document for
	Replaced by

	S3-010562
	Draft Agenda for meeting #21
	Chairman
	2
	Approval
	 

	S3-010563
	Draft report of meeting #20
	Secretary
	3
	Approval
	 

	S3-010564
	Liaison Statement on AMR-WB and Legal Interception
	CN WG4
	5.3
	Information
	 

	S3-010565
	LS to GSM-A TWG/SERG “regarding User Profile”
	3GPP Joint ad-hoc on Generic User Profile (GUP)
	5.3
	Information
	 

	S3-010566
	Reply Liaison Statement On the use of Network Domain Security for protection of SIP signalling messages
	CN WG4
	7.3
	Action
	 

	S3-010567
	Reply to Liaison Statement on Usage of Private ID
	CN WG4
	5.3
	Information
	 

	S3-010568
	LS on Message size limitation for f9 algorithm
	RAN WG2
	5.3
	Action
	 

	S3-010569
	Liaison Statement on Technical Solution for Prepaid Cards Using Smart Cards with Real-Time Clock
	ETSI EP SCP
	7.3
	Information
	 

	S3-010570
	Liaison Statement on IMS identifiers and ISIM
	T WG3
	6 / 7.3
	Discussion
	 

	S3-010571
	VASP MMS Connectivity
	T WG2
	5.3
	Discussion / Guidance
	 

	S3-010572
	LS from RAN WG3: WID: AMR-WB Speech Service – Core Network Aspects
	RAN WG3
	5.3
	Information
	 

	S3-010573
	Liaison Statement on Security of Rel5 IP Transport in UTRAN
	RAN WG3
	5.3
	Action
	 

	S3-010574
	LS to CN WG5: Comments on TS 29.198
	SA WG3
	 - / 5.3
	Information
	 

	S3-010575
	LS on Enhanced user privacy for location services
	SA WG2
	5.3
	Action
	 

	S3-010576
	LS on IMS identifiers and ISIM and USIM
	SA WG2
	7 / 7.10
	Action
	 

	S3-010577
	Reply to Liaison Statement on Usage of Private ID
	SA WG2
	7.3
	Information
	 

	S3-010578
	Response to the LS S2-012896 from SA3 on Security Aspects related to the IMS Authentication
	SA WG2
	7.3
	Action
	 

	S3-010579
	Draft TS 33.203 version 0.7.0: Access security for IP-based services (Rel-5)
	Rapporteur
	 
	 
	 

	S3-010580
	ISIM Application
	Gemplus
	8
	Discussion
	 

	S3-010581
	Proposed CR to 33.102: Configurability of cipher use (Rel-5)
	Telia
	 
	Approval
	S3-010674

	S3-010582
	NDS/IP suggestions
	Telenor
	 
	Discussion
	S3-010670

	S3-010583
	Update information on 33.210-060
	Geir M Køien, rapporteur
	 
	Presentation / Discussion
	 

	S3-010584
	T3 ISIM working assumptions
	Jeremy Norris (Vodafone Ltd) USIM rapporteur
	6
	Discussion
	 

	S3-010585
	LS from CN WG1 on IMS identifiers: Response to: LS (S2-013067) on IMS identifiers and ISIM and USIM
	CN WG1
	7
	Discussion
	 

	S3-010586
	(Pseudo) CR to 33.203: Network Hiding Mechanism
	AT&T Wireless
	 
	Approval
	 

	S3-010587
	Liaison Statement on 3GPP Generic User Profile Stage 1
	SA WG1
	5.3
	Information
	 

	S3-010588
	RE: Liaison Statement on privacy of IPv6 addresses allocated to terminals using the IM CN subsystem
	SA WG1
	7.3
	Information
	 

	S3-010589
	Response to:  Liaison Statement on Usage of Private ID
	SA WG1
	7.3
	Information
	 

	S3-010590
	Liaison Statement on Revised Push Service Stage 1
	SA WG1
	5.3
	Discussion
	 

	S3-010591
	Reply to  LS on “Privacy Override Indicator”
	SA WG1
	5.3
	Action
	 

	S3-010592
	Liaison Statement on DRM
	SA WG1
	5.3
	Action
	 

	S3-010593
	Presence Service requirements
	SA WG1
	7.3
	Action
	 

	S3-010594
	Answer to LS on requirements on Multimedia Broadcast/Multicast Service
	SA WG1
	5.3
	Information
	 

	S3-010595
	Liaison Statement on UE functionality split
	SA WG1
	7 / 7.10
	Action
	 

	S3-010596
	 RE: LS on IMS identifiers and ISIM and USIM (S2 Tdoc S2-013067)
	T WG2
	7
	Information
	 

	S3-010597
	Cipher indicators and selection options in UMTS
	GSM Association SG
	 
	Information
	 

	S3-010598
	Mail received from TSG CN Chairman on IETF Dependancies table 
	Secretary SA WG3 (TSG CN Chairman)
	 
	Review / Comment
	 

	S3-010599
	Definition of the UICC
	SA WG1 
	7
	Action
	 

	S3-010600
	General Purpose Authenticator via Mobile Phone
	Orange
	 
	Discussion
	 

	S3-010601
	Proposed CR to 35.201: Correct the maximum input message length for f8 and f9 (Rel-99)
	Siemens Atea
	 
	Approval
	S3-010680

	S3-010602
	Proposed CR to 35.201: Correct the maximum input message length for f8 and f9 (Rel-4)
	Siemens Atea
	 
	Approval
	S3-010681

	S3-010603
	EAP extension drafts – new versions
	Ericsson, Nokia
	 
	Information
	 

	S3-010604
	Security Mechanism Agreement for SIP Connections
	Ericsson, Nokia, Nortel Networks
	 
	Information
	 

	S3-010605
	draft-garcia-sipping-3gpp-reqs-02: 3GPP requirements on SIP
	Ericsson
	 
	Discussion
	 

	S3-010606
	Proposed CR to 33.200: Removing the Sending PLMN-Id from Security Header (Rel-4)
	Hutchison 3G UK
	 
	Approval
	S3-010658

	S3-010607
	Proposed CR to 33.200: Completing the specification of a MAPsec SA (Rel-4)
	Hutchison 3G UK
	 
	Approval
	S3-010693

	S3-010608
	Update on changes to MAPsec Release 5
	Hutchison 3G UK
	 
	Information
	 

	S3-010609
	3GPP TS 33.108  (Version 0.2.1)
	SA WG3-LI
	5.1
	Approval
	 

	S3-010610
	Proposed CR to 33.107: Inter-SGSN RA update with active PDP context (Rel-5). WITHDRAWN as Rel99,Rel4 CRs not available
	SA WG3-LI 
	5.1
	Approval
	 

	S3-010611
	Revised Work Item Description (revision of SP-000309)
	SA WG3-LI 
	 
	Approval
	 

	S3-010612
	Proposed CR to 33.107: Source of PDP context initiation (Rel-5)
	SA WG3-LI 
	 
	Approval
	 

	S3-010613
	Report of the 3GPP TSG SA WG3-LI (S3-LI) meeting #5/01 on lawful interception Aspen, Colorado 30 October – 1 November  2001
	SA WG3-LI 
	 
	Information
	 

	S3-010614
	Overview of differences and gaps of Lawful Interception between legacy telecommunication and multimedia call scenarios
	SA WG3-LI 
	 
	Presentation
	 

	S3-010615
	draft-arkko-map-doi-04: The MAP Security Domain of Interpretation for ISAKMP
	Jari Arkko (Ericsson)
	 
	Discussion
	 

	S3-010616
	Proposed Changes to 33.210 about the ESP Algorithms
	Nokia
	 
	Discussion / Decision
	 

	S3-010617
	Proposed changes to 33.210 about protecting GTP-U
	Nokia
	 
	Discusion
	 

	S3-010618
	Proposed Changes to 33.210 about the scope
	Nokia
	5.3
	Discussion / Decision
	 

	S3-010619
	Resubmitted S3-010489: Proposed changes to 33.210 about defining the BG element
	Nokia
	 
	Discussion
	 

	S3-010620
	Extensible Authentication Protocol (EAP) progress in IETF 
	Nokia
	 
	Presentation
	 

	S3-010621
	Response to liaison from IPCablecom on LI
	ETSI EP TIPHON
	 
	Action
	 

	S3-010622
	Using PKI to provide network domain security
	Telenor, Nokia
	 
	Discussion
	 

	S3-010623
	Proposed Work Item description: Support for subscriber certificates
	Nokia
	 
	Approval
	S3-010704

	S3-010624
	Parameters stored on a UICC card for IMS services
	Ericsson
	8
	Discussion
	 

	S3-010625
	Use of a R99 or REL-4 USIM application on a UICC card for IMS services
	Ericsson
	8
	Discussion
	 

	S3-010626
	On Definition of Za/Zb/Zc Interfaces
	Ericsson
	7.2
	Discussion / Decision
	S3-010659

	S3-010627
	On defining NDS/IP traffic
	Ericsson
	7.2
	Discussion / Decision
	 

	S3-010628
	On Protection of IMS using NDS-IP
	Ericsson
	7.2
	Discussion / Decision
	S3-010660

	S3-010629
	P-CSCF resides in the home network
	Ericsson
	7.3
	Discussion / Decision
	 

	S3-010630
	P-CSCF initiated authentication
	Ericsson
	7.3
	Discussion / Decision
	 

	S3-010631
	Lifetime of SA between UE and P-CSCF 
	Ericsson
	7.3
	Discussion / Decision
	 

	S3-010632
	Implicit registration of IMS User Public Identities, IMPU(s)
	Ericsson
	7.3
	Discussion / Decision
	 

	S3-010633
	The “Fraudulent User” Attack Against the IMS
	Dynamicsoft, Ericsson
	7.3
	Discussion / Decision
	 

	S3-010634
	SIP Message Integrity Protection Work in IETF
	Nortel Networks
	7.3
	Discussion
	 

	S3-010635
	Protection Profiles Version Identification
	Siemens Atea
	6.3
	Discussion / Decision
	 

	S3-010636
	SIP application required to check IP address 
	Siemans
	7.3
	Discussion / Decision
	 

	S3-010637
	SA distribution mechanism for the Ze interface
	Siemans
	7.1
	Discussion / Decision
	 

	S3-010638
	Work Item Description: Support for subscriber certificates
	Nokia
	8.1
	Approval
	 

	S3-010639
	Draft agenda for joint SA WG3/T WG3 session
	Chairman
	3
	Approval
	 

	S3-010640
	aSIP-Access Security for IP-Based Services
	Ericsson
	5
	Presentation
	 

	S3-010641
	On the use of R99/Rel-4 USIMs for IMS access
	Vodafone
	8
	Discussion
	 

	S3-010642
	Draft Response LS on IMS identifiers and ISIM and USIM
	Joint Session / V. Niemi
	4.2
	Approval
	S3-010647

	S3-010643
	Use of Push vs Pull Mechanisms in local SA distribution
	Siemens / Alcatel
	8.1
	Discussion
	 

	S3-010644
	Presentation on TS 33.203
	K. Boman, Rapporteur
	7.3
	Presentation
	 

	S3-010645
	WITHDRAWN - Reallocated : Reserved IMS doc
	Alcatel
	7.3
	 
	S3-010650

	S3-010646
	WITHDRAWN - Reallocated : Reserved IMS doc
	Alcatel
	7.3
	 
	S3-010651

	S3-010647
	Response LS on IMS identifiers and ISIM and USIM
	SA WG3
	4.2
	Approval
	 

	S3-010648
	Comments on TS 33.200 R5 v0.1.0
	Alcatel
	6.3
	Discussion
	 

	S3-010649
	Comments on TS 33.210 v0.6.0
	Alcatel
	7.2
	Discussion
	 

	S3-010650
	Comments on draft-arkko-pppext-eap-aka-00
	Alcatel
	 
	Discussion
	 

	S3-010651
	Comments on draft-arkko-pppext-eap-aka-01
	Alcatel
	 
	Discussion
	 

	S3-010652
	Comments on draft-torvinen-http-eap-01
	Alcatel
	 
	Discussion
	 

	S3-010653
	Mechanism to Hide Network Configuration
	Alcatel
	7.5
	Discussion
	 

	S3-010654
	LS to SA WG1 on P-CSCF triggered re-authentication
	SA WG3
	7.3
	Approval
	 

	S3-010655
	LS to CN WG2: Implicitly registered IMPU(s)
	SA WG3
	7.3
	Approval
	S3-010668

	S3-010656
	Changes to 33.210 about the scope
	SA WG3
	5.3
	Approval
	 

	S3-010657
	Draft Response LS on Security of Rel5 IP Transport in UTRAN
	SA WG3
	5.3
	Approval
	S3-010662

	S3-010658
	Proposed CR to 33.200: Removing the Sending PLMN-Id from Security Header (Rel-4)
	Hutchison 3G UK
	6.3
	Approval
	 

	S3-010659
	On Definition of Za/Zb/Zc Interfaces (revised S3-010626)
	Ericsson
	7.2
	Discussion / Decision
	 

	S3-010660
	On Protection of IMS using NDS-IP (revised S3-010628)
	Ericsson
	7.2
	Information
	 

	S3-010661
	Liaison Statement on the Support of Up to Date Encryption Algorithms in the OSA Framework
	CN WG5
	5.3
	Action
	 

	S3-010662
	Response LS on Security of Rel5 IP Transport in UTRAN
	SA WG3
	5.3
	Approval
	 

	S3-010663
	IETF draft EAP/SIM
	G Rose
	7.3
	Information
	 

	S3-010664
	Problems with the replay protection scheme in the SIP level integrity solution in Annex C of TS 33.203, v070
	Siemens
	7.3
	Discussion
	 

	S3-010665
	Proposed LS to CN WG1: IMS Security
	Ericsson
	7.3
	Approval
	S3-010669

	S3-010666
	WITHDRAWN
	 
	 
	 
	 

	S3-010667
	LS to CN1: Identity spoofing attacks in the IMS
	SA WG3
	7.3
	Approval
	S3-010673

	S3-010668
	LS to CN WG2: Implicitly registered IMPU(s) (revision of S3-010655)
	SA WG3
	7.3
	Approval
	 

	S3-010669
	LS to CN WG1: IMS Security
	SA WG3
	7.3
	Approval
	 

	S3-010670
	33.210 draft NDS/IP document (revised S3-010582)
	Rapporteur
	7.3
	Review
	 

	S3-010671
	LS to CN WG4 on approved CR
	Hutchinson
	6.3
	Approval
	 

	S3-010672
	LS to TSG CN on General requirements for SA distribution over Ze interface
	Marc Blommaert
	6.3
	Approval
	S3-010692

	S3-010673
	LS to CN1: Identity spoofing attacks in the IMS
	SA WG3
	7.3
	Approval
	 

	S3-010674
	CR to 33.102: Configurability of cipher use (Rel-5) (revision of S3-010581)
	Telia
	7.5
	Approval
	S3-010679

	S3-010675
	LS to CN WG1: Configurability of cipher use (CR in S3-010675 for info)
	Telia
	7.5
	Approval
	 

	S3-010676
	LS to N1 / T2 for comment on Connection set-up procedures
	P Howard/Per
	7.5
	Approval
	 

	S3-010677
	Approval of A5/3 formally by SA3
	GSMA SG Chairman
	 
	Decision
	 

	S3-010678
	WITHDRAWN - Allocated in error
	 
	 
	 
	 

	S3-010679
	CR to 33.102: Configurability of cipher use (Rel-5) (revision of S3-010674)
	Telia
	7.5
	Approval
	 

	S3-010680
	Proposed CR to 35.201: Correct the maximum input message length for f8 and f9 (Rel-99)
	Siemens Atea
	 
	Approval
	S3-010689

	S3-010681
	Proposed CR to 35.201: Correct the maximum input message length for f8 and f9 (Rel-4)
	Siemens Atea
	 
	Approval
	S3-010690

	S3-010682
	LS to RAN2: Response to S3-010568 confirming changes requested
	Marc Blommaert
	 
	Approval
	 

	S3-010683
	Response to LS T2-010905 (S3-010571) on VASP MMS connectivity
	SA WG3
	 
	Approval
	S3-010698

	S3-010684
	Discussion on EAP unsolicited response packets
	Qualcomm Europe S.A.R.L.
	 
	Discussion
	 

	S3-010685
	Response LS to CN WG5: Re S3-010661
	Olivier P/Drafting group
	 
	Approval
	S3-010696

	S3-010686
	LS to SA WG1, SA WG2: Response to: Liaison Statement on Revised Push Service Stage 1
	SA WG3
	 
	Approval
	S3-010700

	S3-010687
	Reply LS to SA WG1 on “Privacy Override Indicator”
	SA WG3
	 
	Approval
	S3-010697

	S3-010688
	CR to 33.200: Protection Profile Variant Identifier (Rel-4)
	Siemens Atea
	 
	Approval
	S3-010691

	S3-010689
	CR to 35.201: Correct the maximum input message length for f8 and f9 (Rel-99)
	SA WG3
	 
	Approval
	 

	S3-010690
	CR to 35.201: Correct the maximum input message length for f8 and f9 (Rel-4)
	SA WG3
	 
	Approval
	 

	S3-010691
	CR to 33.200: Protection Profile Revision Identifier (Rel-4)
	Siemens Atea
	 
	Approval
	 

	S3-010692
	LS to TSG CN on General requirements for SA distribution over Ze interface
	SA WG3
	6.3
	Approval
	 

	S3-010693
	Proposed CR to 33.200: Completing the specification of a MAPsec SA (Rel-4)
	Hutchison 3G UK
	 
	Approval
	 

	S3-010694
	Provisional work plan for the design of the SAGE GSM A5/3  Task Force (SAGE GSM A5/3 TF)
	SA WG3 Secretary
	 
	Information
	 

	S3-010695
	Mapping of Ze-interface information onto the Zd-Interface
	Siemens Atea
	7.1
	Discussion
	 

	S3-010696
	Response LS to CN WG5: Re S3-010661
	Olivier P/Drafting group
	 
	Approval
	 

	S3-010697
	Reply LS to SA WG1 on “Privacy Override Indicator”
	SA WG3
	 
	Approval
	 

	S3-010698
	Response to LS T2-010905 (S3-010571) on VASP MMS connectivity
	SA WG3
	 
	Approval
	 

	S3-010699
	LS to SA WG1 (CC S2, SA): Security and privacy requirements of presence
	SA WG3
	 
	Approval
	 

	S3-010700
	LS to SA WG1, SA WG2: Response to: Liaison Statement on Revised Push Service Stage 1
	SA WG3
	 
	Approval
	 

	S3-010701
	(pseudo) CR to 33.203: Network Hiding Mechanism
	AT&T Wireless / Alcatel
	 
	Approval
	S3-010702

	S3-010702
	(pseudo) CR to 33.203: Network Hiding Mechanism
	AT&T Wireless / Alcatel
	 
	Approval
	 

	S3-010703
	LS response to SA WG1 (S1-011321): UE Functionality Split
	G Horn drafting group
	 
	Approval
	 

	S3-010704
	Proposed Work Item description: Support for subscriber certificates
	Nokia
	 
	Approval
	 


Annex C:
Status of specifications under SA WG3 responsibility

NOTE:
If the Editors are still not accurate - please provide the secretary with an update in order to update the main specifications database.

	Specification
	Title
	Editor
	Rel

	TR
	01.31
	7.0.1
	Fraud Information Gathering System (FIGS); Service requirements; Stage 0
	WRIGHT, Tim
	R98

	TR
	01.31
	8.0.0
	Fraud Information Gathering System (FIGS); Service requirements; Stage 0
	WRIGHT, Tim
	R99

	TR
	01.33
	7.0.0
	Lawful Interception requirements for GSM
	MCKIBBEN, Bernie
	R98

	TR
	01.33
	8.0.0
	Lawful Interception requirements for GSM
	MCKIBBEN, Bernie
	R99

	TS
	01.61
	6.0.1
	General Packet Radio Service (GPRS); GPRS ciphering algorithm requirements
	WALKER, Michael
	R97

	TS
	01.61
	7.0.0
	General Packet Radio Service (GPRS); GPRS ciphering algorithm requirements
	WALKER, Michael
	R98

	TS
	01.61
	8.0.0
	General Packet Radio Service (GPRS); GPRS ciphering algorithm requirements
	WALKER, Michael
	R99

	TS
	02.09
	3.1.0
	Security Aspects
	CHRISTOFFERSSON, Per
	Ph1

	TS
	02.09
	4.5.1
	Security Aspects
	CHRISTOFFERSSON, Per
	Ph2

	TS
	02.09
	5.2.1
	Security Aspects
	CHRISTOFFERSSON, Per
	R96

	TS
	02.09
	6.1.1
	Security Aspects
	CHRISTOFFERSSON, Per
	R97

	TS
	02.09
	7.1.1
	Security Aspects
	CHRISTOFFERSSON, Per
	R98

	TS
	02.09
	8.0.1
	Security Aspects
	CHRISTOFFERSSON, Per
	R99

	TS
	02.31
	7.1.1
	Fraud Information Gathering System (FIGS) Service description; Stage 1
	WRIGHT, Tim
	R98

	TS
	02.31
	8.0.1
	Fraud Information Gathering System (FIGS) Service description; Stage 1
	WRIGHT, Tim
	R99

	TS
	02.32
	7.1.1
	Immediate Service Termination (IST); Service description; Stage 1
	WRIGHT, Tim
	R98

	TS
	02.32
	8.0.1
	Immediate Service Termination (IST); Service description; Stage 1
	WRIGHT, Tim
	R99

	TS
	02.33
	7.3.0
	Lawful Interception; Stage 1
	MCKIBBEN, Bernie
	R98

	TS
	02.33
	8.0.1
	Lawful Interception; Stage 1
	MCKIBBEN, Bernie
	R99

	TS
	03.20
	3.3.2
	Security-related Network Functions
	NGUYEN NGOC, Sebastien
	Ph1

	TS
	03.20
	3.0.0
	Security-related Network Functions
	NGUYEN NGOC, Sebastien
	Ph1-EXT

	TS
	03.20
	4.4.1
	Security-related Network Functions
	NGUYEN NGOC, Sebastien
	Ph2

	TS
	03.20
	5.2.1
	Security-related Network Functions
	NGUYEN NGOC, Sebastien
	R96

	TS
	03.20
	6.1.0
	Security-related Network Functions
	NGUYEN NGOC, Sebastien
	R97

	TS
	03.20
	7.2.0
	Security-related Network Functions
	NGUYEN NGOC, Sebastien
	R98

	TS
	03.20
	8.1.0
	Security-related Network Functions
	NGUYEN NGOC, Sebastien
	R99

	TS
	03.31
	7.0.0
	Fraud Information Gathering System (FIGS); Service description; Stage 2
	WRIGHT, Tim
	R98

	TS
	03.31
	8.0.0
	Fraud Information Gathering System (FIGS); Service description; Stage 2
	WRIGHT, Tim
	R99

	TS
	03.33
	7.2.0
	Lawful Interception; Stage 2
	MCKIBBEN, Bernie
	R98

	TS
	03.33
	8.1.0
	Lawful Interception; Stage 2
	MCKIBBEN, Bernie
	R99

	TS
	03.35
	7.0.1
	Immediate Service Termination (IST); Stage 2
	WRIGHT, Tim
	R98

	TS
	03.35
	8.1.0
	Immediate Service Termination (IST); Stage 2
	WRIGHT, Tim
	R99

	TS
	21.133
	3.1.0
	Security threats and requirements
	CHRISTOFFERSSON, Per
	R99

	TS
	21.133
	4.0.0
	Security threats and requirements
	CHRISTOFFERSSON, Per
	Rel-4

	TS
	22.022
	3.1.0
	Personalisation of Mobile Equipment (ME); Mobile functionality specification
	NGUYEN NGOC, Sebastien
	R99

	TS
	22.022
	4.0.0
	Personalisation of Mobile Equipment (ME); Mobile functionality specification
	NGUYEN NGOC, Sebastien
	Rel-4

	TS
	33.102
	3.9.0
	3G security; Security architecture
	BLOMMAERT, Marc
	R99

	TS
	33.102
	4.2.0
	3G security; Security architecture
	BLOMMAERT, Marc
	Rel-4

	TS
	33.103
	3.7.0
	3G security; Integration guidelines
	BLANCHARD, Colin
	R99

	TS
	33.103
	4.2.0
	3G security; Integration guidelines
	BLANCHARD, Colin
	Rel-4

	TS
	33.105
	3.8.0
	Cryptographic Algorithm requirements
	CHIKAZAWA, Takeshi
	R99

	TS
	33.105
	4.1.0
	Cryptographic Algorithm requirements
	CHIKAZAWA, Takeshi
	Rel-4

	TS
	33.106
	3.1.0
	Lawful interception requirements
	WILHELM, Berthold
	R99

	TS
	33.106
	4.0.0
	Lawful interception requirements
	WILHELM, Berthold
	Rel-4

	TS
	33.106
	5.0.0
	Lawful interception requirements
	WILHELM, Berthold
	Rel-5

	TS
	33.107
	3.3.0
	3G security; Lawful interception architecture and functions
	WILHELM, Berthold
	R99

	TS
	33.107
	4.1.0
	3G security; Lawful interception architecture and functions
	WILHELM, Berthold
	Rel-4

	TS
	33.107
	5.0.0
	3G security; Lawful interception architecture and functions
	WILHELM, Berthold
	Rel-5

	TS
	33.108
	none
	Lawful Interception; Interface between core network and law agency equipment
	WILHELM, Berthold
	Rel-5

	TS
	33.120
	3.0.0
	Security Objectives and Principles
	WRIGHT, Tim
	R99

	TS
	33.120
	4.0.0
	Security Objectives and Principles
	WRIGHT, Tim
	Rel-4

	TS
	33.200
	4.1.0
	Network Domain Security - MAP
	KOIEN, Geir
	Rel-4

	TS
	33.201
	none
	Access domain security
	POPE, Maurice
	Rel-5

	TS
	33.203
	0.4.0
	Access Security for IP based services
	BOMAN, Krister
	Rel-5

	TS
	33.210
	none
	Network Domain Security - IP
	VACANT,  
	Rel-5

	TR
	33.800
	0.3.5
	Principles for Network Domain Security
	VACANT,  
	Rel-4

	TR
	33.800
	none
	Principles for Network Domain Security
	VACANT,  
	Rel-5

	TR
	33.900
	0.4.1
	Guide to 3G security
	BROOKSON, Charles
	Rel-5

	TR
	33.901
	3.0.0
	Criteria for cryptographic Algorithm design process
	BLOM, Rolf
	R99

	TR
	33.901
	4.0.0
	Criteria for cryptographic Algorithm design process
	BLOM, Rolf
	Rel-4

	TR
	33.902
	3.1.0
	Formal Analysis of the 3G Authentication Protocol
	HORN, Guenther
	R99

	TR
	33.902
	4.0.0
	Formal Analysis of the 3G Authentication Protocol
	HORN, Guenther
	Rel-4

	TR
	33.903
	none
	Access Security for IP based services
	VACANT,  
	Rel-4

	TR
	33.903
	none
	Access Security for IP based services
	VACANT,  
	Rel-5

	TR
	33.904
	none
	Report on the Evaluation of 3GPP Standard Confidentiality and Integrity Algorithms
	VACANT,  
	Rel-4

	TR
	33.908
	3.0.0
	3G Security; General report on the design, specification and evaluation of 3GPP standard confidentiality and integrity algorithms
	WALKER, Michael
	R99

	TR
	33.908
	4.0.0
	3G Security; General report on the design, specification and evaluation of 3GPP standard confidentiality and integrity algorithms
	WALKER, Michael
	Rel-4

	TR
	33.909
	4.0.1
	3G Security; Report on the design and evaluation of the MILENAGE algorithm set; Deliverable 5: An example algorithm for the 3GPP authentication and key generation functions
	WALKER, Michael
	Rel-4

	TS
	35.201
	3.1.2
	Specification of the 3GPP confidentiality and integrity algorithms; Document 1: f8 and f9 specifications
	WALKER, Michael
	R99

	TS
	35.201
	4.0.0
	Specification of the 3GPP confidentiality and integrity algorithms; Document 1: f8 and f9 specifications
	WALKER, Michael
	Rel-4

	TS
	35.202
	3.1.2
	Specification of the 3GPP confidentiality and integrity algorithms; Document 2: Kasumi algorithm specification
	WALKER, Michael
	R99

	TS
	35.202
	4.0.0
	Specification of the 3GPP confidentiality and integrity algorithms; Document 2: Kasumi algorithm specification
	WALKER, Michael
	Rel-4

	TS
	35.203
	3.1.2
	Specification of the 3GPP confidentiality and integrity algorithms; Document 3: Implementors' test data
	WALKER, Michael
	R99

	TS
	35.203
	4.0.0
	Specification of the 3GPP confidentiality and integrity algorithms; Document 3: Implementors' test data
	WALKER, Michael
	Rel-4

	TS
	35.204
	3.1.2
	Specification of the 3GPP confidentiality and integrity algorithms; Document 4: Design conformance test data
	WALKER, Michael
	R99

	TS
	35.204
	4.0.0
	Specification of the 3GPP confidentiality and integrity algorithms; Document 4: Design conformance test data
	WALKER, Michael
	Rel-4

	TR
	35.205
	4.0.0
	3G Security; Specification of the MILENAGE Algorithm Set: An example algorithm set for the 3GPP authentication and key generation functions f1, f1*, f2, f3, f4, f5 and f5*; Document 1: General
	WALKER, Michael
	Rel-4

	TS
	35.206
	4.0.0
	3G Security; Specification of the MILENAGE algorithm set: An example algorithm Set for the 3GPP Authentication and Key Generation functions f1, f1*, f2, f3, f4, f5 and f5*; Document 2: Algorithm specification
	WALKER, Michael
	Rel-4

	TS
	35.207
	4.0.0
	3G Security; Specification of the MILENAGE algorithm set: An example algorithm Set for the 3GPP Authentication and Key Generation functions f1, f1*, f2, f3, f4, f5 and f5*; Document 3: Implementors’ test data
	WALKER, Michael
	Rel-4

	TS
	35.208
	4.0.0
	3G Security; Specification of the MILENAGE algorithm set: An example algorithm Set for the 3GPP Authentication and Key Generation functions f1, f1*, f2, f3, f4, f5 and f5*; Document 4: Design conformance test data
	WALKER, Michael
	Rel-4

	TR
	35.909
	4.0.0
	3G Security; Specification of the MILENAGE algorithm set: an example algorithm set for the 3GPP authentication and key generation functions f1, f1*, f2, f3, f4, f5 and f5*; Document 5: Summary and results of design and evaluation
	WALKER, Michael
	Rel-4

	TR
	41.031
	4.0.1
	Fraud Information Gathering System (FIGS); Service requirements; Stage 0
	WRIGHT, Tim
	Rel-4

	TR
	41.033
	4.0.1
	Lawful Interception requirements for GSM
	MCKIBBEN, Bernie
	Rel-4

	TS
	41.061
	4.0.0
	General Packet Radio Service (GPRS); GPRS ciphering algorithm requirements
	WALKER, Michael
	Rel-4

	TS
	42.009
	4.0.0
	Security Aspects
	CHRISTOFFERSSON, Per
	Rel-4

	TS
	42.031
	4.0.0
	Fraud Information Gathering System (FIGS); Service description; Stage 1
	WRIGHT, Tim
	Rel-4

	TS
	42.032
	4.0.0
	Immediate Service Termination (IST); Service description; Stage 1
	WRIGHT, Tim
	Rel-4

	TS
	42.033
	4.0.0
	Lawful Interception; Stage 1
	MCKIBBEN, Bernie
	Rel-4

	TS
	43.020
	4.0.0
	Security-related network functions
	GILBERT, Henri
	Rel-4

	TS
	43.031
	4.0.0
	Fraud Information Gathering System (FIGS); Service description; Stage 2
	WRIGHT, Tim
	Rel-4

	TS
	43.033
	4.0.0
	Lawful Interception; Stage 2
	MCKIBBEN, Bernie
	Rel-4

	TS
	43.035
	4.0.0
	Immediate Service Termination (IST); Stage 2
	WRIGHT, Tim
	Rel-4


Annex D:
List of CRs to specifications under SA WG3 responsibility agreed at this meeting

	Spec
	CR
	Rev
	Phase
	Subject
	Cat
	Cur Vers
	WG meeting
	WG TD
	WG status

	33.200
	017
	
	Rel-4
	Removing the Sending PLMN-Id from Security Header
	F
	4.1.0
	S3-21
	S3-010658
	agreed

	33.200
	018
	
	Rel-4
	Protection Profile Revision Identifier
	F
	4.1.0
	S3-21
	S3-010691
	agreed

	33.200
	019
	
	Rel-4
	Completing the specification of a MAPsec SA
	F
	4.1.0
	S3-21
	S3-010693
	agreed

	33.102
	162
	
	Rel-5
	Configurability of cipher use
	A
	4.2.0
	S3-21
	S3-010679
	agreed

	35.201
	001
	
	R99
	Correct the maximum input message length for f8 and f9
	F
	3.1.2
	S3-21
	S3-010689
	agreed

	35.201
	002
	
	Rel-4
	Correct the maximum input message length for f8 and f9
	A
	4.0.0
	S3-21
	S3-010690
	agreed


Note:
The following CR was approved at this meeting (S3-010612), but had already been created and approved at meeting#20:

	Spec
	CR
	Rev
	Phase
	Subject
	Cat
	Cur Vers
	WG meeting
	WG TD
	WG status

	33.107
	016
	
	Rel-5
	Source  of  PDP context initiation
	A
	5.0.0
	S3-20 /

S3-21
	S3-010518 /

S3-010612
	Agreed S3#20 /

Agreed S3#21


Annex E:
List of Liaisons

E.1
Liaisons to the meeting

	TD number
	Title
	Source TD
	Comment/Status

	S3-010564
	Liaison Statement on AMR-WB and Legal Interception
	N4-011199
	For LI group. Forwarded to LI group for action.

	S3-010565
	LS to GSM-A TWG/SERG “regarding User Profile”
	UP-010046
	More information on the GUP should be sought. Actions 21/1 and 21/2.

	S3-010566
	Reply Liaison Statement On the use of Network Domain Security for protection of SIP signalling messages
	N4-011205
	Noted

	S3-010567
	Reply to Liaison Statement on Usage of Private ID
	N4-011206
	Noted

	S3-010568
	LS on Message size limitation for f9 algorithm
	R2-012400
	Removal of upper limit checked OK by SAGE. Noted.

	S3-010569
	Liaison Statement on Technical Solution for Prepaid Cards Using Smart Cards with Real-Time Clock
	SCP-010291
	Noted

	S3-010570
	Liaison Statement on IMS identifiers and ISIM
	T3-010721
	Dealt with at Joint session T3. Noted.

	S3-010571
	VASP MMS Connectivity
	T2-010905
	Response LS in S3-010698

	S3-010572
	LS from RAN WG3: WID: AMR-WB Speech Service – Core Network Aspects
	R3-013037
	Noted

	S3-010573
	Liaison Statement on Security of Rel5 IP Transport in UTRAN
	R3-013064
	Urgent Response requested. 

	S3-010575
	LS on Enhanced user privacy for location services
	S2-013063
	Response LS in S3-010662

	S3-010576
	LS on IMS identifiers and ISIM and USIM
	S2-013067
	Dealt with at Joint session T3. Noted.

	S3-010577
	Reply to Liaison Statement on Usage of Private ID
	S2-013069
	Noted

	S3-010578
	Response to the LS S2-012896 from SA3 on Security Aspects related to the IMS Authentication
	S2-013079
	Noted

	S3-010583
	Update information on 33.210-060
	S3-010429
	33.200v060 attached. Presented by NDS/IP rapporteur. Noted.

	S3-010585
	LS from CN WG1 on IMS identifiers: Response to: LS (S2-013067) on IMS identifiers and ISIM and USIM
	N1-011768
	Dealt with at Joint session T3 and noted at SA WG3 meeting. Noted.

	S3-010587
	Liaison Statement on 3GPP Generic User Profile Stage 1
	S1-011176
	Noted

	S3-010588
	RE: Liaison Statement on privacy of IPv6 addresses allocated to terminals using the IM CN subsystem
	S1-011190
	Noted

	S3-010589
	Response to:  Liaison Statement on Usage of Private ID
	S1-011191
	Noted

	S3-010590
	Liaison Statement on Revised Push Service Stage 1
	S1-011252
	Response LS in S3‑010700.

	S3-010591
	Reply to  LS on “Privacy Override Indicator”
	S1-011286
	Response LS in S3‑010697.

	S3-010592
	Liaison Statement on DRM
	S1-011300
	Noted

	S3-010593
	Presence Service requirements
	S1-011301
	Response LS in S3‑010699.

	S3-010594
	Answer to LS on requirements on Multimedia Broadcast/Multicast Service
	S1-011310
	Noted. Action 21/5 resulted.

	S3-010595
	Liaison Statement on UE functionality split
	S1-011321
	Dealt with at Joint session T3. Noted

	S3-010596
	 RE: LS on IMS identifiers and ISIM and USIM (S2 Tdoc S2-013067)
	T2-010730
	Dealt with at Joint session T3. Noted

	S3-010597
	Cipher indicators and selection options in UMTS
	SG Doc 113/01
	Noted

	S3-010599
	Definition of the UICC
	T3-010716
	Dealt with at Joint session T3. Noted

	S3-010621
	Response to liaison from IPCablecom on LI
	24td154r2
	Forwarded to LI group

	S3-010661
	Liaison Statement on the Support of Up to Date Encryption Algorithms in the OSA Framework
	N5-011159
	Response LS in S3-010696


E.2
Liaisons from the meeting

	TD number
	Title
	Comment/Status
	TO
	CC

	S3-010647
	Response LS on IMS identifiers and ISIM and USIM
	Approved
	T3, SA2, SA1, CN1, T2
	EP SCP

	S3-010654
	LS to SA WG1 on P-CSCF triggered re-authentication
	Approved
	SA2
	SA5, CN1

	S3-010662
	Response LS on Security of Rel5 IP Transport in UTRAN
	Approved
	RAN3
	

	S3-010668
	LS to CN WG2: Implicitly registered IMPU(s) (revision of S3-010655)
	Approved
	CN4
	

	S3-010669
	LS to CN WG1: IMS Security
	Approved
	CN1
	

	S3-010671
	LS to CN WG4 on approved CR
	Approved
	CN4
	

	S3-010673
	LS to CN1: Identity spoofing attacks in the IMS
	Approved
	CN1, SA2
	

	S3-010675
	LS to CN WG1: Configurability of cipher use (CR in S3-010675 for info)
	Approved
	CN1
	T2

	S3-010682
	LS to RAN2: Response to S3-010568 confirming changes requested
	Approved
	RAN2
	

	S3-010696
	Response LS to CN WG5: Re S3-010661
	Approved
	CN5
	

	S3-010697
	Reply LS to SA WG1 on “Privacy Override Indicator”
	Approved
	SA1, SA2
	

	S3-010698
	Response to LS T2-010905 (S3-010571) on VASP MMS connectivity
	Approved
	T2
	CN5

	S3-010699
	LS to SA WG1 (CC S2, SA): Security and privacy requirements of presence
	Approved
	SA1
	SA2, SA

	S3-010700
	LS to SA WG1, SA WG2: Response to: Liaison Statement on Revised Push Service Stage 1
	Approved
	SA1, SA2
	

	S3-010703
	LS response to SA WG1 (S1-011321): UE Functionality Split
	Approved
	SA1, SA2
	


Annex F:
List of Actions from the meeting

Action 21/1:
Colin Blanchard to contact the editor of the GUP draft to determine the background and the rationale for the requirements in the security section (section 6)

Action 21/2:
Steward Ward to invite Paul Henry to give SA WG3 a briefing on GUP work.

Action 21/3:
P. Howard to set up an e-mail discussion on this in order to produce a proposal for a CR to 29.198 for CN WG5.

Action 21/4:
Steward Ward to start off an e-mail discussion on Location Services Privacy and report back to SA WG3 meeting #22.

Action 21/5:
A. Escott agreed to check the draft TS 22.146 and determine if any input is needed and report back to the next SA WG3 meeting.

Action 21/6:
G. Rose to eveluate the EAP/SIM authentication technique to determine it's validity for increased authentication strength.

Action 21/7:
D. Castellanos to set up an e-mail discussion on Presence service, with support from Nokia, Telenor and Vodafone.
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