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Background
In SA3 50th meeting, ChinaMobile submitted a discussion paper on the requirement of Early-IMS NAT deployment (S3-080242), and proposed a solution to solve this requirement (S3-080239).
For the convenience of understanding, we describe the requirement again as follows:

“In China Mobile, the user number of the whole country is much bigger than the upper limit of a private IPv4 network address space. So each province’s network is separated as one private network with a full 10.x.x.x address space. In the early stage of IMS deployment, we plan to deploy one IMS core network which providing services to subscribers throughout the whole country. The IMS core network should resides in a separate address space which is different from the private address spaces of different provinces. So we need to place NAT device between the GGSN and the P-CSCF to translate the private addresses from different provinces into one universal address scope.”
During the discussion, the requirement has been understood and achieved consensus. And with the solution, some concerns such as the influence to the IMS architecture, the standardization of the interface between the P-CSCF and the NAT device arose. So SA3 decided to send LS to CT1 and SA2 to ask for their advice and received their reply in S3XXX and S3XXX.(the main point will be mentioned in the following analysis).
During the discussion in SA2, Ericsson proposed another solution to solve the above problem through a deployment method in S2-082484. We considered this solution carefully and agreed that the main idea in it can be a choice to solve the problem although it also has some shortcomings as analyzed in the following part. We redefined this solution based on the Ericsson’s idea and listed it as “B.3 Solution2” in S3-XXX.
So up to now, we have two solutions to solve the NAT deployment problem of Early IMS. We will give a brief analysis of the merits and limitations about the two solutions.  
Analysis
In Solution 1, the P-CSCF and the NAT device is separated and both controlled by the operator. So the P-CSCF can get the address mapping information in the NAT device through a trusted interface between them. When P-CSCF receives the registration request from the UE and find the IP address in the IP header is not the same as in the SIP header, it first judges whether the NAT device exists. If so, P-CSCF will query the address mapping information in the NAT device and get the IP address before NATed. Then the P-CSCF can compare the IP address and decide whether to insert “received” parameter in the SIP header properly.
To solution 1, the concerns mainly focused on the following three points:

a) IMS network architecture influence
In the SA2 reply LS S3-080460, It was stated “there are potential architectural impacts of such scenario, and it needs to be investigated if and how such scenario can be supported”, but what’s the potential architectural impacts is not clear. In fact, this NAT scenario has been already allowed in the TS 23.228 Annex G, which also means this doesn’t influence the IMS architecture.

b) Interface standardization between the P-CSCF and NAT device
In the SA2 reply LS S3-080460, It was stated “For the case of NAT between GGSN and P-CSCF, it was noted that this can be solved without 3GPP standardization on the interface in case the implementation has a widely used protocol between the P-CSCF and NAT.” Because most of the current NAT devices have implemented the query interface based on standardized protocol like SNMP, so this interface doesn’t make a problem. 
c) Deviation from standard SIP routing procedures defined by IETF
In the CT1 reply LS S3-080463, it was stated that the setting of the “received” parameter is not aligned with the standardized usage defined in RFC 3261 and TS 24.229. We never deny that we indeed make a little modification to the routing mechanism based on the ‘received’ parameter. We believe such little modification is valuable to permit the deployment of the early IMS in NAT existence scenario (Don’t forget that the using of ‘received’ parameter in 33.978 itself has a little deviation from the standard SIP definition of IETF).
Based on the above analysis, we believe solution 1 is still a good choice to solve the problem in question.
In solution 2, the NAT function is merged with the P-CSCF. The P-CSCF may have two interfaces, one has private address and communicates with the UE, the other has public address and communicates with the IMS core network. When P-CSCF receives the registration request from the UE, it first compares the IP address. At this time, the IP address in the IP header is not NATed. So the Early IMS process works very well. After the address checking, P-CSCF performs the NAT operation, so that the registration request can be properly routed in the IMS core network.

The merit of this solution is that the NAT problem can be solved by a deployment method and the interaction between the NAT device and PCSCF is needn’t. But the limitations are also obvious. It adds very strong limitations to the P-CSCF: the P-CSCF must have multiple interfaces and have the NAT function integrated. This will markedly improve the cost of P-CSCF. And in practice, we find it’s very difficult for many vendors’ product to fulfil this point. 
Proposal
Considering the strong requirements for the NAT deployment of Early IMS in some large operators, the NAT traversal solution for Early IMS should be defined. We suggest adding these two solutions as annex V in 33.203 as an informative reference. Operators can make decision to choose one of them based on their specific scenarios when facing the Early IMS NAT deployment problem.
