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Proposed order for IMS-related contributions to SA3#50
S3-080029 

Title: LS on Common IMS LI

Source: SA WG3-LI
S3-080038

Title: CR on P-CSCF IMS LI Optional

Source: MCC

S2-080209
Title: Liaison Regarding IMS UE Registration Procedures for GMI2008 
Source: MSF Protocol and Control & Working Group
S3-070844
Title: Liaison on media security
Source: ITU-T

S3-080160

Title: LS on Message Unprotected between UE and P-CSCF

Source: CT WG4

S3-080200

Title: Comments on S3-080160 on 'LS on Message Unprotected between UE and P-CSCF

Source: Nokia, Nokia Siemens Networks

S3-080231

Title: Reply to S3-080200
Source: Huawei

Contributions agreed at SA3#49bis with no related contributions at SA3#50:
S3-080004 
Title: Correction of integrity protection indicator Rel-7 
Source: Nokia, Nokia Siemens Networks
S3-080005 
Title: Correction of integrity protection indicator Rel-8 
Source: Nokia, Nokia Siemens Networks
S3-080006 
Title: Stage 2 text on place for nonce generation 

Source: CableLabs, Nokia, Nokia Siemens Networks
S3-080009 
Title: Inclusion of NASS-IMS-bundled authentication scheme in Common IMS  
Source: Ericsson, Nokia, Nokia Siemens Networks
Contributions relating to co-existence of authentication schemes

S3-080007 

Title: Co-existence of authentication schemes 

Source: BT, CableLabs, Ericsson, Nokia, Nokia Siemens Networks, Orange, Telecom Italia
S3-080088
Title: IMS SIP Digest authentication: How can IMS network entities enforce that 

SIP Digest is not used over 3GPP access? Disc
Source: BT, Ericsson, Nokia, Nokia Siemens Networks, Orange, TeliaSonera
S3-080089
Title: IMS SIP Digest authentication: How can IMS network entities enforce that 

SIP Digest is not used over 3GPP access? CR
Source: BT, Ericsson, Nokia, Nokia Siemens Networks, Orange, TeliaSonera
S3-080121
Title: SIP DIGEST not allowed over 3GPP access Disc
Source: HUAWEI
S3-080122
Title: CR  SIP DIGEST not allowed over 3GPP access

Source: HUAWEI

S3-080091
Title: IMS Co-existence of authentication schemes. Rationale for resolution of editor’s notes in S3-080007 (TS 33.203 Annex P) Disc
Source: BT, CableLabs, Ericsson, Nokia, Nokia Siemens Networks, Orange, Telecom Italia, TeliaSonera
S3-080194
Title: Comments to S3-080091

Source: Huawei

S3-080092
Title: IMS Co-existence of authentication schemes. “Shadow” CR against S3-080007

 for resolution of editor’s notes in S3-080007 (TS 33.203 Annex P)

Source: BT, CableLabs, Ericsson, Nokia, Nokia Siemens Networks, Orange, Telecom Italia, TeliaSonera
S3-080093
Title: Co-existence of authentication schemes – Resolution of editor’s notes CR
Source: BT, CableLabs, Ericsson, Nokia, Nokia Siemens Networks, Orange, Telecom Italia, TeliaSonera
S3-080126
Title: Address Cable access and 3GPP access explicitly when P-CSCF handles the PANI header Disc
Source: HUAWEI

S3-080127
Title: CR - Address Cable access and 3GPP access explicitly when P-CSCF handles 

the PANI header

Source: HUAWEI

S3-080094
Title: Co-existence of authentication schemes: failure of query to TISPAN NASS CR
Source: BT, CableLabs, Ericsson, Nokia, Nokia Siemens Networks, Orange
S3-080095
Title: IMS Co-existence of authentication schemes: Check of PANI-related properties of P-CSCF also in step 3 of Annex P.4.2 Disc
Source: BT, CableLabs, Ericsson, Nokia, Nokia Siemens Networks, Orange, Telecom Italia
S3-080096
Title: IMS Co-existence of authentication schemes. “Shadow” CR against S3-080007

Check of PANI-related properties of P-CSCF also in step 3 of Annex P.4.2

Source: BT, CableLabs, Ericsson, Nokia, Nokia Siemens Networks, Orange, Telecom Italia
S3-080097

Title: Co-existence of authentication schemes: Check of PANI-related properties of P-CSCF also in step 3 of Annex P.4.2 CR
Source: BT, CableLabs, Ericsson, Nokia, Nokia Siemens Networks, Orange, Telecom Italia
S3-080124
Title: Determine Early IMS authentication scheme in step 2 Disc
Source: HUAWEI
S3-080125
Title: CR - Determine Early IMS authentication scheme in step 2

Source: HUAWEI
SIP Digest in IMS
S3-080008 
Title: Support for dynamic SIP Digest password change 

Source: BT, Nokia, Nokia Siemens Networks, Vodafone
S3-080098
Title: Support for dynamic SIP Digest password change, Disc
Source: BT, Nokia, Nokia Siemens Networks, Vodafone
S3-080099
Title: Support for dynamic SIP Digest password change, CR
Source: BT, Nokia, Nokia Siemens Networks, Vodafone

S3-080114
Title: SIP Digest Password Change

Source: Ericsson
S3-080115
Title: Support for SIP Digest password change

Source: Ericsson
S3-080090
Title: Authentication of non-registration messages in IMS: relation of SIP Digest proxy authentication and IP address check CR
Source: Nokia, Nokia Siemens Networks
Inclusion of 3GPP2 MMD in Common IMS
S3-080214

Title: Meeting minutes of workshop on Common IMS between 3GPP and 3GPP2

Source: MCC

S3-080215
Title: Results of SA breakout 

Source: MCC
S3-080218
Title: Common IMS Workshop Output (3GPP-3GPP2)
Source: MCC

S3-080212

Title: LS on Common Terminology for IMS Credentials
Source: SA2 

S3-080034
Title: (CR on 33.141 Rel-8) Changes to support common IMS between 3GPP and 3GPP2

Source: Qualcomm Europe, Alcatel-Lucent, KDDI, Motorola, Nortel, Starent Networks, SPRINT
S3-080035.zip

Title: (CR on 33.210 Rel-8) Introduction of Network Domain Security support for 

3GPP2 IMS

Source: Qualcomm Europe, Alcatel-Lucent, KDDI, Motorola, Nortel, Starent Networks, SPRINT
S3-080202
Title: Comments to S3-080035: CR0032 to TS 33.210 (Introduction Network Domain Security support for 3GPP2 IMS)

Source: Nokia, Nokia Siemens Networks, Ericsson

S3-080036.zip

Title: (CR on 33.203 Rel-8) Introduction of support for 3GPP2 IMS Access Security

Source: Qualcomm Europe, Alcatel-Lucent, KDDI, Motorola, Nortel, Starent Networks, SPRINT
S3-080199
Title: Comments on S3-080036 support for 3GPP2 IMS Access Security

Source: Nokia, Nokia Siemens Networks

S3-080039
Title: 3GPP2 Input to Common IMS WID
Source: Alcatel Lucent (on behalf of 3GPP2)

IMS media plane security 

S3-080100

Title: Media Plane Security: Requirements, Solutions, Alignment with IETF

Source: Nokia, Nokia Siemens Networks

S3-080109

Title: Way forward for IMS media security

Source: Ericsson

S3-080110

Title: IMS access security

Source: Ericsson

S3-080111

Title: Key management for IMS end-to-end security

Source: Ericsson

S3-080112

Title: Analysis of middle-boxes in IMS media security

Source: Ericsson

S3-080113

Title: Use cases for IMS Media Security and Key Management Considerations

Source: Ericsson

Early IMS

S3-080143
Title: TS 33.178 Security aspects of early IP Multimedia Subsystem (IMS)

Source: MCC

S3-080142
Title: Discussion paper on NAT traversal requirements in Early IMS

Source: China Mobile, Alcatel Lucent, HUAWEI
S3-080146

Title: Solution for NAT traversal in Early IMS

Source: China Mobile, Alcatel-Lucent, HUAWEI
S3-080204.zip

Title: Comments to S3-080142: Discussion paper on NAT traversal requirements in 

Early IMS

Source: Ericsson
S3-080196.zip

Title: Operator controlled NAT usage with Early IMS CR
Source: Ericsson
S3-080197
Title: Comments on S3-080142 and S3-080146 on Early IMS with NAT

Source: Nokia, Nokia Siemens Networks

Unsolicited Communication
S3-080108

Title: Protection Against Unsolicited Traffic in IMS

Source: Ericsson
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