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Comments
This pCR proposes to conclude on KI#3 in TR 33.721.

Proposed Changes
* * * First Change * * * *
[bookmark: _Toc182835098][bookmark: _Toc182834461][bookmark: _Toc182834673][bookmark: _Toc182999337][bookmark: _Toc182906780][bookmark: _Toc182834217][bookmark: _Toc182906561][bookmark: _Toc182835477][bookmark: _Toc182834886]7.2	Key issue #3: Security aspects of digital asset container in 5G
The TS 23.438 [8] specifies in sufficient detail the requirements, architecture, procedures and APIs for digital asset management, the digital asset service is part of the SEAL services specified in 3GPP TS 23.434 [7].
The normative work of the KI#3 aligns with the architecture of digital asset management defined in the TS 23.438 [8] and the below security solution principles should be followed:
· Security for the SEAL interfaces, especially SEAL-S, SEAL-UU, specified in TS 33.434 [4] is applied for protection of digital asset management interfaces such as DA-S, DA-UU.

· 


· 
Editor’s note: Further conclusions are FFS.
* * * End of Changes * * * *

