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1
Decision/action requested

This pCR proposes evaluation to Solution #8 in TR 33.741.
2
References

[1]
3GPP TR 33.741, ‘Study on home network triggered primary authentication (HONTRA)’.
3
Rationale

This pCR provides evaluation for solution #8 in TR 33.741.
4
Detailed proposal

SA3 is kindly requested to agree on the pCR below to TR 33.741
*****Start of Change 1*****
5.8.3
Evaluation

 The solution has the following impacts:

AUSF: On SoR/UPU wrap around, it notifies the UDM about the wrap around condition, along with the SUPI. If an expiry time is received from the UDM, it needs to set the AKMA key validity using the received expiry time. 
UDM: The UDM need to initiate primary (re-)authentication for a UE by sending a request to the serving AMF when it receives any SoR/UPU wrap around notification from the AUSF or when the earlier primary authentication validity is about to expire based on local configuration. Further the UDM based on local policy need to set an expiration time for the primary authentication validity as well as an expiry time for the AKMA related key usage.
AMF: Based on request from the UDM, it need to initiate a primary authentication.
AAnF: If an AKMA key expiry time is received, based on local policy, the AF key expiry time should be set considering also the received AKMA key expiry time. 
Editor’s Note: Further evaluation is FFS.
Editor’s Note: Usecase specific evaluation is FFS.
*****End of Change 1*****
