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## 7.5 Key Issue #5: Privacy protection over the UE-to-Network Relay

The following text is taken as a conclusion for the UE-to-Network Relay solution (L2, L3 with/without N3IWF):

Path switch is not included in the present document, no normative work is needed to address any privacy issue for the path switch scenario.

Solution #42 is used as a basis for normative work to protect against exposure of privacy sensitive parameters/identities used in the Direct Communication Request, such as User Info ID, PRUK ID and Relay Service Codes, in case restricted discovery is used.

To protect against long-term identifiers (e.g. User Info ID, PRUK ID) being misused for tracking of a target Remote UE, the long-term identifiers need to be updated as part of each UE-to-NW relay authorization request to the 5GC, by including an updated long-term identifier in the Direct Security Command during the relay authorization procedure whereby the updated long-term identifier is provided by the network uses an end-to-end protected payload between the network and Remote UE

NOTE 1: Further details can be worked out during normative phase.