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1
Decision/action requested

Kindly Request this contribution on TR 33.847 can be accepted by the group
2
References

N/A
3
Rationale
This contribution aims to update the conclusion of Key issue #12.
The eV2X unicast mechanism is the referenced technology for ProSe, on-demand PC5 unicast policies are introduced. The security policies for eV2X UEs may be provisioned by different PCFs and they might with different values (i.e. per service & per geographical location) and eV2X still has a mechanism to abort the PC5 unicast establishment upon policy mismatch (e.g. NOT NEED and REQUIRED). This shows the existence of the security policy mismatch for the same service/ProSe Code.
In ProSe, the signalling messages for previous discovery procedures are wasted if PC5 connection failure is caused by policy mismatch. Thus this solution helps to avoid potential signalling waste by relying on existing discovery request procedures. With Sol #38, same policy is provisioned to UEs to avoid policy mismatch.

Sol #38 is introduced into the conclusion to enhance unicast (avoid connection failure caused by policy mismatch), so the EN is addressed.
4
Detailed proposal

**** 1st change****

7.12
Key Issue #12: Security of one-to-one communication over PC5
For Key Issue #12, the followings are taken as conclusions:
-
It is concluded that the security mechanism defined in TS 33.536 [8] is taken as the baseline for normative work.
Further enhancements can be discussed and added during normative phase.
-
It is concluded that the mechanism in solution #38 is selected to provision the same PC5 security policy to the UEs for a particular ProSe service, this prevents polich mismatch during unicast establishment.

**** End of changes****

