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1
Decision/action requested

SA3 is kindly asked to approve the proposed conclusion for key issue #2 in TR 33.873.
2
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3
Rationale

In current version of TR 33.873 [1], key issue #2 was documented to study the security aspect of UE and paging server communication. However, as the paging server based solutions are not likely to be adopted by SA2 for normative work, it was decided at SA3#102e-bis not to pursue the proposal on threat analysis and potential requirements of key issue #2.  

In SA2 TR 23.761 [2], the paging server based solutions (solution #7 and solution #27) mainly address key issues #1 and #2, while the conclusions on key issues #1 and #2 in the latest version of TR 23.761 [2] do not adopt the paging server based solutions. 
Therefore, this pCR proposes to conclude on key issue #2 of TR 33.873 [1] that none solution is needed for this key issue, at least not in Rel-17.

4
Detailed proposal

*************** Start of the 1st Change ****************

5.2
Key issue #2: UE and Paging Server Communication

5.2.1
Key issue details 

As per 23.761[2], A Multi-USIM device is needed to monitor each connected system's paging channel for MT services destined to that device. UE's paging notification and reception need to be done with minimal interruption to ongoing services in the current system and without performing undesirable operations (e.g., Wasting resource, reaching misleading assumption of reachability). MUSIM devices which are unable to simultaneously monitor paging on all 3GPP RATs and systems in which it is in Idle state or RRC_Inactive state (for 5GS) needs to choose the paging channel(s) to monitor, which can lead to unsuccessful paging on the other paging channel(s). There are two solutions, to prevent unnecessary interruption of the current service to receive paging (Solution #7, Solution #12, Solution #27), proposed in the 23.761[2]. While connected to a MUSIM system, all these solutions deliver paging notifications of 3GPP RATs and systems in which UE is in Idle or inactive state through a currently active network. Solutions to this key issue should study security and privacy aspects related to communication between UE and paging server..  

5.2.2
Threats
There is no need to analyse security threats for this key issue.
NOTE: This key issue is irrelevant, as there is no paging server in the architecture.

5.2.3
Potential security requirements 
There is not potential security requirements for this key issue.

*************** Start of the 2nd Change ****************

7
Conclusions

Editor’s Note: This clause contains the agreed conclusions that will form the basis for any normative work.

7.X
Conclusions for Key Issue #2
No solution is needed for security aspect of UE and paging server communication in Rel-17.
NOTE: This key issue is irrelevant, as there is no paging server in the architecture.
*************** End of the Changes ****************
