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1 Decision/action requested 

This contribution proposes to add a conclusion for key issue #7 in TR 33.853
2 References
3 Rational
This contribution proposes a conclusion for key issue 7 in TR 33.853.

It is stated in SA2’s reply LS S2-2101306, 

“SA2 prefers for a “combined SMF+PGW-C” to supply the policy to the MME (as outlined in solution #15 of SA3 TR).” ,
Thus, for interworking from EPS to 5GS, it is proposed to use solution 27 as baseline for UP policy handling.
For interworking from 5GS to EPS, since the UE is first registered in 5GS, there is existing mechanism for UP security policy handling, i.e. UDM provides policy to the PGW-C+SMF, and the PGW-C+SMF does not request to allocate EBI if the PDU session’s integrity protection policy is set to “required”. In order to unlock the restriction, it is proposed to use solution 28 which unlocks the restriction as baseline for UP policy handling.
4 Detailed proposal
*************** Start of 1st Change ****************

7.2
Conclusions on UE connects to EPC via eUTRA

It is concluded that the user plane integrity protection at PDCP layer in TS 33.401 is adopted as the basis for normative work for the following network options:

- 
Option 1 - eUTRA with EPC

-
Option 3 - EPC based Dual Connectivity of eUTRA and NR RAT

For Key Issue #1 (UP integrity activation in EPS) and Key Issue #2 (Secure negotiation of integrity protection support in EPS), the following conclusions have been made:

· Support of UP IP shall be provided at PDCP layer in the UE and the eNB.

· Whether this is NR PDCP or LTE PDCP or both is FFS.

Editor’s Note: SA3 will involve RAN2 and RAN3 in the decision regarding which PDCP type to use in order to support UP IP 

· A solution with a local RAN policy configuration for UP IP, to be used when connected to a legacy core network, shall be supported.

·  The solution with local RAN policy configuration for UP IP, shall be enhanced with the option of a Core Network/RAN solution for UP IP policy handling. 
For Key Issue #7 (Ensuring UP IP is enforced at interworking), the following conclusions have been made:
· For interworking from EPS to 5GS, solution 27 is recommended as baseline for UP security policy handling.
· For interworking from 5GS to EPS, it is concluded that UP security policy handling will be addressed in normative phase.
Editor’s Note: SA3 will involve SA2 and RAN3 in the development of the Core Network/RAN solution for UP IP policy handling, by taking feedback into consideration.

Editor’s note: Further conclusions are FFS.
*************** End of 1st Change ****************
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