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Abstract of the contribution: The contribution removes the Editor’s note and clarifies that the PLMN ID or NID is included when the AIOTF triggers the registration without filtering information the AF..

1. Introduction

Based on the available solutions in TR 23.700-30 there majority view is that:
· Before the AIoT Device can perform DO-A transmission it must register and and the network shall check DO-A authorization.
· AF routing informatrion shall be stored in the AIoT Device profile
· The AIoT Device uses configured information to perform DO-A transmissions.
Details are caputed under these three principles.

2. Proposal
It is proposed to agree the following changes to 3GPP TR 23.700-30:


* * * Start of Change (All new)* * * *
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The following principles shall be the basis for the conclusions and normative work.
Registration
· It assumed that Rel-19 AIoT Device credentials (e.g. Kroot) are available in the network for network layer authentication before any communication with the network. (No enhancements compared to Rel-19).
· AIoT Device must perform initial registration in the network to be authorized to perform DO-A procedure. 
Editor’s note: It is FFS whether network will require the AIoT device to perform periodic registration or registration due to mobility.
· The network/reader triggers the AIoT Device to perform initial registration.
Editor’s note: It is FFS whether the network triggers the registration using paging message and/or with another broadcast message defined by RAN WG. However, the message must include PLMN ID or NID.
NOTE: It is assumed that the network will be able to authenticate AIoT devices that request to register in the network. Details will be specified by SA3.
· If the AIoT Device is authorized to perform DO-A transmission, then the AIOTF configures the AIoT Device with necessary parameters to perform DO-A procedure. The write command is used to provide the parameters to the AIoT Device.
-	Authorization info (Network ID, Registered area?)
-	Serving AIOTF ID
NOTE: The parameters included in the write command will be coordinated with SA3 and RAN WGs.
Editor’s note: It is FFS whether legacy write command or a new type of Command e.g. Registration Type will be specified.
· After successful registration the AIOTF creates an AIoT Device Context and updates the AIoT Device Profile in the ADM. 
Editor’s note: It is FFS which information that will be stored in the AIoT Device Profile.
· The network can update the AIoT Device DO-A configuration or revoke the DO-A authorization at any time using Inventory + Command procedure.
Routing 
· AF subscribes to notification (DO-A data delivery) from the AIoT Device i.e., to receive UL data from the AIoT device.
· Based on AF subscription requests and authorization of such subscription request, DO-A data routing information is stored in the AIoT Device profile. 
Editor’s note: Whether multiple AF can subscribe for the DO-A data from the same AIoT Device is FFS
· DO-A UL packet from the AIoT Device includes AIOTF ID and UL NAS message. The AIOTF ID is readable by the NG-RAN.
NOTE: The UL NAS message is security protected according to SA3 procedures
· NG-RAN uses AIOTF ID to route the UL NAS message to (via an AMF) the serving AIOTF (The AIOTF that has the AIoT Device context). 
· If the receiving AIOTF of the UL NAS message is not the serving AIOTF, then the receiving AIOTF checks AIoT Device Profile in the ADM to find the serving AIOTF. The receiving AIOTF either forwards the UL NAS message to the serving AIOTF or retrieve the AIoT Device context.
DO-A transmission
· The configuration of application level AIoT Device DO-A transmission triggers/policies are not in scope of 3GPP. 
Editor’s Note: Whether and how the network can facilitate periodic DO-A transmissions is FFS.
Editor’s Note: Whether and how the AIOTF configure the AIoT Device to perform DO-A transmissions (e.g. periodic registration or registration due to mobility) is FFS.
· It is assumed that the AIoT Device will only trigger DO-A transmission if the AIoT Device has sufficient energy to perform the DO-A procedure.
· The AIoT Device uses the configured parameters received during the registration when performing DO-A transmission.
NOTE: It is assumed that AIoT Reader will broadcast information that aid the AIoT Device to start the DO-A procedure. RAN WGs are responsible for such functionality.

* * * End of Change * * * *
