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Tracking and discovery of entities defines the process of gathering information or NFs associated with UEs or an area of interest. Clause 6.2.2.1 describes the basic mechanisms for tracking and discovering NFs serving UEs. Clause 6.2.S.r defines the principles for data collection services for tracking and discovery entities in an area of interest.

6.2.S.r	Data Collection Services for Area of Interest
The data collection service for an area of interest is used by NWDAF or DCCF to retrieve association information about NFs, Network Slice Information, and session related information that are serving or are mapped to an area of interest (a list of TAs or cells). 
The data collection service for an area of interest has the following objectives:
-	discovering NFs serving in an area of interest and retrieving behaviour data for the UEs or groups of UEs, and to retrieve global UE information that are present in the area of interest.
-	discovering NFs serving in an area of interest and retrieving non UE specific information, such as network slice information and session related information for further filtering the data retrieved from AMF and SMF to the specific network or session related events in the area of interest. 
The services listed in Table 6.2.S.r-1 are used to retrieve 
Table 6.2.S.r-1: NF Services consumed by NWDAF or DCCF to determine association information for an area of interest
	Type of association information
	NF to be contacted by NWDAF, DCCF
	Service
	Reference in TS 23.502 [3]

	AMF serving AoI
	NRF
	Nnrf_NFDiscovery
Nnrf_NFManagement StatusSubscribe
	5.2.7.3
5.2.7.2.5

	SMF serving AoI
	
	
	

	Network Slice Information mapped to AoI
	AMF
	Namf_EventExposure
	5.2.2.3

	Applications, DNNs, DNAIs mapped AoI
	SMF
	Nsmf_EventExposure
	5.2.8.3



In order to determine AMFs and SMFs serving in an area of interest (in terms of TAs), the NF requesting such information (NWDAF or DCCF) shall invoke Nnrf_NFDiscovery including in the search request the AMF and SMF NF Type and the list of TAs related to the area of interest. NRF sends to Nnrf_NFDiscovery service consumer the AMF and SMF NF Profiles that contain at least one of the TAs indicated in the discovery query request.
In order to keep a consistent network map for data collection for the area of interest, NWDAF or DCCF subscribes to Nnrf_NFManagement StatusSubscribe service operation including a list of TAs and the NF Type as defined in TS 23.502 [3] Clause 5.2.7.2.5.
NRF detects changes in NF profiles related to the indicated list of TAs by NWDAF or DCCF. The possible changes detected by NRF are: changes in TAs of stored NF Profiles, or new NF profiles are included in NRF with the TAs indicated in the subscription to such NRF service operation, or NF profiles are removed. NRF notifies NWDAF or DCCF with the NF Profiles related to changes in the indicated list of TAs.
NWDAF or DCCF process the received notifications from NRF and adds (or remove) the changes in AMFs and SMFs serving in area of interest enclosed in the notification in the network map for data collection. Such updated network map is used by NWDAF or DCCF to collect the required data for analytics generation.
When analytics filter information of requested analytics IDs includes S-NSSAIs and area of interest (a list of TAs or cells), NWDAF or DCCF shall collect data from AMFs based on the updated network slice information. Network slice information is, for each AMF the list of associated TAs and for each TA its associated access type, list of cells, and list of available or restricted S-NSSAIs.
After determining the AMFs serving in an area of interest using NRF services, NWDAF or DCCF subscribe to Namf_EventExposure service offered by AMF to retrieve a the event ID "Available Network Slice Information" in Area of Interest. The target of the event ID is a list of S-NSSAIs or “any S-NSSAI” and the event filer is a list of TAs or Cells related to the area of interest of the analytics ID subscription or request. 
When AMF detects changes related to its list of TAs, and for each TA the available, or restricted S-NSSAIs, or the access type, or list of cells associated with a TA indicated in the event subscription, AMF uses the Namf_EventExposure_Notify service operation to provide to NWDAF or DCCF the updated information of the "Available Network Slice Information" in area of interest.
NWDAF or DCCF shall subscribe to further events exposed by AMF to support analytics generation only if the S-NSSAIs are available at such AMF for the area of interest (list of TA or cells). 
When analytics ID request or subscription includes the analytics filter information for Applications, DNNs, DNAIs and an area of interest per TA granularity, NWDAF or DCCF shall first discover the SMF serving the area of interest via NRF. If SMF supports the exchange of UE Location parameter when SMF interacts with AMF via Nsmf_PDUSession_Create / Update / CreateSMContext / UpdateSMContext due to session establishment, modification, or release, service request, or handover procedures, NWDAF or DCCF can directly consume SMF events using the event target set to "any PDU session", and event filers with the same parameters of the analytics filter information, i.e. list of Application IDs, and/or DNNS, and/or DNAI, and the area of interest related to the requested analytics ID.
SMF is then capable of mapping the PDU sessions associated with TAs and, access type. This map is used for the comparison with the event subscriptions from NWDAF. If there are any changes in PDU sessions in the area of interest, for the Application ID, and/or DNN, and/or DNAI subscribed by NWDAF or DCCF, SMF notifies the detected changes to NWDAF via Nmsf_EventExposure_Notify service operation.
NWDAF or DCCF process the received notifications from SMF and adds the changes in the association of Application IDs, and/or DNNs, and/or DNAIs serving an area of interest enclosed in the notification in the network map for data collection. 
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