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12.3
Other Mission critical improvements
12.3.1

Enhancements to Mission Critical Data Service
Summary based on the input provided by at&t in SP-201083.
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For Release 16, the enhancements for the MCData service were contained in two work items: eMCData2 for stage 2 and stage 3. The features that have been completed are described below:
The following features have been introduced:
(a) A new network based MCData message store has been added to allow a MCData user to store its MCData communication history permanently by providing secured storage area for each authorized MCData user having a user account. A user (i.e. a dispatcher) other than the user account holder shall be able to access the account holder's storage area if authorized. A user can synchronize his MCData message store account with his devices (UEs) to get consistent user experience across all his devices. 

(b) A new network based MCData content server has been added to allow file distribution indirectly; this function was implemented in the MCData server in R15. As a standalone network entity, the MCData content server provides complete functions of shared file cycle management and takes away processing burden from the MCData server and increasing its MCData communication capacity.

(c) IP Connectivity is now supported. The non MCData clients can use the IP connectivity feature between two MCData client to exchange data payloads.
(d) Introduction of MC Gateway server for flexible interconnection.
(e) Supports of functional alias. A MCData user can connect to other MCData users based on the functional alias they are registered.
(f) Supports of emergency alert function for all MCData services. 
(g) MBMS supports for file distribution. With file has been uploaded to the MCData content server, the MCData server uses MBMS to efficiently deliver the file to the recipients. For any missing parts of the file, the recipient can retrieve it directly from the MCData content server where the file was uploaded.
(h) Share of user location information. The sender’s location information can be shared with the recipient for all MCData services.
The architecture, protocol, and security aspects of the MCData service related to these enhancements are described in the following specifications:

1. The architecture (including information flows, procedures, and configuration) is specified in TS 23.282 and TS 23.280;

2. The security aspects are specified in TS 33.180;

3. The protocol aspects for call control and media plane are specified in TS 24.282 and TS 24.582 respectively;

4. The protocol aspects for group configuration, identity management, and general configuration are specified in TS 24.481, TS 24.482, TS 24.483, and TS 24.484 respectively;

5. The protocol aspects for policy and charging control are specified in TS 29.213 and TS 29.214;

6. The protocol aspects for data management related to MC service user profile are specified in TS 29.283;

7. The stage 2 aspects of the Proximity-based services (ProSe) enabler are specified in TS 23.303.
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