

	
3GPP TSG-SA WG6 Meeting #40-e	S6-202142
e-meeting, 16th – 24th November 2020	(revision of S6-xxxxxx)

	CR-Form-v12.0

	CHANGE REQUEST

	

	
	23.379
	CR
	[bookmark: _GoBack]0285
	rev
	<Rev#>
	Current version:
	17.4.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	X
	Radio Access Network
	
	Core Network
	X



	

	Title:	
	Clarifications for functional alias private calls

	
	

	Source to WG:
	CATT

	Source to TSG:
	S6

	
	

	Work item code:
	eMONASTERY2
	
	Date:
	2020-11-11

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-17

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	[bookmark: OLE_LINK1]Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
Rel-12	(Release 12)
Rel-13	(Release 13)
Rel-14	(Release 14)
Rel-15	(Release 15)
Rel-16	(Release 16)

	
	

	Reason for change:
	It has been clarified in S6-201557 which was agreed in SA6#39-e that the MCPTT server can apply call restrictions for the resolved MCPTT IDs of a target functional alias. Same clarifications are also helfpful for private call procedures in subclause 10.7.5.2 and 10.7.6.2.	

	
	

	Summary of change:
	Add the same clarifications as in S6-201557 in the NOTEs of procedures under sublause 10.7.5.2 and 10.7.6.2.

	
	

	Consequences if not approved:
	Unclear if MCPTT server can decide proceeding the private call with the resolved MCPTT ID based on functional alias related criterias.

	
	

	Clauses affected:
	10.7.5.2.2, 10.7.5.2.3, 10.7.5.2.3a, 10.7.6.2.1, 10.7.6.2.2

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications	
	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	

	
	

	This CR's revision history:
	



Page 1


* * * First Change * * * *
[bookmark: _Toc51281248]10.7.5.2.2	MCPTT immediate private call forwarding
Figure 10.7.5.2.2-1 below illustrates the procedure of immediate call forwarding of MCPTT private calls.
Pre-conditions:
1.	MCPTT client 2 is authorized to use call forwarding and has immediate call forwarding enabled with the destination MCPTT client 3.
2.	MCPTT client 1 is authorized to make private calls to client 2.
3.	The redirection counter is below the limit. 
4.	MCPTT client 1 has the necessary security information to initiate a private call with MCPTT client 2 and MCPTT client 3 if end2end encryption is required for the private call.


Figure 10.7.5.2.2-1: Call forwarding immediate for private calls

1.	MCPTT client 1 sends an MCPTT private call request towards the MCPTT server.
2.	The MCPTT server detects that MCPTT client 2 has immediate call forwarding enabled.
3.	The MCPTT server checks that the limit of immediate forwardings is not reached. The MCPTT server increments the redirection counter for immediate forwardings. If the target of the MCPTT private call forwarding is a functional alias instead of an MCPTT ID the MCPTT server resolves the functional alias to the corresponding MCPTT ID for which the functional alias is active. 
NOTE 1:	Depending on implementation the MCPTT server can apply additional call restrictions and decide whether the call is allowed to proceed with the resolved MCPTT ID(s) (e.g. whether the MCPTT ID is within the allowed area of the functional alias). If the MCPTT server detects that the functional alias used as the target of the MCPTT private call forwarding is simultaneously active for multiple MCPTT users, then the MCPTT server can proceed by selecting an appropriate MCPTT ID based on some selection criteria. The selection of an appropriate MCPTT ID is left to implementation. The selection criteria can include rejection of the call, if no suitable MCPTT ID is selected.
3a.	If the target of the call forwarding is a functional alias that is not active, or if the target functional is simultaneously active by multiple users and the outcome of the selection is a rejection, the MCPTT private call forwarding is cancelled, and the MCPTT server sends an MCPTT private call cancel request towards MCPTT client 1. Otherwise the procedure continues with step 4.
3b.	MCPTT client 1 sends an MCPTT call private cancel response back to the MCPTT server, and the procedure ends.
4.	The MCPTT server sends an MCPTT private call forwarding request towards MCPTT client 1.
NOTE 2:	The target MCPTT ID is based on the entry in the user profile for call forwarding immediate.
5.	The user at MCPTT client 1 is notified that a call forwarding is in process.
6.	MCPTT client 1 sends an MCPTT call private forwarding response back to the MCPTT server.
7.	MCPTT client 1 sends an MCPTT private call request towards the MCPTT server that includes a call forwarding indication set to true. MCPTT client 1 and MCPTT client 3 set up a security association if end-to-end encryption is used for this call.
8.	The MCPTT server verifies that client 1 is authorized to perform the MCPTT private call as a result of the MCPTT private call forwarding request. The MCPTT server verifies that the MCPTT private call request contains MCPTT client 3 that is the authorized target from step 4, and the forwarding indication is set to true.
9.	The MCPTT server sends an MCPTT private call request towards MCPTT client 3.
10.	Optionally the MCPTT server sends an MCPTT progress indication to MCPTT client 1.
11.	The user at MCPTT client 3 is alerted. MCPTT client 3 sends an MCPTT ringing to the MCPTT server. This step is not required in case of automatic commencement mode.
12.	The MCPTT server sends an MCPTT ringing to MCPTT client 1. This step is not required in case of automatic commencement mode.
13.	MCPTT client 3 sends an MCPTT private call response to the MCPTT server. In manual commencement mode this occurs after the user at MCPTT client 3 has accepted the call.
14.	The MCPTT server sends an MCPTT private call response to MCPTT client 1 indicating that MCPTT client 3 has accepted the call.
15.	The media plane for communication between MCPTT client 1 and MCPTT client 3 is established.

* * * Next Change * * * *
[bookmark: _Toc51281249]10.7.5.2.3	MCPTT private call forwarding no answer
Figure 10.7.5.2.3-1 below illustrates the procedure of call forwarding no answer of MCPTT private calls.
NOTE 1:	The condition no answer covers both the cases in which the user does not answer because he is not reachable, as well as the case in which he is reachable but does not answer.
Pre-conditions:
1.	MCPTT client 2 is authorized to use call forwarding and has call forwarding no answer enabled with the destination MCPTT client 3.
2.	MCPTT client 1 is authorized to make private calls to MCPTT client 2.
3.	No forwarding with no answer or based on manual user input has so far occurred in this call.
4.	MCPTT client 1 has the necessary security information to initiate a private call with MCPTT client 2 and MCPTT client 3 if end2end encryption is required for the private call.


Figure 10.7.5.2.3-1: MCPTT call forwarding no answer

1.	MCPTT client 1 sends an MCPTT private call request towards the MCPTT server.
2.	The MCPTT server checks if MCPTT client 2 has call forwarding no answer enabled. If the MCPTT server detects that MCPTT client 2 is not registered, the procedure continues with step 7. Otherwise the MCPTT server starts a timer with the configured no answer timeout.
3.	The MCPTT server sends an MCPTT private call request in manual commencement mode towards MCPTT client 2. If the MCPTT server detects that MCPTT client 2 is not reachable, the procedure continues with step 7.
4.	The user at MCPTT client 2 is alerted. MCPTT client 2 sends an MCPTT ringing to the MCPTT server.
5.	The MCPTT server sends an MCPTT ringing to the MCPTT client 1. This step is not required in case of automatic commencement mode.
6.	The MCPPT server detects that MCPTT client 2 does not answer within the specified time interval.
7.	The MCPTT server verifies that no other forwarding with the condition no answer or based on manual user input has occurred so far. If the target of the MCPTT private call forwarding is a functional alias instead of an MCPTT ID the MCPTT server resolves the functional alias to the corresponding MCPTT ID for which the functional alias is active. 
NOTE 2:	Depending on implementation the MCPTT server can apply additional call restrictions and decide whether the call is allowed to proceed with the resolved MCPTT ID(s) (e.g. whether the MCPTT ID is within the allowed area of the functional alias). If the MCPTT server detects that the functional alias used as the target of the MCPTT private call forwarding is simultaneously active for multiple MCPTT users, then the MCPTT server can proceed by selecting an appropriate MCPTT ID based on some selection criteria. The selection of an appropriate MCPTT ID is left to implementation. The selection criteria can include rejection of the call, if no suitable MCPTT ID is selected.
7a.	If the target of the call forwarding is a functional alias that is not active, or if the target functional is simultaneously active by multiple users and the outcome of the selection is a rejection, the MCPTT private call forwarding is cancelled, and the MCPTT server sends an MCPTT private call cancel request towards MCPTT client 1. Otherwise the procedure continues with step 8.
7b.	MCPTT client 1 sends an MCPTT call private cancel response back to the MCPTT server, and the procedure ends.
8.	The MCPTT server sends an MCPTT private call forwarding request towards the MCPTT client 1. 
NOTE 3:	The target MCPTT ID is based on the entry in the user profile for call forwarding no answer.
9.	The user at MCPTT client 1 is notified that a call forwarding is in process.
10.	MCPTT client 1 sends an MCPTT private call forwarding response back to the MCPTT server.
11.	MCPTT client 1 sends an MCPTT private call request towards the MCPTT server that includes a call forwarding indication set to true. MCPTT client 1 and MCPTT client 3 set up a security association if end-to-end encryption is used for this call.
[bookmark: _Hlk39731219]12.	The MCPTT server verifies that client 1 is authorized to perform the MCPTT private call as a result of the MCPTT private call forwarding request. The MCPTT server verifies that the MCPTT private call request contains MCPTT client 3 that is the authorized target from step 8, and the forwarding indication is set to true.
NOTE 4:	For call forwarding the MCPTT server does not check if the initial originating MCPTT user at MCPTT client 1 is authorized to make an MCPTT private call to the final target MCPTT user at MCPTT client 3. 
13.	The MCPTT server sends an MCPTT private call request towards MCPTT client 3.
14.	Optionally the MCPTT server sends an MCPTT progress indication to MCPTT client 1.
15.	The user at MCPTT client 3 is alerted. MCPTT client 3 sends an MCPTT ringing to the MCPTT server. This step is not required in case of automatic commencement mode.
16.	The MCPTT server sends an MCPTT ringing to MCPTT client 1. This step is not required in case of automatic commencement mode.
17.	MCPTT client 3 sends an MCPTT private call response to the MCPTT server. In manual commencement mode this occurs after the user at MCPTT client 3 has accepted the call.
18.	The MCPTT server sends an MCPTT private call response to MCPTT client 1 indicating that MCPTT client 3 has accepted the call.
19.	The media plane for communication between MCPTT client 1 and MCPTT client 3 is established.

* * * Next Change * * * *
[bookmark: _Hlk41123738][bookmark: _Toc51281250]10.7.5.2.3a	MCPTT private call forwarding based on manual user input
Figure 10.7.5.2.3a-1 below illustrates the procedure of call forwarding based on manual user input of MCPTT private calls. 
Pre-conditions:
1.	MCPTT client 2 is authorized to perform call forwarding based on manual input.
2.	MCPTT client 1 is authorized to make private calls to MCPTT client 2.
3.	No forwarding with no answer or based on manual user input has so far occurred in this call.
4.	MCPTT client 1 has the necessary security information to initiate a private call with MCPTT client 2 and MCPTT client 3 if end2end encryption is required for the private call.


Figure 10.7.5.2.3a-1: MCPTT call forwarding based on manual user input
1.	MCPTT client 1 sends an MCPTT private call request towards the MCPTT server.
2.	The MCPTT server checks if MCPTT client 2 has call forwarding no answer enabled. If the MCPTT server detects that MCPTT client 2 is not registered, the procedure continues with step 10. Otherwise the MCPTT server starts a timer with the configured no answer timeout.
3.	The MCPTT server sends an MCPTT private call request in manual commencement mode towards MCPTT client 2. If the MCPTT server detects that MCPTT client 2 is not reachable, the procedure continues with step 10.
4.	The user at MCPTT client 2 is alerted. MCPTT client 2 sends an MCPTT ringing to the MCPTT server.
5.	In manual commencement mode the MCPTT server sends an MCPTT ringing to the MCPTT client 1.
6.	During ringing the user at MCPTT client 2 requests the call to be forwarded based on manual input.
7.	MCPTT client 2 sends an MCPTT private call forwarding request to the MCPTT server.
8.	The MCPTT server verifies if the user at client 2 is allowed to perform forwarding based on manual input. If the target of the MCPTT private call forwarding is a functional alias instead of an MCPTT ID the MCPTT server resolves the functional alias to the corresponding MCPTT ID for which the functional alias is active.
NOTE 1:	Depending on implementation the MCPTT server can apply additional call restrictions and decide whether the call is allowed to proceed with the resolved MCPTT ID(s) (e.g. whether the MCPTT ID is within the allowed area of the functional alias). If the MCPTT server detects that the functional alias used as the target of the MCPTT private call forwarding is simultaneously active for multiple MCPTT users, then the MCPTT server can proceed by selecting an appropriate MCPTT ID based on some selection criteria. The selection of an appropriate MCPTT ID is left to implementation. The selection criteria can include rejection of the call, if no suitable MCPTT ID is selected.
8a.	If the target of the call forwarding is a functional alias that is not active, or if the target functional is simultaneously active by multiple users and the outcome of the selection is a rejection, the MCPTT private call forwarding is cancelled, and the MCPTT server sends an MCPTT private call cancel request towards MCPTT client 1. Otherwise the procedure continues with step 9.
8b.	MCPTT client 1 sends an MCPTT call private cancel response back to the MCPTT server.
8c.	 The MCPTT server sends an MCPTT private call forwarding response with Result equals “fail” to MCPTT client 2, and the procedure ends.
9.	The MCPTT server stops the timer for the no answer timeout.
10.	The MCPTT server verifies that no other forwarding with the condition no answer or based on manual user input has occurred so far.
11.The MCPTT server sends an MCPTT private call forwarding response to MCPTT client 2.
12.	The MCPTT server sends an MCPTT private call forwarding request towards the MCPTT client 1.
NOTE 2:	The target MCPTT ID is based on the identity manually entered by the user at MCPPTT client 2 in step 6.
13.	The user at MCPTT client 1 is notified that a call forwarding is in process.
14.	MCPTT client 1 sends an MCPTT private call forwarding response back to the MCPTT server.
15.	MCPTT client 1 sends an MCPTT private call request towards the MCPTT server that includes a call forwarding indication set to true. MCPTT client 1 and MCPTT client 3 set up a security association if end-to-end encryption is used for this call.
16.	The MCPTT server verifies that client 1 is authorized to perform the MCPTT private call as a result of the MCPTT private call forwarding request. The MCPTT server verifies that the MCPTT private call request contains MCPTT client 3 that is the authorized target from step 12, and the forwarding indication is set to true.
NOTE 3:	For call forwarding the MCPTT server does not check if the initial originating MCPTT user at MCPTT client 1 is authorized to make an MCPTT private call to the final target MCPTT user at MCPTT client 3.
17.	The MCPTT server sends an MCPTT private call request towards MCPTT client 3.
18.	Optionally the MCPTT server sends an MCPTT progress indication to MCPTT client 1.
19.	The user at MCPTT client 3 is alerted. MCPTT client 3 sends an MCPTT ringing to the MCPTT server. This step is not required in case of automatic commencement mode.
20.	The MCPTT server sends an MCPTT ringing to MCPTT client 1. This step is not required in case of automatic commencement mode.
21.	MCPTT client 3 sends an MCPTT private call response to the MCPTT server. In manual commencement mode this occurs after the user at MCPTT client 3 has accepted the call.
22.	The MCPTT server sends an MCPTT private call response to MCPTT client 1 indicating that MCPTT client 3 has accepted the call.
23.	The media plane for communication between MCPTT client 1 and MCPTT client 3 is established.

* * * Next Change * * * *
[bookmark: _Toc51281259]10.7.6.2.1	MCPTT private call unannounced transfer 
The procedure for MCPTT private call unannounced transfer covers the case where an MCPTT client requests an ongoing MCPTT private call (with or without floor control) to be transferred to another MCPTT user without prior announcement.
Figure 10.7.6.2.1-1 below illustrates the procedure for MCPTT private call unannounced transfer.
Pre-conditions:
1.	MCPTT client 2 is authorized to use call transfer.
2.	MCPTT client 1 is authorized to make private calls to client 2.
3.	MCPTT client 2 is authorized to transfer private calls to MCPTT client 3.
4.	MCPTT client 1 has the necessary security information to initiate a private call with MCPTT client 2 and MCPTT client 3 if end2end encryption is required for the private call.


Figure 10.7.6.2.1-1: MCPTT private call unannounced transfer
1.	MCPTT client 1 initiates an MCPTT private call to MCPTT client 2 using the normal MCPTT call establishment procedures  (10.7.2.2). The user at MCPTT client 1 can talk with the user at MCPTT client 2.
2.	Now the MCPTT user at MCPTT client 2 decides to perform a call transfer.
3.	The MCPTT client 2 sends an MCPTT call transfer request to the MCPTT server.
[bookmark: _Hlk46396544]4.	The MCPTT server verifies that MCPTT client 2 is authorized to transfer the MCPTT private call to MCPTT client 3. This check is based on entries in the user profile of the user at MCPTT client 2. First, the MCPTT server checks the value of the “Allow private call transfer” entry. If it is false, the authorization check has failed, and the procedure continues with step 5. Otherwise the MCPTT server checks if the “Authorised to transfer private calls to any MCPTT user” entry is true. If this is the case the check has passed, and for target type of MCPTT ID the procedure continues with step 5 and for target ID type of functional alias the procedure continues with step 4a. The subsequent checking depends on the type of target ID. If the target ID is a MCPTT ID, the MCPTT server checks for a matching entry of the target MCPTT ID in the “List of “MCPTT users that the MCPTT user is authorised to use as targets for call transfer” list. If a matching entry is found, the check has passed, if no matching entry is found the check has failed, for any outcome the procedure continues with step 5. If the target ID is a functional alias, the MCPTT server checks for a matching entry of the target functional alias in the “List of functional aliases that the MCPTT user is authorised to use as targets for call transfer” list. If a matching entry is found, the check has passed, and the procedure continues with step 4a.. If no matching entry is found, the authorization check has failed and the procedure continues with step 5.
4a.	If the target of the MCPTT private call transfer is a functional alias instead of an MCPTT ID the MCPTT server resolves the functional alias to the corresponding MCPTT ID for which the functional alias is active.
NOTE 1:	Depending on implementation the MCPTT server can apply additional call restrictions and decide whether the call is allowed to proceed with the resolved MCPTT ID(s) (e.g. whether the MCPTT ID is within the allowed area of the functional alias). If the MCPTT server detects that the functional alias used as the target of the MCPTT private call transfer is simultaneously active for multiple MCPTT users, then the MCPTT server can proceed by selecting an appropriate MCPTT ID based on some selection criteria. The selection of an appropriate MCPTT ID is left to implementation. The selection criteria can include rejection of the call, if no suitable MCPTT ID is selected.
[bookmark: _Hlk46240106]5.	If the authorization check has failed, or the target of the transfer is a functional alias that is not active, or the target of the transfer is a functional alias that is simultaneously active by multiple users and the outcome of the selection is a rejection, the MCPTT private call transfer is cancelled, and the MCPTT server sends an MCPTT private call transfer response with result "fail" back to MCPTT client 2. The MCPTT private call between MCPTT client 1 and MCPTT client 2 remains up. Otherwise the MCPTT server sends an MCPTT private call transfer response with result “success” back to MCPTT client 2, and the procedure continues.
6.	If authorized, the MCPTT server performs a server initiated private call release of the call between MCPTT client 1 and MCPTT client 2 (10.7.2.2.3.2).
7.	The MCPTT server sends an MCPTT call transfer request towards the MCPTT client 1.
8.	The user at MCPTT client 1 is notified that a call transfer is in progress.
9.	MCPTT client 1 sends an MCPTT  call transfer response back to the MCPTT server.
10.	MCPTT client 1 sends an MCPTT private call request towards the MCPTT server that includes a call transfer indication set to true. 
[bookmark: _Hlk30052952]11.	The MCPTT server verifies that client 1 is authorized to perform the MCPTT private call as a result of the MCPTT private call transfer request based on the fact that the transfer indication is present and set to true in the MCPTT private call request.
NOTE 2:	For call transfer the MCPTT server does not check if the initial originating MCPTT user at MCPTT client 1 is authorized to make an MCPTT private call to the final target MCPTT user at MCPTT client 3.
12.	The MCPTT server sends an MCPTT call request to MCPTT client 3.
13.	The user at MCPTT client 3 is notified about the incoming call.
14.	MCPTT client 3 sends an MCPTT private call response back to the MCPTT server.
15.	The MCPTT server forwards the MCPTT private call response towards client 1.
16.	The media plane for communication between client 1 and 3 is established.

* * * Next Change * * * *
[bookmark: _Toc51281260]10.7.6.2.2	MCPTT private call announced transfer
The procedure for MCPTT private call announced transfer covers the case where an MCPTT client requests an ongoing MCPTT private call (with or without floor control) to be transferred to another MCPTT user with prior announcement.
Figure 10.7.6.2.2-1 below illustrates the procedure for MCPTT private call announced transfer.
Pre-conditions:
1.	MCPTT client 2 is authorized to use call transfer.
[bookmark: _Hlk27477698]2.	MCPTT client 1 is authorized to make private calls to client 2.
3.	MCPTT client 2 is authorized to make private calls to client 3.
4.	MCPTT client 2 is authorized to transfer private calls to MCPTT client 3.
5.	MCPTT client 2 supports simultaneous sessions for MCPTT calls (10.8).
[bookmark: _Hlk30051264]6.	MCPTT client 1 has the necessary security information to initiate a private call with MCPTT client 2 and MCPTT client 3, and MCPTT client 2 has the necessary security information to initiate a private call with MCPTT client 3 if end2end encryption is required for the private call.


Figure 10.7.6.2.2-1: MCPTT private call announced transfer
[bookmark: _Hlk27474380]1.	MCPTT client 1 initiates an MCPTT private call to MCPTT client 2 using the normal MCPTT call establishment procedures  (10.7.2.2). The user at MCPTT client 1 can talk with the user at MCPTT client 2. The user at MCPTT client 2 decides to transfer the call.
2.	The MCPTT user at MCPTT client 2 puts the call locally on hold.
3.	MCPTT client 2 initiates an MCPTT private call to MCPTT client 3 using the normal MCPTT call establishment procedures (10.7.2.2).
4.	The user at MCPTT client 2 can talk with the user at MCPTT client 3 and announce the call transfer.
5.	The MCPTT client 2 releases the MCPTT private call with  MCPTT client 3 using the normal MCPTT call release procedure (10.7.2.2.3.1).
6.	Optionally the MCPTT user at MCPTT client 2 puts the call with client 1 locally off hold and confirms that the call will be transfer.
7.	Now the MCPTT user at MCPTT client 2 decides to perform a call transfer.
8.	The MCPTT client 2 sends an MCPTT call transfer request to the MCPTT server.
[bookmark: _Hlk27475094]9.	The MCPTT server verifies that MCPTT client 2 is authorized to transfer the MCPTT private call to MCPTT client 3. This check is based on entries in the user profile of the user at MCPTT client 2. First, the MCPTT server checks the value of the “Allow private call transfer” entry. If it is false, the authorization check has failed, and the procedure continues with step 10. Otherwise the MCPTT server checks if the “Authorised to transfer private calls to any MCPTT user” entry is true. If this is the case the check has passed, and for target type of MCPTT ID the procedure continues with step 10 and for target ID type of functional alias the procedure continues with step 9a. The subsequent checking depends on the type of target ID. If the target ID is a MCPTT ID, the MCPTT server checks for a matching entry of the target MCPTT ID in the “List of “MCPTT users that the MCPTT user is authorised to use as targets for call transfer” list. If a matching entry is found, the check has passed, if no matching entry is found the check has failed, for any outcome the procedure continues with step 5. If the target ID is a functional alias, the MCPTT server checks for a matching entry of the target functional alias in the “List of functional aliases that the MCPTT user is authorised to use as targets for call transfer” list. If a matching entry is found, the check has passed, and the procedure continues with step 9a.. If no matching entry is found, the authorization check has failed and the procedure continues with step 10.
9a.	 If the target of the MCPTT private call transfer is a functional alias instead of an MCPTT ID the MCPTT server resolves the functional alias to the corresponding MCPTT ID for which the functional alias is active.
NOTE 1:	Depending on implementation the MCPTT server can apply additional call restrictions and decide whether the call is allowed to proceed with the resolved MCPTT ID(s) (e.g. whether the MCPTT ID is within the allowed area of the functional alias). If the MCPTT server detects that the functional alias used as the target of the MCPTT private call transfer is simultaneously active for multiple MCPTT users, then the MCPTT server can proceed by selecting an appropriate MCPTT ID based on some selection criteria. The selection of an appropriate MCPTT ID is left to implementation. The selection criteria can include rejection of the call, if no suitable MCPTT ID is selected.
10.	If the authorization check has failed, or the target of the transfer is a functional alias that is not active, or the target of the transfer is a functional alias that is simultaneously active by multiple users and the outcome of the selection is a rejection, the MCPTT private call transfer is cancelled, and the MCPTT server sends an MCPTT private call transfer response with result “fail” back to MCPTT client 2. The MCPTT private call between MCPTT client 1 and MCPTT client 2 remains up. Otherwise the MCPTT server sends an MCPTT private call transfer response with result “success” back to MCPTT client 2, and the procedure continues.
11.	If authorized, the MCPTT server performs a server initiated private call release of the call between MCPTT client 1 and MCPTT client 2 (10.7.2.2.3.2).
12.	The MCPTT server sends an MCPTT call transfer request towards the MCPTT client 1.
13.	The user at MCPTT client 1 is notified that a call transfer is in progress.
14.	MCPTT client 1 sends an MCPTT call transfer response back to the MCPTT server.
15.	MCPTT client 1 sends an MCPTT private call request towards the MCPTT server that includes a call transfer indication set to true.
16.	The MCPTT server verifies that client 1 is authorized to perform the MCPTT private call as a result of the MCPTT private call transfer request based on the fact that the transfer indication is present and set to true in the MCPTT private call request.
NOTE 2:	For call transfer the MCPTT server does not check if the initial originating MCPTT user at MCPTT client 1 is authorized to make an MCPTT private call to the final target MCPTT user at MCPTT client 3.
17.	The MCPTT server sends an MCPTT call request to MCPTT client 3.
18.	The user at MCPTT client 3 is notified about the incoming call.
19.	MCPTT client 3 sends an MCPTT private call response back to the MCPTT server.
20.	The MCPTT server forwards the MCPTT private call response towards client 1.
21.	The media plane for communication between client 1 and 3 is established.
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