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	Reason for change:
	RAN3 sends the LS on AS rekeying handling (R3-202833) to SA2 for action:
To SA2:
[bookmark: OLE_LINK3]ACTION: RAN3 respectfully asks SA2 to feedback whether the case that both the Security Key IE and the Emergency Fallback Indicator IE are included within one NGAP UE CONTEXT MODIFICATION REQUEST message is abnormal or not.
As discussed and concluded in the SA2 reply LS (S2-xxxxxx) to RAN3, SA2 determines to provide the corresponding feedback.  


	
	

	Summary of change:
	1.When the AS re-keying procedure and the Emergency Fallback procedure collides, the AMF gives up the AS re-keying procedure and only initiates the emergency fallback procedure. 
2.If AMF includes both the Security Key IE and the Emergency Fallback Indicator IE within one NGAP UE CONTEXT MODIFICATION REQUEST message, the NG-RAN takes it as the abnormal case.
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[bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc19177579][bookmark: _Toc27845316][bookmark: _Toc36186515][bookmark: _Toc45180446]5.16.4.11	Emergency Services Fallback
In order to support various deployment scenarios for obtaining Emergency Services, the UE and 5GC may support the mechanism to direct or redirect the UE either towards E-UTRA connected to 5GC (RAT fallback) when only NR does not support Emergency Services or towards EPS (E-UTRAN connected to EPC System fallback) when the 5GC does not support Emergency Services. Emergency Services fallback may be used when the 5GS does not indicate support for Emergency Services (see clause 5.16.4.1) and indicates support for Emergency Services fallback.
Following principles apply for Emergency Services Fallback:
-	If the AMF indicates support for Emergency Services fallback in the Registration Accept message, then in order to initiate Emergency Service, normally registered UE supporting Emergency Services fallback shall initiate a Service Request with Service Type set to Emergency Services fallback as defined in TS 23.502 [3] clause 4.13.4.1.
-	AMF uses the Service Type Indication within the Service Request to redirect the UE towards the appropriate RAT/System. The 5GS may, for Emergency Services, trigger one of the following procedures:
-	Handover or redirection to EPS.
-	Handover or redirection to E-UTRA connected to 5GC.
-	After receiving the Service Request for Emergency Fallback, the AMF triggers N2 procedure resulting in either CONNECTED state mobility (Handover procedure) or IDLE state mobility (redirection) to either E-UTRA/5GC or to E-UTRAN/EPC depending on factors such as N26 availability, network configuration and radio conditions. In the N2 procedure, the AMF based on support for Emergency Services in 5GC or EPC may indicate the target CN for the RAN node to know whether inter-RAT fallback or inter-system fallback is to be performed. The target CN indicated in the N2 procedure is also conveyed to the UE in order to be able to perform the appropriate NAS procedures (S1 or N1 Mode).
-	When the AS re-keying procedure and the Emergency Fallback procedure collides, the AMF gives up the AS re-keying procedure and only initiates the Emergency Fallback procedure.
* * * * End of changes * * * *


