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Additional discussion(if needed):
Proposed changes:
* * * First Change * * * *
[bookmark: _Toc121130744][bookmark: _Toc133484183][bookmark: _Toc136424137][bookmark: _Hlk123208017]9.9.2.1	SEALDD enabled QoS guarantee by switching SEALDD server
[bookmark: _Hlk123208146]Figure 9.9.2.1-1 illustrate the procedure for QoS guarantee based on transmission quality report from SEALDD server and QoS monitoring from 5GS. The procedure is applicable to the scenario where there is a single path between UE and SEALDD server.
Pre-conditions:
1.	The VAL server discovers and selects the SEALDD server by CAPIF functions.
2.	The VAL server has requested the transmission quality measurement to the SEALDD server by invoking the Sdd_TransmissionQualityMeasurement_subscription API in clause 9.7.4.2.
3.	A SEALDD service policy (i.e., the necessary SEALDD layer actions for meeting the service policy requirements) has been configured in SEALDD server and shared with the SEALDD client.


 Figure 9.9.2.1-1: SEALDD enabled transmission quality guarantee procedure by switching SEALDD server
1.	The VAL server sends a Sdd_RegularTransmission request to the SEALDD server, as specified in clause 9.2.2.2. The request includes the identifiers of the application traffic (e.g. VAL service ID, VAL server ID), and optionally, the QoS information for the application traffic, e.g. QoS requirements.
2.	Upon receiving the request, the SEALDD server performs an authorization check. If authorization is successful, the SEALDD server sends a response to the VAL server. The QoS information may be allocated by SEALDD server according to VAL service ID for different service type of application traffic if the QoS information is not provided by VAL server.
3.	The regular data transmission connection is established according to clause 9.2.2.2.
4.	The S-SEALDD server (i.e., SEALDD server#1) can generate the transmission quality measurement report according to the SEALDD enabled transmission quality measurement procedure in clause 9.7.2.1, and detect whether the current transmission quality can satisfy the QoS requirements of VAL application.
5.	The S-SEALDD server subscribes to 5GC for QoS monitoring of the specific UE related to the VAL user, as defined in clause 5.2.6.9 in 3GPP TS 23.502 6]. If the S-SEALDD server diagnoses that QoS deterioration is caused by N6/SEALDD overload (i.e., based on QoS monitoring between UE and UPF, and the E2E transmission quality measurement). The S-SEALDD server can determine to trigger the data transmission quality guarantee procedure (i.e., switching the connected SEALDD server according to SEALDD service policy) based on the QoS monitoring and QoS measurement. 
NOTE 1:	The QoS monitoring subscription request may be triggered after step 4 when the current transmission quality cannot satisfy the QoS requirements of VAL application.
NOTE 2:	This procedure cannot solve the QoS deterioration issue caused by NG-RAN (e.g. RAN congestion).
6.	The S-SEALDD server performs target SEALDD server discovery procedure by using CAPIF or EEL, as specified in clause 9.4. In the discovery response message, the S-SEALDD server may receive the N6 traffic, load status, or DNAI associated with SEALDD server.
7.	The S-SEALDD server can select the T-SEALDD server (i.e., SEALDD server #2) based on N6 traffic and/or SEALDD server load from performance of the available target SEALDD servers in step 6.
8.	The SEALDD relocation procedure is performed for the switched SEALDD servers and the switched VAL servers, as specified in clause 9.6.2.2.
	After the SEALDD relocation procedure, the SEALDD client can connect to the selected T-SEALDD server to obtain the transmission quality guarantee service. 
* * * End of changes * * * *
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