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[bookmark: _Toc120157582][bookmark: _Toc133484142][bookmark: _Toc138291048]* * * First Change * * * *
9.6.2.1	SEALDD context transfer
Figure 9.6.2.1-1 describes SEALDD context transfer procedure in pull (step 1a and 2a) or push (step 1b and 2b) operation. 
Pre-conditions: 
1.	For pull operation, the old SEALDD server endpoint is available in the new SEALDD server 
2.	For push operation, the new SEALDD server endpoint is available in the old SEALDD server.



Figure 9.6.2.1-1: SEALDD context transfer
The transferred SEALDD context includes the service subscription information created upon VAL server's interaction for requesting SEALDD transmission service (e.g. step 1 and 2 in Figure 9.2.2.1-1), and also the SEALDD client and SEALDD server communication tunnel management information (e.g. UE IP address) which is created upon SEALDD client's interaction for requesting data transmission (e.g. step 5 and 6 in Figure 9.2.2.1‑1). If new SEALDD server supports transportation layer service continuity, additional transport layer context (e.g. TCP/TLS/QUIC) is transferred from old SEALDD server to new SEALDD server. If the new SEALDD Server is not provisioned with the VAL server configured SEALDD policy, then it can pull from the Old SEALDD server via the pull operation. The push operation does not support the transfer of the VAL server configured SEALDD policy between Old and New SEALDD server.
The new SEALDD server, after receiving the SEALDD context from the old SEALDD server, allocates IP address and port for SEALDD-Uu user plane communication. The new SEALDD server also sends back to the old SEALDD server with the allocated endpoint information If operation is push. Then the old SEALDD server can request 5GC to perform IP replacement procedure, as defined in clause 6.3.3 of 3GPP 23.548 [8]. The request includes the traffic descriptor of old SEALDD server (i.e., SEALDD-UU address/port), the traffic descriptor of new SEALDD server (i.e., SEALDD-UU address/port) and/or the target DNAI.
Optionally, after receiving the SEALDD context with the SEALDD-UU endpoint from the old SEALDD server, the new SEALDD server can request 5GC to perform IP replacement procedure.
NOTE:	The TCP/TLS/QUIC context transfer is required to support the SEALDD server relocation with IP replacement procedure, as described in clause 9.6.2.2.
[bookmark: _Toc133484144][bookmark: _Toc138291050]* * * Next change * * * *
[bookmark: _Toc133484147][bookmark: _Toc138291053]9.6.3.3	SEALDD context pull request
Table 9.6.3.3-1 describes the information flow from the new SEALDD server to the old SEALDD server to pull the SEALDD context.
Table 9.6.3.3-1: SEALDD context pull request
	Information element
	Status
	Description

	Requestor ID
	M
	Identifies the requestor (i.e. new SEALDD server).

	SEALDD policy indication
	O
	Indicates the need to transfer the VAL server configured SEALDD policy.



[bookmark: _Toc133484148][bookmark: _Toc138291054]9.6.3.4	SEALDD context pull response
Table 9.6.3.4-1 describes the information flow from the new SEALDD server to the old SEALDD server for responding to the SEALDD context pull request.
Table 9.6.3.4-1: SEALDD context pull response
	Information element
	Status
	Description

	Result 
	M
	Success or failure.

	SEALDD-Uu Context
	M
	Identifies the context related to SEALDD-Uu connection, which is created upon SEALDD connection establishment.

	SEALDD-S Context
	M
	Identifies the context related to SEALDD-S subscription.

	Transport layer context
	O
	Identifies the context related to Transport layer (e.g. TCP/TLS/QUIC) for SEALDD-Uu user plane communication.

	SEALDD policy
	O
	Indicates the VAL server configured SEALDD policy.




* * * Next change * * * *
[bookmark: _Toc117364427][bookmark: _Toc133484067][bookmark: _Toc138290972]9.2.3.2	SEALDD enabled regular transmission response
Table 9.2.3.2-1 describes the information flow from the SEALDD server to the VAL server for responding to the regular application transmission.
Table 9.2.3.2-1: SEALDD enabled regular transmission response
	Information element
	Status
	Description

	Result 
	M
	Success or failure.

	SEALDD-S information Data transmission connection information 
	O
	Address/port and/or URL of the SEALDD server to receive the packets from the VAL server for application traffic transfer

	Cause
	O
See NOTE
	Indicates the reason for the failure, e.g. SEALDD policy mismatch.

	NOTE: The IE is only present if the Result is failure.




* * * Next change * * * *
[bookmark: _Toc117364429][bookmark: _Toc133484069][bookmark: _Toc138290974]9.2.3.4	SEALDD regular transmission connection establishment response
Table 9.2.3.4-1 describes the information flow from the SEALDD server to the SEALDD client or from the SEALDD client to the SEALDD server for responding to the regular SEALDD connection establishment.
Table 9.2.3.4-1: SEALDD regular transmission connection establishment response
	Information element
	Status
	Description

	Result 
	M
	Indicates the success or failure of establishing the SEALDD connection.

	SEALDD traffic descriptor
	O
	SEALDD traffic descriptor (e.g. address, port, URL, transport layer protocol) of the SEALDD server side (for client side initiated request) or the SEALDD client side (for server side initiated request) used to establish SEALDD connection.

	Pending timer
	O
(See NOTE 1)
	The pending timer to trigger the re-connection from SEALDD client when bandwidth limit check is failed.

	Suggested traffic transmission bandwidth
	O
(See NOTE 1)
	The suggested traffic transmission bandwidth used by SEALDD client or SEALDD server to perform bandwidth control for VAL users, including UL/DL.

	Cause
	O
See NOTE 2
	Indicates the reason for the failure, e.g. SEALDD policy mismatch.

	NOTE 1:	These IEs are used for the SEALDD enabled bandwidth control for different VAL users, applicable for client side initiated request.
NOTE 2:   This IE is only present if the Result is failure



* * * Next change * * * *
[bookmark: _Toc117364442][bookmark: _Toc133484090][bookmark: _Toc138290995]9.3.3.4	SEALDD URLLC transmission connection establishment response
Table 9.3.3.4-1 describes the information flow from the SEALDD server to the SEALDD client for responding to the URLLC transmission connection establishment.
Table 9.3.3.4-1: SEALDD URLLC transmission connection establishment response
	Information element
	Status
	Description

	Result 
	M
	Indicates the success or failure of establishing the SEALDD connection.

	SEALDD traffic descriptors
	O
	A pair of SEALDD traffic descriptors (e.g. address, port, transport layer protocol) of the SEALDD server side used to establish redundant SEALDD connection.

	Cause
	O
See NOTE
	Indicates the reason for the failure, e.g. SEALDD policy mismatch.

	NOTE: The IE is only present if the Result is failure




* * * Next change * * * *
[bookmark: _Toc117364444][bookmark: _Toc133484092][bookmark: _Toc138290997]9.3.3.6	SEALDD URLLC transmission connection update response
Table 9.3.3.6-1 describes the information flow from the SEALDD server to the SEALDD client for responding to the redundant transmission connection update.
Table 9.3.3.6-1: SEALDD URLLC transmission connection update response
	Information element
	Status
	Description

	Result 
	M
	Indicates the success or failure of updating the SEALDD connection.

	Cause
	O
See NOTE
	Indicates the reason for the failure, e.g. SEALDD policy mismatch.

	NOTE: The IE is only present if the Result is failure



* * * End of changes * * * *
image1.emf
new 

SEALDD 

server

1a. SEALDD Context pull request

2a. SEALDD Context pull response

 

old 

SEALDD 

server

PULL

1b. SEALDD Context push request

2b. SEALDD Context push response

 

PUSH


Microsoft_Visio_2003-2010_Drawing3.vsd
�

new SEALDD server


 



