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1
Introduction

This WI adds requirements to enhance the 3GPP PS Domain to provide an optional capability to allow unauthenticated UE's to access restricted local operator services based on operator policy and regional regulatory requirements. The requirements address identifying when restricted local operator services are available and enabling a UE to attach to a network for the purpose of accessing a restricted local operator service even if the UE is not able to be authenticated by the network. The requirements can be found in 3GPP TS 22.101 [1], TS 22.115 [2], and TS 22.228 [3].

2
Description

The PARLOS WI was driven primarily by FCC regulations for manual roaming as described in [4] and [5]. The ability to provide access to such local services has been available to U.S. operators on a proprietary basis. However, the wide deployment of LTE and corresponding introduction of VoLTE creates demand for a standardized mechanism to allow a UE to access these services such as manual roaming without necessarily being successfully authenticated for access. This optional functionality of supporting access to RLOS services to unauthenticated UEs can be deployed based on operator policy. The RLOS services themselves are out of scope of 3GPP.  PARLOS is an LTE capability.
The PARLOS requirements provide for a network to inform UEs using a 3GPP access technology that RLOS services are available and to allow access to the RLOS services when requested by the UE without requiring successful authentication of the UE first. The services are provided in an isolated manner that prevents an unauthenticated UE from accessing any other service or functionality in the network. Additional requirements also provide for collection of charging information related to the use of RLOS services.
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