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1
Introduction

The feature allows the use of a User Identifier [1], which is independent of existing identifiers relating to a 3GPP subscription or UE, for Network Slice-Specific Authentication and Authorization. [1][2][3]

The actual identity provisioning service with creation, managing and authentication of identities is not specified by 3GPP, but the interworking of the 3GPP system with some external entity to authenticate the User Identity and to authorize the user for access to a specific network slice, in addition to the 3GPP network slice selection and authorization.
2
Description

Rel. 15 Network slice selection (i.e. the procedure to select an AMF that supports the required Network Slices and establishing PDU Session(s) to the required Data network via the Network Slice instance(s) with its Control Plane and User Plane Network Functions) is based on the NSSAI, which consists of one or more S-NSSAIs. 
Now with the Rel. 16 feature, Subscription information allows the indication which S-NSSAIs are subject to Network Slice-Specific Authentication and Authorization (NSSAA). For those S-NSSAIs the AMF invokes an EAP-based Network Slice-Specific authentication procedure in which the AUSF exchanges AAA protocol messages with a potentially external AAA Server (AAA-S) via an optional AAA Proxy (AAA-P) to authenticate and authorize a UE for the network slice. Depending on the result of the procedure a UE is either authorized for a network slice, re-allocated to a different one or deregistered. A re-authentication and re-authorization procedure may be triggered by the AAA Server at any time. [2][3]
Security aspects are specified in detail in [4], UE and network capabilities to support and perform NSSAA in [5], message flows for interworking to the AAA-S in [6], flags to indicate that a slice is subject to NSSAA are defined in [7] as well as [8] and the impact on the AUSF is captured in [9].
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