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	Reason for change:
	UPF and NEF need to be aware of Exception Data counters, as they are expected to enforce the Exception Data limitations. But they can’t detect on thjeir own whether messages are sent over the radio interface using normal priority or Exception Data establishment cause. There can also be multiple SMFs serving the same UE, so the AMF must detect Exception Data RRC establishment and to maintain counters on Exception Data that is already spent and flag the start and stop of Exception Data RRC Connection towards the UPF and NEF via SMF whenever MO exception data is sent. When UPF/NEF receives the already spent exception report quota along with the indication that the UE is now accessing with Exception Data priority, the UPF/NEF starts counting any additional message as exception data. If the exception data quota is exceeded, then the UPF/NEF may enfore the Exception Data limitation by dropping or delaying packets.
For Small Data Rate Control, the rate control information includes an integer 'number of additional allowed exception report packets per time unit' once the rate control limit has been reached. If the UE exceeds the uplink 'number of packets per time unit', the UE may still send uplink exception reports if allowed and the 'number of additional allowed exception reports per time unit' has not been exceeded.
To support the Small Data Rate Control on for exception PDUs, the “MO Exception Data Counter” report needs to be introduced and provided to the SMF/UPF handling PDU Sessions subject to Small Data Rate Control.

	
	

	Summary of change:
	Introduce the "MO Exception Data Counter" reporting function. The AMF counts the exception data small data messages and informs the SMF when RRC Connection is set up for Exception Data. The SMF forwards this information to UPF which counts the Exception Data packets in order to enforce the rate of the Exception Data and to mark up the Exception Data packets in the CDR.

	
	

	Consequences if not approved:
	The handling of Small Data Rate Control on exception reports is not clear.
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	This CR's revision history:
	Revision 6 corrects the AMF counting to be based on the number of packets and informing SMF depends on RRC Connection establishments with exception data RRC Est cause. UE requirements are not affected since the whole procedure is on the network side.
Revision 7 restores the ME tick, reverses the first change in the updated text clause, removes changes on changes and adds a note highlighting that the AMF is not counting the exception data messages but RRC Connections set up with Exception Data priority.





* * * * Beginning of changes * * * *
[bookmark: _Toc11137193]5.31.14.3	Small Data Rate Control
The Small Data Rate Control is configured in the (H-)SMF, e.g. based on operator policy, subscription, DNN, RAT type etc. The (H-)SMF can send a Small Data Uplink Rate Control command to the UE using the PCO information element. The (H-)SMF informs the UPF or NEF of any Small Data Rate Control that shall be enforced.
The Small Data Uplink Rate Control applies to data PDUs sent on that PDU Session by either Data Radio Bearers or Signalling Radio Bearers (NAS Data PDUs).
The rate control information is separate for uplink and downlink and in the form of:
-	an integer 'number of packets per time unit', and
-	an integer 'number of additional allowed exception report packets per time unit' once the rate control limit has been reached.
The UE shall comply with this uplink rate control instruction. If the UE exceeds the uplink 'number of packets per time unit', the UE may still send uplink exception reports if allowed and the 'number of additional allowed exception reports per time unit' has not been exceeded. The UE shall consider this rate control instruction as valid until it receives a new one from (H-)SMF.
When a PDU Session is first established the (H-)SMF may provide the configured Small Data Rate Control parameters to the UE and UPF or NEF.
When the PDU Session is released, the Small Data Rate Control Status (including the number of packets still allowed in the given time unit, the number of additional exception reports still allowed in the given time unit and the termination time of the current Small Data Rate Control validity period) may be stored in the AMF so that it can be retrieved for a subsequent re-establishment of a new PDU Session.
At subsequent establishment of a new PDU Session, the (H-)SMF may receive the previously stored Small Data Rate Control Status and if the validity period has not expired, it provides the parameters to the UE in the PCO and to the UPF/NEF as the initially applied parameters, in addition to the configured Small Data Rate Control parameters. If the initially applied parameters are provided, the UE and UPF or NEF use  the configured Small Data Rate Control parameters once the initially applied Small Data Rate Control validity period expires.
NOTE 2:	The storage of the Small Data Rate Control Status information for very long time intervals can be implementation specific.
Small Data rate control is based on a 'maximum allowed rate' per direction. If (H-)SMF provided the 'number of additional allowed exception report packets per time unit' to the UE, then the 'maximum allowed rate' is equal to the 'number of packets per time unit' plus the 'number of additional allowed exception report packets per time unit'. Otherwise, the 'maximum allowed rate' is equal to the 'number of packets per time unit'.
The UPF or NEF may enforce the uplink rate by discarding or delaying packets that exceed the 'maximum allowed rate'. The UPF or NEF shall enforce the downlink rate by discarding or delaying packets that exceed the downlink part of the 'maximum allowed rate'.
NOTE 3:	It is assumed that the Serving PLMN Rate is sufficiently high to not interfere with the Small Data Rate Control as the Small Data Rate Control, if used, is assumed to allow fewer messages. NAS PDUs related to exception reports are not subject to the Serving PLMN Rate Control.
For NB-IoT the AMF maintains an "MO Exception Data Counter" which is incremented when RRC establishment cause "MO exception data" is received from NG-RAN. The AMF reports the "MO Exception Data Counter" to all (H-)SMFs which have PDU Sessions that are subject to Small Data Rate Control and informs the SMF when UE is accessing with "MO exception data" RRC establishment cause. Upon receiving such indication of "MO exception data" RRC establishment cause from the AMF, each (H-)SMF reports the "MO Exception Data Counter" to each UPF and NEF for each PDU Session to which Small Data Rate Control applies. After receiving the "MO Exception Data Counter", each NEF and UPF consider PDUs transferred during an RRC Connection established for "MO Exception data" to be exception data for Small Data Rate Control purposes. The UPF indicates each use of the RRC establishment cause "MO Exception Data" by the related counter on its CDR.
NOTE 4:	Since Exception Data PDUs and normal priority PDUs cannot be distinguished within an RRC connection, the AMF is only counting the number of RRC Connection establishments with "MO Exception data" priority. 
If the UE moves to EPC then the UE and the PGW-U+UPF store the current Small Data Rate Control Status for all PDU Sessions that are not released. If the UE moves back to 5GC the stored Small Data Rate Control Status is restored and continues to apply to PDU Session(s) that are moved from EPC to 5GC, taking into account remaining validity period of the stored Small Data Rate Control Status. When the UE moves to EPC the Small Data Rate Control Status for all PDU Session(s) may also be stored in the AMF if the PDU Session is released while the UE is connected to EPC and re-established when the UE moves to 5GC. The time to store the Small Data Rate Control Statuses is implementation specific.
* * * * End of changes * * * *
