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5.8.2.13
Support for 5G-LAN group communication

In addition to N6-based forwarding of user plane traffic for 5G-LAN group communication, the SMF and UPF may support local switch and Nx-based forwarding:

-
Local switch, where traffic is locally forwarded by a single UPF if this UPF is the common PSA UPF of different PDU Sessions for the same 5G LAN group;

-
Nx-based, where the UL/DL traffic for the 5G-LAN communication is forwarded between PSA UPFs of different PDU sessions via Nx. Nx is based on a shared User Plane tunnel connecting PSA UPFs of a single 5G LAN group.

Editor's note:
The way to distinguish the traffic applying N6-based forwarding and traffic applying local switch/Nx-based forwarding in a PDU Session is FFS.

The SMF may configure the UPF(s) to apply different traffic forwarding methods to route traffic between PDU Sessions for a single 5G LAN group. For example, depending on the destination address, some packet flows may be forwarded locally, while other packet flows are forwarded via Nx and other packet flows are forwarded to N6.

The local switch and Nx-based forwarding methods require that a common SMF is controlling the PSA UPFs for the 5G-LAN group.

Editor's note:
The above text may be updated based on eSBA outcome.

To enable local switch in a UPF, the following applies:

-
The SMF provides FARs for 5G LAN group members' N4 Sessions (i.e. N4 Session corresponding to PDU Session) with FAR(s) with Destination Interface set to "5G LAN internal" and Network Instance set to represent the 5G LAN group in order to instruct the UPF to again perform classification of packets using the corresponding 5G LAN group relevant PDRs.

-
The SMF also provides PDRs for 5G LAN group members' N4 Session (i.e. N4 session corresponding to PDU Session) with PDR(s) with Source Interface set to "5G LAN internal" and Network Instance set to represent the 5G LAN group in order to instruct the UPF to detect packets that have been sent to classification via the local switch. This is done by configuring the PDRs in the target 5G LAN group members' N4 Session to includes the destination IP/MAC address(es) of these UEs.

To enable Nx-based forwarding in a UPF, the following applies:

-
The SMF provides FARs for 5G LAN group members' N4 Sessions (i.e. N4 Session corresponding to PDU Session) with FAR(s) with Destination Interface set to "5G LAN Nx" and Network Instance set to represent the 5G LAN group in order to instruct the UPF to again perform classification of packets using the corresponding 5G LAN group relevant PDRs.

-
SMF creates a group-level N4 session to each involved UPF for forwarding packets to a Nx tunnel. The SMF optionally configures the group-level N4 session for processing packets received from a Nx tunnel. Such a N4 session is created per UPF and 5G-LAN group (i.e. a group-level N4 session not corresponding to a PDU Session).

-
The SMF provides relevant N4 rules (e.g. PDRs, QERs, URSs and FARs) for the group-level N4 session applicable for the Nx tunnel(s) in the UPF. The SMF may provides PDRs for the group-level N4 session with Source Interface set to "5G LAN Nx" and Network Instance set to represent the 5G LAN group in order to instruct the UPF to detect packets that are targeting the Nx-based forwarding. In case of multiple Nx tunnels between different PSA UPFs, the SMF may provide N4 rules corresponding to the different Nx tunnels in a single group-level N4 Session.

-
To match the traffic of the UE(s) whose traffic should be forwarded across the Nx tunnel, the PDRs of the group-level N4 Session includes the destination IP/MAC address(es) of these UEs.

-
The SMF may proactively update N4 rules for group level N4-Session to enable correct routing of packets towards UE whose PSA UPF has been reallocated.

-
The SMF may also configure a default PDR in the group-level N4 Session to capture the packets pertaining to 5G LAN group communication with an unknown destination address and a URR to trigger reporting of such events. This enables the SMF to reactively configure relevant PDR and FAR to forward the packets to another UPF via Nx, based on the reports from UPF.

Editor's note:
Whether N4 rules (URRs and FARs) for the group-level N4 session applicable to the traffic applying the local switch/N6-based routing is FFS.

Editor's note:
Handling of multicast traffic with local switch and Nx-based forwarding is FFS.
Editor's note:
Whether there is any impact on MAC address learning in SMF/UPF and the ARP/ND proxying features is FFS. Whether and how to support "local switch" without specific SMF involvement, similar to MAC address learning in UPF, is FFS.
5.27
Time Sensitive Communications

5.27.1
General

This clause describes 5G System features that support TSC and allow the 5G System to be integrated transparently as a bridge in an IEEE TSN network.

5.27.2
Periodic deterministic QoS

This feature allows the 5GS to support periodic deterministic communication where the traffic characteristics are known a-priori, and a schedule for transmission from the UE to a downstream node, or from the UPF to an upstream node is provided via external protocols outside the scope of 3GPP (e.g. IEEE TSN). The features include the following:

-
Providing TSC Assistance Information (TSCAI) that describe TSC flow traffic patterns at the 5GS egress interfaces

-
Support for hold & forward buffering mechanism in the TSN Translator on the UE side and UPF side to de-jitter flows that have traversed the 5G System.

5.27.2
TSC Assistance Information (TSCAI)

TSC assistance information describes TSC traffic characteristics for use in the 5G System. The knowledge of TSN traffic pattern is useful for the gNB to allow it to more efficiently schedule periodic, deterministic traffic flows either via Configured Grants, Semi-Persistent Scheduling or with dynamic grants. TSC assistance information, as defined in Table 5.27.2-1, is provided from SMF to 5G-AN, e.g. upon QoS flow establishment.

Table 5.27.2-1: TSC Assistance Information
	Assistance Information
	Description

	Flow Direction
	The direction of the TSC flow (uplink or downlink).

	Periodicity
	It refers to the time period between start of two bursts.

	Burst Arrival time
	The arrival time of the data burst at either the ingress of the RAN (downlink flow direction) or egress interface of the UE (uplink flow direction).





5.27.3
Support for TSC QoS Flows

TSC QoS flows use a Delay Critical GBR resource type, standardized 5QIs as in clause 5.7.4 and TSC Assistance Information. Within each Period (defined by periodicity), TSC QoS flows are required to transmit only one burst of maximum size MDBV within the AN-PDB. Known QoS flow traffic characteristics provided in the TSCAI may be used to optimize scheduling in the 5GS.

The following is applicable for the 5QI defined for TSC QoS flows:

1.
The TSCAI Burst Size may be used to set the MDBV.
2.
The PDB is explicitly divided into 5G-AN PDB and CN PDB. The 5G-AN PDB is the packet delay budget applicable to the radio interface, including AN processing. The CN PDB is the delay between a UPF terminating N6 and a 5G-AN. Separate delay budgets are necessary for calculation of expected packet transmit times on 5G System interfaces.

Editor's note:
It is FFS how the Burst Arrival Time is used by 5G System to determine information that can be used by NG-RAN for efficient scheduling.

Editor's note:
The TSN pattern information provided to the TSN translator in the device (via the UE) to enable HnF buffering is FFS (e.g. whether it is provided on per TSN stream basis).

5.27.4
Hold and Forward Buffering mechanism

TSN Translator on the UL and DL schedules traffic as defined in IEEE 802.1Qbv [96] if the 5GS is to participate transparently as a bridge in a TSN network. To compensate for jitter in transmission of frames between the TT on the UE side and TT on the UPF side, where TSN gate scheduling is not possible or not required, a Hold and Forward Buffering mechanism is used, if needed. The Hold and Forward buffering mechanism allows PDB based 5GS QoS to be used for TSC traffic since packets need only arrive at the TT on the UPF side or TT on the UE side egress prior to their scheduled transmission time.

NOTE:
How Hold and Forward buffer is supported by the TSN Translator is up to implementation.

5.28
Support of integration with TSN

5.28.1
5GS logical TSN bridge management

5GS functions acts as one or more TSN Bridges of the TSN network. The 5GS Bridge is composed of the ports on the UPF (i.e. PSA) side, the user plane tunnel between the UE and UPF, and the ports on the UE/TT side. For each 5GS Bridge of a TSN network, the ports on the UPF/TT side support the connectivity to the TSN network, the ports on the UE/TT side are associated to the PDU Session providing connectivity to the TSN network.


In order to support TSN traffic scheduling over 5GS Bridge, the 5GS supports the following functions:

-
Report the bridge information of 5GS Bridge to TSN network.

-
Map the configuration information obtained from TSN network for 5GS Bridge into 5GS QoS within PDU Session and TSC Assistance Information for efficient time-aware scheduling, as defined at clause 5.28.2.

The bridge information of 5GS Bridge is used by the TSN network to make appropriate management configuration for the 5GS Bridge. The bridge information of 5GS Bridge includes the following:

-
Bridge ID of 5GS Bridge.

-
Capabilities of 5GS Bridge as defined in 802.1Qcc:

-
5GS Bridge delay per port pair per traffic class, including 5GS Bridge delay, ingress port ID, egress port ID and traffic class.

-
Propagation delay per port, including transmission propagation delay, egress port ID.

-
Topology of of 5GS Bridge as defined in 802.1AB.

-
Traffic classes and their priorities per port as defined in IEEE 802.1Q.

Editor's note:
It is FFS whether and how the topology of 5GS Bridge as defined in 802.1AB is needed and if additional information is needed.

The AF is responsible to receive the bridge information of 5GS Bridge from 5GS, as well as register or update this information to the TSN network.

Editor's note:
How and when to collect/generate the user plane information of 5GS Bridge within 5GS is FFS.

5.28.2
QoS parameters mapping for 5GS Bridge configuration

In order to schedule TSN traffic over 5GS Bridge, the configuration information of 5GS Bridge is mapped to 5GS QoS within the corresponding PDU Session. The configuration information of 5GS Bridge as defined in 802.1Qbv [96], includes the following:

-
Bridge ID of 5GS Bridge.

-
Configuration information of scheduled traffic on ports of the TT:

-
Egress ports of 5GS Bridge, e.g., ports on UE side or ports on UPF side.

-
Traffic classes and their priorities.

-
Ingress ports of 5GS Bridge, if needed.

Editor's note:
Additional information, if needed, is FFS.

The association between binding information in the UE, 5GS Bridge ID and port on UE side is maintained and further used to assist to bind the TSN traffic with the UE.

Editor's note: The details on the binding information in the UE is FFS.

The mapping table between the traffic class and 5GS QoS Profile is provisioned and further used to find suitable 5GS QoS profile to transfer TSN traffic over the PDU Session.


5.29
Support for 5G LAN-type service

5.29.1
General

The service requirements for 5G LAN-type service are specified in TS 22.261 [2].

A 5G-LAN group consists of a a set of UEs using private communication for 5G LAN-type services.

5.29.2
5G LAN group management

5G System supports 5G LAN Group Management can be configured by a network administrator or can be managed dynamically by AF.

The 5G LAN group member is uniquely identifed by GPSI. The group as described in clause 5.2.3.3.1 of TS 23.502 [3] is applicable to 5G LAN-type services.

In order to support dynamic 5GLAN Group Management, the NEF exposes a set of service to manage (e.g. add/delete) 5G LAN group and 5G LAN member.

The 5G LAN group configuration is either provided by OA&M or provided by an AF to the NEF. The 5G LAN group configuration is stored in the UDR.

When configuration is provided by an AF, the NEF service operations information flow procedure described in TS 23.502 [3] clause 4.15.6.2 applies. The 5G LAN group configuration in UDR may include the following parameters: GPSI (i.e. UE Identities of the 5G LAN group), PDU session type, DNN, S-NSSAI.

The third party AF may update the UE Identities of the 5G LAN group at any time after the initial provisioning.


The PCF delivers 5G LAN group configuration information (DNN, S-NSSAI, PDU session type) to the UE for each GPSI that belongs to a 5G-LAN group. The 5G LAN group configuration information is delivered in the URSP from the PCF to the UE using the UE Configuration Update procedure for transparent UE Policy delivery as described in TS 23.502 [3] clause 4.2.4.3 and TS 23.503 [45] clause 6.1.2.2.

5.29.3
PDU Session management

Session management as defined for 5GS in clause 5.6 is applicable to 5G-LAN-type services with the following clarifications:

-
A UE gets access to 5G LAN-type services via a PDU Session of IP PDU Session type or Ethernet PDU Session type.

-
A PDU Session provides access to one and only one 5G-LAN group

-
A dedicated SMF is responsible for all the PDU Sessions for communication of a certain 5G-LAN group.

Editor's note:
Whether and how the above bullet needs to be updated due to eSBA is FFS.

Editor's note:
Whether there are impacts to SMF selection to select this dedicated SMF is FFS.

NOTE:
Having a dedicated SMF serving a 5G-LAN group does not contradict that redundancy solutions can be used to achieve high availability.

-
A DNN is associated with a 5G-LAN group


-
The UE provides a DNN associated with the 5G-LAN group to access the 5G LAN-type services for that 5G-LAN group, using the PDU Session Establishment procedure described in TS 23.502 [3], clause 4.3.2

-
During establishment of the PDU Session, secondary authentication as described in clause 5.6.6 and in TS 23.502 [3], clause 4.3.2.3, may be performed in order to authenticate and authorize the UE for accessing the DNN associated with the 5G-LAN group. Authentication and authorization for a DNN using secondary authentication implies authentication and authorization for the associated 5G-LAN group. There is no 5G-LAN group specific authentication or authorization defined.

-
The SM level subscription data for a DNN and S-NSSAI available in UDM, as described in clause 5.6.1, applies to a DNN associated to a 5G-LAN group.

-
Session management related policy control for a DNN as described in TS 23.502 [3], is applicable to a DNN associated to a 5G-LAN group. This includes also usage of URSP, for the UE to determine how to route outgoing traffic to a PDU Session for a DNN associated to a 5G-LAN group.

5.29.4
User Plane handling

User Plane management as defined for 5GS in clause 5.8 is applicable to 5G-LAN-type services with the following clarifications:

-
There are three types of traffic forwarding methods for 5G-LAN communication:

-
N6-based, where the UL/DL traffic for the 5G-LAN communication is forwarded to/from the DN;

-
Nx-based, where the UL/DL traffic for the 5G-LAN communication is forwarded between PSA UPFs of different PDU sessions via Nx.

-
Local switch, where traffic is locally forwarded by a single UPF if this UPF is the common PSA UPF of different PDU Sessions for the same 5G LAN group.

-
The SMF handles the user plane paths of the 5GLAN group, including:

-
Establishing Nx tunnels between PSA UPFs to support Nx-based traffic forwarding.

-
For Ethernet PDU Session, the SMF may instruct the UPF(s) classify frames based on VLAN tags, and to add and remove VLAN tags, on frames received and sent on N6, as described in clause 5.6.10.2.

NOTE:
For handling VLAN tags to traffic on N6, TSP ID could also be used as described in clause 6.2.2.6 of TS 23.503 [45].

Further description on User Plane management for 5G LAN groups is available in clause 5.8.2.13.

Editor's note:
Whether PCF can indicate to SMF the allowed traffic forwarding methods for a 5G-LAN group is FFS.

5.30
Support for non-public networks

5.30.1
General

A Non-Public Network (NPN) is a 5GS deployed for non-public use, see TS 22.261 [2]. An NPN may be deployed as:

-
a Stand-alone Non-Public Network (SNPN), i.e. operated by an NPN operator and not relying on network functions provided by a PLMN, or

-
a Public network integrated NPN, i.e. a non-public network deployed with the support of a PLMN.

SNPN 5GS deployments are based on the architecture depicted in clause 4.2.3 and the additional functionality covered in clause 5.30.2.

Public network integrated NPNs can be enabled using network slicing (see Annex D). To prevent unauthorized UEs from trying to access a Public network integrated NPN, the Closed Access Group (CAG) functionality described in clause 5.30.3 can be used in addition.

5.30.2
Stand-alone non-public networks

5.30.2.1
Identifiers

The combination of a PLMN ID and Network identifier (NID) identifies an SNPN.

NOTE 1:
The PLMN ID used for SNPNs is not required to be unique. PLMN IDs reserved for use by private networks can be used for non-public networks, e.g. based on mobile country code (MCC) 999 as assigned by ITU [78]).

The NID shall support two assignment models:

-
Locally managed NIDs are assumed to be chosen individually by SNPNs at deployment time (and may therefore not be unique)

-
Universally managed NIDs are assumed to be globally unique.

NOTE 2:
Which legal entities manage the number space is beyond the scope of this specification.

An optional human-readable network name helps to identify an SNPN during manual SNPN selection.

5.30.2.2
Broadcast system information

NG-RAN nodes which provide access to SNPNs broadcast the following information:

-
One or multiple PLMN IDs

NOTE 1:
The PLMN ID used for SNPNs is not required to be globally unique. Non-unique PLMN IDs reserved for private networks can be used, e.g. based on mobile country code 999 as assigned by ITU [78]).

-
List of NIDs per PLMN ID identifying the non-public networks NG-RAN provides access to

NOTE 2:
It is assumed that an NG-RAN node supports broadcasting a total of twelve NIDs. Further details are defined in TS 38.331 [28].

NOTE°3:
The presence of a list of NIDs for a PLMN ID indicates that the related PLMN ID and NIDs identify SNPNs.

-
Optionally a human-readable network name per NID.

NOTE 4:
The human-readable network name per NID is only used for manual SNPN selection. The mechanism how human-readable network name is provided (i.e. whether it is broadcasted or unicasted) to the UE is specified in TS 38.331 [28].

-
Optionally information, as described in TS 38.331 [28] and in TS 38.304 [50], to prevent UEs not supporting SNPNs from accessing the cell, e.g. in case the cell only provides access to non-public networks.

5.30.2.3
UE configuration and subscription aspects

An SNPN-enabled UE is configured with subscriber identifiers and credentials for one or multiple SNPNs identified by the combination of PLMN ID and NID.

A subscriber of an SNPN is identified by a SUPI containing a network-specific identifier that takes the form of a Network Access Identifier (NAI) using the NAI RFC 7542 [20] based user identification as defined in TS 23.003 [19] clause 28.2.2. The realm part of the NAI may include the NID of the SNPN.

An SNPN-enabled UE supports the SNPN access mode. When the UE is set to operate in SNPN access mode the UE only selects and registers with SNPNs over Uu as described in clause 5.30.2.4.

Emergency services are not supported in SNPN access mode.

NOTE 1:
Voice support with emergency services in SNPN access mode is not specified in this release.

If a UE is not set to operate in SNPN access mode, even if it is SNPN-enabled, the UE does not select and register with SNPNs. A UE not set to operate in SNPN access mode performs PLMN selection procedures as defined in in clause 4.4 of TS 23.122 [17].

NOTE 2:
Details of activation and deactivation of SNPN access mode are up to UE implementation.

5.30.2.4
Network selection in SNPN access mode

When the UE is set to operate in SNPN access mode the UE does not perform normal PLMN selection procedures as defined in clause 4.4 of TS 23.122 [17].

UEs operating in SNPN access mode read the available PLMN IDs and list of available NIDs from the broadcast system information and take them into account during network selection.

For automatic network selection, the UE selects and attempts to register with the available SNPN identified by a PLMN ID and NID for which the UE has SUPI and credentials. If multiple SNPNs are available that the UE has SUPI and credentials for, then the priority order for selecting and attempting to register with SNPNs is based on UE implementation.

For manual network selection UEs operating in SNPN access mode provide to the user the list of NIDs and related human-readable names (if available) of the available SNPNs the UE has SUPI and credentials for.

NOTE:
The details of SNPN selection will be defined in TS 23.122 [17].

When a UE performs Initial Registration to an SNPN, the UE shall indicate the selected NID and the corresponding PLMN ID to NG-RAN. NG-RAN shall inform the AMF of the selected PLMN ID and NID.

5.30.2.5
Network access control

If a UE performs the registration or service request procedure in an SNPN identified by a PLMN ID and a locally managed NID and there is no subscription for the UE, then the AMF shall reject the UE with an appropriate cause code to temporarily prevent the UE from automatically selecting and registering with the same SNPN.

If a UE performs the registration or service request procedure in an SNPN identified by a PLMN ID and a universally managed NID and there is no subscription for the UE, then the AMF shall reject the UE with an appropriate cause code to permanently prevent the UE from automatically selecting and registering with the same SNPN.

NOTE:
The details of rejection and cause codes will be defined in TS 24.501 [47].

In order to prevent access to SNPNs for authorized UE(s) in case of network congestion/overload, unified access control information is configured per non-public network (i.e. as part of the subscription information that the UE has for a given non-public network).

5.30.2.6
Cell (re-)selection in SNPN access mode

UEs operating in SNPN access mode only select cells and networks broadcasting both PLMN ID and NID of the selected SNPN.

NOTE:
Further details on the NR idle mode procedures for SNPN cell selection will be defined in TS 38.331 [28] and in TS 38.304 [50].

5.30.2.7
Access to PLMN services via stand-alone non-public networks

To access PLMN services, a UE in SNPN access mode that has successfully registered with an SNPN may perform another registration via the SNPN with a PLMN (using the credentials of that PLMN) following the same architectural principles as specified in clause 4.2.8 and the SNPN taking the role of "Untrusted non-3GPP access".


5.30.2.8
Access to stand-alone non-public network services via PLMN

To access SNPN services, a UE that has successfully registered with a PLMN may perform another registration via the PLMN with an SNPN (using the credentials of that SNPN) following the same architectural principles as specified in clause 4.2.8 and the PLMN taking the role of "Untrusted non-3GPP access".


5.30.3
Public network integrated NPN

5.30.3.1
General

Public network integrated NPNs are NPNs made available via PLMNs e.g. by means of dedicated DNNs, or by one (or more) Network Slice instances allocated for the NPN. The existing network slicing functionalities apply as described in clause 5.15. When an NPN is made available via a PLMN, then the UE has a subscription for the PLMN.

NOTE:
Annex D provides additional consideration to consider when supporting Non-Public Network as a Network Slice of a PLMN.

As network slicing does not enable the possibility to prevent UEs from trying to access the network in areas which the UE is not allowed to use the Network Slice allocated for the NPN, Closed Access Groups may optionally be used in addition to network slicing to apply access control.

A Closed Access Group identifies a group of subscribers who are permitted to access one or more CAG cells associated to the CAG.

CAG is used for the Public network integrated NPNs to prevent UE(s), which are not allowed to access the NPN via the associated cell(s), from automatically selecting and accessing the associated cell(s).

The following clauses describes the functionality needed for supporting CAGs.


5.30.3.2
Identifiers

The following is required for identification:

-
A CAG is identified by a CAG Identifier which is unique within the scope of a PLMN ID;

-
A CAG cell broadcasts one or multiple CAG Identifiers per PLMN;

NOTE 1:
It is assumed that an NG-RAN node supports broadcasting a total of twelve CAG Identifiers. Further details are defined in TS 38.331 [28].

-
A CAG cell may in addition broadcast a human-readable network name per CAG Identifier:

NOTE 2:
The human-readable network name per CAG Identifier is only used for presentation to user when user requests a manual CAG selection.

5.30.3.3
UE configuration and subscription aspects

To support CAG, the UE is configured, using the UE Configuration Update procedure for access and mobility management related parameters described in TS 23.502 [3] in clause 4.2.4.2, with the following CAG information, included in the subscription as part of the Mobility Restrictions:

-
an Allowed CAG list i.e. a list of CAG Identifiers the UE is allowed to access; and

-
optionally, an indication whether the UE is only allowed to access 5GS via CAG cells (see TS 38.304 [50] for how the UE identifies whether a cell is a CAG cell);

5.30.3.4
Network and cell (re-)selection, and access control

The following is assumed for network and cell selection, and access control:

-
The CAG cell shall broadcast information such that only UEs supporting CAG are accessing the cell;

NOTE:
The above also implies that cells are either CAG cells or normal PLMN cells.

-
For aspects of automatic and manual network selection in relation to CAG, see TS 23.122 [17];

-
For aspects related to cell (re-)selection, see TS 38.304 [50];

-
The Mobility Restrictions shall be able to restrict the UE's mobility according to the Allowed CAG list (if configured in the subscription) and include an indication whether the UE is only allowed to access CAG cells (if configured in the subscription);
-
During transition from CM-IDLE to CM-CONNECTED, if the UE is accessing the 5GS via a CAG cell, the NG-RAN shall provide the CAG Identifier to the AMF:

-
The AMF shall verify whether UE access is allowed by Mobility Restrictions:

-
If the CAG Identifier received from the NG-RAN is part of the UE's Allowed CAG list, then the AMF accepts the NAS request;

-
If the CAG Identifier received from the NG-RAN is not part of the UE's Allowed CAG list, then the AMF rejects the NAS request with an appropriate cause code, whereas the UE removes that CAG Identifier, if it exists, from its Allowed CAG list, as defined in TS 24.501 [47]. The AMF shall then release the NAS signalling connection for the UE by triggering the AN release procedure; and

-
If the UE is accessing the network via a non-CAG cell and the UE's subscription contains an indication that the UE is only allowed to access CAG cells, then the AMF rejects the NAS request with an appropriate cause code, whereas the UE updates its local configuration, as defined in TS 24.501 [47]. The AMF shall then release the NAS signalling connection for the UE by triggering the AN release procedure.

-
During connected mode mobility procedures:

-
Based on the Mobility Restrictions received from the AMF:

-
Source NG-RAN shall not handover the UE to a target NG-RAN node if the target is a CAG cell and the related CAG Identifier is not part of the UE's Allowed CAG list;

-
Source NG-RAN shall not handover the UE to a non-CAG cell if the UE is only allowed to access CAG cells;

-
Update of Mobility Restrictions:

-
When the AMF receives the Nudm_SDM_Notification from the UDM and the AMF determines that the Allowed CAG list or the indication whether the UE is only allowed to access CAG cells have changed;

-
The AMF shall update the Mobility Restrictions in the UE and NG-RAN accordingly; and

-
If the UE is currently accessing a CAG cell and the related CAG Identifier has been removed from the Allowed CAG list or if the UE is currently accessing a non-CAG cell and the indication that the UE is only allowed to access CAG cells has been set in the subscription, then the AMF shall release the NAS signalling connection for the UE by triggering the AN release procedure.
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