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[bookmark: _Toc532551808]***** First modification *****
[bookmark: _Toc532551806]6.2	Identification
R6.2 - 10	User Identification - The CSP shall maintain an association among subscription identifiers or MEs or UEs registered on the network, using private or public, long term or short term available identifiers (e.g. SUPI, GUTI, SUCI, MSISDN, IMEI, SIP-URI, IMSI, TEL-URI), such that LI can be performed at any time the target interacts with, or acts within, the CSP network, or the CSP network acts on behalf of the user. This requirement shall not be interpreted to conflict with regulations pertaining to unauthenticated emergency calls.
R6.2 - 20	LI using Group Identities - The CSP shall be able to perform LI based on user group identifiers (e.g. Closed Subscriber Group (CSG), H(e)NB, ProSe relay, Conference Call).
R6.2 - 30	Group Communication Identification - The CSP shall be able to perform LI on group communication using the identity of the group communication instance (e.g. 3 way call, conference call, MCPTT group call).
R6.2 - 40	Target Role in Communication - The CSP shall be able to intercept based on the target identifier, regardless of the target's role in the communication.
R6.2 - 50	Target Communication Identification - The CSP shall be able to distinguish specific usages of the network by the target (e.g. access or service) from all other usages in the network, based on the target identifier.
R6.2 - 60	Long Term Identifiers - The CSP shall be able to intercept based on long term identifiers.
R6.2 - 70	Short Term Identifiers - The CSP shall be able to intercept based on valid short-term identifiers.
R6.2 - 80	Private Identifiers - The CSP shall be able to intercept based on private identifiers.
R6.2 - 90	Public Identifiers - The CSP shall be able to intercept based on valid public identifiers.
R6.2 - 100	Short to Long Term Identifier Mapping - The CSP shall be able to translate a valid short-term identifier to the corresponding long-term identifiers in near real time and provide this information to the LEA.
R6.2 - 110	Long to Short Term Identifier Mapping - When a long-term identifier is provided in the warrant, the network shall be able to perform interception based on corresponding short-term identifiers.
[bookmark: _GoBack]R6.2 - 120	Non-Local Target Identification - The CSP shall be able to isolate communications passing through its network based on a visible target identity, when the target identifier is not assigned, or managed, by the CSP.
R6.2 - 130	Target Service Subscription Change - The CSP shall be able to notify the LEA of target's service subscription changes.
R6.2 - 13x	Target De-provisioned – The CSP shall be able to report that the long term target identity has been de-provisioned from the subscriber management database.
R6.2 - 140	Target Service Metadata Change - The CSP shall be able to notify the LEA of target's service association change events such as change of identifiers (e.g. association in a group call).
R6.2 - 150	Targeted Group Communication - The CSP shall be able to ensure that any changes in the membership in a targeted group communication are updated in the short or long term identifiers used to perform interception.
R6.2 - 160	Target Mapping - The CSP shall be able report to the LEA parameters used for interception, including any subsequent modifications (e.g. target identifier derivation).
R6.2 - 170	Isolation - The CSP shall be able to isolate and intercept Target Communications, as specified in the warrant.
R6.2 - 180	Completeness - The CSP shall be able to intercept all Target Communications as specified in the warrant.
R6.2 - 190	CSP managed 3rd party functions - To the extent that a CSP manages or controls a Third Party network function (e.g. relay or forwarding functions), the CSP shall be able to perform LI on the function.


***** End of modifications *****

