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	Reason for change:
	Use case 6.19

The existing PWS solution can be reused and will have support for location information.

To filter PWS messages based on Functional Alias is not supported but can be solved by Opt-Out from the service for non-personal functional alias. 

It is assumed, but not clear in the requirements, that the intention is to only send PWS messages to functional alias used by humans and not to non-humans functional alias.

Use case 9.9

[R-9.9.2-006] is marked as “Implicitly covered”. Chapter 5.9a.1 in TS 22.280 states that “The activation of the functional alias(es) will take place after the user has signed in to the MCX Service using the MCX User ID.”

So the user is already authorized to use the services when functional ID is activated.
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************   First change  ***********

6.19.5
Potential requirements and gap analysis

	Reference Number
	Requirement text
	Application / Transport
	SA1 spec covering
	Comments

	[R-6.19.5-001]
	The FRMCS System shall provide the interworking to the Public Safety Authority broadcast information system to convey public emergency warning information to authorised FRMCS Users.
	A/T
	22.268
	This can be (partly) solved with existing PWS system [TS 22.268] or can be handled at application level.

	[R-6.19.5-002]
	The FRMCS System shall be able to locate FRMCS User for PSA broadcast information based on the location information provided by the PSA broadcast system and/or the functional identities of the authorised FRMCS Users.
	A
	22.268
	 This can be (partly) solved with existing PWS system [TS 22.268] or can be handled at application level.

	[R-6.19.5-003]
	The FRMCS System shall be able to address PSA broadcast information to FRMCS User functional identities by using a “broadcast” functional identity.
	A
	22.268
	 This can be (partly) solved with existing PWS system [TS 22.268] or can be handled at application level.


*****************   Next change   ********

9.9.2.5
Potential requirements and gap analysis

	Reference Number
	Requirement text
	Application / Transport
	SA1 spec covering
	Comments

	[R-9.9.2-001]
	The FRMCS System shall allow the network operator to control the use of FRMCS Applications in order to avoid disruption/distraction to the FRMCS Users (for example Drivers), preventing unauthorised usage according to his Role.
	A
	TS 22.280, requirement

[R-6.6.4.2-002]

[R-6.7.3-007]

[R-6.7.3-007a]
	Covered for both group and private communications with CR 0053 to TS 22.280 (TDOC S1-180037)

	[R-9.9.2-002]
	The FRMCS System shall be able to enable / disable FRMCS Applications for a FRMCS User depending on subscriber identity, the functional identity of the FRMCS Equipment, the FRMCS User Identity or the functional identity/ies of the FRMCS User. The FRMCS System shall also be able to take context based criteria like location, speed, direction of travel and other conditions be taken into account.
	A
	TS 22.280, requirement

[R-6.6.4.2-002]


	Covered for group communication with CR 0053 to TS 22.280 (TDOC S1-180037)

	[R-9.9.2-003]
	After powering on the FRMCS Equipment and start of the FRMCS Application on the FRMCS Equipment, the FRMCS System shall enable the FRMCS Application(s) on the FRMCS Equipment according to the Role related to the FRMCS subscriber identity.
	A
	Not applicable
	This is related to implementation and is outside 3GPP scope.

	[R-9.9.2-004]
	Upon a change in registration status by registration / deregistration to / from a functional identity, a change of a functional identity, user login /logout to / from the FRMCS System, the FRMCS System shall be able to enable / disable applications.
	A
	[TS 22.280, requirement

[R-5.9a-001]

	

	[R-9.9.2-005]
	The FRMCS System shall allow the operator to configure the order in which the FRMCS functional Identities related to the FRMCS User
identity

FRMCS functional Identities related to the FRMCS Equipment
FRMCS subscriber identity

are evaluated to determine with the set of application authorised for use


	A
	Not covered
	

	[R-9.9.2-006]
	If a FRMCS User has registered to multiple functional identities, the FRMCS User shall be authorised to use all applicable FRMCS Applications related to the different FRMCS functional identities. 
	A
	Implicitly covered 
	This requirement is implicitly covered. 
Chapter 5.9a.1 in TS 22.280 states that “The activation of the functional alias(es) will take place after the user has signed in to the MCX Service using the MCX User ID.”
So the user is already authorized to use the services when functional ID is activated.

	[R-9.9.2-007]
	If the FRMCS User enters a certain area, the FRMCS System shall prevent the use of FRMCS Application(s) which had been authorised previously.
	A
	Covered by [R-5.9a-015]  in TS 22.280
	

	[R-9.9.2-008]
	If the FRMCS User enters a certain area, the FRMCS System shall enable the use of FRMCS Application(s) which had not been authorised previously.
	A
	Covered by [R-5.9a-015]  in TS 22.280
	

	[R-9.9.2-009]
	If a FRMCS Application is relying on other FRMCS Applications, enabling of all required FRMCS Applications shall be managed by the FRMCS System.
	A
	Not applicable
	This requirement should be covered in implementation.


************   End of changes  *****************
