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FIRST CHANGE
4.3.3.2
UE or network requested PDU Session Modification (non-roaming and roaming with local breakout)

The UE or network requested PDU Session Modification procedure (non-roaming and roaming with local breakout scenario) is depicted in figure 4.3.3.2-1.



[image: image2.emf] 

R AN   AMF   SMF   UDM   UPF  

1d.  QoS Update Trigger  

PCF  

1a.  PDU Session Modification Request  

1b.  PCF initiated  SM   Policy   A ssociation  Modification  

UE  

1c. Nudm_S DM_Notification  

1a. Nsmf_PDUSession_UpdateSMContext  

   

1e. N2 message ( PDU session ID , SM information)  

2.  SMF initiated  SM   Policy   Association   Modification    

9 . PDU Session Modification Command Ack  

7 a . Nsmf_PDUSession_UpdateSMConte xt Request  

7b . Nsmf_PDUSession_UpdateSMContext Response  

1 1 a . Nsmf_PDUSession_UpdateSMContext Request  

1 1 b . Nsmf_PDUSession_UpdateSMContext Response  

 

 

 

8a. N4 Session Modification Request  

8b. N4 Session Modification Response  

1e. Namf_PDUSession_UpdateSMContex t  

3a. Response of Nsmf_PDUSession_UpdateSMContext  

3 b . N a mf_ Communication _ N1N2MessageTransfer  

4 .  N2 Session Request  

5 .  AN - specific resource modification (including PDU Session Modification Command / Ack)  

6 .  N2 S ession Response  

10 .  N2 NAS uplink transfer  

12a .  N4  Session Modification Request  

12b .  N4  Session Modification Response  

13 . SMF initiated SM Policy Association   Modification    


Figure 4.3.3.2-1: UE or network requested PDU Session Modification (for non-roaming and roaming with local breakout)
1.
The procedure may be triggered by following events:

1a.
(UE initiated modification) The UE initiates the PDU Session Modification procedure by the transmission of an NAS message (N1 SM container (PDU Session Modification Request (PDU session ID, Packet Filters, Operation, Requested QoS, Segregation, 5GSM Core Network Capability)), PDU Session ID) message. Depending on the Access Type, if the UE was in CM-IDLE state, this SM-NAS message is preceded by the Service Request procedure. The NAS message is forwarded by the (R)AN to the AMF with an indication of User location Information. The AMF invokes Nsmf_PDUSession_UpdateSMContext (PDU Session ID, N1 SM container (PDU Session Modification Request)).


When the UE requests specific QoS handling for selected SDF(s), the PDU Session Modification Request includes Packet Filters describing the SDF(s), the requested Packet Filter Operation (add, modify, delete) on the indicated Packet Filters, the Requested QoS and optionally a Segregation indication. The Segregation indication is included when the UE recommends to the network to bind the applicable SDF(s) on a distinct and dedicated QoS Flow e.g. even if an existing QoS Flow can support the requested QoS. The network should abide by the UE request, but is allowed to proceed instead with binding the selected SDF(s) on an existing QoS Flow.
NOTE 1:
Only one QoS Flow is used for traffic segregation. If UE makes subsequent requests for segregation of additional SDF(s), the additional SDF(s) are multiplexed on the existing QoS Flow that is used for segregation.

The UE shall not trigger a PDU Session Modification procedure for a PDU Session corresponding to a LADN when the UE is outside the area of availability of the LADN.

The PS Data Off status, if changed, shall be included in the PCO in the PDU Session Modification Request message.


When PCF is deployed, the SMF shall further report thePS Data Off status to PCF if the PS Data Off event trigger is provisioned, the additional behaviour of SMF and PCF for 3GPP PS Data Off is defined in TS 23.503 [20].


The 5GSM Core Network Capability is provided by the UE and handled by SMF as defined in TS 23.501 [2] clause 5.4.4b.

1b.
(SMF requested modification) The PCF performs a PCF initiated SM Policy Association Modification procedure as defined in clause 4.16.5.2 to notify SMF about the modification of policies. This may e.g.; have been triggered by a policy decision or upon AF requests, e.g. Application Function influence on traffic routing as described in step 5 in clause 4.3.6.2.

1c.
(SMF requested modification) The UDM updates the subscription data of SMF by Nudm_SDM_Notification (SUPI, Session Management Subscription Data). The SMF updates the Session Management Subscription Data and acknowledges the UDM by returning an Ack with (SUPI).

1d.
(SMF requested modification) The SMF may decide to modify PDU Session. This procedure also may be triggered based on locally configured policy or triggered from the (R)AN (see clause 4.2.6).


If the SMF receives one of the triggers in step 1b ~ 1d, the SMF starts SMF requested PDU Session Modification procedure.

1e.
(AN initiated modification) (R)AN shall indicate to the SMF when the AN resources onto which a QoS Flow is mapped are released irrespective of whether notification control is configured. (R)AN sends the N2 message (PDU Session ID, N2 SM information) to the AMF. The N2 SM information includes the QFI, User location Information and an indication that the QoS Flow is released. The AMF invokes Nsmf_PDUSession_UpdateSMContext (N2 SM information).

(AN initiated notification control) In case notification control is configured for a GBR Flow, (R)AN sends a N2 message (PDU Session ID, N2 SM information) to SMF when the (R)AN decides the QoS targets of the QoS Flow cannot be fulfilled or can be fulfilled again, respectively. The N2 SM information includes the QFI and an indication that the QoS targets for that QoS Flow cannot be fulfilled or can be fulfilled again, respectively. The AMF invokes Nsmf_PDUSession_UpdateSMContext (N2 SM information). If the PCF has subscribed to the event, SMF reports this event to the PCF for each PCC Rule for which notification control is set, see step 2. Alternatively, if dynamic PCC does not apply for this DNN, and dependent on locally configured policy, the SMF may start SMF requested PDU Session Modification procedure, see step 3b.
2.
The SMF may need to report some subscribed event to the PCF by performing an SMF initiated SM Policy Association Modification procedure as defined in clause 4.16.5.1. This step may be skipped if PDU Session Modification procedure is triggered by step 1b or 1d. If dynamic PCC is not deployed, the SMF may apply local policy to decide whether to change the QoS profile.

Steps 3 to 7 are not invoked when the PDU Session Modification requires only action at a UPF (e.g. gating).

3a.
For UE or AN initiated modification, the SMF responds to the AMF through Nsmf_PDUSession_UpdateSMContext (N2 SM information (PDU Session ID, QFI(s), QoS Profile(s), Session-AMBR), N1 SM container (PDU Session Modification Command (PDU Session ID, QoS rule(s), QoS rule operation, QoS Flow level QoS parameters if needed for the QoS Flow(s) associated with the QoS rule(s), Session-AMBR))). See TS 23.501 [2] clause 5.7 for the QoS Profile, and QoS rule and QoS Flow level QoS parameters.

The N2 SM information carries information that the AMF shall provide to the (R)AN. It may include the QoS profiles and the corresponding QFIs to notify the (R)AN that one or more QoS flows were added, or modified. It may include only QFI(s) to notify the (R)AN that one or more QoS flows were removed. If the PDU Session Modification was triggered by the (R)AN Release in step 1e the N2 SM information carries an acknowledgement of the (R)AN Release. If the PDU Session Modification was requested by the UE for a PDU Session that has no established User Plane resources, the N2 SM information provided to the (R)AN includes information for establishment of User Plane resources.

The N1 SM container carries the PDU Session Modification Command that the AMF shall provide to the UE. It may include the QoS rules, QoS Flow level QoS parameters if needed for the QoS Flow(s) associated with the QoS rule(s) and corresponding QoS rule operation and QoS Flow level QoS parameters operation to notify the UE that one or more QoS rules were added, removed or modified.
3b. For SMF requested modification, the SMF invokes Namf_Communication_N1N2MessageTransfer (N2 SM information (PDU Session ID, QFI(s), QoS Profile(s), Session-AMBR), N1 SM container (PDU Session Modification Command (PDU Session ID, QoS rule(s), QoS Flow level QoS parameters if needed for the QoS Flow(s) associated with the QoS rule(s), QoS rule operationand QoS Flow level QoS parameters operation, Session-AMBR))).


If the UE is in CM-IDLE state and an ATC is activated, the AMF updates and stores the UE context based on the Namf_Communication_N1N2MessageTransfer and steps 4, 5, 6 and 7 are skipped. When the UE is reachable e.g. when the UE enters CM-CONNECTED state, the AMF forwards the N1 message to synchronize the UE context with the UE.
4.
The AMF may send N2 PDU Session Request (N2 SM information received from SMF, NAS message (PDU Session ID, N1 SM container (PDU Session Modification Command))) Message to the (R)AN.

5.
The (R)AN may issue AN specific signalling exchange with the UE that is related with the information received from SMF. For example, in case of a NG-RAN, an RRC Connection Reconfiguration may take place with the UE modifying the necessary (R)AN resources related to the PDU Session.

6.
The (R)AN may acknowledge N2 PDU Session Request by sending a N2 PDU Session Ack (N2 SM information (List of accepted/rejected QFI(s), AN Tunnel Info, PDU Session ID), User location Information) Message to the AMF. In case of Dual Connectivity, if one or more QFIs were added to the PDU Session, the Master RAN node may assign one or more of these QFIs to a NG-RAN node which was not involved in the PDU Session earlier. In this case the AN Tunnel Info includes a new N3 tunnel endpoint for QFIs assigned to the new NG-RAN node. Correspondingly, if one or more QFIs were removed from the PDU Session, a (R)AN node may no longer be involved in the PDU Session anymore, and the corresponding tunnel endpoint is removed from the AN Tunnel Info. The NG-RAN may reject QFI(s) if it cannot fulfill the User Plane Security Enforcement information for a corresponding QoS Profile, e.g. due to the UE Integrity Protection Maximum Data Rate being exceeded.
7.
The AMF forwards the N2 SM information and the User location Information received from the AN to the SMF via Nsmf_PDUSession_UpdateSMContext service operation. The SMF replies with a Nsmf_PDUSession_UpdateSMContext Response.


If the (R)AN rejects QFI(s) the SMF is responsible of updating the QoS rules and QoS Flow level QoS parameters if needed for the QoS Flow(s) associated with the QoS rule(s) in the UE accordingly.

8.
The SMF may update N4 session of the UPF(s) that are involved by the PDU Session Modification by sending N4 Session Modification Request message to the UPF. (see NOTE 2)

9.
The UE acknowledges the PDU Session Modification Command by sending a NAS message (PDU Session ID, N1 SM container (PDU Session Modification Command Ack)) message.

10.
The (R)AN forwards the NAS message to the AMF.

11.
The AMF forwards the N1 SM container (PDU Session Modification Command Ack) and User Location Information received from the AN to the SMF via Nsmf_PDUSession_UpdateSMContext service operation. The SMF replies with a Nsmf_PDUSession_UpdateSMContext Response.

12.
The SMF may update N4 session of the UPF(s) that are involved by the PDU Session Modification by sending N4 Session Modification Request (N4 Session ID) message to the UPF. For a PDU Session of Ethernet PDU Session Type, the SMF may notify the UPF to add or remove Ethernet Packet Filter Set(s) and forwarding rule(s).
NOTE 2:
The UPFs that are impacted in the PDU Session Modification procedure depends on the modified QoS parameters and on the deployment. For example in case of the session AMBR of a PDU Session with an UL CL changes, only the UL CL is involved. This note also applies to the step 8.
13.
If the SMF interacted with the PCF in step 1b or 2, the SMF notifies the PCF whether the PCC decision could be enforced or not by performing an SMF initiated SM Policy Association Modification procedure as defined in clause 4.16.5.1.


SMF notifies any entity that has subscribed to User Location Information related with PDU Session change.


If step 1b is triggered to perform Application Function influence on traffic routing by step 5 in clause 4.3.6.2, the SMF may reconfigure the User Plane of the PDU Session as described in step 6 in clause 4.3.6.2.

NEXT CHANGE
4.4.1.2
N4 Session Establishment procedure

The N4 Session Establishment procedure is used to create the initial N4 session context for a PDU Session at the UPF. The SMF assigns a new N4 Session ID and provides it to the UPF. The N4 Session ID is stored by both entities and used to identify the N4 session context during their interaction. The SMF also stores the relation between the N4 Session ID and PDU Session for a UE.
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Figure 4.4.1.2-1 N4 Session Establishment procedure

1.
SMF receives the trigger to establish a new PDU Session or change the UPF for an established PDU Session.

2.
The SMF sends an N4 session establishment request message to the UPF that contains the structured control information which defines how the UPF needs to behave.

3.
The UPF responds with an N4 session establishment response message containing any information that the UPF has to provide to the SMF in response to the control information received.

4.
The SMF interacts with the network function which triggered this procedure (e.g. AMF or PCF).

NEXT CHANGE
4.4.2.2
N4 Session Level Reporting Procedure

This procedure is used by the UPF to report events related to an N4 session for an individual PDU Session. The triggers for event reporting were configured on the UPF during N4 Session Establishment/Modification procedures by the SMF.
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Figure 4.4.2.2-1: N4 Session Level Reporting procedure

1.
The UPF detects that an event has to be reported. The reporting triggers include the following cases:

(1)
Usage report.


Usage information shall be collected in the UPF and reported to the SMF as defined in clause 5.8 and clause 5.12 of TS 23.501 [2].

(2)
Start of traffic detection.


When traffic detection is requested by SMF and the start of traffic is detected for a Packet Detection Rule (PDR) as described in clause 5.8 of TS 23.501 [2], the UPF shall report the start of traffic detection to the SMF and indicate the corresponding PDR rule ID.

(3)
Stop of traffic detection.


When traffic detection is requested by SMF and the end of traffic is detected for a PDR as described in clause 5.8 of TS 23.501 [2] , the UPF shall report the stop of traffic detection to the SMF and indicate the corresponding PDR rule ID.

(4) Detection of 1st downlink data for UE in CM-IDLE state.


When UPF receives the downlink packet but no N3/N9 tunnel for downlink data transmission exists and the buffering is performed by the UPF, it shall report the detection of 1st downlink data to SMF for the purpose of downlink data notification. The UPF shall also report the DSCP of the packet if the PDU Session type is IP (to support the Paging Policy Differentiation feature described in clause 5.4.3 of TS 23.501 [2]).
(5) Detection of PDU Session Inactivity for a specified period.


When an Inactivity Timer for a PDU Session is provided by SMF during N4 Session Establishment/Modification procedure, and the UPF detects the PDU Session has no data transfer for a period specified by the Inactivity Timer, it shall report PDU Session Inactivity to the SMF.

2.
The UPF sends an N4 session report message (N4 Session ID, list of [Reporting trigger, Measurement information]) to the SMF.


The Reporting trigger parameter contains the name of the event which triggered the report and the Measurement information parameter contains the actual information that the SMF requested to be informed about.

3.
The SMF identifies the N4 session context based on the received N4 Session ID and applies the reported information for the corresponding PDU Session. The SMF responds with an N4 session report ACK message.

NEXT CHANGE
4.4.3.4
N4 Report Procedure

The N4 Report procedure shall be used by the UPF to report information to the SMF which is not related to a specific N4 session, e.g. to report a user plane path failure affecting all the N4 sessions towards a remote GTP-U peer.

[image: image6.emf] 

  UPF  

N4   Report  

SMF  

N4  Report   ACK    


Figure 4.4.3.4-1: N4 report procedure

The UPF detects that an event has to be reported and starts the procedure by sending an N4 Report message (UPF ID, list of [event, status]) to the SMF. The SMF responds with an N4 report ACK message (SMF ID). The event parameter contains the name of the event and UPF ID. The status parameter contains the actual information the control plane function is interested in.

NEXT CHANGE
4.4.3.5
N4 PFD management Procedure

This N4 procedure is used by the SMF to provision or remove all PFD(s) belonging to an Application ID in the UPF. PFD sets belonging to different Application IDs can be managed with the same PFD management request message.

The N4 PFD management procedure is a node level procedure, i.e. independent of any PDU Session.
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Figure 4.4.3.5-1 PFD management in the UPF
1.
The SMF is triggered to provision or remove the PFD set belonging to an Application ID in the following case:


When the caching timer expires and there's no active PCC rule that refers to the corresponding application identifier, the SMF informs the UPF to remove the PFD(s) identified by the application identifier.


When a PCC rule is provided for an Application ID corresponding to the PFD(s) that are not already provided to the UPF, the SMF shall provide the PFD(s) to the UPF (if there are no PFD(s) cached, the SMF retrieves them from the UDR).


When any update of the PFD(s) is received from UDR, and there are still active PCC rules in UPF for the Application ID.

2.
The SMF sends a PFD management request to the UPF to provision/remove the PFD(s) corresponding to the Application ID(s).

3.
The UPF updates the PFD(s) according to the request and acknowledges by responding with a PFD management response message.
NEXT CHANGE
4.4.4
SMF Pause of Charging procedure

The SMF Pause of Charging procedure aims for the SMF charging and usage monitoring data to more accurately reflect the downlink traffic actually sent to the AN.

The following are example triggers for the SMF to enable the pause of charging

-
Operator specified criteria/threshold (e.g. number/fraction of packets/bytes dropped at UPF in downlink since last time the N3 tunnel towards the AN was released). The SMF requests the UPF to notify the SMF whenever the criteria/threshold is met.

-
Indication of "Radio Link Failure" (see clause 4.2.6).

Based on operator policies, if the trigger for the SMF to enable the pause of charging is met, the SMF shall pause the charging. When the SMF pauses charging the following applies:

-
Towards the UPF(s) where the Usage Reporting is configured, the SMF shall modify the Usage Reporting Rules for the PDU Session so that the usage collection for charging is stopped.

-
The SMF may request the UPF to limit the rate of downlink traffic sent to the downstream UPF or the AN.

NOTE 1:
A consequence of using this procedure is that SMF charging data does not correspond to the volume that traversed the UPF, and it is therefore not possible to count the downlink packets dropped between the PDU Session Anchor (PSA) UPF and the downstream UPF.

NOTE 2:
In this release of the specification, pause of charging procedure does not address the issue of packets dropped by the NG-RAN.
In home routed roaming scenarios, based on operator's policy, the H-SMF may indicate to the V-SMF if the feature is to be enabled on a per PDU Session basis. This is indicated to the V-SMF by a "PDU Session Charging Pause Enabled" Indication in the Nsmf_PDUSession_Create Response during the PDU Session Establishment procedure. This is an indication to the V-SMF that when the criteria for pause of SMF charging are met at the VPLMN (as described further down in this clause) charging at the H-SMF can be paused.

The H-SMF shall stop any charging and usage monitoring actions for the PDU Session upon receiving a "Start Pause of Charging" Indication in a Nsmf_PDUSession_Update request from the V-SMF. When the H-SMF receives a Nsmf_PDUSession_Update request for a PDU Session with a "Stop Pause of Charging" Indication, then the H-SMF shall resume charging for the PDU Session.

Regardless of operator policy/configuration, the downlink user plane packets received at the (V-)UPF shall trigger Data Notifications as described in clause 4.2.3.3.

When the (V-)SMF receives a Nsmf_PDUSession_UpdateSMContext request or a Namf_EventExposure_Notify about UE reachability, the (V-)SMF shall consider the PDU Session charging as being unpaused if it had been paused previously.
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Figure 4.4.4-1: SMF Pause of charging procedure

1.
The UPF receives downlink data packets for a PDU Session that does not have an N3 tunnel and the UPF sends data notification to the SMF. The packets are buffered or discarded in the UPF based on operator policy.

2.
Based on operator policy/configuration the SMF triggers the procedure to pause PDU Session charging. Triggering criteria are based on SMF operator policy/configuration.

3.
SMF sends a N4 Session Modification Request message to the UPF where the Usage Reporting is configured, modifying the Usage Reporting Rules for the PDU Session so that the usage collection for charging is stopped. In home routed roaming scenarios, the V-SMF sends a Nsmf_PDUSession_Update request to the H-SMF with a "Start Pause of Charging" Indication. The H-SMF then requests the H-UPF to stop usage collection as mentioned before.

4.
UPF confirms with a N4 Session Modification Response message.
END OF CHANGES
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