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	Reason for change:
	IPv6 baesd traffic is supported in V2X Communication over PC5 reference point, per clause 4.4.2:

-
Both IP based and non-IP based V2X messages are supported.

-
For IP based V2X messages, only IPv6 is used. IPv4 is not supported in this release.
The IPv6 address used for the one-to-many communication over PC5 is auto-configured by the UE, as specified in clause 4.5.1:
When IP based V2X messages are supported, the UE auto-configures a link local IPv6 address to be used as the source IP address, as defined in clause 4.5.3 of TS 23.303 [5].

In clause 4.5.3 of TS 23.303, it is clarified that the IPv6 address assignment follows RFC 4862. 

when the UE is configured to use IPv6 on the direct link, the UE auto-configures a link local IPv6 Address following procedures defined in RFC 4862 [6]. This address can only be used as the source IP address for one-to-many ProSe Direct Communication.

However, in RFC 4862, it is required that the Duplicate Address Detection must be performed before assigning the address to the interface, as in section 5.4.

5.4.  Duplicate Address Detection

  Duplicate Address Detection MUST be performed on all unicast

   addresses prior to assigning them to an interface, regardless of

   whether they are obtained through stateless autoconfiguration,

   DHCPv6, or manual configuration, with the following exceptions:
 And:

The procedure for detecting duplicate addresses uses Neighbor

   Solicitation and Advertisement messages as described below.  
This means that the UE has to send the Neighbor Solicitations message over PC5 for DupAddrDetectTransmits times, and wait RetransTimer (default 1 second) between each transmission. Therefore, besides using precious over the air resources for PC5, it creates a delay of DupAddrDetectTransmits *  RetransTimer. 
Given that the IP address may need to change frequently when privacy protection is required, per clause 4.5.1 of TS 23.285, the above issue may cause even bigger problems, e.g. service interruption before the DAD procedure is completed:
For IP based V2X communication over PC5 reference point, the source IP address must be also changed over time and randomized. The change of the identifiers of a source UE must be synchronized across layers used for PC5, e.g. when application layer identifier changes, the source Layer-2 ID and the source IP address need to be changed.
Such radio resource wastage and service delays can be avoided for V2X operation. Considering the V2X operation, the 64 bits of the Interface ID in IPv6 address can guarantee almost zero chance of collision for cars within PC5 communication range. According to RFC 4429, the possibilty of addresses colliding using 62 bits IID with 5000 nodes is <= 5.4e-12; and even if mobility considered the possbility of a collision for a UE to enter into a new crowded network of 5000 nodes every minutes for 1 year is also extremely small = 6.66e-10.  Clearly, with V2X use cases, even in the highly dense cases, the  number of vehicles within PC5 communication range is unlikely to reach 5000. Therefore, the possibility of a collision would be even lower. Thus, the DAD test is not necessary. 
In addition, even in RFC 4862, it is clarified that the DAD process is not reliable (section 5.4): 

Note that the method for detecting duplicates

   is not completely reliable, and it is possible that duplicate

   addresses will still exist (e.g., if the link was partitioned while

   Duplicate Address Detection was performed).
Even for RFC 4862, it is possibly allowing the UE for a specific access to disable the DAD procedure by setting the DupAddrDetectTransmits to zero.  
Therefore, it is proposed to clarify that in V2X operation, when IPv6 is used, the UE is not required to perform DAD before using the auto-configured address. (Note that this does not prevent UE to use optimized DAD as in RFC4429.) 


	
	

	Summary of change:
	Clarify that the UE can use an IPv6 address for V2X over PC5 without waiting for NS/NA response in DAD procedure.


	
	

	Consequences if not approved:
	Wastage of radio resources for V2X and potential service interruption.  
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>>>>Start Changes<<<
4.5.1
Identifiers for V2X communication over PC5 reference point
Each UE has a Layer-2 ID for the V2X communication over PC5 reference point, which is included in the source Layer-2 ID field of every frame that it sends on the layer-2 link. The UE self-assigns the Layer-2 ID for the V2X communication over PC5 reference point.
When IP based V2X messages are supported, the UE auto-configures a link local IPv6 address to be used as the source IP address, as defined in clause 4.5.3 of TS 23.303 [5]. The UE may use the auto-configured link local IP address for V2X communication over PC5 reference point without sending Neighbor Solicitation and Neighbor Advertisement message for Duplicate Address Detection.  
If the UE has an active V2X application that requires privacy support in the current Geographical Area, as identified by configuration described in clause 4.4.1.1.2, in order to ensure that a source UE (e.g. vehicle) cannot be tracked or identified by any other UEs (e.g. vehicles) beyond a certain short time-period required by the application, the source Layer-2 ID must be changed over time and randomized. For IP based V2X communication over PC5 reference point, the source IP address must be also changed over time and randomized. The change of the identifiers of a source UE must be synchronized across layers used for PC5, e.g. when application layer identifier changes, the source Layer-2 ID and the source IP address need to be changed.
The UE is configured with the destination Layer-2 ID(s) to be used for V2X services. The Layer-2 ID for a V2X message is selected based on the configuration as described in clause 4.4.1.1.
>>>End of changes<<<
