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	Reason for change:
	1) An ASP can create, update or remove the PFDs for a specific Application Identifier. It could be possible that a PFD is removed by the ASP but the traffic is still ongoing. From the ASP point of view, the ASP doesn’t want the network to continue to perform the specific policy for the traffic, e.g. ASP stopped to sponsor the traffic, when the ASP removes the PFD from the application identifier. In this case, the PCEF/TDF shall inform of the PCRF the application stop if if is has reported application start previously. Otherwise, the policy enforecement for the traffic will be wrong.

2)  "If the PFDs are managed by local O&M procedures, PFD retrieval is not used; otherwise, the PFDs retrieved from PFDF overrides any PFDs pre-configured in the PCEF/TDF. The PCEF/TDF may differentiate the need for PFD retrieval based on operator configuration in the PCEF/TDF." It can be understood that the pre-configured PFD is always available for an application identifier before the PCEF/TDF retrieves the PFD from the PFDF.
For the PULL procedure, "This procedure enables the PCEF/TDF to retrieve PFDs for an Application Identifier from the PFDF when a PCC/ADC Rule with an Application Identifier is provisioned/activated and PFDs are not available at the PCEF/TDF." It can be understood that only when there’s no any PFDs including the pre-configured PFD for an application identifier, the PCEF/TDF will retrieve the PFD from the PFDF.

Above descriptions are not consistent.

Depend on the operator policy and SLA between the operator and the 3rd party application, operator can configure PFDs for an application identifier and these pre-configured PFDs can be overrieded by the PFDs provisioned by the PFDF. If the all PFDs provisioned by the ASP are removed, the pre-configured PFDs shall be applied.
SA2#127bis

1) The application reporting is described in clause 4.5 not in clause 6.8.2.
2) It is clarified that the report of application stop corresponds to the application instance in deducible case.
3) During the e-mail approval, it was raised that it is not clear if all PFDs retrieved from the PFDF are removed, the pre-configured PFDs shall be applied again for the application identifier. It can be understood that when all PFDs retrieved from the PFDF are removed for an pplication identifier or when all PFDs retrieved from the PFDF are removed for a PCEF/TDF, the pre-configured PFDs shall be applied again. We propose to clarify that If all PFDs retrieved from the PFDF are removed for an application identifier, the pre-configured PFDs shall be applied again for the application identifier.

New texts are highlighted in green.

	
	

	Summary of change:
	1)  The ASP may remove or modify one, some or all of the PFDs which have been provisioned previously for an application identifier. When a PFD is removed or modified, for each IP-CAN session/TDF session for which the PCC/ADC rule with the application identifier is installed or activated, if the PCEF/TDF determines that the removed/modified PFD was used to detect the traffic of the application and it has already reported the application start and the service data flow descriptions for that application identifier to the PCRF, the PCEF/TDF shall report the application stop and the corresponding application instance identifier to the PCRF.
2) Clarify that the PFDs retrieved from PFDF overrides any PFDs pre-configured in the PCEF/TDF. If all PFDs retrieved from the PFDF are removed, the pre-configured PFDs shall be applied again. And the PULL procedure is applied when a PCC/ADC Rule with an Application Identifier is provisioned/activated and PFDs provisioned by the PFDF are not available at the PCEF/TDF.

3) Clarify that Appplication Stop is triggered when the PFDs used to detect the traffic are removed.

	
	

	Consequences if not approved:
	1) The policy enforced by the network is not what the 3rd party wants.

2) The PULL procedure can not be applied if there are any pre-configured PFDs for an application identifier. Statement is not clear when all the PFDs have been removed.
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***** 1st Change *****

6.1.20
Management of Packet Flow Descriptions using the PFDF

The Management of Packet Flow Descriptions (PFDs) enables the PCEF and TDF to perform accurate application detection when PFDs are provided by an ASP (via the SCEF and the PFDF) and then to apply enforcement actions as instructed in the PCC/ADC Rule.

The operator is able to configure pre-defined PCC/ADC Rules in the PCEF/TDF or dynamic PCC/ADC Rules in the PCRF that include at least an application identifier for service data flow or application detection, charging control information, i.e. charging key and optionally the Sponsor identifier or the ASP identifier or both. Depending on the service level agreements between the operator and the Application Server Provider, it may be possible for the ASP to provide individual PFDs or the full set of PFDs for each application identifier maintained by the ASP to the PCEF/TDF via the SCEF and the PFDF. The PFDs become part of the application detection filters in the PCEF/TDF and therefore are used as part of the logic to detect traffic generated by an application. The ASP may remove or modify some or all of the PFDs which have been provisioned previously for one or more application identifiers. When a removed/modified PFD was used to detect application traffic related to an application identifier in a PCC/ADC Rule of an IP-CAN/TDF session and the PCEF/TDF has reported the application start as described in clause 4.5 to the PCRF for the application instance corresponding to this PFD, the PCEF/TDF shall report the application stop to the PCRF for the corresponding application instance identifier if the removed/modified PFD in PCEF/TDF results in that the stop of the application instance is not being able to be detected.
NOTE 1:
The management of Packet Flow Descriptions is optional, and is only used if the PFDF is deployed and the PCEF or the TDF supports this feature.

Each PFD may be identified by a PFD id. A PFD id is unique in the scope of a particular application identifier. There may be different PFD types associated to an application identifier, see TS 23.682 [42] for the definition of PFD.

The PFDs may be retrieved by PCEF/TDF from PFDF in "pull" mode or may be provisioned from PFDF to the PCEF/TDF in "push" mode.

When the "push" mode is used, the PFDF distributes PFDs for each application identifier to those PCEFs/TDFs that enable access to those applications. The PFDF may be configured with the list of PCEFs/TDFs where PFDs should be distributed. There are three methods to provision PFDs from the PFDF to the PCEF/TDF, as described in clause 7.12.2:

a)
Push of whole PFDF state according to operator configuration in PFDF (e.g., provision per day according to operator configuration);

b)
Selective push of an ASP change in the PFD set (i.e. ASP changes the PFD set while operator configuration defines when to push);

c)
Selective push of an ASP change in the PFD set according to ASP request (i.e. ASP indicates to push changes in a PFD set within the time interval indicated by the Allowed Delay as described in TS 23.682 [42]).

NOTE 2:
In all cases listed above, how to protect the PCEF/TDF from overload during the procedure to provision PFDs is up to Stage 3.

The SCEF may be configured with a minimum allowed delay based on SLA to authorize the allowed delay provided by the ASP, as defined in TS 23.682 [42].

When the "pull" mode is used, at the time a PCC/ADC Rule with an application identifier for which PFDs provisioned by the PFDF are not available is activated or provisioned, the PCEF/TDF requests all PFDs for that application identifier from the PFDF. The PFDs retrieved for an application identifier from the PFDF are cached in the PCEF/TDF with an associated caching timer to control how long the PFDs are valid. When the caching timer elapses, if there are still active PCC/ADC rules that refer to the corresponding application identifier, the PCEF/TDF reloads the PFD(s) from the PFDF. When the PCEF/TDF removes the last PCC/ADC rule that refers to the corresponding application identifier, or when the caching timer expires and no PCC/ADC rule refers to the application identifier, the PCEF/TDF may remove the PFD(s) related with the application identifier.

NOTE 3:
It is assumed that all PCEF(s)/TDF(s) and PFDF(s) in an operator network are configured with the same default caching time value to be applied for all application identifiers.

Within one PLMN, "push" mode only, "pull" mode only, or a combination of "pull" and "push" mode may be supported if the feature is supported.

When the "pull" mode is used, the PFDF may provide to the PCEF/TDF a caching time value per application identifier. The PCEF/TDF receives the caching time value together with the PFD(s) from the PFDF over Gw/Gwn and applies this value for the application identifier instead of the configured default caching time value. In case no caching time value is received from PFDF, the PCEF/TDF uses the configured default caching time value.

NOTE 4:
The configuration of a caching time value per application identifier PFDF is based on the SLA between the operator and the ASP.

When only "pull" mode is supported in one PLMN, if the Allowed Delay is shorter than the caching time value stored for this application identifier, or shorter than the default caching time if no application-specific caching time is stored, the PFDF sends a response to SCEF with an indication that the Allowed Delay cannot be met. The PFDF may still store the PFD(s) and if so, indicate this to the SCEF. The PFDF shall also include the caching time value in the response to the SCEF. The SCEF shall forward the indication that the PFDF stored the PFD(s) (if available) and the caching time value to the ASP when informing that the Allowed Delay could not be met.

If the PFDs are managed by local O&M procedures, PFD retrieval is not used; otherwise, the PFDs retrieved from PFDF overrides any PFDs pre-configured in the PCEF/TDF. If all PFDs retrieved from the PFDF are removed for an application identifier, the pre-configured PFDs shall be applied again for the application identifier.The PCEF/TDF may differentiate the need for PFD retrieval based on operator configuration in the PCEF/TDF.

The AF requests including an application identifier may trigger the activation or provisioning of a PCC/ADC Rule in the PCEF/TDF by the PCRF based on operator policies.
***** 2rd Change *****

7.12.1
PFD Retrieval by the PCEF/TDF ("Pull mode")

This procedure enables the PCEF/TDF to retrieve PFDs for an Application Identifier from the PFDF when a PCC/ADC Rule with an Application Identifier is provisioned/activated and PFDs provisioned by the PFDF are not available at the PCEF/TDF.

In addition, this procedure enables the PCEF/TDF to retrieve PFDs from the PFDF when the caching timer for an Application Identifier elapses and a PCC/ADC Rule for this Application Identifier is still active.

The PCEF/TDF may retrieve PFDs for one or more Application Identifiers in the same Request. All PFDs related to an Application Identifier is provided in the response from the PFDF. The signalling flow of PFD Retrieval is depicted in Figure 7.12.1-1 as below.
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Figure 7.12.1-1 PFD Retrieval by the PCEF/TDF

1.
When one of the above mentioned conditions is met, PCEF/TDF shall fetch from the PFDF the PFDs for the Application Identifier(s) by sending Fetch PFD Request, in which the Application Identifier(s) is included.

2.
The PFDF shall response with the list of Application Identifier and all associated PFDs in the Fetch PFD Response message. The PCEF/TDF shall bind the PFDs received from the PFDF to the respective Application Identifier.

***** End of  Change *****
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