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Annex C (informative):
List of 3GPP-vendor specific EAP-methods

Table C-1 specifies semantics for code points of the Vendor-Type ID field of the Expanded Type EAP method when the Vendor-Id field is set to the 3GPP Vendor-Id 10415 (decimal).

Table C-1: Vendor-Type ID
	Vendor-Type ID
	Semantic

	1
	EAP-LWA, defined in TS 33.401 [16], Annex G.3

	2
	EAP-3GPP-LimitedService, defined in clause 13.4 of this document.

	3
	EAP-5G, defined in TS 24.502 [48], clause 9.2
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