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Conclusions
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The informative annex of the security aspects of Isolated E-UTRAN Operation for Public Safety documented in 3GPP TS 33.401 is the outcome of the study in the present document.It is noted that the proposed solution imposes no normative requirements on 3GPP TS 33.401 [6], i.e. impact on entities other than UICC and local HSS is avoided. The adopted mechanism for 'subscriber key separation' is transparent to MEs, eNBs, and MMEs.


