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* * * First Change * * * *

S.1
General
This annex specifies the enhancement to PCC framework for supporting policy and charging control in the fixed broadband access network in the convergent scenario where a single operator is deploying both the fixed broadband access network and the Evolved Packet Core (EPC).

The scope of this Annex is to define requirements for the convergent scenario where the PCRF controls directly the network element(s) in the fixed broadband access without the mediation of a different policy server, such as the BPCF defined in Annex P.

Policy and charging control is provided for both Non-seamless WLAN offload traffic from a 3GPP UE and fixed devices.

The work in this annex takes the fixed broadband accesses as specified by BroadBand Forum in WT-300 [37] as a reference.

NOTE 1:
This does not preclude the applicability of the solutions described in this Annex to fixed broadband accesses not defined by Broadband Forum.

This annex is a realization of the main specification body for the Fixed Broadband Access IP-CAN. It describes only the exceptions and additions in respect to the main specification body, therefore, if not explicitly mentioned, the main specification body is applicable.

Editor's note:
PCEF based online and offline charging might require some alignment with SA WG5 based on on-going discussions with BBF.

NOTE 2:
Support for MPS Services and IMS Emergency is not specified in this Release.

* * * Next Change * * * *

S.4.2.6
Sd Reference Point

For the purpose of convergence between 3GPP and Broadband Forum access network, the Sd reference point allows PCRF to have dynamic control over the application detection and control behaviour at a TDF for a fixed device or for a 3GPP UE. The Sd reference point enables the signalling of ADC decision, which governs the ADC behaviour. The Sd reference point provides the same functionality as the Sd described in clause 5.2.8.
* * * Next Change * * * *

S.5
Functional description

S.5.1
Overall description

The purpose of PCC convergence is to enable the policy and charging control for NSWO traffic from 3GPP UE connected to the fixed broadband access network and for the traffic from fixed devices with where the PCRF controls directly the network element(s) in the fixed broadband access without the mediation of a different policy server, such as the BPCF defined in TS 23.139 [20]. In this release, EPC-routed traffic from 3GPP UE connected to connected fixed broadband access network is considered outside the scope.

The binding mechanism, credit management, reporting, usage monitoring, termination actions, service data flow prioritization, ADC Rule definition and operations, PCC Rule definition and operations, and standardized QoS characteristics as defined in clause 6.1 shall apply.

Handling of packet filters provided to the UE by the PCEF as defined in clause 6.1.9 is not applicable for Fixed Broadband Access.

* * * Next Change * * * *

S.5.1.2
Subscriber Identifier
The Subscriber ID represents the identity of the User.

For the 3GPP UE the Subscriber ID is the IMSI.

The Subscriber ID used by fixed device at establishment of Subscriber IP session in fixed broadband access network can be the Access Line Identifier (physical and logical circuit ID) or the username, for example when the Subscriber IP session is a PPP Session. For the RG and fixed device based on Broadband Forum specification, the Subscriber ID is defined in Broadband Forum WT 134 [31] specification.

* * * Next Change * * * *

S.5.1.3
Event triggers

The fixed broadband access network in the convergent scenario supports the Event triggering mechanisms described in clause 6.1.4. The event triggers applicable are listed in the following:

Table S.5.1.3-1: Event triggers

	Event trigger
	Description
	Reported from
	Condition for reporting

	QoS change
	The QoS of the Default Access Profile in AAA has changed
	PCEF
	PCRF

	Out of credit
(see note 1)
	Credit is no longer available.
	PCEF, TDF
	PCRF

	Enforced ADC rule request
	TDF is performing an ADC rules request as instructed by the PCRF.
	TDF
	PCRF

	Usage report
	The IP-CAN/TDF session or the Monitoring key specific resources consumed by a UE either reached the threshold or needs to be reported for other reasons.
	PCEF, TDF
	PCRF

	Start of application traffic detection and
Stop of application traffic detection
(see note 2)
	The start or the stop of application traffic has been detected.
	PCEF, TDF
	PCRF

	Credit management session failure
(see note 1)
	Transient/Permanent Failure as specified by the OCS
	PCEF, TDF
	Always set

	NOTE 1:
This event may apply only when Gy and/or Gyn are deployed.

NOTE 2:
This event may only be triggered by a PCEF enhanced with ADC.


* * * Next Change * * * *

S.5.1.6
Credit management

For the purpose of credit management of an IP-CAN session for a fixed devices or a 3GPP UE using NSWO, the description in clause 6.1.3 applies with the following exceptions: the subscription identity is provided by PCEF or TDF to the OCS as defined in S.5.1.2 and the applicable credit-reauthorization triggers are defined in the Table S.5.1.6-1:

Table S.5.1.6-1: Credit re-authorization triggers

	Credit re-authorization trigger
	Description
	Applicable for

	Credit authorisation lifetime expiry

(see note 1)
	The OCS has limited the validity of the credit to expire at a certain time.
	PCEF, TDF

	Idle timeout

(see note 1)
	The service data flow identified by a PCC Rules or the application identified by an ADC Rule has been empty for a certain time.
	PCEF, TDF

	QoS changes
	The QoS of the access network profile has changed.
	PCEF

	NOTE 1:
This credit reauthorization triggers apply only when Gy and/or Gyn are deployed.


* * * Next Change * * * *

S.5.5
Policy Control

Policy control functionalities listed in clause 6.1.5: binding, gating control, event reporting, QoS control and Redirection are applicable for Fixed Broadband Access. There is no support for NW initiated or UE initiated bearer establishment procedures; policy control is performed locally at the PCEF or at the TDF.

If the PCRF provides authorized QoS for both, the IP‑CAN session and PCC rule(s), the enforcement of authorized QoS of the individual PCC rules shall take place first.

* * * Next Change * * * *

S.6.1
Policy Control and Charging Rules Function (PCRF)

S.6.1.1
General

The PCRF functionality defined in clause 6.2.1.0 shall apply, with the following exceptions:

-
No negotiation of IP-CAN bearer establishment mode applies.

-
No subscription to changes of IP-CAN type, RAT type or Access Network Information applies to the PCEF.

-
No event triggers that the TDF can subscribe to need to be monitored by the PCRF.

-
Usage Monitoring Control as defined in clause 6.6 applies with the following exceptions:

-
In the routed RG with NAT mode, the IP-CAN session is per RG in the PCEF/IP-Edge, the PCRF retrieves the usage monitoring related information from the SPR using the subscriber-id provided over Gx. The PCRF decides how to allocate a usage threshold to each existing IP-CAN session and/or MK.

-
In the bridge RG mode and in routed RG mode without NAT there may be a separate fixed subscriber session (i.e. IP-CAN session) for the each device behind the RG. The PCRF retrieves usage monitoring related information from the SPR using the subscriber-id and, if the request is for a 3GPP UE, the NSWO APN provided over Gx. The PCRF decides how to allocate a usage threshold to each existing IP-CAN session and/or Monitoring Key.

* * * Next Change * * * *

S.6.1.5
Online Charging System (OCS)

The OCS functionality defined in clause 6.2.5 shall apply.

For Fixed Broadband Access the PCEF provides the Subscriber Identifier that may be e.g. IMSI for a 3GPP UE or a user name or Access line identifier for a fixed devices or RG to the OCS. The PCEF or TDF also sends Access line id (physical and logical circuit ID) to the OCS when the subscriber ID identifies a 3GPP UE or a fixed device behind the RG.
NOTE:      An operator may also apply this solution with both PCEF and TDF performing enforcement and charging for a single IP-CAN session as long as the network is configured in such a way that the traffic charged and enforced in the PCEF does not overlap with the traffic charged and enforced by the TDF.
* * * Next Change * * * *

S.6.1.6
Offline Charging System (OFCS)

The OCS functionality defined in clause 6.2.6 shall apply.

For Fixed Broadband Access the PCEF provides the Subscriber Identifier that may be e.g. IMSI for a 3GPP UE or a user name or Access line identifier for a fixed devices or RG to the OFCS. The PCEF or TDF also sends Access line id (physical and logical circuit ID) to the OFCS when the subscriber ID identifies a 3GPP UE or a fixed device behind the RG.
NOTE:      An operator may also apply this solution with both PCEF and TDF performing enforcement and charging for a single IP-CAN session as long as the network is configured in such a way that the traffic charged and enforced in the PCEF does not overlap with the traffic charged and enforced by the TDF.
* * * Next Change * * * *

S.7.4.1
PCEF-Initiated IP-CAN Session Modification

This clause is related to IP-CAN session modification initiated by IP-Edge/PCEF for IP session. This procedure is in accordance with clause 7.4.1 with the exceptions listed in this Annex.

In routed mode with NAT, this procedure can be triggered when new device connects to the RG, for example when UE requests a local IP address to the RG or when a UE disconnects from WLAN.

The IP-Edge reports that an Event was met, including the Event Trigger and the affected PCC Rule. If TDF applies, the PCRF may provide ADC Rules and Event Triggers to the TDF and may provide PCC Rule, Event Triggers and a Default QoS or a Default QoS profile to PCEF.

* * * End of Changes * * * *

