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******* FIRST CHANGE *******
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

2.1
Normative references

[1]
3GPP TS 22.001: "Principles of circuit telecommunication services supported by a Public Land Mobile Network (PLMN)".

[2]
3GPP TS 02.002: "Circuit  Bearer services supported by a  Public Land Mobile Network (PLMN)". 

[3]
3GPP TS 22.003: "Circuit Teleservices supported by a Public Land Mobile Network (PLMN)".

[4]
3GPP TS 22.004: "General on supplementary services".

[5]
3GPP TS 22.038: " SIM toolkit Stage 1".

[6]
3GPP TS 22.057: "Mobile Execution Environment (MExE); Service description; Stage 1".

[7]
3GPP TS 22.060: "General Packet Radio Service (GPRS) stage 1".

[8]
3GPP TS 22.078: "Customised Applications for Mobile network Enhanced Logic (CAMEL); Service definition - Stage 1".

[9]
3GPP TS 22.101: "Service principles".

[10]
Void

[11]
3GPP TS 22.135: "Multicall, stage 1".

[13]
3GPP TS 33.102: "3G Security, Security Architecture".

[14]
3GPP TS 23.107: "QoS Concept and Architecture; Stage 2".
[15]
Open Mobile Alliance (OMA): OMA-RD-Parlay_Service_Access-V1_0-20100427-A 
[16]
3GPP TS 22.340: "IP Multimedia System (IMS) messaging; Stage 1".
2.2
Informative references

[12]
ITU-T Recommendation F.700 (11/2000): "Framework recommendation for audio-visual/multimedia services".

******* SECOND CHANGE *******

8
Service Capability features

Services Capability Features are open, technology independent building blocks accessible via a standardised application interface. This interface shall be applicable for a number of different business and applications domains (including besides the telecommunication network operators also service provider, third party service providers acting as HE-VASPs, etc.).

All of these businesses have different requirements, ranging from simple telephony and call routing, virtual private networks, fully interactive multimedia to using UE based applications.

The service capability features shall enable applications to make use of the service capabilities (e.g. CAMEL, MExE, etc) of the underlying network in an open and secure way. 

Application/Clients access the service capability features via the standardised application interface. This means that a single service capability feature is accessible and visible to application/clients via the method/operation invocations in the interface.

Two different types of service capability features can be distinguished: 

-
Framework service capability features: these shall provide commonly used utilities, necessary for the non-framework service capability features to be accessible, secure, resilient and manageable.

-
Non-Framework service capability features: these shall enable the applications to make use of the functionality of the underlying network capabilities (e.g. User Location service capability features).

For further information see OMA Parlay Service Access Requirements [15].

8.1
Framework service capability features

Framework service capability features will be used e.g. for authentication, registration, notification, etc. and provide functionality that is independent of any particular type of service. Other commonly used service capability features may be added later.

Examples of Framework Service Capability features are (OMA Parlay Service Access Requirements [15]):

-
Authentication 

-
User-Network Authentication

-
Application-Network Authentication

-
User-Application Authentication

-
Authorisation

-
Application-Network Authorisation

-
User-Application Authorisation

-
Registration

-
Discovery

-
Notification.

8.2
Non-Framework service capability features

The Non-Framework service capability features represent the total collection of service capability features that are not included in the Framework. These non-framework service capability features  enable the application to make use of the functionality provided by the network and service capabilities. 

Service capability features shall be defined as much as possible in a generic way to hide the network specific implementation. To achieve this, it is necessary to identify the functionality that is provided by more than one service capabilities. For example, User Location can be produced in several underlying ways. This functionality can be captured once when defined the service capability features in a generic way. It is important that the generic part becomes as large as possible.

When applications use the generic service capability features, these applications become independent of (portable over) underlying service capabilities. Applications shall however still be able to request service capability features specific to a service capability (e.g. Call Setup from CAMEL). This will increase dependency of the used service capability.

Examples of Non-Framework service capability features are (OMA Parlay Service Access Requirements [15]):

-
Session Control 

-
Security/Privacy

-
Address Translation 

-
Location


The precision of the location shall be network design dependent, i.e. an operator choice. This precision may vary from one part of a network to another. It may be chosen to be as low as hundreds of meters in some place and as accurate as 5 meters in other place. It is required that a minimum precision of around 50 meters can be achieved in all types of terrestrial radio environment. Technical issues may constrain the precision to be mobile state dependent as well (mobile idle / mobile in communication). Several design optional features (e.g. size of the cell, adaptive antenna technique, path loss estimation technique...) shall allow the network operator to reach cost effectively the target precision.


Because there may be very different uses of the location information;

-
It shall be possible to make the information available to the user, HE/SN and value added service providers. The user shall be able to restrict access to the location information (permanently or on a per call basis). The restriction can be overridden by the network operator when appropriate (e.g. emergency calls).

-
It shall be possible to set the delay to get the location information (the situation is quite different whether the information is needed for call routing or if it is needed by a user application).

-
It shall be possible to select the frequency of the location information update.

-
to identify and report when the user’s terminal enters or leaves a specified geographic area.

-
It shall be possible to specify the area as a circular zone (centre and radius) to a resolution that will be limited by the accuracy capability of the part of the serving network where the user is registered.

-
User Status

-
Terminal Capabilities

-
Messaging

-
Data Download

-
User Profile Management

-
Charging
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