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Overall Description:

Global ICT Standardization Forum for India (GISFI) is a non-profit society registered under the Indian laws. This forum has been recognized by the Department of Telecommunications (DoT), Government of India for ICT standardization under public-private partnership. Please visit <http://www.gisfi.org/> for further details.
DoT has set requirements regarding security testing of network elements. Therefore GISFI has started a work item on “Network Security Testing Requirements of India” so as to provide input to the DoT from industry perspective. 

We understand that 3GPP recently agreed on a “Study Item on Security Assurance Methodology for 3GPP Network Elements” with initial objective to evaluate security assurance methods. As this activity of 3GPP is similar to the one being carried out in GISFI, we propose 3GPP to work together with GISFI on this topic. As a first step, we are interested in knowing about which security assurance methods are studied by 3GPP in order to understand possible applicability of 3GPP results to the DoT requirements.

Actions:
1. GISFI requests 3GPP to exchange information regarding “Study Item on Security Assurance Methodology for 3GPP Network Elements” and start collaboration on the topic. 

2. GISFI requests input on which security assurance methods are being studied in 3GPP SA3.

Date of Next GISFI Meeting:

GSSM#11, 17 – 20 December, 2012 – Bangalore, India
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