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========================= Start of first change ====================================

6
Categories of features for Machine-Type Communications

Machine Type Communication (MTC) applications do not all have the same characteristics. This implies that not every system optimisation is suitable for every MTC application. Therefore, MTC Features are defined to provide structure for the different system optimisation possibilities that can be invoked. MTC Features provided to a particular subscriber are identified in the subscription. MTC Features can be individually activated.

The following MTC Features have been defined:









-
Secure Connection






========================= End of first change ====================================

========================= Start of second change ====================================

7.1.1
General

The following are MTC common service requirements:

-
The network shall enable the network operator to identify per subscription which individual MTC Features are subscribed to by  a particular MTC Subscriber. 
-
The network shall provide a mechanism for the MTC Subscriber to activate or deactivate MTC Features. 
-
The network shall enable the network operator to identify which individual MTC Features are activated for a particular MTC Subscriber.

NOTE:
The activation/deactivation functionality can be provided via a web interface that is outside the scope of 3GPP specifications.


-
The network operator shall be able to restrict the use of a USIM to specific MEs/MTC Devices.

-
The network shall provide a mechanism to reduce peaks in the data and signalling traffic resulting from very large numbers of MTC Devices (almost) simultaneously attempting data and/or signalling interactions.

-
The network shall provide a mechanism to restrict downlink data and signalling when the network is overloaded.

- 
The network shall provide a mechanism to restrict access towards a specific APN when the network is overloaded.

- 
A MTC Device may support the Extended Access Barring (EAB) mechanism defined in TS 22.011 [2]. 

-
A MTC Device supporting the EAB mechanism shall be able to be configured for EAB by the HPLMN. 
-
The HPLMN shall be able to configure EAB on a MTC Device that supports it.
-
Once configured, and upon reception of broadcasted EAB information, the MTC Device shall adhere to the defined EAB mechanisms.
Note: 
The decision of whether a MTC Device is configured for EAB is out of 3GPP scope.  In general, MTC Devices considered more tolerant to access restrictions are well suited to be configured for EAB.

- 
The system shall provide mechanisms to efficiently maintain connectivity for a large number of MTC Devices.
-
The network operator shall be able to reduce the frequency of mobility management procedures.
-
The network shall provide mechanisms to handle MTC Devices and applications on MTC Devices registering on the IP multimedia core network subsystem and accessing its capabilities including interaction with IMS application servers/enablers. 
-
Configuration parameters which are provided in the USIM shall take precedence over parameters provided in the MTC Device if both exist.   


-
The system shall provide mechanisms to lower power consumption of MTC Devices. 

-
MTC Devices may or may not be kept attached to the network when not communicating, depending on MTC Application requirements.

-
MTC Devices may keep their data connection or not keep their data connection when not communicating, depending on MTC Application requirements.

========================= End of second change ====================================

========================= Start of third change ====================================

7.1.2
MTC device triggering

The requirements related to MTC Device triggering include the following:

-
The network shall be able to trigger MTC Devices to initiate communication with the MTC Server based on a trigger indication from the MTC Server.

-
The system shall provide a mechanism such that only trigger indications received from authorized MTC Servers will lead to triggering of MTC Devices.

-
Upon receiving a trigger indication from a source that is not an authorised MTC Server, the network shall be able to provide the details of the source (e.g. address) to the MTC User. 

-
The system shall provide a mechanism to the MTC User to provide a set of authorized MTC Server(s).
-
Upon receiving a trigger indication, if the network is not able to trigger the MTC Device, the 3GPP system may send an indication to the MTC Server that triggering the MTC Device has been suppressed.
NOTE:
suppression of triggering could be due to system conditions such as network congestion.  
-
A MTC Device shall be able to receive trigger indications from the network and shall establish communication with the MTC Server when receiving the trigger indication. Possible options may include:


-
Receiving trigger indication when the MTC Device is attached to the network, but has no data connection established.

-
Receiving trigger indication when the MTC Device is attached to the network and has a data connection established.

========================= End of third change ====================================

========================= Start of fourth change ====================================

7.1.5
Charging requirements

Per MTC Device or per MTC Group the core network shall be able to:

-
create bulk CDRs to count chargeable events per MTC Group, either in parallel to or instead of CDR creation per individual subscription. 

-
stop creation of per individual subscription CDRs for particular subscriptions.

-
count MTC Device initiated signalling per signalling type (e.g. mobility signalling) by means of bulk CDRs or CDRs per individual subscription.
-
count MTC Feature activation / de-activation by means of bulk CDRs or CDRs per individual subscription.


========================= End of fourth change ====================================

========================= Start of last change ====================================

7.2.
Specific service requirements – MTC Features

7.2.1
Void




7.2.2
Void















7.2.3
Void






7.2.4
Void

7.2.5
Void








7.2.6
Void




7.2.7
Void




7.2.8
MTC monitoring

The MTC Feature MTC Monitoring is intended for monitoring MTC Device related events.

For the MTC Monitoring MTC Feature:
-
The system shall provide mechanisms to detect the following events:

-
behavior which is not aligned with activated MTC Feature(s)

-
change of the association between the UE and the UICC

-
loss of connectivity. The maximum time between the actual loss of connectivity occurred and the loss of connectivity detected shall be configurable per subscription

-
communication failure events and reasons (e.g.connection error codes for troubleshooting)
-    change of the location (geographical position and/or point of attachment in the network) of the MTC device.
NOTE 1: 
Loss of connectivity means it is no longer possible to establish signalling between the MTC Device and the network. (i.e. detached)

NOTE 2:
The maximum detection time is on the order of 1 minute to 1 hour.

-
The MTC Subscriber shall be able to define which of the above events will be detected. 

-
Upon the above event detection, the network shall be able to 

-
provide a warning notification to the MTC Server

-
limit the services provided to the MTC Device (e.g. reduce allocated resource) 

-
The MTC User shall be able to define what occurs when an event is detected. 

-
The MTC Device shall be able to transfer other event notification to the MTC Server where the event detection is out of 3GPP scope, for example, the loss of signal reception, notification when the MTC Device power level is lower than a threshold.
NOTE:
Loss of signal reception refers to a situation when a MTC Device can no longer receive the network which could be due to interference (e.g. from a jammer or other source) or other reasons.
7.2.9
Void 






7.2.10
Secure connection
The MTC Feature Secure Connection is intended for use with MTC Devices that require a secure connection between the MTC Device and MTC Server/MTC Application Server.

For the Secure Connection MTC Feature:

-
The network operator shall be able to efficiently provide network security for connection between MTC Device and a MTC Server or between MTC Device and a MTC Application Server in case there is a direct connection with the MTC Application Server. This applies even when some of the devices are roaming i.e. connected via a VPLMN.

7.2.11
Void






7.2.12
Void
7.2.13
Void




7.2.14
Group based MTC features

7.2.14.1
General

A Group Based MTC Feature is a MTC Feature that applies to a MTC Group.

-
The system shall be optimized to handle MTC Groups. The system shall provide a mechanism to associate an MTC Device to a single MTC Group.
-
Each Group Based MTC Feature is applicable to all the members of the MTC Group.

-
An MTC Group shall be identified uniquely across 3GPP networks. 

NOTE 1:
With Group Based MTC Features, each MTC Device is visible from the 3GPP Network perspective.

NOTE 2:
MTC Features that are not Group Based MTC Features can also be applied to MTC Group members.

7.2.14.2
Group Based policing

The MTC Feature Group Based Policing is intended for use with a MTC Group for which the network operator wants to enforce a combined QoS policy.
For the Group Based Policing MTC Feature:

-
A maximum bit rate for the data that is sent/received by a MTC Group shall be enforced.

7.2.14.3
Group based addressing

MTC Feature Group Based Addressing is intended for use with a MTC Group for which the network operator wants to optimize the message volume when many MTC Devices need to receive the same message.
For the Group Based Addressing MTC Feature:

-
The network shall provide a mechanism to send a broadcast message within a particular geographic area, e.g. to wake up the MTC Devices that are members of that MTC Group; only MTC Devices of the target group configured to receive the broadcast message will recognize it.
NOTE 1: The geographic area for the broadcast may be a cell sector, a cell or a group of cells.

NOTE 2: Verification of receipt of a broadcast message is not necessary.

========================= End of last change ====================================
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