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FIRST  CHANGE 
9.3.7.1
Symbol-Based File Repair Response Messages Codes

The response codes of HTTP servers to the byte-range-based repair request message in 9.3.6.2 are specified in RFC 2616 [18].  The response codes of symbol-based file repair servers to the symbol-based repair request message in 9.3.6.1 are specified as follows. 

In the case that the file repair server receives a correctly formatted repair request which it is able to understand and properly respond to with the appropriate repair data, the file repair server shall attempt to serve that request without an error case.

For a direct point-to-point HTTP response with the requested data, the file response message shall report a 200 OK status code and the file repair response message shall consist of HTTP header and file repair response payload (HTTP payload), as defined in sub-clause 9.3.7.2. If the client receives a 200 OK response with fewer than all the quantity of requested symbols it shall assume that the file repair server wishes the missing symbols to be requested again (due to its choice or inability to deliver those symbols with this HTTP response).

For a redirect case the file repair server uses the HTTP response status code 302 (Found - Redirection) to indicate to the UE that the resource (file repair data) is temporarily available via a different URI. The temporary URI is given by the Location field in the HTTP response. In the case of a redirect to another file repair server, this temporary URI shall be the URL of that repair server.

In the case of a redirect to a broadcast/multicast delivery, the temporary URI shall be the URI of the Session Description (SDP file) of the broadcast/multicast (repair) session as described in sub-clause 9.3.7.3.Other HTTP status codes (RFC 2616 [18]) shall be used to support other cases. Other cases may include server errors, client errors (in the file repair request message) and server overload.
In case the file repair server does not find the requested file (file with given fileURI is found), the server shall respond with “400 Bad Request” and optionally with “0001
File not found” in the response body. As a result, the MBMS UE may choose another file repair server as defined in clause 9.3.5.

In case the file repair server does not find the requested version of the requested file (file with given fileURI is found but Content-MD5 is not found), the server shall respond with “400 Bad Request” and optionally with “0002
Content-MD5 not valid” in the response body.  As a result, the MBMS UE may chose another file repair server as defined in clause 9.3.5. Or the MBMS UE may request the latest version of the file and discard the previously received chunks of the file. Note, the MBMS UE can request the latest version of a file by using only the fileURI argument in the file repair request.

Note. In case of repetitive server errors, the client is not expected to go through the complete list of available file repair servers, and may abandon after a limited number of attempts.
In case the file repair server does not find any of the requested SBN or ESI values, it shall respond with the “400 Bad Request” and optionally with “0003
SBN or ESI out of range” in the respon se body. As a result, the UE should discard all received chunks of the file and request the entire file from the file repair server.
In case the file repair server receives unknown query line arguments, it shall respond with “501 Not Implemented”. The server should add the HTTP1.1 “Server” header with the value “MBMS/6”. As a result, the client should try to fetch the entire file from the file repair server. Note, this behaviour is intended to make the file repair service forward compatible and allow addition of new function in later releases.
In case the file repair server does not find the requested serviceId value, it shall respond with the “400 Bad Request” and optionally with “0004
ServiceId not found” in the response body. As a result, the UE should request the needed file separately using the fileURI query line argument.
In case the file repair server does not find the requested fdtInstanceId value, it shall respond with the “400 Bad Request” and optionally with “0005
fdtInstanceId not found” in the response body. As a result, the UE should request the needed file separately using the fileURI query line argument.
In case the file repair server does not find the requested fdtGroupId value, it shall respond with the “400 Bad Request” and optionally with “0006
fdtGroupId not found” in the response body. As a result, the UE should request the needed file separately using the fileURI query line argument.
In case the file repair server is,or is about to, experiencing an overload condition, it should respond with the “503 Service Unavailable” that can include a Retry-After header. As a result, the UE should stop the file repair procedure to that file repair server. The UE shall consider this server unavailable for this file repair session, or, if supported by the UE, for the period of time indicated in the Retry-After header, The UE may immediately try an alternative available file repair server. The UE may re-try the current file repair server after the Retry-After time has elapsed. In the case that all known file repair servers have been exhausted in this manner, the UE shall cease the file repair procedure. When the time in Retry-After header is expressed as an integer number of seconds then it is relative to the reception time of the “503 Service Unavailable”.
HTTP response error messages may contain a message body, which gives a more detailed error message. The MIME type of such message body shall be in text/plain. The syntax of the HTTP error message body is defined in ABNF [23] as follows:

http-error-body = error-code (SP / HTAB) error-description CRLF

error-code = 4DIGIT

error-description = 1*(SP / VCHAR)

Note that the following error messages MAY be used in the message body of the HTTP response error messages.
0001
File not found

0002
Content-MD5 not valid

0003
SBN or ESI out of range

0004
ServiceId not found

0005
fdtInstanceId not found

0006
fdtGroupId not found
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