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*** First Change***

8.2.7.1
Definition

The following Communication DIVersion services are defined:

· Communication Forwarding Unconditional (CFU).

· Communication Forwarding Busy (CFB).

· Communication Forwarding No Reply (CFNR).

· Communication Forwarding on Not Logged in (CFNL).

· Communication Deflection (CD).

· Communication Forwarding on Subscriber Not Reachable (CFNRc).

· Communication Diversion Notification (CDIVN); this service is applicable to all other CDIV services. 

For all communications diversion services, a service provider option of notification of diversion may be provided to the originating party. This service provider option may also include support for the invoking user to suppress the notification.

As a service option, CDIV services may be associated with a time and/or date setting. To support roaming, the time zone may also be included.

Communication Forwarding Unconditional (CFU)

The CFU service enables a user to have the network redirect all communications to another user. The CFU service may operate on all communication, or just those associated with specified services. The user's ability to originate communications is unaffected by the CFU service. After the CFU service has been activated, communications are forwarded independent of the status of the user.

As a service provider option, a subscription option can be provided to enable the user to receive an indication that the CFU service has been activated. This indication may be provided when the user originates a communication if the CFU service has been activated for the user's identity and for the service requested for the communication.

The maximum number of diversions permitted for each communication is a service provider option. The service provider shall define the upper limit of diversions. When counting the number of diversions, all types of diversion are included. 

This service description is based on the service description described in [E-1].

Communication Forwarding Busy (CFB)

The CFB service enables a user to have the network redirect communications, which would otherwise be regarded as busy, to another user. The CFB service may operate on all communications, or just those associated with specified services. The user's ability to originate communications is unaffected by the CFB service.

As a service provider option, a subscription option can be provided to enable the user to receive an indication that the CFB service has been activated. This indication may be provided when the user originates a communication if the CFB service has been activated for the user and for the service requested for the communication.

The maximum number of diversions permitted for each communication is a service provider option. The service provider shall define the upper limit of diversions. When counting the number of diversions, all types of diversion are included. 

This service description is based on the service description described in [E-2].

Communication Forwarding No Reply (CFNR)

The CFNR service enables a user to have the network redirect communications, when the communication request is not responded to within a defined period of time, to another user. The CFNR service may operate on all communications, or just those associated with specified services. The user's ability to originate communications is unaffected by the CFNR service.

The CFNR service can only be invoked by the network after the communication has been offered to the user and an indication that the user has been informed of the communication request.

As a service provider option, a subscription option can be provided to enable the user to receive an indication that the CFNR service has been activated. This indication may be provided when the user originates a communication if the CFNR service has been activated for the user and for the service requested for the communication.

The maximum number of diversions permitted for each communication is a service provider option. The service provider shall define the upper limit of diversions. When counting the number of diversions, all types of diversion are included. 

This service description is based on the service description described in [E-3].
As a service option, CFNR activation confirmation may include information from the network providing the public identity where the communication will be forwarded to, and the expiry time before the communication is forwarded.

As a service option, the user may be allowed to dynamically extend this timing.

Communication Forwarding on Not Logged-in (CFNL)

The Communication Forwarding on Not Logged-in (CFNL) service enables a user to redirect incoming communications, when the user is not currently registered (logged-in), to another user. The CFNL service may operate on all communications, or just those associated with specified services. 

As a service provider option, a subscription option can be provided to enable the user to receive an indication that the CFNL service has been activated. This indication may be provided when the user next registers (logs in). An indication may also be provided as part of de-registration (log out).

The maximum number of diversions permitted for each communication is a service provider option. The service provider shall define the upper limit of diversions. When counting the number of diversions, all types of diversion are included.
Communication Deflection (CD)

The CD service enables the user to respond to an incoming communication by requesting redirection of that communication to another user. The CD service can only be invoked before the communication is established by the user, i.e. in response to the offered communication, or during the period that the user is being informed of the communication. The user's ability to originate communications is unaffected by the CD service.

The maximum number of diversions permitted for each communication is a service provider option. The service provider shall define the upper limit of diversions. When counting the number of diversions, all types of diversion are included. 

This service description is based on the service description described in [E-4].

Communication Forwarding on Subscriber Not Reachable (CFNRc)

The CFNRc service enables a user to have the network redirect all incoming communications, or just those associated with a specific service, when called mobile subscriber’s address is not reachable (e.g. there is no IP connectivity to the user’s terminal, or, in the case of a mobile device, it is not in radio coverage), to another address. The CFNRc service may operate on all communications, or just those associated with specified services. The user's ability to originate communications is unaffected by the CFNRc service.

Note:
 It may be affected by the reason that have triggered the loss of connectivity, e.g. in the mobile case if the mobile subscriber is de-registered, if there is radio congestion or if the mobile subscriber for example is being out of radio coverage,

As a service provider option, a subscription option can be provided to enable the user to receive an indication that the CFNRc service has been activated. This indication may be provided when the user originates a communication if the CFNRc service has been activated for the user and for the service requested for the communication.

The maximum number of diversions permitted for each communication is a service provider option. The service provider shall define the upper limit of diversions. When counting the number of diversions, all types of diversion are included. 

Communication Diversion Notification (CDIVN)

The CDIVN service enables a user to receive notifications about the diversions (or forwarding) of incoming communications, post execution of at least one other CDIV service. 

As a service provider option, a subscription option can be provided to enable the served user to receive an indication that the CDIVN service has been activated. This indication shall be provided when the served user originates a communication if the CDIVN service has been activated for the served user's address.
Optional feature

Lists can be used also in association to Communication Diversions (CDIV).

· a blacklist should contain public identities or identity ranges of users, from which incoming communications are not forwarded when CDIV is activated. 

· a whitelist should contain public identities or identity ranges of users, from which incoming communications are forwarded when CDIV is activated.

*** Next Change***

8.2.8.1
Definition

The Communication Waiting (CW) service enables a terminating party to be informed at the time that a new communication is requested, and that no resources are available for that incoming communication. 

The user has then the choice of accepting, rejecting or ignoring the incoming communication.

The maximum number of communications that may be waiting is a service provider option.

If the current number of communications waiting is equal to the maximum, then any new attempted incoming communication request shall be rejected with a busy cause.

This service description is based on the service description described in [E-6] and [E-5].

As a service option, the communication waiting indication may also include the expiry time. As a service option, the user may be allowed to dynamically extend this timing.


*** Next Change***

8.2.9.1
Definition

The communication HOLD service enables a user to suspend media within a session, and resume that media at a later time.

Each party in a communication can hold and retrieve the communication independently from the other party. This also applies when a communication involves more than two parties (e.g. CONF).

This service description is based on the service description described in [4], dealing about the user ability to suspend and resume a session.
The use of HOLD on an emergency call by a user that is not the PSAP, shall be precluded. 

*** Next Change***

8.2.10.1
Definition

The group of Communication Restriction Services includes two services:

· Outgoing Communications Barring (OCB).

This service allows a user to bar certain categories of outgoing communications. The network shall provide the capability for a user to select a set of categories (e.g. identities or range of identities) for barring. The type of barring is chosen by the user at provision time, and shall be valid for all outgoing communications. The network shall provide the capability for the user to bar outgoing communications based on user defined identities or identity ranges. Barring of an outgoing communication for a specific identity, a number of specific identities, or a range of identities shall be dependent on an entry in a OCB identity list held in the network. This list shall either be a "black list" or "white list". A "black list" shall contain the identities or identity ranges to be barred by the network for outgoing communications. A "white list" shall contain the identities or identity ranges that shall be allowed by the network for outgoing communications, i.e. all identities not in the "white list" shall be barred.

The ability of the served user to receive communications and to originate emergency communications shall be unaffected by OCB.

This service description is based on the service description described in [E-15] and [E-16]. 
· Incoming Communications Barring (ICB).

This service allows a user to bar certain categories of incoming communications. The service also allows the user to have the barring of incoming communications activated always or only during certain conditions. The network shall provide the capability for a user to select from a set of categories (e.g. identities or range of identities) for barring. Barring of an incoming communication shall be dependent on an entry in an ICB identity list held in the network. This list shall be a "black list" which contains the identities or identity ranges to be barred by the network for incoming communications. The type of barring is chosen by the user at provision time and may be valid for all incoming communications, or be limited to a specific service group or certain conditions (e.g. when the user is roaming).

The ability of the served user to set-up outgoing communications shall be unaffected by ICB.

The ICB service includes a roaming condition. The roaming condition is set to true when the served user is roaming.


· ICB enhancement of dynamic blocking of incoming communications 

As a service option, the dynamic blocking of incoming communications service facilitates a terminating users register of  unwanted callers within the network for barring future incoming communications from the unwanted callers either permanently or for a temporary period or for a maximum lifetime which is set by the network operator. As an option, an additional "dynamic black list" may be provided, which is different compared to the standard ICB list. If this additional "dynamic black list" is provided, the user shall have the option to activate and deactivate that list independent of the already existing standard ICB list.

The following information shall be stored by the network for dynamic blocking of incoming calls:

Actual Identity of caller: This is the network asserted identity of the caller.

Start and end date for barring: This specifies the duration of block. If not provided, it implies the caller should be barred permanently or for a maximum lifetime which is set by the network operator.

Additionally, the following information may be provided by the user and to be associated with the actual identity:

-
Reason: This specifies the reason for blocking or an alias, e.g. "Telemarketer". This field may assist the subscriber to manage their block list.

-
Published Identity of caller: This may be the actual identity of caller or 'private' or 'anonymous' if the caller has opted for privacy. 

NOTE: 
The unwanted caller may have requested privacy e.g. by subscribing to OIR service which prevents the calling identity being shown to the called user. In these cases the called user may just see "Anonymous" or "Unknown".  However the called party can still invoke caller ID blocking since the network knows the true identity of the caller. To facilitate the management of the list of blocked callers, the user may use the reason field to identify the blocked caller.  

The network shall never reveal an identity withheld using privacy, OIR, or other mechanisms (i.e. list management must use the published identity).

As an option and subject to the network operator policy, the network shall notify (e.g. announcement)the blocked originating user (unwanted user), that the called user has set an incoming communication barring for his identity. 

Subject to the network operator policy, the subscriber may request notification of communication barrings within the network in addition to subscribing to the dynamic blocking of incoming communications service. 

NOTE 1: The contents of information received as part of notification for the dynamic blocking of incoming communications, could be the same as the ones, that are registered as part of communication barring.
NOTE 2: Off-line management of the barring list (e.g. via a web page) may be provided as a service option.

NOTE 3: Where required by regulation, this enhanced service may be used to block calls from a previously malicious caller.
*** Next Change***

8.2.13.1
Definition 

The CONF service enables a user to participate in and control a simultaneous communication involving a number of users.

When the CONF service is invoked, conference resources are allocated to the served user. 

Once a conference is active, users can join and leave a conference, and remote users can be added to or removed from the conference. 

This service description is based on the service description described in [E-7] and [E-8].
Conference participants can request to be informed of these actions. This information can include details beyond that described in [E-7] and [E-8], about other participants including their identity.

The use of CONF on an emergency call by a user that is not the PSAP, shall be precluded. 

*** Next Change***

8.2.15.1
Definition

The ECT service enables a transferring party A to transform two of that party's communications (e.g. an active communication and a communication on hold, to parties B and C), each of which can be an incoming communication or an outgoing communication, into a new communication between party B and party C.

Prior to transfer, the media session shall have been established on the communication between transferring party A and party B. On the communication between transferring party A and party C, either the media session shall have been established prior to transfer, or, as a service provider option, transfer can occur while the communication to party C is requested or being established (i.e. the media session has not yet been established).

The minimum requirement should be to perform an "immediate" communication transfer for an incoming communication, without waiting on a response from party C. The service should be applicable independent of whether party B and party C are IMS users or not.

This service description is based on the service description described in [E-18].

The use of ECT on an emergency call by a user that is not the PSAP, shall be precluded. 
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