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Discussion and decision
1. Introduction
In this paper we discuss how operators are using the concept of Equivalent PLMN identities, which have been available in 3GPP systems already from Release 99, in real-life networks. Based on this we argue for the continued support of Equivalent PLMN identities in the future development of 3GPP specifications.. 

2. Background
The PLMN identity is one of the most fundamental parameters in a 3GPP network – the knowledge of it, for example from the broadcast system information, makes it possible to identify the operator of the network. The PLMN identity included in the IMSI defines what is usually referred to as the home operator of the user and, inferred from this when this user is registered on a network associated with another, different PLMN identity, the user is “roaming”. 
In the early days of mobile networks, when the nature and use of the PLMN identity was decided upon, it was natural to assume that a single operator would be associated with a single unique PLMN identity and therefore certain procedures, for example idle mode mobility, was only considered to be valid between cells broadcasting the same PLMN identity. When a user was “roaming”, i.e. being served by a network different from its home network, limitations could be introduced (if needed) since the visited operator was obviously a different operator than the home operator. This view, although not wrong, is somewhat too simplistic in today’s mobile network ecosystem.
3. Modern Network Architectures and the use of Equivalent PLMNS

Today, operators may be operating a number of networks with different associated PLMN identities, even within the same country. This might be due to regulation, not being allowed to use the same PLMN identity in different networks, or by choice of the operator. For example, if roaming agreements are different for 2G and 3G networks (and soon 4G networks as well), assigning separate PLMN identities for the different access networks simplifies the implementation of these roaming agreements in the network. Instead of having to set roaming restrictions on RAU level for the entire network, the whole PLMN can just be indicated as forbidden. This must not, of course, affect users that are allowed access to the different networks. 

Different levels of cooperation between operators have also lead to the integration of networks with different PLMN identities into a single “virtual” network for the end users (which are of course unaware of such details). As examples, the Swedish market alone has seen the following two cases being deployed:
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Figure 1. The case when two operators with separate 2G network build a common 3G network. Mobility is enabled between the 2G networks and the 3G network, but not between the 2G networks. 
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Figure 2. The case when two operators build a common 3G network for coverage (e.g. rural) together with their own 3G networks in designated area, e.g. cities. Mobility is enabled between the operator specific 3G networks and the common 3G networks but not between them.  
That the specifications allow operators this deployment flexibility without any loss of functionality shows the power of 3GPP and is definitely one of the reasons of its success. The basic tool for integrating networks with different PLMN identities, including those in the examples above, is to indicate them as equivalent to the users. This allows restrictive notions, for example of a suitable cell in mobility procedures, to be extended to include cells of other (equivalent) PLMNs. Without this, the networks would not operate at a satisfactory level and if new functions were introduced by 3GPP that would not support equivalent PLMNs, it could spell disaster. Equivalent PLMNs have been available since Release 99 and the use of them is a mandatory function for UEs in 2G, 3G, and 4G networks, which is why operators put a lot of trust in the functionality. What networks that are to be considered as equivalent is under the control of the operator of the network serving the UE and can be updated on a RAU/LAU/TAU level. The signaling is on a per-user level allowing for a flexible handling of different classes of users. For the examples above, subscribers of operator A would have PLMN A and PLMN C as equivalent, while subscribers of operator B would have PLMN B and PLMN C as equivalent. This means, for example, that operator A’s subscribers can move seamlessly between operator A’s 2G and the common 3G network, but would not consider operator B’s 2G network as a suitable network. Obviously handover between the 2G and 3G networks (in Figure 1) and between then operator-specific and common 3G networks (in Figure 2) must be supported. For the case in Figure 2, it might even be so that in cities, both operators have their own networks and there is not any common 3G network coverage at all; then a call, for example, started outside the city would fail as the user moves into the city if inter-PLMN handovers are not possible. Sometimes the view that Equivalent PLMNs is just a tool that is used to guide users to partner operators across country borders (which it can be used for) is expressed in discussions in 3GPP. We acknowledge this use, but as we have shown above the use of Equivalent PLMNs is far more fundamental than this. 

4. Conclusion

We therefore come to a very important conclusion. It cannot be assumed, as a principle of design within 3GPP that an operator always has the same PLMN identity in all of its networks on the same market. In fact, 3GPP has acknowledged such scenarios exist already in Release 99 when Equivalent PLMNs were introduced to support them. Allowing new features to only work within the same PLMN is not acceptable – it will mean that operators with deployed networks that are fully standards compliant cannot benefit from these new features compared to operators that use the same PLMM identity everywhere. 
Hence we propose that SA confirms that in general all new features (or enhancements to existing features) should be designed to work also for operators using Equivalent PLMN identities
Annex
Example: MDT in RAN3

RAN3 has assumed that user consent for MDT is only applicable to non-roaming customers. The RAN 3 CRs are found in RP-110695. The CRs in R3-111770 (S1 interface) and R3-111771 (X2 interface) on MDT has CR headers saying:
Only non-roaming users having provided their consent to participate to drive testing may be selected by the eNB for management based MDT. This status must therefore be known by the serving eNB.

The CR uses TS 32.422 as a reference but that specification does not describe the need for any limitation to only non-roaming users. 

The CR in R3-111771 (X2 interface) contains the following procedure text prohibiting MDT in different PLMNs but used by same operator.

The source eNB shall, if supported, include the Management Based MDT Allowed IE, if this information is available in the UE context, in the HANDOVER REQUEST message, except if the source eNB selects a serving PLMN in the target eNB different from the serving PLMN in the source eNB.

ANALYSIS
It is wrong of RAN3 to assume that consent cannot be given/applicable to a roaming customer. It should be up to core network and OSS configurations whether this is allowed or not as described in TS 32.422, which is quoted below: 

“4.1.2.8
Tracing roaming subscribers

If a HPLMN operator activates a Trace Session for a home subscriber, while it (MS) is roaming in a VPLMN, it (HSS) may restrict the propagation of the Trace Session activation message to a MSC Server/VLR or to a SGSN located in the VPLMN.

Also, a MSC Server/VLR or a SGSN located in a VPLMN may accept any Trace Session activation message(s) coming from an HSS located in another PLMN. However, there shall be a capability to reject activations from another PLMN.” 

We showed in the beginning of this document that there exist networks where all customers are roaming (since all UEs have another home PLMN), but where the networks have been integrated using equivalent PLMNs. 
At X2 handover it is not possible to change MME. So either the target PLMN is the same operator as the source PLMN or it is a tight collaboration using a GWCN architecture (the radio access network and MME/SGSN/MSC are shared; only gateways are non-shared). To have the limitation not to forward user consent at X2 handover prevents an operator, or tightly collaborating operators, to use X2 handover together with MDT between PLMNs. It is possible to use S1 handover and MDT between PLMNs, since there is no text mandating the MME not to send user consent to a target eNB of different PLMN than the source eNB. Thus S1 handover is required to be used if MDT is to continue at interPLMN handover. At the same time, two operators that do not collaborate closely can use X2 handover, since the MDT will stop between PLMNs. This does not make sense. It should be the other way around. One operator using two PLMNs or two tightly cooperating operators should be able to use X2 handover and MDT. Whereas non-tight collaborating operators is likely to use, and should use, S1 handover. In the S1 handover the core network can stop the MDT if that is what the source network wants.
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