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*** Start Modification ***
11.1.1
Overview

Specific identifiers are necessary to identify a target for interception uniquely and to correlate between the data, which is conveyed over the different handover interfaces (HI2 and HI3). The identifiers are defined in the subsections below.

For the delivery of CC, the MRFP provides correlation numbers and target identities to the HI3. The AS/MRFC reports the IRI associated with the conference services.

For the delivery of CC and IRI, the AS/MRFC/MRFP provides correlation numbers and target identities to the HI2 and HI3.  The correlation number is unique per target and per conference session.

*** Next Modification ***
11.5
IRI for IMS Conference Services

The IRI will in principle be available in the following phases of a conference service transmission:

1. At a conference creation, when the target successfully provisions or requests that a conference is created; 

2. At the start of a conference, when the first party is joined to the conference; the conference may be provisioned or requested by the target or the conference is the target of interception;

3.
At the end of a conference, when the last party on the conference leaves or the conference is terminated by the conference server; the conference may be provisioned or requested by the target or the conference is the target of interception;

4.
At certain times when relevant information are available.

In addition, information on non-transmission related actions of a target constitute IRI and is sent via HI2, e.g. information on subscriber controlled input.

The IRI may be subdivided into the following categories:

1.
Control information for HI2 (e.g. correlation information);

2.
Basic data communication information, for standard data transmission between two parties.

The events defined in TS 33.107 [19] are used to generate records for the delivery via HI2.

There are multiple different event types received at DF2 level. According to each event, a Record is sent to the LEMF if this is required. The following table gives the mapping between event type received at DF2 level and record type sent to the LEMF.

Table 11.1: Mapping between IMS Conference Service Events and HI2 records type

	Event
	IRI Record Type

	Start of Conference (successful)
	BEGIN

	Start of Intercept with Conference Active
	BEGIN

	Conference Service Party Join
	CONTINUE

	Conference Service Party Leave
	CONTINUE

	Conference Service Bearer Modify
	CONTINUE

	Conference Service End (unsuccessful)
	CONTINUE

	Conference Service End (successful)
	END

	Start of Conference (unsuccessful)
	REPORT

	Conference Service Creation
	REPORT

	Conference Service Update
	REPORT


A set of information is used to generate the records. The records used transmit the information from mediation function to LEMF. This set of information can be extended in the ICE or DF2 MF, if this is necessary in a specific country. The following table gives the mapping between information received per event and information sent in records.

Table 11.2: Mapping between Events information and IRI information

	Parameter
	description
	HI2 ASN.1 parameter

	Bearer Modify ID
	Identity of the party modifying or attempting to modify a media bearer
	bearerModifyPartyID (partyIdentity)

	Conference End Reason
	Provides a reason for why the conference ended.
	confEndReason

	Conference URI


	A URI associated with the conference being monitored.
	confID 

	Correlation Number

	The correlation number is used to correlate CC and IRI. The correlation number is also used to allow the correlation of IRI records.  
	confCorrelation

	Event Date
	Date of the event generation in the AS/MRFC.
	timestamp

	Event Time


	Time of the event generation in the AS/MRFC server. Timestamp shall be based on the AS/MRFC internal clock.
	

	Event Type
	Description which type of event is delivered: Start of Conference, Party Join, Party Leave, Bearer Modifiy, Start of Intercept on an Active Conference, Conference End
	confEvent

	Failed Bearer Modify Reason
	Provides a reason for why a bearer modfication attempt failed
	confEventFailureReason

	Failed Conference End Reason
	Provides a reason for why a conference end attempt failed
	confEventFailureReason

	Failed Conference Start Reason
	Provides a reason for why a conference start attempt failed.
	confEventFailureReason

	Failed Party Join Reason
	Provides a reason for why a party join attempt failed.
	confEventFailureReason

	Failed Party Leave Reason
	Provides a reason for why a party leave attempt failed.
	confEventFailureReason

	Identity(ies) of Conference Controller


	Identifies the parties that have control privileges on the conference, if such information is configured in the system.
	confControllerID (partyIdentity)

	Initiator


	The initiator of a request, for example, the target, the network, a conferee.
	confEventInitiator 

	Join Party ID


	Identity of the party successfully joining or attempting to join the conference.
	joinPartyID  (partyIdentity)

	Join Party Supported Bearers
	Identity of bearer types supported by the party successfully joining the conference
	confPartyInformation (supportedmedia)

	Leave Party ID


	Identity of the party leaving or being requested to leave the conference.
	leavePartyID (partyIdentity)

	List of Conferees


	Identifies each of the conferees currently on a conference (e.g., via SIP URI or TEL URL).
	confPartyInformation (partyIdentity)

	List of Potential Conferees


	Identifies each of the parties to be invited to a conference or permitted to join the conference (if available).
	listOfPotConferees (partyIdentity)

	List of Waiting Conferees
	Identifies each of the conferees awaiting to join a conference (e.g., called in to a conference that has not yet started)
	listOfWaitConferees (partyIdentity)

	
	
	

	Media Modification
	Identifies how the media was modified (i.e., added, removed, or changed) and the value for the media
	mediaModification

	Network Element Identifier
	Unique identifier for the element reporting the ICE.
	networkIdentifer

	Observed IMPU


	IMS Public User identity (IMPU) of the target subscriber (monitored subscriber).  In some cases, this identity may not be observed by the MRFC. Also see Note 1.
	partyInformation (partyIdentity)

	Observed IMPI


	IMS Private User identity (IMPI) of the target subscriber (monitored subscriber). In some cases, this identity may not be observed by the MRFC.  Also see Note 1.
	partyInformation (partyIdentity)

	Observed Other Identity
	Target identifier with the NAI of the target subscriber (monitored subscriber).
	partyInformation (partyIdentity)

	Party Leave Reason
	Provides a reason for why a party left the conference
	reason

	Party(ies) Affected by Bearer Modification
	The list of parties affected by a media bearer modification 
	confPartyInformation (partyIdentity)

	Potential Conference End Time
	The expected end time of the conference, if such end information is configured in the system.
	potConfEndInfo (timestamp)

	Potential Conference Start Time
	The expected start time of the conference, if start time information is configured in the system.
	potConfStartInfo (timestamp)

	
	
	

	Recurrence Information


	Information indicating the recurrence pattern for the event as configured for the created conference.
	RecurrenceInfo

	Supported Bearers
	Provides all bearer types supported by a conferee in a conference
	confPartyInformation (supportedmedia)

	Temporary Conference URI
	A temporarily allocated URI associated with a conference being monitored.
	tempConfID


NOTE 1:
In most cases, either the IMPU or IMPI may be available, but not necessarily both.

NOTE 2:
LIID parameter must be present in each record sent to the LEMF.

*** Next Modification ***
11.5.1.2
BEGIN record information

The BEGIN record is used to convey the first event of conference service communication interception.

The BEGIN record shall be triggered when:

-
a target provisioned or requested conference is started (i.e., when the first party is joined to the conference, or when the first party accesses the conference but must wait for a conference host/owner/chairman to join); 

-
a conference that is the target of interception is started (i.e., when the first party is joined to the conference, or when the first party accesses the conference but must wait for a conference host/owner/chairman to join);

-
an interception is activated during an on-going conference call.
Table 11.3: Conference Service Start (Successful) BEGIN Record

	Parameter
	MOC
	Description/Conditions

	observed IMPU
	
	

	observed IMPI
	C
	Provide at least one and others when available.

	event type
	M
	Provide Conference event type (i.e., Conference Start).

	event date
	M
	Provide the date and time the event is detected.

	event time
	
	

	network identifier
	M
	Shall be provided.

	lawful intercept identifier
	M
	Shall be provided.

	correlation number
	M
	Provide to allow correlation of CC and IRI and correlation of IRI records.

	list of potential conferees
	C
	Provide, when available, the party identities that are invited or permitted to join the conference.

	list of conferees
	C
	Provide at least one when available; provide the party identities on the current conference and/or party identitites of those who have accessed the conference.  See Note.

	list of waiting conferees
	
	

	
	
	

	supported bearers
	C
	For each conferee, provide all bearers that are actively supported in this conference

	conference URI
	C
	Provide at least one and others when available; provide the URI associated with the conference under surveillance

	temporary conference URI
	
	


Note:  List of Waiting Conferees is only reported if the conference service allows party members to access a conference but they do not receive conference media.   
Table 11.4: Start of Intercept with Conference Active BEGIN Record

	Parameter
	MOC
	Description/Conditions

	observed IMPU
	
	

	observed IMPI
	C
	Provide at least one and others when available.

	event type
	M
	Provide Conference event type (i.e., Intercept Start with Active Conference).

	event date
	M
	Provide the date and time the event is detected.

	event time
	
	

	network identifier
	M
	Shall be provided. 

	lawful intercept identifier
	M
	Shall be provided.

	correleation number
	M
	Provide to allow correlation of CC and IRI and correlation of IRI records.

	list of conferees
	M
	Provide the party identities on the current conference.

	supported bearers
	M
	For each conferee, provide all bearers that are actively supported in this conference

	conference URI
	C
	Provide at least one and others when available; provide the URI associated with the conference under surveillance

	temporary conference URI
	
	


*** Next Modification ***
11.5.1.3
CONTINUE record information

The CONTINUE record is used to convey the events during an active conference.

The CONTINUE record shall be triggered when:

-
a party successfully joins the target’s conference or a conference that is the target of interception;

- 
a party unsuccessfully attempts to join the target’s conference or a conference that is the target of interception;

- 
a party successfully leaves (e.g., normal disconnection or involuntary termination/removal) a target’s conference or a conference that is a target of interception;

- 
a party unsuccessfully attempts to drop another party from the target’s conference or a conference that is the target of interception;

-
a party successfully modifies (e.g., adds, removes, changes) media in the conference;

-
a party unsuccessfully manages modifies (e.g., adds, removes, changes) media in the conference;

-
there was an unsuccessful attempt to terminate a target provisioned or requested conference;

-
there was an unsuccessful attempt to terminate a conference that is the target of interception.

In order to enable the LEMF to correlate the information on HI3, a new correlation number shall not be generated within a CONTINUE record.

NOTE: Reporting of participant signalling to manage conference features (e.g., (un)mute) is for further study.

Table 11.5: Conference Service Party Join (successful) CONTINUE Record

	Parameter
	MOC
	Description/Conditions

	observed IMPU
	
	

	observed IMPI
	C
	Provide at least one and others when available.

	event type
	M
	Provide conference event type (i.e., Party Join).

	event date
	M
	Provide the date and time the event is detected.

	event time
	
	

	network identifier
	M
	Shall be provided.

	lawful intercept identifier
	M
	Shall be provided.

	correlation number
	M
	Provide to allow correlation of CC and IRI and correlation of IRI records.

	join party ID
	M
	Provide the identity of the party joining the conference.

	initiator (of party join request)
	C
	Provide if different from join party ID.

	conference URI
	C
	Provide at least one and others when available; provide the URI associated with the conference under surveillance.

	temporary conference URI
	
	

	list of conferees 
	C
	Not required when a party joins a target’s conference.

	supported bearers
	C
	When list of conferees reported, provide all bearers for each conferee that are actively supported in this conference.

	join party supported bearers
	M
	Provide all bearers that the party joining the conference supports.


Table 11.6: Conference Service Party Join (unsuccessful) CONTINUE Record

	Parameter
	MOC
	Description/Conditions

	observed IMPU
	
	

	observed IMPI
	C
	Provide at least one and others when available.

	event type
	M
	Provide conference event type (i.e., Party Join).

	event date
	M
	Provide the date and time the event is detected.

	event time
	
	

	network identifier
	M
	Shall be provided.

	lawful intercept identifier
	M
	Shall be provided.

	correlation number
	M
	Provide to allow correlation of CC and IRI and correlation of IRI records.

	join party ID
	M
	Provide the identity of the party attempting to join the conference.

	initiator (of party join request)
	C
	Provide if different from join party ID.

	conference URI
	C
	Provide at least one and others when available; provide the URI associated with the conference under surveillance

	temporary conference URI
	
	

	list of conferees 
	C
	Not required when a party joins a target’s conference

	failed party join reason
	M
	Provide information about the reason the attempted party join failed.


Table 11.7: Conference Service Party Leave (successful) CONTINUE Record 

	Parameter
	MOC
	Description/Conditions

	observed IMPU
	
	

	observed IMPI
	C
	Provide at least one and others when available.

	event type
	M
	Provide conference event type (i.e., Party Leave).

	event date
	M
	Provide the date and time the event is detected.

	event time
	
	

	network identifier
	M
	Shall be provided. 

	lawful intercept identifier
	M
	Shall be provided.

	correlation number
	M
	Provide to allow correlation of CC and IRI and correlation of IRI records.

	leave party ID
	M
	Provide the identity of the party leaving the conference or the identity of the party dropped from the conference

	initiator (of party leave request)
	C
	Provide if different from leave party ID

	conference URI
	C
	Provide at least one and others when available; provide the URI associated with the conference under surveillance

	temporary conference URI
	
	

	party leave reason 
	M
	Provide information about the cause of the party leave (e.g.,  party hang up,  party drop, or removed by conference controller)

	supported bearers
	M
	Provide all bearers that the party leaving the conference supported.


Table 11.8: Conference Service Party Leave (unsuccessful) CONTINUE Record 

	Parameter
	MOC
	Description/Conditions

	observed IMPU
	
	

	observed IMPI
	C
	Provide at least one and others when available.

	event type
	M
	Provide conference event type (i.e., Party Leave).

	event date
	M
	Provide the date and time the event is detected.

	event time
	
	

	network identifier
	M
	Shall be provided. 

	lawful intercept identifier
	M
	Shall be provided.

	correlation number
	M
	Provide to allow correlation of CC and IRI and correlation of IRI records.

	leave party ID
	M
	Provide the identity of the party attempting to leave the conference or the identity of the party that was requested to be dropped from the conference.

	initiator (of party leave request)
	C
	Provide if different from leave party ID.

	conference URI
	C
	Provide at least one and others when available; provide the URI associated with the conference under surveillance

	temporary conference URI
	
	

	failed party leave reason
	M
	Provide information about the reason the conference party leave or dropped failed.


Table 11.9: Conference Service Bearer Modify (successful) CONTINUE Record 

	Parameter
	MOC
	Description/Conditions

	observed IMPU
	
	

	observed IMPI
	C
	Provide at least one and others when available.

	event type
	M
	Provide conference event type (i.e., Bearer Modify).

	event date
	M
	Provide the date and time the event is detected.

	event time
	
	

	network identifier
	M
	Shall be provided. 

	lawful intercept identifier
	M
	Shall be provided.

	correlation number
	M
	Provide to allow correlation of CC and IRI and correlation of IRI records.

	bearer modify ID
	M
	Provide the identity of the party modifying a bearer.

	conference URI
	C
	Provide at least one and others when available; provide the URI associated with the conference under surveillance

	temporary conference URI
	
	

	media modification
	M
	Provide information about bearer modification (i.e., add, remove, change) and value of media.

	parties affected by bearer modification
	M
	Provide the party identities of those conferees affected by the bearer modification.


Table 11.10: Conference Service Bearer Modify (unsuccessful) CONTINUE Record 

	Parameter
	MOC
	Description/Conditions

	observed IMPU
	
	

	observed IMPI
	C
	Provide at least one and others when available.

	event type
	M
	Provide conference event type (i.e., Bearer Modify).

	event date
	M
	Provide the date and time the event is detected.

	event time
	
	

	network identifier
	M
	Shall be provided. 

	lawful intercept identifier
	M
	Shall be provided.

	correlation number
	M
	Provide to allow correlation of CC and IRI and correlation of IRI records.

	bearer modify ID
	M
	Provide the identity of the party who attempted the action

	conference URI
	C
	Provide at least one and others when available; provide the URI associated with the conference under surveillance

	temporary conference URI
	
	

	media modification
	M
	Provide information about the attempt to modify a bearer (i.e., add, remove, change) and value of media.

	failed bearer modify reason
	M
	Provide information about the reason for failed bearer modification.


Table 11.11: Conference Service End (unsuccessful) CONTINUE Record

	Parameter
	MOC
	Description/Conditions

	observed IMPU
	
	

	observed IMPI
	C
	Provide at least one and others when available.

	event type
	M
	Provide Conference event type (i.e., Conference End).

	event date
	M
	Provide the date and time the event is detected.

	event time
	
	

	network identifier
	M
	Shall be provided.

	lawful intercept identifier
	M
	Shall be provided.

	correlation number
	M
	Provide to allow correlation of CC and IRI and correlation of IRI records.

	initiator (of conference end request)
	M
	Provide information on the initiator of the conference end (e.g,, target, network, conferee).

	conference URI
	C
	Provide at least one and others when available; provide the URI associated with the conference under surveillance.

	temporary conference URI
	
	

	failed conference end reason
	M
	Provide information about the reason for the failed conference end.


*** Next Modification ***
11.5.1.4
END record information

The END record is used to convey the last event of a conference service communication.

The END record shall be triggered when:

-
a target provisioned or requested conference is terminated;

-
a conference that is the target of interception is terminated;

Table 11.12: Conference Service End (successful) END Record

	Parameter
	MOC
	Description/Conditions

	observed IMPU
	
	

	observed IMPI
	C
	Provide at least one and others when available.

	event type
	M
	Provide Conference event type (i.e., Conference End).

	event date
	M
	Provide the date and time the event is detected.

	event time
	
	

	network identifier
	M
	Shall be provided.

	lawful intercept identifier
	M
	Shall be provided.

	correlation number
	M
	Provide to allow correlation of CC and IRI and correlation of IRI records.

	initiator (of a conference end request)
	M
	Provide information on the initiator of the conference end (e.g,, target, network, conferee).

	conference URI
	C
	Provide at least one and others when available; provide the URI associated with the conference under surveillance.

	temporary conference URI
	
	

	conference end reason
	M
	Provide information about the reason for the conference end (e.g., expiration of time limit; party termination command, last user left conference).


*** Next Modification ***
B.11.1
Intercept related information (Conference Services)

Declaration of ROSE operation conf-sending-of-IRI is ROSE delivery mechanism specific. When using FTP delivery mechanism, data ConfIRIsContent must be considered.

ASN.1 description of IRI (HI2 interface)

CONFHI2Operations {itu-t(0) identified-organization(4) etsi(0) securityDomain(2) lawfulintercept(2) threeGPP(4) hi2conf(10) r8(8) version-1 (1)} 

DEFINITIONS IMPLICIT TAGS ::=

BEGIN

IMPORTS 



OPERATION, 



ERROR 




FROM Remote-Operations-Information-Objects 




{joint-iso-itu-t(2) remote-operations(4) informationObjects(5) version1(0)}



LawfulInterceptionIdentifier,



TimeStamp,



Network-Identifier,



National-Parameters,



National-HI2-ASN1parameters







FROM HI2Operations




{itu-t(0) identified-organization(4) etsi(0) securityDomain(2)

 



  lawfulIntercept(2) hi2(1) version12 (12)} -- Imported from TS 101 671



CorrelationValues




FROM UmtsHI2Operations




{itu-t(0) identified-organization(4) etsi(0) securityDomain(2)

 



  lawfulIntercept(2) threeGPP(4) hi2(1) r8(8) version-1(1)}; -- Imported from PS 





-- ASN.1 Portion of this standard

-- Object Identifier Definitions

-- Security DomainId

lawfulInterceptDomainId OBJECT IDENTIFIER ::= {itu-t(0) identified-organization(4) etsi(0)

securityDomain(2) lawfulIntercept(2)}

-- Security Subdomains

threeGPPSUBDomainId OBJECT IDENTIFIER ::= {lawfulInterceptDomainId threeGPP(4)}

hi2confDomainId OBJECT IDENTIFIER
::= {threeGPPSUBDomainId hi2conf(10) r8(8) version-1(1)}

conf-sending-of-IRI  OPERATION ::= 

{


ARGUMENT
ConfIRIsContent


ERRORS

{ OperationErrors }


CODE

global:{threeGPPSUBDomainId hi2conf(10) opcode(1)}

}

-- Class 2 operation . The timer shall be set to a value between 3 s and 240 s. 

-- The timer.default value is 60s.

-- NOTE:
The same note as for HI management operation applies.

ConfIRIsContent

::= CHOICE

{


confiRIContent


ConfIRIContent,

confIRISequence


ConfIRISequence
}

ConfIRISequence

::= SEQUENCE OF ConfIRIContent

-- Aggregation of ConfIRIContent is an optional feature.
-- It may be applied in cases when at a given point in time
-- several IRI records are available for delivery to the same LEA destination.

-- As a general rule, records created at any event shall be sent

-- immediately and not withheld in the DF or MF in order to

-- apply aggragation.

-- When aggregation is not to be applied,  

-- ConfIRIContent needs to be chosen.

ConfIRIContent

::= CHOICE 

{


iRI-Begin-record

[1] IRI-Parameters,
-- include at least one optional parameter 


iRI-End-record


[2] IRI-Parameters,


iRI-Continue-record

[3] IRI-Parameters,
-- include at least one optional parameter 


iRI-Report-record

[4] IRI-Parameters,
-- include at least one optional parameter 

   ...

}

unknown-version 

ERROR ::= { CODE local:0}

missing-parameter

ERROR ::= { CODE local:1}

unknown-parameter-value
ERROR ::= { CODE local:2}

unknown-parameter

ERROR ::= { CODE local:3}

OperationErrors ERROR ::= 

{ 


unknown-version | 


missing-parameter | 


unknown-parameter-value | 


unknown-parameter 

}

-- These values may be sent by the LEMF, when an operation or a parameter is misunderstood.

IRI-Parameters

::= SEQUENCE 

{


hi2confDomainId



[0]
OBJECT IDENTIFIER,  -- 3GPP HI2 Conf domain


lawfulInterceptionIdentifier
[1] LawfulInterceptionIdentifier,



-- This identifier is associated to the target.


timeStamp



[2] TimeStamp, 



-- date and time of the event triggering the report. 


partyInformation 

[3] SET SIZE (1..10) OF PartyIdentity OPTIONAL, 



-- This is the identity of the target.
        -- The sender shall only use one instance of PartyIdentity, the “SET SIZE” structure is
        -- kept for ASN.1 backward compatibility reasons only. 

national-Parameters

[4] National-Parameters OPTIONAL,


networkIdentifier

[5] Network-Identifier OPTIONAL,


confEvent



[6] ConfEvent,



correlation



[7] ConfCorrelation OPTIONAL,


confID




[8] IMSIdentity
  OPTIONAL,


tempConfID



[9] IMSIdentity
  OPTIONAL,


listOfPotConferees

[10] SET OF PartyIdentity 
OPTIONAL,


listOfConferees


[11] SET OF ConfPartyInformation 
OPTIONAL,


joinPartyID



[12] ConfPartyInformation
OPTIONAL,


leavePartyID


[13] ConfPartyInformation
OPTIONAL,


listOfBearerAffectedParties

[14] SET OF ConfPartyInformation
OPTIONAL,


confEventInitiator

[15] ConfEventInitiator
OPTIONAL,


confEventFailureReason
[16] ConfEventFailureReason
OPTIONAL,


confEndReason


[17] Reason
OPTIONAL,


potConfStartInfo

[18] TimeStamp  OPTIONAL,


potConfEndInfo


[19] TimeStamp  OPTIONAL,


recurrenceInfo


[20] RecurrenceInfo  OPTIONAL,


confControllerIDs

[21] SET OF PartyIdentity 
OPTIONAL,



mediamodification

[23] MediaModification OPTIONAL,


bearerModifyPartyID

[24] ConfPartyInformation OPTIONAL,

    listOfWaitConferees

[25] SET OF ConfPartyInformation OPTIONAL,
...

}

-- PARAMETERS FORMATS

ConfEvent ::= ENUMERATED 

{


confStartSuccessfull 




(1),


confStartUnsuccessfull




(2),


startOfInterceptionConferenceActive

(3),


confPartyJoinSuccessfull



(4),


confPartyJoinUnsuccessfull



(5),


confPartyLeaveSuccessfull



(6),


confPartyLeaveUnsuccessfull



(7),


confPartyBearerModifySuccessfull

(8),


confPartyBearerModifyUnsuccessfull

(9),


confEndSuccessfull 





(10),


confEndUnsuccessfull




(11),


confServCreation 





(12),


confServUpdate
 





(13),


...

}

ConfPartyInformation ::= SEQUENCE 

{



partyIdentity


[1] PartyIdentity OPTIONAL,



supportedmedia


[2] SupportedMedia OPTIONAL,


...

}

ConfCorrelation ::= CHOICE

{


correlationValues [1] CorrelationValues,


correlationNumber [2] OCTET STRING

}

PartyIdentity ::= SEQUENCE 

{



iMPU


[3]
SET OF IMSIdentity  OPTIONAL,



iMPI


[4]
SET OF IMSIdentity  OPTIONAL,


...

}

IMSIdentity ::= SEQUENCE 

{



sip-uri




[1] OCTET STRING 
OPTIONAL,




-- See [REF 26 of 33.108]



tel-url




[2] OCTET STRING 
OPTIONAL,




-- See [REF 36 of 33.108]


...

}

SupportedMedia ::= SEQUENCE 

{



confServerSideSDP

[1] OCTET STRING 
OPTIONAL,  -- include SDP information 




-- describing Conf Server Side characteristics.



confUserSideSDP


[2] OCTET STRING 
OPTIONAL,  -- include SDP information 




-- describing Conf User Side characteristics


...

}








MediaModification ::= ENUMERATED 

{



add (1),



remove (2),



change (3),



unknown (4),


...

}

ConfEventFailureReason ::= CHOICE 

{



failedConfStartReason

[1] Reason,







failedPartyJoinReason

[2] Reason,







failedPartyLeaveReason

[3] Reason,







failedBearerModifyReason
[4] Reason,







failedConfEndReason


[5] Reason,






...

}

ConfEventInitiator ::= CHOICE 

{



confServer

[1] NULL,



confTargetID
[2] PartyIdentity,



confPartyID

[3] PartyIdentity,


...

}

RecurrenceInfo ::= SEQUENCE 

{


recurrenceStartDateAndTime


 
[1] TimeStamp OPTIONAL,


recurrenceEndDateAndTime



[2] TimeStamp OPTIONAL,


recurrencePattern





[3] UTF8String OPTIONAL, -- includes a description of 

               -- the recurrence pattern, for example, “Yearly, on Jan 23” or “Weekly, on Monday”


...

}

Reason ::= OCTET STRING

END -- OF ConfHI2Operations

*** Next Modification ***
B.11.2
Contents of communication (HI3 IMS Conferencing)

CONF-HI3-IMS {itu-t(0) identified-organization(4) etsi(0) securityDomain(2) lawfulIntercept(2) threeGPP(4) hi3conf(11) r8(8) version-2(2)}

DEFINITIONS IMPLICIT TAGS ::=

BEGIN

IMPORTS

LawfulInterceptionIdentifier,

TimeStamp

FROM HI2Operations 


{itu-t(0) identified-organization(4) etsi(0) securityDomain(2) lawfulIntercept(2) hi2(1) version10(10)}-- from ETSI HI2Operations TS 101 671




ConfCorrelation


FROM CONFHI2Operations


{itu-t(0) identified-organization(4) etsi(0) securityDomain(2) lawfulintercept(2)

    threeGPP(4) hi2conf(10) r8(8) version-1 (1)};

    -- Imported from Conf HI2 Operations part of this standard

-- Object Identifier Definitions

-- Security DomainId

lawfulInterceptDomainId OBJECT IDENTIFIER ::= {itu-t(0) identified-organization(4) etsi(0)

securityDomain(2) lawfulIntercept(2)}

-- Security Subdomains

threeGPPSUBDomainId OBJECT IDENTIFIER ::= {lawfulInterceptDomainId threeGPP(4)}

hi3confDomainId OBJECT IDENTIFIER  ::= {threeGPPSUBDomainId hi3conf(11) r8(8) version-2(2)}

Conf-CC-PDU
::= SEQUENCE 

{

 
confULIC-header

[1] ConfULIC-header, 


payload


[2] OCTET STRING

}

ConfULIC-header ::= SEQUENCE 

{


hi3DomainId



[0]
OBJECT IDENTIFIER,  -- 3GPP HI3 Domain


lIID




[2] LawfulInterceptionIdentifier OPTIONAL,


correlation



[3]
ConfCorrelation,


timeStamp



[4]
TimeStamp OPTIONAL,


sequence-number


[5]
INTEGER (0..65535),


t-PDU-direction


[6] TPDU-direction,


national-HI3-ASN1parameters

[7] National-HI3-ASN1parameters OPTIONAL,


--  encoded per national requirements


mediaID


[9] MediaID  OPTIONAL,



-- Identifies the media being exchanged by parties on the conference.

...

}

MediaID ::= SEQUENCE 

{



sourceUserID
[1] PartyIdentity 
OPTIONAL,  -- include SDP information 




-- describing Conf Server Side characteristics.



streamID

[2] OCTET STRING 
OPTIONAL,  -- include streamID from SDP information. 


...

}

TPDU-direction ::= ENUMERATED

{


from-target 
(1),


to-target 

(2),


unknown 

(3),

    conftarget      (4)

      -- When the conference is the target of interception (4) is used to denote there is no

      -- directionality.

}

National-HI3-ASN1parameters
::= SEQUENCE

{


countryCode

[1] PrintableString (SIZE (2)),



-- Country Code according to ISO 3166-1 [39],



-- the country to which the parameters inserted after the extension marker apply


...



-- In case a given country wants to use additional national parameters according to its law,



-- these national parameters should be defined using the ASN.1 syntax and added after the



-- extension marker (...).



-- It is recommended that "version parameter" and "vendor identification parameter" are



-- included in the national parameters definition. Vendor identifications can be



-- retrieved from IANA web site. It is recommended to avoid



-- using tags from 240 to 255 in a formal type definition.

}

END-- OF conf-HI3-IMS

*** End Modification ***
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