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5.1.3
IMS support of real-time tariff transfer
The TS 29.658 [206] describes the Real-time Transfer of Tariff Information (RTTI) in SIP. The RTTI may be supported for the requested service (e.g. tariff information of a value added service residing in the called network or in a specific Application Server). 

According to the procedures described in the TS 29.658 [206], tariff information may be included in the content body of the following SIP messages: 1xx provisional response, mid-dialog requests, mid-dialog responses or a 200 OK. The following IMS network elements, IBCF, MGCF, S-CSCF and AS may pass tariff information and record the tariff information in the corresponding CDRs for IMS offline charging. For online charging, the AS and the IMS-GWF may send charging information related to the content body of RTTI message over Ro interface to the OCS.
The following security mechanisms shall be used for RTTI:

· IBCF shall accept RTTI information only from trusted IMS networks and filter out RTTI information from non trusted IMS networks.

· If RTTI information has to be sent over unsecure domain networks, the security of the domains interconnection shall rely on Network Domain Security specifications: TS 33.210 [208] and TS 33.310 [209]. 

· The S-CSCF responsible for the handling of RTTI messages shall follow the common IMS security specification TS 33.203 [207] to protect against malicious UE that try to bypass the P-CSCF.

	Next Modified Section


5.3
IMS Online Charging Scenarios

5.3.1
Basic Principles

IMS online charging uses the Credit Control application that is specified in TS 32.299 [50].

Three cases for online charging are distinguished:

(
Immediate Event Charging (IEC); and

(
event charging with unit reservation (ECUR), and

· Session Charging with Unit Reservation (SCUR)

Both stage 2 and stage 3 mechanisms for the three cases for online charging are detailed in TS 32.299 [50].

In the case of Immediate Event Charging (IEC), granting units to the IMS network element is performed in a single operation that also includes the deduction of the corresponding monetary units from the subscriber's account. The charging process is controlled by the corresponding credit control request which is sent for a given credit control event.

In contrast, Event Charging with Unit Reservation (ECUR) also includes the process of requesting, reserving, releasing and returning unused units for events. The deduction of the corresponding monetary units then occurs upon conclusion of the ECUR transaction. In this case, the credit control request is used to control the credit control session. 

Session Charging with Unit Reservation (SCUR) is used for credit control of sessions. SCUR also includes the process of requesting, reserving, releasing and returning unused units for sessions, and the deduction of the corresponding monetary units. During a SIP session there can be repeated execution of unit reservation and debit operations as specified in TS 32.299 [50].

The IMS network element may apply IEC, where CCR event messages are generated, or ECUR, using CCR Initial, and Termination or SCUR. The decision whether to apply IEC, ECUR or SCUR is based on the service and/or operator's policy.

The CTF uses CCR Initial, Update, Terminate in procedures related to successful SIP sessions. It uses CCR events for unsuccessful SIP sessions and for session unrelated procedures. Further details are specified in the tables below.

It is operator configurable in the nodes for which SIP method a Credit Control Request is sent. The table below describes all possible CCRs that might be sent from an IMS GWF or an MRFC or an application server. 

It is configurable for the operators to enable or disable the generation of a CCR message by the IMS node in response to a particular "triggering SIP method".
Table 5.3.1.1: Credit Control Request messages triggered by SIP Methods for IMS-GWF or AS
	Diameter message
	Triggering SIP Method

	CCR [Initial]
	SIP INVITE (SCUR)

	
	SIP NOTIFY (ECUR)

	
	SIP MESSAGE (ECUR)

	
	SIP REGISTER (ECUR)

	
	SIP SUBSCRIBE (ECUR)

	
	SIP REFER (ECUR)

	
	SIP PUBLISH (ECUR)

	CCR [Update]
	SIP 200 OK acknowledging a SIP INVITE, RE-INVITE or SIP UPDATE [e.g. change in media components] (SCUR)

	
	RE-INVITE or SIP UPDATE [e.g. change in media components] (SCUR)

	
	Expiration of quota, Validity time expiry or other authorization triggers (quota threshold reached, …). (SCUR)

	
	Any SIP message (except those triggering a CCR INITIAL or those not covered by the above triggers for CCR UPDATE) conveying a SDP offer or its associated SDP answer before SIP session establishment (SCUR)

	
	SIP 1xx provisional response, mid-dialog requests, mid-dialog responses and SIP INFO embedding RTTI XML body

	
	SIP Response (4xx, 5xx or 6xx), indicating an unsuccessful SIP RE-INVITE or SIP UPDATE (SCUR)

	CCR [Terminate]
	SIP BYE message (both normal and abnormal session termination cases) (SCUR)

	
	SIP 200 OK acknowledging non-session related SIP messages (ECUR)

	
	Aborting a SIP session set-up procedure, using an internal trigger, or a SIP CANCEL.(SCUR/ECUR)

	
	Deregistration (see NOTE) (SCUR/ECUR)

	
	SIP Final Response 2xx (including 202 response to REFER, except SIP 200 OK) (ECUR)

	
	SIP Final/Redirection Response 3xx (SCUR/ECUR)

	
	SIP Final Response (4xx, 5xx or 6xx), indicating an unsuccessful SIP session set-up procedure (SCUR)

	
	SIP Final Response (4xx, 5xx or 6xx), indicating an unsuccessful session-unrelated procedure (ECUR)

	CCR [Event]
	SIP NOTIFY (IEC)

	
	SIP MESSAGE (IEC)

	
	SIP REGISTER (IEC)

	
	SIP SUBSCRIBE (IEC)

	
	SIP REFER (IEC)

	
	SIP PUBLISH (IEC)

	
	SIP Final Response (4xx, 5xx or 6xx), indicating an unsuccessful session-unrelated procedure (IEC)

	NOTE 1:
SIP SUBSCRIBE with the field "Expires" set to 0 means unsubscribe. SIP REGISTER with its "Expires" header field or "Expires" parameter equal to 0 or local deregistration due to expiry means Deregistration (see 3GPP TS 24.229 [204]).
NOTE 2:
For the SIP AS, these triggers are service specific.



Table 5.3.1.2: Credit Control Request messages triggered by SIP Methods for MRFC

	Diameter message
	Triggering SIP Method

	CCR [Initial]
	SIP INVITE(SCUR) for initiating a multimedia ad hoc conferencing session

	CCR [Update]
	SIP RE-INVITE or SIP UPDATE[e.g. change in media components](SCUR)

	
	SIP BYE message

	
	Expiration of AVP[Acct-Interim-Interval](SCUR)

	CCR [Terminate]
	SIP BYE message(both normal and abnormal session termination cases)(SCUR)

	
	SIP Final Response with error codes 4xx, 5xx or 6xx indicating termination of an ongoing session(SCUR)

	
	SIP CANCEL(SCUR)

	CCR [Event]
	SIP Final/Redirection Response 3xx

	
	SIP Final Response with error codes 4xx, 5xx or 6xx indicating termination of an ongoing session(IEC)

	
	SIP CANCEL, indicating abortion of a SIP session set-up

	
	SIP REFER(IEC)

	
	SIP SUBSCRIBE(IEC)


NOTE:
To the extent possible alignment with the IETF RFC 4006 [402] is planned.
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5.3.2.2.1.3.1
Session Related Procedures (SCUR).

Scenario 1: Successful Session Establishment 

The following figure shows the Diameter credit control transactions that are required in the IMS-GWF/AS during a SIP session establishment. 
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1) An initial SIP Invite Request is received in the S-CSCF. This request is forwarded to the IMS-GWF/AS.

2) The IMS-GWF/AS sends a Reserve Unit Request (CC-Request-Type =INITIAL_REQUEST) to the OCS requesting service units. The online credit control session is initiated. 

3) The OCS grants units in the Reserve Unit Response.

4) The IMS-GWF/AS and S-CSCF forward the initial INVITE.

5) A final response is received in the IMS-GWF/AS.

6) If the trigger is active, the 200 OK answer triggers a Reserve Unit Request (CC-Request-Type =UPDATE_REQUEST) in the IMS-GWF/AS in order to update the credit control session. New service units are requested. Also the used service units (if any) are reported.

7) The OCS sends the Reserve Unit Response to acknowledge the Reserve Unit Request. New service units are granted.

8) The final answer is forwarded.

Figure 5.3.2.2.1.3.1-1: Message Sequence Chart for Successful Session Establishment 

Scenario 2 : Successful Session Establishment with Early Media Negotiation

The following figure shows the Diameter transactions that are required in the IMS-GWF/AS during a SIP session establishment in which SDP negotiation is completed before a final response to the initial INVITE is exchanged. 
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1) An initial SDP offer is conveyed in a SIP INVITE message. The SIP INVITE message received in the S-CSCF is forwarded to the IMS-GWF/AS.

2) In this example, the SDP offer is conveyed in a SIP request which implies the start of the online session towards the OCS. The IMS-GWF/AS sends a Reserve Unit Request (CC-Request-Type =INITIAL_REQUEST) to the OCS requesting service units. The online credit control session is initiated.

3) The OCS grants units in the Reserve Unit Response.

4) The IMS-GWF/AS and S-CSCF forward the SIP Request conveying the SDP offer.

5) A non-final SIP message (e.g. a  provisional reliable response) conveying an SDP answer is received in the IMS-GWF/AS.

6) The received SDP answer triggers a Reserve Unit Request (CC-Request-Type =UPDATE_REQUEST) in order to update the credit control session. New service units are requested. Also the used service units (if any) are reported.

7) The OCS sends the Reserve Unit Response to acknowledge the Reserve Unit Request. New service units are granted.

8) The SDP answer is forwarded.

Figure 5.3.2.2.1.3.1-2 : Message Sequence Chart for Session Establishment with Early Media Negotiation

Scenario 3 : Mid-Session Procedures

The figure shows the Diameter transactions that are required in the IMS-GWF/AS when receiving a SIP Re-iNVITE in mid-session, e.g. in order to modify media component(s), or when the hold and resume procedure is executed.
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1) A SIP RE-INVITE request is received in the S-CSCF. This request is forwarded to the IMS-GWF/AS.

2) Upon receiving the SIP RE-INVITE request, the IMS-GWF/AS sends a Reserve Unit Request (CC-Request-Type = UPDATE_REQUEST) to update the previously initiated credit control session. New service units are requested. The used service units (if any) are also reported.

3) The OCS grants new service units in the Reserve Unit Response. 

4) The RE-INVITE request is forwarded.

5) The RE-INVITE request is acknowledged with a 200 OK.

6) If the trigger is active, the IMS-GWF/AS sends a Reserve Unit Request (CC-Request-Type =UPDATE_REQUEST) to the OCS to update the credit control session. New service units are requested. The used service units (if any) are also reported.

7) The OCS grants new service units in the Reserve Unit Response.

8) The 200 OK  message is forwarded.

Figure 5.3.2.2.1.3.1-3 : Message Sequence Chart for Mid-Session Procedures

Scenario 4: Session Release

The following figure shows the Diameter transactions that are required in the IMS-GWF/AS for a session release scenario.
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1) A SIP session is released by sending a SIP BYE message. The S-CSCF forwards this message to the IMS-GWF/AS.

2) Upon receiving the BYE message, the IMS-GWF/AS forwards the SIP BYE request to the UE.

3) In case there is an ongoing online control session, the IMS-GWF/AS sends a Reserve Unit Request (CC-Request-Type =TERMINATION_REQUEST) reporting the used granted units. 

4) The OCS sends a Reserve Unit Response. The online credit control session is terminated.

5) The final answer to the Bye message is forwarded.

Figure 5.3.2.2.1.3.1-4 : Message Sequence Chart for Session Release.

Scenario 5: Successful Session Establishment with reception of RTTI message
The following figure shows the Diameter credit control transactions that are required in the IMS-GWF/AS during a SIP session establishment when RTTI message is received embedded in the SIP 200 OK. 
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1) An initial SIP Invite Request is received in the S-CSCF. This request is forwarded to the IMS-GWF/AS.

2) The IMS-GWF/AS sends a Reserve Unit Request (CC-Request-Type =INITIAL_REQUEST) to the OCS requesting service units. The online credit control session is initiated. 

3) The OCS grants units in the Reserve Unit Response.

4) The IMS-GWF/AS and S-CSCF forward the initial INVITE.

5) A final response is received in the IMS-GWF/AS, which embeds a RTTI XML body.

6) If the trigger is active, the 200 OK answer triggers a Reserve Unit Request (CC-Request-Type =UPDATE_REQUEST) in the IMS-GWF/AS in order to update the credit control session and take into account the RTTI XML body within the SIP 200 OK (see NOTE). New service units are requested. Also the used service units (if any) are reported.

7) The OCS sends the Reserve Unit Response to acknowledge the Reserve Unit Request. New service units are granted.

8) The final answer is forwarded.

NOTE: The mapping of RTTI XML body on Tariff Information structure is described in TS 32.280 [36].
Figure 5.3.2.2.1.3.1-5: Message Sequence Chart for Successful Session Establishment with reception of RTTI message
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6.3.3
Detailed Message Format for online charging

The following table specifies per Operation type the charging data that are sent by each of the IMS network elements for:
· IMS session and IMS event (I/U/T/E)

· IMS-GWF, AS
· IMS session only (I/U/T)
· MRFC

The Operation types are listed in the following order: I (initial)/U (update)/T (terminate)/E (event). Therefore, when all Operation types are possible it is marked as IUTE. If only some Operation types are allowed for a node, only the appropriate letters are used (i.e. IUT or E) as indicated in the table heading. The omission of an Operation type for a particular field is marked with "-" (i.e. IU-E). Also, when an entire filed is not allowed in a node the entire cell is marked as "-".

Note that not for all structured fields the individual field members are listed in the table. Detailed descriptions of the fields are provided in TS 32.299 [50].

Table 6.3.3.1 illustrates the basic structure of the supported fields in the Debit and Reserve Units Request for IMS online charging.

Table 6.3.3.1: Supported fields in Debit and Reserve Units Request Message

	Field
	Node Type
	IMS-GWF
	MRFC
	AS

	
	Supported 

Operation Types
	I/U/T/E
	I/U/T
	I/U/T/E

	Session Identifier
	IUTE
	IUT
	IUTE

	Originator Host
	IUTE
	IUT
	IUTE

	Originator Domain
	IUTE
	IUT
	IUTE

	Destination Domain
	IUTE
	IUT
	IUTE

	Operation Identifier
	IUTE
	IUT
	IUTE

	Operation Token
	IUTE
	IUT
	IUTE

	Operation Type
	IUTE
	IUT
	IUTE

	Operation Number
	IUTE
	IUT
	IUTE

	Destination Host
	IUTE
	IUT
	IUTE

	User Name
	IUTE
	IUT
	IUTE

	Origination State
	IUTE
	IUT
	IUTE

	Origination Timestamp
	IUTE
	IUT
	IUTE

	Subscriber Identifier
	IUTE
	IUT
	IUTE

	Termination Cause
	—T-
	—T
	—T-

	Requested Action
	IUTE
	IUT
	IUTE

	Multiple Operation
	IU-E
	IU-
	IU-E

	Multiple Unit Operation
	IU-E
	IU-
	IU-E

	
Service Units Requested
	IU-E
	IU-
	IU-E

	
Action Requested
	---E
	-
	---E

	
Service Units Used
	-UT-
	-UT
	-UT-

	Subscriber Equipment Number
	IUTE
	IUT
	IUTE

	Proxy Information
	IUTE
	IUT
	IUTE

	Route Information
	IUTE
	IUT
	IUTE

	Extended Information
	IUTE
	IUT
	IUTE

	Service Information with PS and IMS Information

	Event Type
	IUTE
	IUT
	IUTE

	Role Of Node
	IUTE
	IUT
	IUTE

	Node Functionality
	IUTE
	IUT
	IUTE

	User Session Id
	IUTE
	IUT
	IUTE

	Calling Party Address
	IUTE
	IUT
	IUTE

	Called Party Address
	IUTE
	IUT
	IUTE

	Number Portability routing information
	I--E
	-
	I--E

	Carrier Select routing information
	I--E
	-
	I--E

	Requested Party Address
	I--E
	I--
	I--E

	Called Asserted Identity
	-UTE
	-UT
	-UTE

	Associated URI
	--TE
	-
	-

	Application Server Information
	IUTE
	IUT
	-

	Inter Operator Identifier
	IUTE
	IUT
	IUTE

	IMS Charging Identifier
	IUTE
	IUT
	IUTE

	SDP Session Description
	IU--
	IU-
	IU--

	SDP Media Component
	IU--
	IU-
	IU--

	GGSN Address
	IU--
	IU-
	IU--

	Served Party
	-
	-
	-

	Server Capabilities
	-
	-
	-

	Trunk Group ID
	-
	-
	-

	Bearer Service
	-
	-
	-

	Service Id
	-
	IUT
	-

	Service Specific Info
	-
	-
	-

	Messages Bodies
	IUTE
	-
	IUTE

	Cause Code
	--TE
	--T
	--TE

	Access Network Information
	IUTE
	IUT
	IUTE

	IMS Communication Service ID
	I--E
	-
	I--E

	Tariff Information
	-UT-
	-
	-UT-


Table 6.3.3.2 illustrates the basic structure of the supported fields in the Debit and Reserve Units Response for IMS online charging.

Table 6.3.3.2: Supported fields in Debit and Reserve Units Response Message

	Field
	Node Type
	IMS-GWF
	MRFC
	AS

	
	Supported 

Operation Types
	I/U/T/E
	I/U/T
	I/U/T/E

	Session Identifier
	IUTE
	IUT
	IUTE

	Operation Result
	IUTE
	IUT
	IUTE

	Originator Host
	IUTE
	IUT
	IUTE

	Originator Domain
	IUTE
	IUT
	IUTE

	Operation Identifier
	IUTE
	IUT
	IUTE

	Operation Type
	IUTE
	IUT
	IUTE

	Operation Number
	IUTE
	IUT
	IUTE

	Operation Failover
	IUTE
	IUT
	IUTE

	Multiple Unit Operation
	IUTE
	IUT
	IUTE

	Operation Failure Action
	-
	-
	-

	Redirection Host
	-
	-
	-

	Redirection Host Usage
	-
	-
	-

	Redirection Cache Time
	-
	-
	-

	Proxy Information
	-
	-
	-

	Route Information
	-
	-
	-

	Failed parameter
	-
	-
	-

	Extended Information
	IUTE
	IUT
	IUTE
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