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1. Background
The MME overload control function and the CS Fall Back (CSFB) feature were newly introduced to EPC in Rel8, and the specification work has been completed. However, it is identified MME overload control function has a negative side effect to Mobile Terminated Emergency Calls, based on our analysis.
This paper addresses the issue of CSFB for Mobile Terminated Emergency Calls when the MME overload control function is activated. 
The issue has to be improved in Rel9 time frame, due to Japanese Regulatory Requirements and for operators that implement CSFB in above circumstances.
2. Discussion
Problem Statement
The MME overload control function was newly introduced to EPC in Release 8.The Overload Start Procedure in TS36.413 [3] and TS23.401 [4] specifies that the eNodeB shall “reject” any RRC connection establishment requests for non-Emergency Calls when the Overload Action IE is received from the MME.
According to our analysis based on (clause 4.3.7.4) TS23.401, once the MME faces an overload situation, the MME can indicate to the eNodeB(s) to “reject” any RRC connection requests with the Establishment Cause taking into account, i.e. “reject” RRC connection request if the Establishment Cause is set to a value other than  “emergency”.

In this situation, RRC connection requests for Mobile Terminated Emergency Calls are subject to “rejection” by the eNodeB since the Establishment Cause in the RRC connection request message is set to ‘mt-Access’. 
Figure1 illustrates the problematic scenario. 
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Figure 1: Problem case where paging response gets dropped at eNodeB.
According to the Japanese Regulations for Enforcement of the Telecommunications Business Law [1] and [2], all emergency communications shall be treated with the highest priority and shall never be blocked by the network.
This requirement also applies to Mobile Terminated Emergency Calls where the PSAP (Public Safety Answering Point) makes a call to a UE. Thus, the current MME overload control function does not meet the Regulatory Requirement and it needs to be fixed in Rel9.
Expected Work Load
The expected SA2 work load will be around 1 slot in a meeting and the related specification works in the RAN3 WG which also will take around 1 slot, i.e., this improvement can be well achieved within Rel9 schedule.

3. Proposal
In order to fix the above mentioned problem and comply with the Regional Requirements, supporting companies ask SA Plenary:
· To endorse that the standardisation works shall take place to solve this issue as a part of Rel9 (TEI-9)

· To provide guidance to SA2 to treat this issue urgently in the next meeting, i.e., October Electric Meeting.
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Appendix:
UTRAN Overload Control Function in TS25.413

8.25
Overload Control

8.25.1
General

This procedure is defined to give some degree of signalling flow control. At the UTRAN side, "Processor Overload" and "Overload in the Capability to Send Signalling Messages to the UE" are catered for, and at the CN side, "Processor Overload" is catered for. The procedure uses connectionless signalling.

The philosophy used is to stem the traffic at source with known effect on the service. The algorithm used is:

At the CN side:

-
If TigOC is not running and an OVERLOAD message or "Signalling Point Congested" information is received, the traffic should be reduced by one step. It is also possible, optionally, to indicate the number of steps to reduce the traffic within the Number of Steps IE. At the same time, timers TigOC and TinTC should be started.

-
During TigOC all received OVERLOAD messages or "Signalling Point Congested" information should be ignored.

-
This step by step reduction of traffic should be continued until maximum reduction is obtained by arriving at the last step.

-
If TinTC expires, the traffic should be increased by one step and TinTC should be re-started unless the number of steps by which the traffic is reduced is back to zero.

At the UTRAN side:

-
If TigOR is not running and an OVERLOAD message or "Signalling Point Congested" information is received, the traffic should be reduced by one step. It is also possible, optionally, to indicate the number of steps to reduce the traffic within the Number of Steps IE. At the same time, timers TigOR and TinTR should be started.

-
During TigOR all received OVERLOAD messages or "Signalling Point Congested" information should be ignored.

-
This step-by-step reduction of traffic should be continued until maximum reduction is obtained by arriving at the last step.

-
If TinTR expires, the traffic should be increased by one step and TinTR should be re-started unless the number of steps by which the traffic is reduced is back to zero.

The number of steps and the method for reducing the load are implementation-specific.
There may be other traffic control mechanisms from O&M activities occurring simultaneously.

8.25.3.1
Overload at the CN
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Figure 27: Overload at the CN. Successful operation.

The CN should indicate to the RNC that it is in a congested state by sending an OVERLOAD message. The CN Domain Indicator IE may be included, if the CN can determine the domain suffering from the signalling traffic overload. A specific CN node shall send this message only towards those RNCs from which it can receive the INITIAL UE MESSAGE message.

Reception of the message by the UTRAN should cause reduction of signalling traffic towards the CN. If the CN Domain Indicator IE is included in the OVERLOAD message, and the Global CN-ID IE is not, the RNC should apply signalling traffic reduction mechanisms towards the indicated domain.
















































































































The page response signals is treated as the ‘mt-Access’ and to be dropped at eNodeB.
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