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<< Modified Clause >>
9.5.3.4
PLMN operator class

When the user of the UE subscribes to the " PLMN operator Class" the CS-MT-LR/PS-MT-LR or NI-LR/PS-NI-LR positioning is allowed in the following cases:
Allow positioning by specific types of client within or associated with the VPLMN, with the following types of client identified:

*
clients providing a location related broadcast service;

*
O&M client in the HPLMN (when the UE is currently being served by the HPLMN);

*
O&M client in the VPLMN;

*
clients recording anonymous location information without any UE identifier;

*
clients enhancing or supporting any supplementary service, IN service, bearer service or teleservice subscribed to by the target UE subscriber.

If the UE subscribes to the PLMN class, an NI-LR/PS-NI-LR or CS-MT-LR/PS-MT-LR shall be allowed if the client within the VPLMN, for an NI-LR/PS-NI-LR, or the client identified by the GMLC, for an CS-MT-LR/PS-MT-LR, either matches a generic type of client contained in the UE's SLPP or is otherwise authorized by local regulatory requirements to locate the UE. If H-GMLC/PPR knows that the serving node supports LCS capability set 4 or later, then H-GMLC/PPR will send the indicators for call/session unrelated class, which indicates 'location allowed without notification'. If H-GMLC/PPR is notified that the serving node does not support the LCS capability set 4 or later, then it will not send any indicator.
<< Next Modified Clause >>
9.5.4
Indicator of privacy check related action

When the client type indicates value added service and the serving node supports LCS capability set 4 or later, H-GMLC/PPR shall select indicators for privacy check related action and the indicators shall be included in the Provide_Subscriber_Location request towards the serving node. The indication is sent to the serving node directly from the H-GMLC or via V-GMLC. There shall be an indicator for the call/session unrelated. Another indicator for the call/session related is optional and it shall be sent only if call/session related identity, i.e. the number dialled by UE or APN-NI, is sent to the serving node.

The possible values of the indicator of privacy check related action for call/session unrelated case shall be:

-
Location allowed without notification

-
Location allowed with notification

-
Location with notification and privacy verification; location allowed if no response

-
Location with notification and privacy verification; location restricted if no response

-
Location not allowed (only applicable when the indicator for call/session related case is sent, or the POI is included in the provide subscriber location request)

The possible values of the indicator of privacy check related action for call/session related case shall be:

-
Location allowed without notification

-
Location allowed with notification

-
Location with notification and privacy verification; location allowed if no response

-
Location with notification and privacy verification; location restricted if no response

If both indicators are sent but indicating different actions and the call/session related criteria met in the serving node then an action according to the indicator with the looser action according to the definition in Annex A shall be chosen as shown in Annex A.3.

If the UE subscribes service types, then the result of the service type checking may be included in any of the privacy check indicators, as it is described in annex A.3.
If the UE subscribes either to PLMN class or to the universal class, H-GMLC/PPR sends the indicator for call/session unrelated class with the value of "Location allowed without notification".
<< Next Modified Clause >>
10.5.1
LCS capability set

The following LCS capabilities are identified in the current version of this specification. The HLR/HSS is notified the LCS capability of the serving node by an indication, which indicates all the LCS the serving node supports, from the serving node during location update procedure.

-
LCS capability set 1:
R98 and R99 LCS (pre-Rel'4 LCS)

-
LCS capability set 2:
Rel'4 LCS

-
LCS capability set 3:
Rel'5 LCS

-
LCS capability set 4:
Rel'6 LCS
-
LCS capability set 5:
Rel'7 or later LCS
NOTE:
the concept of LCS capability set is introduced in Rel4 so that R98 and R99 serving nodes do not notify HLR/HSS this parameter. Therefore, even if this parameter is absent the serving node may support at most LCS capability set 1.

The serving node, which notified the HLR/HSS that it supports LCS capability set 2, shall be able to handle the extended LCS Client list and LCS Client List for call-related class from the HLR/HSS.
The serving node, which notified the HLR/HSS that it supports LCS capability set 3, shall support the following capabilities:

-
capability to perform the service type privacy check.

-
capability to send the codeword to target UE for notification/verification.

-
capability to send the requestor ID to target UE for notification/verification.

The serving node, which notified the HLR/HSS that it supports LCS capability set 4, shall support the following capability:

· capability to perform the privacy related action (i.e. checking the on-going call/session and/or notification/verification procedures) which is requested by H-GMLC.
The serving node, which notified the HLR/HSS that it supports LCS capability set 5, shall support the following capability:

- 
capability to perform the privacy related action (i.e. checking the on-going call/session and/or notification/verification procedures) for notification based on current location which is requested by H-GMLC.
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