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[bookmark: _Toc106028387]** First Change **
[bookmark: _Toc146206944]6.2.3.2.3	PDU session modification
The IRI-POI in the SMF shall generate an xIRI containing an SMFPDUSessionModification record when the IRI-POI present in the SMF detects that a single-access PDU session has been modified for the target UE. The IRI-POI present in the SMF shall generate the xIRI for the following events:
-	For a non-roaming scenario, the SMF (or for a roaming scenario, V-SMF in the VPLMN), receives the N1 NAS message (via AMF) PDU SESSION MODIFICATION COMPLETE from the UE and the 5GSM state within the SMF is returned to PDU SESSION ACTIVE (see TS 24.501 [13], clauses 6.1.3.3, 6.3.2 and 6.4.2). This applies to the following two cases:
-	UE initiated PDU session modification (see TS 23.502 [4], clause 4.3.3.2).
-	Network initiated PDU session modification (see TS 23.502 [4], clause 4.3.3.2).
-	For a non-roaming scenario, the SMF (or for a roaming scenario, V-SMF in the VPLMN), sends the N1 NAS message (via AMF) PDU SESSION ESTABLISHMENT ACCEPT to the UE and the 5GSM state within the SMF remains in the PDU SESSION ACTIVE (see TS 24.501 [13], clause 6.1.3.3 and 6.4.1). This applies to the following case:
-	Handover from one access type to another access type happens ((e.g. 3GPP to non-3GPP); see TS 23.502 [4], clauses 4.9.2.1 and 4.9.2.2).
-	For a non-roaming scenario, the SMF (or for a roaming scenario, V-SMF in the VPLMN), sends the Nsmf_PDUSession_UpdateSMContext response to the AMF when the PDU session modified or SM context is changed. In this case, the Nsmf_PDUSession_UpdateSMContext response may not have an embedded NAS message. This applies to the following case: 
-	Handover scenarios (5G to 5G, see TS 23.502 [4] clauses 4.9.1.2 and 4.9.1.3). 
-	For a non-roaming scenario, the SMF (or for a roaming scenario, V-SMF in the VPLMN) receives the N4: PFCP Session Establishment Response when a PFCP session is established on a new UPF (or V-UPF in a roaming case) within the existing SM Context without a following Nsmf_PDUSession_Update_Context message being sent to the AMF. This applies to the following case: 
-	Handover scenarios (5G to 5G, see TS 23.502 [4] clauses 4.9.1.2 and 4.9.1.3). 
-	For a non-roaming scenario, the SMF (or for a roaming scenario, V-SMF in the VPLMN) receives the N4: PFCP Session Modification Response when a new tunnel Identifier (local or remote) is added to the PDU session or removed from the PDU session without a following Nsmf_PDUSession_Update_Context message being sent to the AMF. This applies to the following case: 
-	Handover scenarios (5G to 5G, see TS 23.502 [4] clauses 4.9.1.2 and 4.9.1.3). 
-	For a non-roaming scenario, the SMF (or for a roaming scenario, V-SMF in the VPLMN) receives the N4: PFCP Session Deletion Response when a PFCP session is deleted from an SM Context that remains active. This applies to the following case: 
-	 Handover scenarios (5G to 5G, see TS 23.502 [4] clauses 4.9.1.2 and 4.9.1.3). 
-	For a home-routed roaming scenario, the SMF in the HPLMN (i.e. H-SMF) receives the N16: Nsmf_PDU_Session_Update Response message with n1SmInfoFromUe IE containing the PDU SESSION MODIFICATION COMPLETE (see TS 29.502 [16], clauses 5.2.1, 5.2.2.8, 5.2.3, and 6.1.6.4). This applies to the following three cases:
-	UE initiated PDU session modification (see TS 23.502 [4], clause 4.3.3.3).
-	Network (VPLMN) initiated PDU session modification (see TS 23.502 [4], clause 4.3.3.3).
-	Network (HPLMN) initiated PDU session modification (see TS 23.502 [4], clause 4.3.3.3).
-	For a home-routed roaming scenario, the SMF in the HPLMN (i.e. H-SMF) sends the N16: Nsmf_PDU_Session_Create Response message with n1SmInfoToUe IE containing the PDU SESSION ESTABLISHMENT ACCEPT (see TS 29.502 [16], clauses 5.2.1, 5.2.2.8, 5.2.3, and 6.1.6.4) while it had received a N16 Nsmf_PDU_Session_Create Request message with an existing PDU Session Id with access type being changed. This applies to the following case:
-	Handover from one access type to another access type happens ((e.g. 3GPP to non-3GPP); see TS 23.502 [4], clauses 4.9.2.3 and 4.9.2.4) where the V-SMF is used for the PDU session on the new access type only.
-	For a home-routed roaming scenario, the SMF in the HPLMN (i.e. H-SMF) sends the N16: Nsmf_PDU_Session_Update Response message with n1SmInfoToUe IE containing the PDU SESSION ESTABLISHMENT ACCEPT (see TS 29.502 [16]) while it had received a N16 Nsmf_PDU_Session_Update Request message with an existing PDU Session Id with access type being changed. This applies to the following case:
-	Handover from one access type to another access type happens (e.g. 3GPP to non-3GPP) where the same V-SMF is used for the PDU session on both access types.
-	For a non-roaming scenario, SMF sends a Nsmf_EventExposure_Notify request to the NEF or AF for the target UE for the event "UP Path Change" related to a corresponding subscription from AF (see TS 29.508 [90] clause 4.2.2).
-	For a non-roaming scenario, SMF sends a Nsmf_EventExposure_AppRelocationInfo response to the NEF or AF for the target UE in response to Nsmf_EventExposure_AppRelocationInfo request sent by NEF or AF to SMF (see TS 29.508 [90] clause 4.2.5).
-	For a non-roaming scenario, SMF receives a Nnef_PFDManagement_Fetch response from the NEF for the target UE in response to Nnef_PFDManagement_Fetch request sent by SMF to NEF (see TS 29.551 [96] clause 4.2.2).
If the Npcf_SMPolicyControlUpdateNotify response  sent to the PCF for the target UE in response to an Npcf_SMPolicyControlUpdateNotify request includes PCC rules in which the traffic control policy data contains either a routeToLocs IE or trafficSteeringPolIdDl IE and/or trafficSteeringPolIdUl IE, then the SMF shall include those PCC rules in the xIRI. These PCC rules correspond to policies that influence the target UE’s traffic flows (see TS 29.513 [88] clause 5.5.3).
Table 6.2.3-2: Payload for SMFPDUSessionModification record
	Field name
	Description
	M/C/O

	sUPI
	SUPI associated with the PDU session (e.g. as provided by the AMF in the associated Nsmf_PDU_Session_CreateSMContext service operation). Shall be present except for PEI-only unauthenticated emergency sessions.
	C

	sUPIUnauthenticated
	Shall be present if a SUPI is present in the message and set to “true” if the SUPI was not authenticated, or “false” if it has been authenticated.
	C

	pEI
	PEI associated with the PDU session if available.
	C

	gPSI
	GPSI associated with the PDU session if available.
	C

	sNSSAI
	Slice identifier associated with the PDU session, if available. See TS 23.003 [19] clause 28.4.2 and TS 23.501 [2] clause 5.15.2.
	C

	non3GPPAccessEndpoint
	UE's local IP address used to reach the N3IWF, TNGF or TWIF, if available. IP addresses are given as 4 octets (for IPv4) or 16 octets (for IPv6) with the most significant octet first (network byte order).
	C

	location
	Location information provided by the AMF or present in the context at the SMF, if available.
	C

	requestType
	Type of request as described in TS 24.501 [13] clause 9.11.3.47 if available.
	C

	accessType
	Access type associated with the session (i.e. 3GPP or non-3GPP access) if provided by the AMF (see TS 24.501 [13] clause 9.11.2.1A).
	C

	rATType
	RAT type associated with the access, if available. Values given as per TS 29.571 [17] clause 5.4.3.2.
	C

	pDUSessionID
	PDU Session ID See TS 24.501 [13] clause 9.4. This parameter is conditional only for backwards compatibility.
	C

	ePS5GSComboInfo
	Provides detailed information about PDN Connections associated with the reported PDU Session. Shall be included when the AMF has selected a SMF+PGW-C to serve the PDU session. This parameter may include the additional IEs in Table 6.2.3-1A, when available.
	C

	uEEndpoint
	UE IP address(es) assigned to the PDU Session if available (See TS 29.244 [15] clause 5.21).
	C

	servingNetwork
	Shall be present if this IE is in the SMContextUpdateData, HsmfUpdateData or message sent to the SMF or the PDU Session Context or SM Context at the SMF (see TS 29.502 [16] clauses 6.1.6.2.3, 6.1.6.2.11 and 6.1.6.2.39).
	C

	handoverState
	Indicates whether the PDU Session Modification being reported was due to a handover. Shall be present if this IE is in the SMContextUpdatedData or sent by the SMF (see TS 29.502 [16] clause 6.1.6.2.3).
	C

	gTPTunnelInfo
	Contains the information for the User Plane GTP Tunnels for the PDU Session (see TS 29.502 [16] clauses 6.1.6.2.2, 6.1.6.2.9 and 6.1.6.2.39). See Table 6.2.3-1B.
	M

	pCCRules
	Set of PCC rules related to traffic influence. Each PCC rule influences the routing of a given traffic flow. If several flows are concerned, then several PCC rules shall be handled by the SMF. Traffic influence policies are orginated by an AF. PCF translates these rules into PCC rules for traffic influence, if available. The payload of a PCC rule for traffic influence is defined in Table 6.2.3-1E.
	C

	ePSPDNConnectionModification
	Provides details about PDN Connections when the SMFPDUSessionModification xIRI message is used to report PDN Connection Modification. See Table 6.3.3-8 and clause 6.3.3.2.3.
	C

	uPPathChange
	Notification of the UPPathChange event. This IE is defined in TS 29.508 [90], if available, Table 5.6.2.5-1.
	C

	pFDDataForApp
	Represents the packet flow descriptions (PFDs) for an application identifier (AppId), if available. This IE is defined in TS 29.551 [96], Table 5.6.2.2-1.
	C


[bookmark: _Hlk107930735]
Table 6.2.3-2A: Payload of UPPathChange
	Field name
	Description
	M/C/O

	sourceDNAI
	Source DNAI, if the DNAI has changed. DNAI represents the location of applications towards which the traffic routing should apply, if available. 
	C 

	targetDNAI
	Target DNAI if the DNAI has changed. 
	C

	dNAIChangeType
	Type of a DNAI change. Possible values are “early”, “late” and “earlyAndLate” notification of UP path reconfiguration, if available. 
	C

	sourceUEIPAddress
	The IPv4 Address of the served UE for the source DNAI, if available. 
	C

	targetUEIPAddress
	The IPv4 Address of the served UE for the target DNAI, if available.
	C

	sourceTrafficRouting
	N6 traffic routing information for the source DNAI, if available.
	C

	targetTrafficRouting
	N6 traffic routing information for the target DNAI, if available.
	C

	mACAddress
	The MAC address of the served UE, if available.
	C



Table 6.2.3-2B: Payload of PFDDataForApp
	Field name
	Description
	M/C/O

	appId
	Identifier of an application.
	M 

	pFDs
	PFDs for an application identifier, if available. PFD is defined in TS 29.551 [96], Table 5.6.2.5-1.
	C



Table 6.2.3-2C: Payload of PFD
	Field name
	Description
	M/C/O

	pFDId
	PFD identifier.
	M 

	pFDflowDescription
	Represents a set of 3-tuple with protocol, server IP address and server port for UL/DL application traffic, if available.
	C

	uRLs
	Represents a set of URL, if available.
	C

	domainNames
	Represents a set of FQDN, if available.
	C

	dnProtocol
	Indicates the additional protocol and protocol field for domain names to be matched, if available. This IE is defined in 29.122 [63], Table 5.14.2.2.4-1.
	C




** End of all Changes **

