TSG SA Meeting #SP-102	SP-231289
11 - 15 December 2023, Edinburgh, Scotland


3GPP TSG-SA WG6 Meeting #58	S6-234063
Chicago, USA, 13th – 17th November 2023	(revision of S6-233919)

Title:	LS on collaboration and alignment of 3GPP defined application enablers with GSMA Open Gateway  
[bookmark: OLE_LINK57][bookmark: OLE_LINK58]Response to:	
[bookmark: OLE_LINK59][bookmark: OLE_LINK60][bookmark: OLE_LINK61]Release:	Rel-18
Work Item:	

[bookmark: OLE_LINK12][bookmark: OLE_LINK13][bookmark: OLE_LINK14]Source:	3GPP TSG SA WG6
To:	3GPP TSG SA
[bookmark: OLE_LINK45][bookmark: OLE_LINK46]Cc:	

Contact person:	Basavaraj (Basu) Pattan (basavarajjp@samsung.com)

Send any reply LS to:	3GPP Liaisons Coordinator, mailto:3GPPLiaison@etsi.org

Attachments:	None.

1	Overall description
TSG SA WG6 (SA6) is making continuous efforts to align 3GPP defined EDGEAPP architecture with GSMA Operator Platform (OP) architecture and requirements. SA6 believes that such collaboration and alignment with GSMA has been extremely useful, and is keen to explore similar alignment with the GSMA Open Gateway initiative taking into consideration the SA6 Application Enablement standards such as CAPIF, SEAL services (including NSCE, ADAE, SEALDD), V2XAPP, UASAPP, 5GMARCH, and PINAPP. 

In this spirit, SA6 has agreed to the below proposed LS content to be sent to GSMA and would like to request SA to liaise with GSMA on behalf of SA6. 

2	Actions
To 3GPP TSG SA
ACTION: 	SA6 kindly asks SA to liaise the below proposed LS content with GSMA on behalf of SA6.
3	Dates of next TSG SA WG 6 meetings
SA6#59                 26th February – 1st March 2024 	Athens, Greece
SA6#60                 15th April – 19th April 2024 	TBC, China



==============================LS content to be sent to GSMA ========================

Title:	LS on collaboration and alignment of 3GPP defined application enablers with GSMA Open Gateway  
Response to:	
Release:	Rel-18
Work Item:	

Source:	3GPP TSG SA
To:	Open Gateway Steering Group
Cc:	GSMA OPG, OPAG

Contact person:	Basavaraj (Basu) Pattan (basavarajjp@samsung.com)

Send any reply LS to:	3GPP Liaisons Coordinator, mailto:3GPPLiaison@etsi.org

Attachments:	None.
1	Overall description
[image: ]3GPP SA6 specified Application Enablement standards including, service frameworks (CAPIF, EDGEAPP, SEAL services including NSCE, ADAE, SEALDD) and vertical application enabler architectures (V2XAPP, UASAPP, 5GMARCH, PINAPP), to enable various industry vertical applications over 3GPP networks. For a quick overview, you can refer to Application Enablement Standards in 3GPP, and 3GPP SA6 R18 – 5G Critical Communications and Application Enablement Standards. You may also find additional information on the 3GPP SA6 page.  

As shown in the above figure, SA6 defined Application Enablement layer serves as an application middleware, with capabilities which are reusable application components that can be used to develop Applications. 3GPP Application Enablement APIs are designed to hide the complexity of underlying the 5G core capabilities, and enable interactions between the Application Developers/Service Providers (ASPs) and the 3GPP Network Layer, across both user equipment (UE) and the core network.
3GPP SA6 is making continuous efforts to align 3GPP defined EDGEAPP architecture with GSMA Operator Platform (OP) architecture and requirements. These efforts have resulted in features such as Edge Node Sharing, Federation and Roaming in Rel-18 EDGEAPP work in 3GPP TS 23.558.
3GPP SA6 believes that such collaboration and alignment with GSMA is extremely useful, and is keen to explore similar alignment with the GSMA Open Gateway initiative taking into consideration the SA6 Application Enablement standards such as CAPIF, SEAL services (including NSCE, ADAE, SEALDD), V2XAPP, UASAPP, 5GMARCH, and PINAPP.
[image: ]
With reference to the above figure from GSMA Open Gateway architecture, 3GPP SA6 believes that application enablement standards and the related APIs (see the 3GPP Application Enablement APIs list in the Annex below) can bring additional value to the developer/operator ecosystem. 3GPP Application Enablement APIs can be viewed as aPaaS (Application Platform as a Service). They may be directly considered as transformation functions and/or third-party facing APIs and/or as Network/Cloud Capabilities, depending on the GSMA API requirements.
SA kindly asks GSMA to consider the above information and leverage SA6 Application Enablement work within the GSMA Open Gateway initiative.
2	Actions
To GSMA Open Gateway Steering Group
ACTION: 	SA kindly asks GSMA to consider the above information and provide feedback on leveraging SA6 Application Enablement work within the GSMA Open Gateway initiative.
3	Dates of next TSG SA meetings
SA#102                 11th February – 15th December 2023 	Edinburgh, GB
SA#103                 19th Mar – 22nd Mar 2024 	Maastricht, NL

4	Annex: 3GPP Application Enablement APIs list
	CAPIF 
(Common API Framework)
	SEAL 
(Service Enabler Architecture Layer)
	EDGEAPP 
(Enabling Edge Applications)

	  Discover Service
  Publish Service 
  Events 
  API Invoker Management 
  Security 
  Access Control Policy 
  Logging API Invocation 
  Auditing 
  AEF Authentication 
  API Provider Management 
  Routing Information
	· Network Resource Adaptation
· Network Resource Monitoring
· Network Slice Adaptation
· User Profile Retrieval
· Events
· Group Management
· Location Reporting
· Location Area Information Retrieval
· Key Information Retrieval
· VAL Service Data Retrieval
· VAL Service Area Configuration
· SEALDD Data Transmission
· SEALDD Context Relocation
· SEALDD Transmission Quality Measurement

	  EAS Registration 
  UE Location 
  UE Identifier 
  Application Client Information
  ACR Management Event
  Session with QoS 
  EEC Context Relocation
  EEL Managed ACR 
  ACR Status Update 
  EES Registration 
  Target EES Discovery 
  EEC Registration 
  ECS Service Provisioning
  EAS Discovery 
  EES ACR Events 
  EES App Context Relocation
  EES ACR Parameters Information 
  EES Common EAS Announcement 
  CAS Selected EES

	V2XAPP
(V2X Application Enabler)
	UASAPP
(UAS Application Enabler)
	5GMARCH 
(Enabling MSGin5G Service)

	  V2X Message Delivery
  File Distribution 
  Application Requirement
  Dynamic Group 
  Service Continuity 
  HD Map Dynamic Information
  Session Oriented Service 
  V2V Config Requirement
  PC5 Provisioning Requirement
	  C2 Operation Mode Management
  Real-time UAV Status
  USS Change Management 
  DAA Support
	  AS Registration 
  MSGin5G Server Message Delivery 
  L3G Message Delivery
  N3G Message Delivery
  Broadcast Message Delivery

	PINAPP
(Personal IoT Network Application)

	  PINServer PAS Registration



==========================End of LS content to be sent to GSMA =======================
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VAEC- Vertical Application Enabler Client; EEC — Edge Enabler Client; SEAL — Service Enabler Architecture Layer; CAPIF — Common API Framework;
NRM— Network Resource Management; DD Data Delivery; ACR— Application Context Relocation; NSCE—Network Slice Capability Enablement
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