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	Reason for change:
	There are several issues identified by CT3 colleagues in MBS PCC procedures for location dependent MBS service (note that “Area Session” used in the cover sheet refers to the location dependent MBS session in an MBS service area)
Issue#1 Unclear how to handle creation of MBS policy associations for the 2nd, the 3rd …Area Sessions  
The PCF may handle the policy association creation requests for 2nd, the 3rd … Area Sessions as an error situation since there is already a policy association for the same MBS Session ID, thus it is expected that the PCF will reject the Npcf_MBSPolicyControl_Create request for the 2nd, the 3rd… Area Sessions. 
If the PCF, based on implementation, proceeds with policy association creation, there is no way to distinguish which policy association is being updated etc.
Issue#2 Unclear how to bind the policy association created by Npcf_MBSPolicyControl_Create with the policy authorized in Npcf_MBSPolicyAuthorization_Create for the same Area Session when the AF/NEF/MBSF decides to interact with the PCF based on local configuration. 
To address Issue#1, for each Area Session, the MB-SMF needs to provide an additional ID (working name Area Session policy ID) together MBS Session ID in Npcf_MBSPolicyControl_Create request to the PCF over N7mb.  
To address Issue#2, for each Area Session, an additional ID (working name Area Session policy ID) needs to be assigned when the AF/NEF/MBSF interacts with the PCF, and such ID needs to be sent by AF/NEF/MBSF to the MB-SMF.
Regarding how the MB-SMF determines Area Session Policy ID, the following is proposed:
If AF/NEF/MBSF does not interact with PCF, the MB-SMF use Area Session ID as Area Session policy ID.
If AF/NEF/MBSF interacted with PCF, the MB-SMF use Area Session Policy ID as Area Session policy ID.
Regarding how the Area Session policy ID is assigned when the AF/NEF/MBSF decide to interact with the PCF based on local configuration, the following is proposed: 
#1 The AF/NEF/MBSF provides the indication of location dependent session to PCF, and the PCF assigns an additional ID (working name: Area Session Policy ID) and sends it in Npcf_MBSPolicyAuthorization_Create ResponseAF/NEF/MBSF.
#2 The AF/NEF/MBSF then includes Area Session Policy ID in Nmbsmf_MBSSession_Create request.
#3 The MB-SMF includes Area Session Policy ID in Npcf_MBSPolicyControl_Create request to the PCF so that the PCF can retrieve the policy authorized previously when AF/NEF/MBSF interacted with PCF.
DP S2-2310678 may be referenced for more discussion.
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When AF/NEF/MBSF does not interact with the PCF, the MB-SMF use Area Session ID as Area Session policy ID.
When the AF/NEF/MBSF decides to interact with the PCF based on local configuration,
· The AF/NEF/MBSF provides the indication of location dependent session to PCF, and then the PCF assign new Area Session policy ID and sends it to AF/NEF/MBSF.
· The AF/NEF/MBSF then includes Area Session policy ID in Nmbsmf_MBSSession_Create sent to MB-SMF.
· The MB-SMF includes Area Session policy ID and send it to the PCF so that the PCF can retrieve the policy authorized previously when AF/NEF/MBSF interacted with PCF.
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[bookmark: _Toc20203939][bookmark: _Toc27894624][bookmark: _Toc36191691][bookmark: _Toc45192777][bookmark: _Toc47592409][bookmark: _Toc51834490][bookmark: _Toc83303923]* * * Start of Changes * * * 
[bookmark: _Toc131154832][bookmark: _Toc145927418][bookmark: _Toc131154852][bookmark: _Toc138249277][bookmark: _Toc70079053][bookmark: _Toc122416438][bookmark: _Toc106188081][bookmark: _Toc114665362]6.2.3	Location dependent MBS service
A location dependent MBS is identified by MBS Session ID, and provided in several MBS service areas. The location dependent MBS service enables distribution of different content data to different MBS service areas. The same MBS Session ID is used but a different Area Session ID is used for each MBS service area. The Area Session ID is used, in combination with MBS Session ID, to uniquely identify the service area specific part of the content data of the MBS service within 5GS. The network supports the location dependent content distribution for the location dependent MBS services, while UEs are only aware of the MBS Session ID (i.e. UEs are not required to be aware of the Area Session IDs). When UE moves to a new MBS service area, content data from the new MBS service area shall be delivered to the UE, and the network ceases to deliver the content data from the old MBS service areas to the UE. For multicast MBS service, UEs outside all MBS service areas of the location dependent MBS session are not allowed to join the MBS service. When UE moves out of an MBS service area and there is no other MBS service area for the MBS session, the network ceases to deliver the content data to the UE. Depending on policy, for the multicast MBS service the network may remove UEs outside all MBS service areas of the location dependent MBS Session from the multicast MBS Session Context after a grace period The SMF may subscribe at the AMF to notifications about UE moving in or out of all MBS service areas of the location dependent MBS session.
For multicast communication towards an NG-RAN supporting MBS, the NG-RAN node handles mobility of UEs within the MBS session between MBS service areas served by the same NG-RAN without interaction with SMF.
For multicast communication, location dependent MBS services may be supported via 5GC Individual MBS traffic delivery towards RAN nodes not supporting MBS. If the SMF determines that the UE is in another MBS service area of the Multicast MBS session, the SMF configures the UPF to send multicast data relating to the new MBS service area towards the UE.
Information about different MBS service areas for a location dependent MBS service may be provided by one or several AFs or may be configured. The MBS Service Information provided is specified in clause 6.14. Different ingress points for location dependent points for the MBS session are supported for different MBS service area dependent content of the MBS session; different MB-SMFs and/or MB-UPF may be assigned for different MBS service areas in an MBS session. When the different MB-SMFs are assigned for different MBS service areas in an MBS session, the same TMGI is allocated for this MBS session.
The Area Session ID is allocated by MB-SMF in MBS Session creation procedure. MB-SMF allocates Area Session ID for each MBS services area which is unique within the MBS session. MB-SMF needs to further ensure there is no MBS service area overlapping with other MBS service areas that share the same MBS Session ID.
[bookmark: _Hlk148045857]The same QoS applies to all MBS service areas of a location dependent MBS Session.
NOTE 1:	In this release, deployments topologies with specific SMF Service Areas are not supported, as a result, location dependent service using multicast communication is not supported when a UE moves outside its SMF service area.
NOTE 2:	For location dependent service provided in different MBS service areas within the same SMF service area, it is assumed that one MB-SMF is used for an MBS Session.
NOTE 3:	An example of Location dependent MBS is a nationwide weather forecast service with local weather reports.
NOTE 4:	Area Session ID is equivalent to Flow ID as specified in TS 23.246 [8].
* * * Next Changes * * * 
6.10	Policy control for Multicast and Broadcast services
[bookmark: _Toc131154853][bookmark: _Toc138249278]6.10.1	General
The policy and charging control framework as defined in TS 23.503 [7] applies to Multicast and Broadcast services in the following aspects:
-	MBS Session binding: MBS Session binding is the association of an AF Session information to one and only one MBS Session or a location dependent MBS Session in an MBS Service Area. The PCF shall perform the session binding based on the MBS Session ID, i.e. TMGI or source specific IP multicast address. For location dependent MBS Session, Area Session Policy ID is used together with MBS Session ID to associate the AF Session information with the location dependent MBS Session in a specific MBS service area.
-	QoS Flow binding: For an MBS Session, QoS Flow binding is the association of a PCC rule to a QoS Flow within an MBS Session. The MB-SMF performs QoS Flow binding for an MBS Session in the same way as the SMF for a PDU Session.
[bookmark: _Hlk148045979]-	The PCF should provision the same MBS policy information for all MBS service areas of a location dependent MBS Session.
-	MBS policy information consists of:
-	PCC rules for MBS Session are used to provide policy for QoS flows: The following PCC rule parameters defined in Table 6.3.1 of TS 23.503 [7] are applicable for MBS:
-	Rule identifier.
-	Service data flow detection: Precedence, Service data flow template (only for IP PDU traffic).
-	Policy Control: 5G QoS Identifier (5QI), DL-maximum bitrate, DL-guaranteed bitrate, ARP, Priority Level, Averaging Window, Maximum Data Burst Volume.
-	Policy information can also be applicable for an entire MBS session. The following parameters defined for a PDU session in Table 6.4.1 of TS 23.503 [7] are applicable for an entire MBS session:
-	Authorized Session-AMBR.
-	Explicitly signalled QoS Characteristics.
-	Policy Control Request Triggers for MBS Session are used to define the conditions when the MB-SMF shall interact again with the PCF to request an update of the policy information for the MBS session by providing information on the condition(s) that have been met. The following Policy Control Request Triggers are defined for MBS:
-	MBS Session Update.
* * * Next Changes * * * 
[bookmark: _Toc138249693]6.14	MBS Service Information
MBS Service Information is a set of information used by the AF to describe an MBS session. It is directly conveyed from the AF to the MB-SMF or indirectly via NEF and/or MBSF.
For a location dependent MBS Session, the same MBS Service Information should be provided by the AF for each MBS Service Area.
In addition, MBS Service Information may be optionally sent from AF/NEF/MBSF to the PCF based on network configuration.
NOTE 2:	Depending on deployment scenarios specified in Annex A, AF, NEF or MBSF interacts with MB-SMF, and optionally that AF, NEF or MBSF interacts with PCF.
The MBS Service Information consists of an optional AF Application Identifier, an optional Session-AMBR and the description of one or more data flows/media components. For each data flow/media component, the following information may be provided:
-	Flow description; and
-	one of the following:
-	Media information (Media type, Media format, bandwidth) with optional Priority indicator;
-	QoS requirements (5G QoS parameters (i.e. 5QI, ARP, GBR, MBR) or QoS reference).
The following MBS Service Information is mandatory to be supported: 5G QoS parameters (i.e. 5QI, ARP, GBR, MBR) and optional Session-AMBR for one data flow/media component. Additional MBS Service Information is optional to be supported.

* * * Next Changes * * * 
[bookmark: _Toc131154864][bookmark: _Toc138249289]7.1.1.3	MBS Session Creation with PCC
Deployment of dynamic PCC is optional. This clause describes the procedure when dynamic PCC is deployed.


Figure 7.1.1.3-1: MBS Session Creation with PCC
Steps 1 to 7 are optional and only applicable if TMGI is used as MBS Session ID and required to be pre-allocated.
1 to 9:	Same as in Figure 7.1.1.2-1.
10.	The NEF/MBSF may optionally, based on local configuration, decide to interact with the PCF.
NOTE 1:	In the deployment without NEF and MBSF, the AF optionally interacts with PCF in steps 11-18.
	If the NEF/MBSF decided to interact with the PCF, steps 11 to 19 are performed, and in step 20 the MBS Service Information is not provided to the MB-SMF.
	If the NEF/MBSF decided not to interact with the PCF, steps 12 to 19 are skipped, and in step 20 the MBS Service Information is provided to the MB-SMF.
11.	[Conditional] If the NEF/MBSF did not receive an MBS Session ID from the AF in step 8, the NEF/MBSF sends an Nmbsmf_TMGI_Allocate Request (1) message to the MB-SMF and the MB-SMF allocates a TMGI and returns the TMGI to the NEF/MBSF via the Nmbsmf_TMGI_Allocate response (TMGI, expiration time).
12.	[Conditional] If the NEF/MBSF receives the Request for location-dependent session from the AF and if there is a need to select the same PCF for the location dependent MBS Sessions, the NEF/MBSF first uses the BSF Discovery service to discover whether there is a PCF serving the MBS session with the MBS Session ID by using Nbsf_management_Discovery operation. If there is a PCF registered for the MBS Session ID, the NEF/MBSF interacts with that PCF and skips the following step 13.
NOTE 2:	This step is not necessary in a deployment with a single PCF.
13.	[Conditional] If step 12 was not executed or the interaction with the BSF revealed that no PCF is registered for the MBS Session ID, the NEF/MBSF discovers the PCF candidates by interacting with the NRF and selects a PCF, possibly based on MBS service area.
14.	The NEF/MBSF sends an Npcf_MBSPolicy_Authorization_Create Request (MBS Session ID, [Request for location dependent MBS session], MBS Service Information (as defined in clause 6.14)) to the PCF.
15.	[Optional] The PCF may retrieve authorization information for the MBS session from the UDR (see clause 6.10.2) and takes it into account for the subsequent authorization and QoS allowance check.
NOTE 3:	This step is not necessary in a deployment with a single PCF if authorization data are stored in the PCF.
16.	The PCF determines whether the request is authorized and if the request is authorized, the PCF derives the required QoS parameters based on the received MBS Service Information and determines whether this QoS is allowed. If the required QoS is allowed, the PCF generates the policy information for the MBS session (as defined in clause 6.10) and stores it together with the MBS Session ID.
17.	If the request is authorized and the required QoS is allowed, the PCF registers at the BSF that it handles the MBS session by using Nbsf_management_Register Request (MBS Session ID, PCF ID). It provides an identifier that the policy association is for MBS and the MBS Session ID, its own PCF ID and optionally its PCF set ID.
NOTE 4:	This step is not necessary in a deployment with a single PCF.
18.	The PCF sends an Npcf_MBSPolicy_Authorization_Create Response (Result indication, [Area Session Policy ID]) to the NEF/MBSF.
	If the request is authorized for a location dependent MBS Session, the PCF assigns Area Session Policy ID.
	If the request is not authorized or the required QoS is not allowed, the PCF indicates so in the response to the NEF/MBSF which in turn informs the AF about it (by sending the Nnef_MBSSession_Create Response) and ends this procedure.
19.	Same as step 10 in Figure 7.1.1.2-1.
20.	Same as step 11 in Figure 7.1.1.2-1 with the following differences:
-	that the MBS Service Information is not present if the optional interaction between AF/NEF/MBSF and PCF has been performed
[bookmark: _Hlk148046923]-	the MBS Service Information is not present (as the MBS Service Informationit was already provided to the PCF in step 14).
[bookmark: _Hlk148046957][bookmark: _Hlk148047007]-	for location dependent MBS service, the AF/NEF/MBSF also includes Area Session Policy ID (which is assigned by the PCF in step 18) to MB-SMF. 
21.	The MB-SMF discovers the PCF using NRF.
22.	The MB-SMF sends an Npcf_MBSPolicyControl_Create Request (MBS Session ID, [Area Session policy ID], [MBS Service Information (as defined in clause 6.14)]) for the MBS session towards the PCF. The MB-SMF forwards the MBS Service Information to the PCF if received from the NEF/MBSF in the previous step 20.
	For location dependent MBS Session, the MB-SMF also sends Area Session policy ID to the PCF as follows: 
[bookmark: _Hlk148047192][bookmark: _Hlk148047210]-	If the AF/NEF/MBSF does not include Area Session policy ID, (i.e., the AF/NEF/MBSF has not interacted with PCF), the MB-SMF uses its assigned Area Session ID as Area Session policy ID.
[bookmark: _Hlk148047228][bookmark: _Hlk148047271]-	If AF/NEF/MBSF includes Area Session Policy ID (i.e., AF/NEF/MBSF has interacted with PCF), the MB‑SMF provides that received Area Session Policy ID. 

If PCF receives MBS Service Information from the MB-SMF, the PCF performs the subsequent steps 23 to 26. If the PCF does not receive MBS Service Information from the MB-SMF, but has previously determined policy information for the MBS session (see step 16) corresponding to the MBS Session ID (and Area Session Policy ID for location dependent MBS) received from the MB-SMF, the PCF continues with step 27.
23.	If the PCF is not handling the MBS Session ID, the PCF uses the BSF Register service to check whether there is already a PCF serving the MBS session. If so, the PCF skips steps 24 to 26 and indicates in step 27 that the PCF serving the MBS session shall be contacted.
NOTE 5:	This step is not necessary in a deployment with a single PCF.
24.	[Optional] The PCF may retrieve authorization information for the MBS session from the UDR (see clause 6.10.2) and takes it into account for the subsequent authorization and QoS allowance check.
NOTE 6:	This step is not necessary if authorization data are stored in the PCF.
25.	The PCF determines whether the request is authorized and if the request is authorized, the PCF derives the required QoS parameters based on the received MBS Service Information and determines whether this QoS is allowed. If the required QoS is allowed, the PCF generates the policy information for the MBS session (as defined in clause 6.10) and stores it together with the MBS Session ID.
26.	If the request is authorized and the required QoS is allowed the PCF registers at the BSF that it handles the MBS session by using Nbsf_management_Register Request (MBS Session ID, PCF ID). It provides an identifier that the policy association is for MBS and the MBS Session ID, its own PCF ID and optionally its PCF set ID.
NOTE 7:	This step is not necessary in a deployment with a single PCF.
27.	The PCF responds with Npcf_MBSPolicyControl_Create Response ([policy information for the MBS session (as defined in clause 6.10)], Result indication).
	If the request is not authorized or the required QoS is not allowed, the PCF indicates so in the response to the MB-SMF which in turn informs the AF about it (by sending the Nmbsmf_MBSSession_Create Response) and ends this procedure.
	If another PCF is serving the MBS session, the PCF indicates that another PCF serving the MBS session shall be contacted and provides an ID of that other PCF. The MB-SMF then repeats step 22 towards that other PCF.
28-37:	Same as steps 14-22 in Figure 7.1.1.2-1.
NOTE 8:	Steps 33-36 can be executed in parallel to step 32.
* * * Next Changes * * * 
[bookmark: _Toc20204633][bookmark: _Toc27895339][bookmark: _Toc36192442][bookmark: _Toc45193545][bookmark: _Toc47593177][bookmark: _Toc51835264][bookmark: _Toc59101090][bookmark: _Toc131154945][bookmark: _Toc138249372]9.1.3.6	Nmbsmf_MBSSession_Create service operation
Service operation name: Nmbsmf_MBSSession_Create
Description: Create a new multicast session or broadcast session, or for a location dependent MBS session, the part of the MBS session within a service area. Optionally subscribe to notifications for this MBS session.
Input, Required: MBS Session ID (SSM or TMGI) or TMGI allocation request, MBS Service Type (multicast or broadcast).
Input, Optional: DNN, S-NSSAI, MBS service area, Area Session Policy ID, MBS Service Information (as defined in clause 6.14), Input Transport Address Request, MBS start time, MBS termination time. For a multicast session, indication that any UE may join, multicast session security context. For a broadcast session, MBS FSA ID(s). For subscription to notifications event ID(s), Notification Target Address, Request for location dependent MBS session.
Output, Required: Result Indication.
Output, Optional: TMGI, NID, Expiry Time of the TMGI, Cause, MB-UPF tunnel info, MBS FSA ID(s), Area Session ID.
* * * Next Changes * * * 
[bookmark: _Toc20204490][bookmark: _Toc27895189][bookmark: _Toc36192286][bookmark: _Toc45193399][bookmark: _Toc47593031][bookmark: _Toc51835118][bookmark: _Toc68017351][bookmark: _Toc131154955][bookmark: _Toc138249382]9.2.2.2	Npcf_MBSPolicyControl_Create service operation
Service operation name: Npcf_MBSPolicyControl_Create
Description: The NF Service Consumer can request the creation of a MBS Policy Association and provide relevant parameters about the MBS Session to the PCF.
Inputs, Required: MBS Session ID.
Inputs, Optional: MBS Service Information (as defined in clause 6.14), Area Session Policy ID, DNN, S-NSSAI..
Outputs, Required: Success or Failure. In the case of Success, MBS Policy Association ID and Policy information for the MBS Session (as defined in clause 6.10).
Outputs, Optional: In the case of Failure, the Service Information that can be accepted by the PCF. In the case of Failure, indication that another PCF shall be contacted and an ID of that other PCF.

[bookmark: _Toc20204491]* * * Next Changes * * * 
[bookmark: _Toc131154961][bookmark: _Toc138249388]9.2.3.2	Npcf_MBSPolicyAuthorization_Create service operation
Service operation name: Npcf_MBSPolicyAuthorization_Create
Description: Authorize the request, and optionally determines and installs MBS Policy Control Data according to the information provided by the NF Consumer.
Inputs, Required: MBS Session ID.
[bookmark: _Hlk148047489]Inputs, Optional: DNN if available, S-NSSAI if available, MBS Service Information (as defined in clause 6.14), Request for location dependent MBS session.
Outputs, Required: Success (application session context) or Failure (reason for failure).
[bookmark: _Hlk148047502]Outputs, Optional: Area Session Policy ID (for location dependent session), iIn the case of Failure, the MBS Service Information that can be accepted by the PCF.

* * * End of Changes * * * 

image1.emf
MB-SMF NRF

NEF / 

MBSF

8. Nnef_MBSSession_Create

Request (MBS Session ID,

 service type, QoS request)

MB-UPF

AF

  20 Nmbsmf_MBSSession_Create Request

 (MBS session Id, service type, MBS Service info)

2. Authorization 

PCF BSF

1. Nnef_TMGI_Allocate 

request

3. Nnrf_

NFDiscovery

(MB-SMF)

4. Nmbsmf_TMGI_Allocate Request

5. Nmbsmf_TMGI_Allocate reponse(TMGI(s))

6. Nnef_TMGI_Allocate 

response(TMGI(s))

7. Service announcement

 MBSFT

UDR

34.

Session

Response

(Ingress 

address)

33. Session 

Request

(Ingress 

address)

36. Service announcement

9. Authorization 

13. Nnrf_

NFDiscovery

(PCF)

32. For broadcast, Procedures toward 

AMF and NG-RAN in clause 7.3.1

35. Nnef_MBSSession_Create 

Response (Ingress Address)

37. For multicast, UE join procedures in clause 7.2.1 

28.  Session

Request

29. Session 

Response

(Ingress 

address)

30. Nmbsmf_MBSSession_Create Response (Ingress Address)

14.Npcf_MBSPolicyAuthorization_Create Request (MBS Service info)

19. Nnrf_

NFDiscovery

(MB-SMF)

22. Npcf

_MBSPolicyControl

_Create Request

 (MBS session ID)

27. Npcf

_MBSPolicyControl

_Create Response

 (PCC rule)

18.Npcf_MBSPolicyAuthorization_Create Response (MBS session id)

16. Authorize MBS session

and derive QoS

31. Nnrf_NFManagement_NFUpdate

(MBS session ID)

       IF NEF/MBSF decides to interact with PCF

15 Nudr_DataManagement_Query

25. Authorize MBS session

and derive QoS

24. Nudr_DataManagement_Query

17. Nbsf_

Management

_register

(MBS Session ID,

PCF ID )

26. Nbsf_

Management

_register

(MBS Session ID,

PCF ID )

   IF no policy authorization was performed before

10. Decide whether to 

interact with PCF

11. Nmbsmf_TMGI_Allocate Request

21. Nnrf_NFDiscovery (PCF)


Microsoft_Visio_Drawing.vsdx
MB-SMF
NRF
NEF / MBSF
8. Nnef_MBSSession_Create
Request (MBS Session ID,
 service type, QoS request)
MB-UPF
AF
20 Nmbsmf_MBSSession_Create Request
 (MBS session Id, service type, MBS Service info)
2. Authorization
PCF
BSF
1. Nnef_TMGI_Allocate 
request
3. Nnrf_ NFDiscovery (MB-SMF)
4. Nmbsmf_TMGI_Allocate Request
5. Nmbsmf_TMGI_Allocate reponse(TMGI(s))
6. Nnef_TMGI_Allocate 
response(TMGI(s))
7. Service announcement
MBSFT
UDR
34. Session Response
(Ingress  address)
33. Session  Request
(Ingress  address)
36. Service announcement
9. Authorization
13. Nnrf_ NFDiscovery (PCF)
32. For broadcast, Procedures toward AMF and NG-RAN in clause 7.3.1
35. Nnef_MBSSession_Create  Response (Ingress Address)
37. For multicast, UE join procedures in clause 7.2.1
28.  Session Request
29. Session  Response
(Ingress  address)
30. Nmbsmf_MBSSession_Create Response (Ingress Address)
14.Npcf_MBSPolicyAuthorization_Create Request (MBS Service info)
19. Nnrf_ NFDiscovery (MB-SMF)
22. Npcf _MBSPolicyControl _Create Request  (MBS session ID)
27. Npcf _MBSPolicyControl _Create Response
 (PCC rule)
18.Npcf_MBSPolicyAuthorization_Create Response (MBS session id)
16. Authorize MBS session and derive QoS
31. Nnrf_NFManagement_NFUpdate (MBS session ID)
12. Nbsf_Management_Discovery
IF NEF/MBSF decides to interact with PCF
15 Nudr_DataManagement_Query
25. Authorize MBS session and derive QoS
24. Nudr_DataManagement_Query
17. Nbsf_ Management _register (MBS Session ID, PCF ID )
26. Nbsf_ Management _register (MBS Session ID, PCF ID )
IF no policy authorization was performed before
10. Decide whether to interact with PCF
11. Nmbsmf_TMGI_Allocate Request
21. Nnrf_NFDiscovery (PCF)
23. Nbsf_ Management_ Register



