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Page 1



[bookmark: _Hlk127719664]* * * First Change * * * *
[bookmark: _Toc113357398][bookmark: _Toc131210540][bookmark: _Toc88561777][bookmark: _Toc108431825][bookmark: _Toc113357426][bookmark: _Toc131210565][bookmark: _Hlk75185868]5.6.2.2	Request and Select Background Data Transfer Policy 
Figure 5.6.2.2-1 depicts a general procedure for the request and configuration of traffic policies for BDT initiated by a request from an IoT-App VAL Server. 
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Figure 5.6.2.2-1: General Procedure for configuration of Background Data Transfer 
Step 1: An IoT-App VAL Server requests IoT-PCS Server to negotiate with the 3GPP network a background data transfer policy.
The request includes expected data volume, expected number of UEs, expected time window for the background data transfer. The request may also include group ID, geographic information for the UEs, a request expiration time, guidance for policy selection. If guidance for policy selection is not included, the IoT-App VAL Server indicates if IoT-PCS Server may choose independently from among multiple transfer policies.
Step 2: Based on the request expiration time and Service Provider policies, IoT-PCS Server may determine to delay interactions with the 3GPP network in order to negotiate on behalf of multiple IoT-App VAL Servers.
The IoT-PCS Server performs the resource management of background data transfer procedure described in 3GPP TS 23.502 [2] clause 4.16.7.2. The procedure requires that expected data volume, expected number of UEs, and expected time window are provided by the IoT-PCS Server. If the IoT-PCS Server determined to negotiate on behalf of multiple IoT-App VAL Servers, the parameters included reflects a superset of the individual IoT-App VAL Server requests.
NOTE 1:	The IoT-PCS Server determines to negotiate on behalf of multiple IoT-App VAL Servers based on implementation options and local policies. For example, if the request expiration time and expected time window are sufficiently large and, respectively, far away in time, the IoT-PCS Server may be allowed to delay the negotiations with the 3GPP network in case another request is received, targeting the same group of UEs. If another request is received with expected time windows sufficiently close and if the guidance for policy selection allows, a single policy/time window may be negotiated instead. This allows the UE group to wake up only once for multiple background data transfers.
The 3GPP network determines one or more applicable transfer policies based on the requesting Background Data Transfer parameters. A list of transfer policies is provided to the IoT-PCS Server. Each transfer policy includes mandatory Reference ID, charging rating group reference and allocated time window and optional maximum UL and DL bandwidth. The IoT-PCS Server uses ASP policies and the transfer selection guidance (if available) to select a policy. The IoT-PCS Server informs the 3GPP Network of the selected transfer policy.
NOTE 2:	Based on 3GPP TS 23.503[3] clause 6.1.2.4. it is assumed that the IoT-PCS server is configured to understand the charging rating group reference based on agreements with the operator.
NOTE 3:	Policy selection guidance options such as "lowest cost", "highest throughput", etc. are to be determined in the normative phase. 
NOTE 4:	The IoT-PCS server sets the warning notification based on local policies.
Step 3: The IoT-PCS Server responds to the IoT-App VAL Server, providing the Reference ID and allocated time window of the background data transfer policy.

* * * Next Change * * * *

7.1	Solution conclusions
This technical report completes the study on application architecture for enabling application capability exposure to general purpose servers or third party IoT applications via IoT Platforms, with the following considerations for normative work:
1.	Definition of terms and abbreviations captured in clause 3 will be reused as needed.
2.	The application architecture enhancements for enabling application capability exposure to general purpose servers or 3rd party IoT applications via IoT Platforms are summarized in clause 6.1. will be used as follows:
a.	The IoT Platform functional model introduced in clause 5.3 will be used to describe a new IoT-PCS SEAL service with the corresponding IoT-App VAL services. 
b.	The Application service management functional model introduced in clause 5.1 will be used to describe a new ASM SEAL service with the corresponding VAL services.
3.	The IoT platform deployment options detailed in clause 5.2 will be analysed in the normative phase, to determine whether a captured for the new IoT PCS SEAL service is necessary. Applicable IoT-PCS -related procedures are to be implemented in the normative phase using existing SEAL services (e.g. NRM) whenever there is relevance to other verticals or enablers.
4.	The following individual solutions, corresponding to the key issues, will be considered as candidate solutions:
a.	for Key issue #1 (Background Data Transfer negotiation):
i.	Solution #6 (BDT configuration) as NRM IoT-PCS SEAL functionality.
b.	for Key issue #2 (Application server monitoring and control of traffic):
i.	Solution #1 (Application Service Management Service) as ASM SEAL functionality; and
ii.	Solution #5 (Application Server status monitoring via CAPIF) as new CAPIF functionality.
c.	for Key issue #3 (IoT Platform PSM monitoring and configuration) 
i.	Solution #7Z (UE unified traffic pattern and monitoring management) except clauses 5.7.3.2, 5.7.3.4, as NRM IoT-PCS SEAL functionality.
NOTE:	Evaluation of Solution #Z (clause 5.7.3.4) has dependencies on coordination with SA2 (i.e. LS) as captured in 5.7.3 Evaluation clause.
d.	for Key issue #4 (Configuration of Communication Patterns):
i.	Clause 5.7.3.2 of Solution #7Z (CP configuration procedure) addresses the key issue but does not provide enough enhancement over existing SCEF/NEF functionality. Therefore, no functionality is considered for normative phase.
e.	for Key issue #5 (NIDD configuration):
i.	No solutions introduced have been agreed, therefore no functionality is considered for normative phase.

Editor’s Note : The conclusion for Key Issue #6 is FFS

There is one dependency on coordination with other working groups within 3GPP, as captured in the NOTE above. The remainder of the individual solutions have no dependencies on other working groups within 3GPP.

* * * END of Changes * * * *
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