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* * * First Change * * * *
[bookmark: _Toc433209524][bookmark: _Toc453279676][bookmark: _Toc428364929][bookmark: _Toc424654346][bookmark: _Toc453260052][bookmark: _Toc453260939][bookmark: _Toc468110338][bookmark: _Toc122611997][bookmark: _Toc468105243][bookmark: _Toc459375013][bookmark: _Toc114839976]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 22.179: "Mission Critical Push to Talk (MCPTT); Stage 1".
[3]	3GPP TS 22.280: "Mission Critical Services Common Requirements (MCCoRe); Stage 1".
[4]	3GPP TS 22.281: "Mission Critical Video services".
[5]	3GPP TS 22.282: "Mission Critical Data services".
[6]	3GPP TS 23.002: "Network Architecture".
[7]	3GPP TS 23.179: "Functional architecture and information flows to support mission critical communication services; Stage 2"
[8]	3GPP TS 23.203: "Policy and charging control architecture".
[9]	3GPP TS 23.228: "IP Multimedia Subsystem (IMS); Stage 2".
[10]	3GPP TS 23.237: "IP Multimedia Subsystem (IMS) Service Continuity; Stage 2".
[11]	3GPP TS 23.246: "Multimedia Broadcast/Multicast Service (MBMS); Architecture and functional description".
[12]	3GPP TS 23.281: "Functional architecture and information flows to support Mission Critical Video (MCVideo); Stage 2".
[13]	3GPP TS 23.282: "Functional architecture and information flows to support Mission Critical Data (MCData); Stage 2".
[14]	3GPP TS 23.303: "Proximity-based services (ProSe); Stage 2".
[15]	3GPP TS 23.335: "User Data Convergence (UDC); Technical realization and information flows".
[16]	3GPP TS 23.379: "Functional architecture and information flows to support Mission Critical Push To Talk (MCPTT); Stage 2".
[17]	3GPP TS 23.401: "General Packet Radio Service (GPRS) enhancements for Evolved Universal Terrestrial Radio Access Network (E-UTRAN) access".
[18]	3GPP TS 23.468: "Group Communication System Enablers for LTE (GCSE_LTE); Stage 2".
[19]	3GPP TS 29.283: "Diameter Data Management Applications".
[20]	Void
[21]	3GPP TS 36.300: "Evolved Universal Terrestrial Radio Access (E-UTRA) and Evolved Universal Terrestrial Radio Access Network (E-UTRAN); Overall description; Stage 2".
[22]	IETF RFC 5245 (April 2010): "Interactive Connectivity Establishment (ICE): A Protocol for Network Address Translator (NAT) Traversal for Offer/Answer Protocols".
[23]	GSMA PRD IR.92 v10.0: "IMS Profile for Voice and SMS".
[24]	GSMA PRD IR.88 v15.0: "LTE and EPC Roaming Guidelines".
[25]	3GPP TS 33.180: "Security of the mission critical service".
[26]	IETF RFC 6733 (October 2012): "Diameter Base Protocol".
[27]	3GPP TS 29.214: "Policy and Charging Control over Rx reference point".
[28]	3GPP TS 22.011: "Service accessibility".
[29]	3GPP TS 23.271: "Functional stage 2 description of Location Services (LCS)". 
[30]	3GPP TS 25.305: "Stage 2 functional specification of User Equipment (UE) positioning in UTRAN".
[31]	3GPP TS 23.032: "Universal Geographical Area Description (GAD)".
[32]	IETF RFC 2865 (June 2000): "Remote Authentication Dial In User Service (RADIUS)".
[33]	IETF RFC 3162 (August 2001): "RADIUS and IPv6".
[34]	3GPP TS 25.501: "System architecture for the 5G System (5GS)".
[35]	IETF RFC 1541 (October  1993): "Dynamic host configuration protocol".
[36]	IETF RFC 8415 (November 2018): "Dynamic host configuration protocol for IPv6 (DHCPv6)".
* * * Second Change * * * *
[bookmark: _Toc122612233]10.1.5.5.2	Dynamic data associated with a group in group management server
The group management server may require (e.g., for regrouping) subscribe to a subset of dynamic data including affiliation status, regroup status and  emergency status in the MC service server listed in table 10.1.5.5.1-1. 
The affiliation status in the form of a list of MC service IDs of affiliated group members corresponding to the MC service for that group is available in group management server. The group management server can subscribe to this information from the MC service server in Table 10.1.5.5.1-1. Table 10.1.5.5.2‑1 describes the affiliation status contained in the group management server.
Table 10.1.5.5.2-1: Affiliation status in group management server
	Parameter description

	MC service group ID

	List of affiliated group members

	> MCPTT

	>> MCPTT ID

	> MCVideo

	>> MCVideo ID

	> MCData

	>> MCData ID



Editor's note:	The support for affiliation status in the group management server of an MC service user logged into multiple UEs is FFS. 
The regroup status of a group in the form of a list of MC service group IDs of the group being regrouped is available in group management server. The group management server can subscribe to this information from the MC service server in Table 10.1.5.5.1-1. Table 10.1.5.5.2‑2 describes the regroup status contained in the group management server.
Table 10.1.5.5.2-2: Regroup status in group management server
	Parameter description

	List of MC service groups being regrouped into a new group

	> MC service group ID (Constituent MC service group)

	> Corresponding regrouped group information

	>> MC service group ID



The emergency status of a group in the form of a list of MC service group IDs of the group in emergency state is available in group management server. The group management server can subscribe to this information from the MC service server in Table 10.1.5.5.1-1. Table 10.1.5.5.2‑3 describes the emergency status contained in the group management server.
Table 10.1.5.5.2-3: Emergency status in group management server
	Parameter description

	List of MC service groups in emergency state

	> MC service group ID



* * * Third Change * * * *
[bookmark: _Toc122612285]10.2.3	Group creation
Figure 10.2.3-1 below illustrates the group creation operations by authorized MC service user/ MC service administrator to create a group. It applies to the scenario of normal group creation by an MC service administrator and user regrouping operations by authorized user/dispatcher.
Pre-conditions:
1.	The group management client, group management server, MC service server and the MC service group members belong to the same MC system.
2.	The administrator/authorized user/dispatcher is aware of the users' identities which will be combined to form the MC service group.



Figure 10.2.3-1: Group creation
1.	The group management client of the administrator/dispatcher/authorized MC service user requests group create operation to the group management server. The identities of the users being combined and the information of the MC services that are enabled on the group shall be included in this message.
NOTE 1:	The administrator/dispatcher/authorized MC service user can include a proposed MC service group ID in the group creation request. The proposed MC service group ID can be derived from a set of rules previously agreed between the administrator/dispatcher/authorized MC service user and the group management server. The method by which the the administrator/dispatcher/authorized MC service user obtains the set of rules is outside the scope of the present document. 
NOTE 2: The administrator/dispatcher/authorized MC service user can include include configuration data for the requested group. The method by which the administrator/dispatcher/authorized MC service user prepares the configuration data for the requested group is outside the scope of the present document, but it could, for example, be derived from pre-prepared templates available to the administrator/dispatcher/authorized MC service user.
2a. If the proposed MC service group ID information element is not present in the group creation request, the group management server generates the MC service group ID. If the proposed MC service group ID information element is present and acceptable to the group management server, the group management server uses the proposed MC service group ID for the new group. If the proposed MC service group ID information element is present but not acceptable to the group management server, the group management server modifies proposed MC service group ID or generates the MC service group ID or rejects the group creation request.
2b.	During the group creation, the group management server stores or creates and stores the information of the group as group configuration data as described in subclause 10.1.5.4. The group management server performs the check on the maximum limit of the total number (Nc6) of MC service group members for the MC service group(s).
3.	The group management server may conditionally notify the MC service server regarding the group creation with the information of the group members (if any). During user regroup, the group management server notifies the MC service server regarding the group creation with the information of the temporary group members. The MC service users of the temporary group may be automatically affiliated, if configured on the MC service server.
4.	The MC service group members  (if any) of the MC service group are notified about the newly created MC service group configuration data.
5.	The group management server provides a group creation response to the group management client of the administrator/dispatcher/authorized MC service user. The result information element indicates:
-	success (using proposed MC service group ID); or 
-	success (MC service group ID provided by the group management server); or 
-	failure (proposed MC service group ID not acceptable); or 
-	failure for other reason.

* * * Forth Change * * * *
[bookmark: _Toc122612319]10.6.2	Interconnection partner MC system
Where communications with a partner MC system using interconnection are required, user authorization takes place in the serving MC system of the MC service user, using the  MCX user service authorization procedure specified in 3GPP TS 33.180 [25].

* * *Fifth Change * * * *
[bookmark: _Toc468105496][bookmark: _Toc468110591][bookmark: _Toc122612363]10.7.3.8.2	Procedure
The information flow below defines a procedure in which the MC service client notifies the MC service server about an MBMS suspension decision in RAN.
The MC service server can decide on a subset of all UE’s in the MBMS broadcast area that shall report on MBMS bearer suspension. When the MC service server make the decision of the UE subset, consideration shall be taken to the location of the UEs, since UEs location is dynamically changed. This means that the MBMS suspension reporting instruction may need to be updated regularly based on the UEs mobility.
Pre-conditions:
-	It is assumed that there is at least one active MBMS bearer


Figure 10.7.3.8.2-1:	MBMS suspension notification from MC service client
1.	The MC service server sends an MBMS suspension reporting instruction to the MC service client. 
NOTE:	This message may be included in the MBMS bearer announcement message and may be sent both on a unicast bearer and a multicast bearer.
2.	RAN decides to suspend the MBMS bearer, according to existing procedures in 3GPP TS 36.300 [21].
3.	An MBMS suspension indication is sent in the MSI (MCH Scheduling Information), according to existing procedures in 3GPP TS 36.300 [21].
4.	The MC service client detect the MBMS suspension and sends an MBMS suspension report.
MC service client that is not instructed to send an MBMS suspension report shall still detect the MBMS suspension indication from RAN (step 3). An MC service client shall in this case not send other types of report (e.g. MBMS listening reports).
The same procedure can be applied at MBMS resumption or other MBMS events that may be detected by the MC service client.

* * *Sixth Change * * * *
[bookmark: _Toc468206998][bookmark: _Toc122612410]10.8.4.4	MC server initiated group de-affiliation procedure
[bookmark: OLE_LINK6]The procedure for the MC service server to trigger a de-affiliation with an MC service group is described in figure 10.8.4.4-1.
Pre-conditions:
1.	The MC service user has previously affiliated to the group, and the MC service server has stored the status of MC service group affiliation;
2.	Following a relevant trigger condition, e.g. the user moving outside the permitted geographical operational area of the MC service group, or the permitted geographical operational area is modified, causing  user outside of  the permitted geographical operational area, the MC service server de-affiliates the user from the MC service group; and 
3.	The group management server has subscribed to the MC service server within the MC system where the group is defined for affiliation status updates. 
4.	The MC service server has subscribed to the MC service functional alias controlling server within the MC system for functional alias activation/de-activation updates.


Figure 10.8.4.4-1: MC service server initiated group de-affiliation procedure
1.	The MC service server determines the MC service client could be de-affiliated to the group again due to the trigger event, e.g. the permitted geographical operational area is modified, causing the user outside of the permitted geographical operational area of the MC service group, the MC service server needs to de-affiliate the MC Service user from the group.
2.	The MC service server changes the affiliation status of the user.
3.	The MC service server updates the group management server with the de-affiliation status of the user for the requested MC service group(s).
4.	The MC service server provides a de-affiliation notification with the group information to the MC service client.

* * *Seventh Change * * * *
[bookmark: _Toc122612451]10.9.3.8.2	Client-triggered periodic location information report
Figure 10.9.3.8.2-1 illustrates the procedure when a location management client requests periodic location information from other location management clients for location information reporting using functional aliases which may be shared between several MC service users. Under this condition, the actual location of all MC service users sharing the same functional alias are  reported.
Pre-conditions:
1.	MC service client 2 and MC service client 3 share the same functional alias.
2.	MC service client 2 and MC service client 3 activated the functional alias.
3.	MC service client 1 may have an activated functional alias.
4.	The location management server has subscribed to the functional alias controlling MC service server within the MC system for functional alias activation/de-activation updates.


 Figure 10.9.3.8.2-1: Periodic location information report for shared functional alias
1.	Location management client 1 sends a location reporting trigger, limited to one MC service at the time, to the location management server to activate a periodic location reporting procedure which shall retrieve the location information of the MC service users sharing the contained functional alias. Location management client 1 may include its own activated functional alias. 
2.	Location management server checks whether location management client 1 is authorized to send a location reporting trigger.
3.	Depending on the information given by the location reporting trigger, the location management server uses event-triggered location information procedure and immediately send location information request to the location management clients that contains the functional alias requested by the location management client 1.
4.	Upon receiving the reports, the location management server updates location of the reporting location management clients.
5.	Based on the received location information reports, the location management server will periodically issue location report responses, one for each location management client at a time, encompassing the MC service ID, the associated functional alias, the individual location information of the addressed MC service ID and the optional MC service UE label, if present.
NOTE 1:	If a functional alias is deactivated for an MC service client, the corresponding location management client stops sending periodic location information reports.
NOTE 2:	If a functional alias has been newly activated for an MC service client, the location management server activates location information reporting for this location management client.
NOTE 3:	If a functional alias is simultaneously shared between several MC service IDs, all location management clients with the associated MC service IDs will send the location report until the functional alias status change, e.g. take-over, for the individual MC service ID.

* * *Eighth Change * * * *
10.13.10.2	Subscription for functional alias procedure
The procedure for subscription for functional alias is described in figure 10.13.10.2-1.
Pre-conditions:
-	The functional alias controlling MC service server holds a list of MC service users who has activated the functional alias.


Figure 10.13.10.2-1: Subscription for functional alias
1.	The subscriber sends a subscribe functional alias request to the functional alias controlling MC service server in order to receive notifications about the  list of MC service users who has activated the function alias.
2.	The functional alias controlling MC service server provides a subscribe functional alias response to the subscriber indicating success or failure of the request.

* * *Ninth Change * * * *
10.13.10.4	Unsubscription for functional alias procedure
The procedure for unsubscription for functional alias is described in figure 10.13.10.4-1.
Pre-conditions:
-	The functional alias controlling MC service server holds a list of MC service users who has activated the functional alias.


Figure 10.13.10.4-1: Unsubscription for functional alias
1.	The subscriber sends a unsubscribe functional alias request to the functional alias controlling MC service server in order to stop receiving notifications about the  list of MC service IDs who has activated the function alias.
2.	The functional alias controlling MC service server provides a subscribe functional alias response to the subscriber indicating success or failure of the request.

* * *Tenth Change * * * *
[bookmark: _Toc122612550]10.14.2.2	Procedure for calls with topology hiding
Figure 10.14.2.2-1 shows the procedure where an MC service client initiates an MC service group call to an MC service group where the primary MC system of that MC service group is an interconnected MC system, or where an MC service client initiates an MC service private call to an MC service user where the primary MC system of that MC service user is an interconnected partner MC system. In this procedure, both MC systems make use of topology hiding.
NOTE 1:	This procedure does not illustrate the case where the target MC service client has migrated, and where further forwarding of the call request is required.
Pre-conditions:
1.	MC service client 1 is receiving MC service in a different MC system to the primary MC system of the target MC service group or MC service user, and the MC systems are interconnected.
NOTE 2:	MC service client 1 may be receiving service in the primary MC system of MC service client 1, or may have successfully migrated to a partner MC system.
2.	If the call to be originated by MC service client 1 is an MC service group call, MC service client 1 has affiliated to the MC service group.
3.	If the call to be originated by MC service client 1 is an MC service private call, the target MC service client, MC service client 2,  is receiving service from the primary MC system of that MC service client.


Figure 10.14.2.2-1:	Call to target in interconnected MC system
1.	MC service client 1 initiates a call request to a target MC service user or MC service group, where the primary MC system of that MC service user or MC service group is an interconnected partner MC system.
2.	The serving MC service server of MC service client 1 determines that the call has a target in a different MC system, and that the MC gateway server is the correct next hop for the call.
3.	The serving MC service server of MC service client 1 forwards the call request to the MC gateway server of the serving MC system.
4.	The MC gateway server identifies the correct partner MC system which is the primary MC system for the target of the call. 
NOTE 3: The MC gateway server of the serving MC system of MC service client 1 will contain configuration to allow it to route the call request over the signalling plane to the MC gateway server in the partner MC system.
5.	The MC gateway server of the primary MC system of MC service client 1 forwards the call request to the MC gateway server of the partner MC system.
6.	The MC gateway server of the partner MC system determines the MC service server which is the primary MC service server for the target MC service user or MC service group.
NOTE 4:	The MC gateway server of the partner MC system will contain configuration allowing it to make use of the target MC service ID or MC service group ID to identify the primary MC service server of the target MC service user or MC service group. 
7.	The call request is forwarded to the partner MC service server which is the primary MC service server of the target MC service user or MC service group.
8.	The partner MC service server which is the primary MC service server of the target MC service user or MC service group checks that the call is authorized to be made. The authorization process checks that the call origin is permissible (i.e. from the serving MC system of calling MC service user, and from that calling MC service user) for a call to the target MC service user or MC service group.
9.	Providing that the authorization in step 8 is successful, the call request is sent to MC service client 2.
10.	MC service client 2 sends a call response to the call request.
11.	The partner MC service server, which is the primary MC service server of the target MC service user or MC service group, sends a call response to the MC gateway server in the partner MC system.
12.	The MC gateway server in the partner MC system sends the call response to the MC gateway server in the primary MC system of MC service client 1.
13.	The MC gateway server in the primary MC system sends the call response to the serving MC service server of MC service client 1.
14.	The serving MC service server sends the call response to MC service client 1.
NOTE 5.	Steps 9 and 10 may occur at any time after step 8 and prior to step 15, provided that step 9 always take place before step 10. If the authorization in step 8 has failed, then steps 9 and 10 do not occur.
15.If the call response was successful, floor control and media paths are established for the call.

* * * End of Changes * * * *
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