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******************** Start of 1st Change ************************************************************
[bookmark: _Toc19542414][bookmark: _Toc35348416][bookmark: _Toc114146540]4.2.6.2.2	Interface robustness requirements
Requirement Name: Manipulated packets that are sent to an address of the network device shall not lead to an impairment of availability.
Requirement Description:
A network device shall be not affected in its availability or robustness by incoming packets, from other network element, that are manipulated or differing the norm. This means that inappropriate or manipulated packets shall be detected as invalid and be discarded. The process shall not be affecting the performance of the network device. This robustness shall be just as effective for a great mass of invalid packets as for individual or a small number of packets.






******************** End of 1st Change ************************************************************


